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Additional discussion(if needed):
…
Proposed changes:
*** 1st Change ***
[bookmark: _Toc28005431][bookmark: _Toc36038103][bookmark: _Toc45133300][bookmark: _Toc51762128][bookmark: _Toc4490378][bookmark: _Toc9864081][bookmark: _Toc4485719][bookmark: _Toc10453583][bookmark: _Toc28011078][bookmark: _Toc28012040]5.1.1	AM Policy Association Establishment
This procedure concerns the following scenarios:
1.	UE initial registration with the network.
2.	The AMF re-allocation with PCF change in handover procedure and registration procedure.
3.	UE registers with 5GS during the UE moving from EPS to 5GS when there is no existing AM Policy Association.


Figure 5.1.1-1: AM Policy Association Establishment procedure
This procedure concerns both roaming and non-roaming scenarios.
In the non-roaming case the role of the V-PCF is performed by the PCF. For the roaming scenarios, the V-PCF interacts with the AMF.
Step 2 - step 5 are not executed in the roaming case.
1.	The AMF receives the registration request from the AN. Based on local policy, the AMF selects to contact the (V-) PCF to create the policy association with the (V-) PCF and to retrieve Access and Mobility control policy. The AMF selects the PCF as described in subclause 8.2 and invokes the Npcf_AMPolicyControl_Create service operation by sending the HTTP POST request to the "AM Policy Associations" resource as defined in subclause 5.1.2.1.1 of 3GPP TS 29.507 [7]. The request operation provides the SUPI and the allowed NSSAI if applicable, and if received from the UDM, the Service Area Restrictions, RFSP index, GPSI and a list of Internal Group Identifiers, and may provide the applicable access type(s), the PEI if received in the AMF, the User Location Information if available, the UE Time Zone if available, Serving Network, the applicable RAT type(s), GUAMI of AMF, alternative or backup address(es) or FQDNs of AMF and trace control and configuration parameters information. The request includes a Notification URI to indicate to the PCF where to send a notification when the policy is updated. 
2.	If the PCF does not have the subscription data, it invokes the Nudr_DataRepository_Query service operation to the UDR by sending an HTTP GET request to the "AccessAndMobilityPolicyData" resource as specified in TS 29.519 [12]
3.	The UDR sends an HTTP "200 OK" response to the PCF with the subscription data.
4.	The PCF may request notifications from the UDR on changes in the subscription information by invoking Nudr_DataRepository_Subscribe service operation by sending an HTTP POST request to the "PolicyDataSubscriptions" resource as specified in 3GPP TS 29.519 [12].
5.	The UDR sends an HTTP "201 Created" response to acknowledge the subscription from the PCF.
6.	The (V-)PCF makes the requested policy decision including Access and Mobility control policy information, and may determine applicable Policy Control Request Trigger(s).
7.	The (V)PCF sends an HTTP "201 Created" response to the AMF with the determined policies as described in subclause 4.2.2 of 3GPP TS 29.507 [7], e.g.: 
-	Access and Mobility control Policy including Service Area Restrictions, and/or a RAT Frequency Selection Priority (RFSP) Index; and/or
-	Policy Control Request Triggers and related policy information;
8.	The AMF deploys the Access and Mobility control policy information if received which includes, e.g. storing the Service Area Restrictions, provisioning the Service Area Restrictions to the UE and/ or provisioning the RFSP index and Service Area Restrictions to the NG-RAN when the UE is registered in the 3GPP access.
NOTE:	The PCF can reject the AM Policy Association establishment, e.g. the PCF cannot obtain the subscription-related information from the UDR and the PCF cannot make the policy decisions, as described in 3GPP TS 29. 519 [12]. In this case, the AMF deploys the Access and Mobility control policy information based on the policy retrieved from the UDM if available or the local configuration. 
*** 2nd Change ***
[bookmark: _Toc28005434][bookmark: _Toc36038106][bookmark: _Toc45133303][bookmark: _Toc51762131]5.1.2.1.1	AM Policy Association Modification initiated by the AMF without AMF relocation
This procedure is performed when a Policy Control Request Trigger condition is met.


Figure 5.1.2.1.1-1: AMF-initiated AM Policy Association Modification without AMF relocation procedure
This procedure concerns both roaming and non-roaming scenarios.
In the non-roaming case the role of the V-PCF is performed by the PCF. For the roaming scenarios, the V-PCF interacts with the AMF.
1.	The AMF detects a Policy Control Request Trigger condition is met or other condition is met, e.g. trace control configuration needs to be updated, as defined in subclause 4.2.3.1 of 3GPP TS 29.507 [7].
2.	The AMF invokes the Npcf_AMPolicyControl_Update service operation to the (V-) PCF by sending the HTTP POST request to the "Individual AM Policy Association" resource with information on the conditions that have changed.
3.	The (V)PCF stores the information received in step 2 and makes the policy decision.
4.	The (V)PCF sends an HTTP "200 OK" response to the AMF with the updated Access and Mobility control policy information and/ or the updated Policy Control Request Trigger parameters as described in subclause 4.2.3.3 of 3GPP TS 29.507 [7].
5.	The AMF deploys the Access and Mobility control policy if received, which includes, e.g. storing the Service Area Restrictions, provisioning the Service Area Restrictions to the NG-RAN and UE, and/or provisioning the RFSP index to the NG-RAN when the UE is registered in the 3GPP access.
*** 3rd Change ***
[bookmark: _Toc28005435][bookmark: _Toc36038107][bookmark: _Toc45133304][bookmark: _Toc51762132]5.1.2.1.2	AM Policy Association Modification with old PCF during AMF relocation
This procedure is performed when AMF relocation is performed and the old PCF is selected by the new AMF. 


Figure 5.1.2.1.2-1: AMF-initiated AM Policy Association Modification with old PCF during AMF relocation procedure
This procedure concerns both roaming and non-roaming scenarios.
In the non-roaming case the role of the V-PCF is performed by the PCF. For the roaming scenarios, the V-PCF interacts with the AMF.
1.	When the old AMF and the new AMF belong to the same PLMN, the old AMF transfers to the new AMF about the AM Policy Association information including, e.g. policy control request trigger(s), and the resource URI (i.e. {apiRoot}/npcf-am-policy-control/v1/policies/{polAssoId}) of AM Policy Association at the (V-)PCF). 
2.	Based on local policies, the new AMF decides to contact with (V-)PCF and update the resource identified by the resource URI received in step 1.
3.	The new AMF invokes the Npcf_AMPolicyControl_Update service operation to the (V-) PCF by sending the HTTP POST request to the "Individual AM Policy Association" resource with the Notification URI of the new AMF. The request may also include the met policy control request trigger(s) and corresponding information, and the new alternate or backup IP addresses or FQDN.
4.	The (V-)PCF updates the stored information provided by the old AMF with the information provided by the new AMF and makes the policy decision.
5.	The PCF sends an HTTP "200 OK" response to the AMF with the updated Access and Mobility control policy information and/or the updated Policy Control Request Trigger parameters as described in subclause 4.2.3.3 of 3GPP TS 29.507 [7].
6.	The AMF deploys the Access and Mobility control policy if received, which includes, e.g. storing the Service Area Restrictions, provisioning the Service Area Restrictions to the NG-RAN and UE, and/or provisioning the RFSP index to the NG-RAN when the UE is registered in the 3GPP access.
*** 4th Change ***
5.1.2.2	AM Policy Association Modification initiated by the PCF
This procedure is performed when the Access and Mobility control policies are changed.


Figure 5.1.2.2-1: PCF-initiated AM Policy Association Modification procedure
This procedure concerns both roaming and non-roaming scenarios.
In the non-roaming case the role of the V-PCF is performed by the PCF. For the roaming scenarios, the V-PCF interacts with the AMF.
1.	The (V-) PCF receives an external trigger, e.g. the subscriber policy data of a UE is changed, or the (V-)PCF receives an internal trigger, e.g. operator policy is changed, to re-evaluate Access and Mobility control policy for a UE.
2.	The (V-)PCF makes the policy decision including, Access and Mobility control policy, and may determine applicable Policy Control Request Trigger(s). 
3.	The (V-)PCF invokes the Npcf_AMPolicyControl_UpdateNotify service operation by sending the HTTP POST request with "{notificationUri}/update" as the resource URI to the AMF that has previously subscribed, as described in subclause 4.2.4.2 of 3GPP TS 29.507 [7]. 
4.	The AMF sends an HTTP "204 No Content" response the PCF.
5.	The AMF deploys the Access and Mobility control policy information if received which includes, e.g. storing the Service Area Restrictions, provisioning the Service Area Restrictions to the UE and/or provisioning the RFSP index and Service Area Restrictions to the NG-RAN when the UE is registered in the 3GPP access. 
*** 5th Change ***
[bookmark: _Toc28005438][bookmark: _Toc36038110][bookmark: _Toc45133307][bookmark: _Toc51762135][bookmark: _Toc28005439][bookmark: _Toc36038111][bookmark: _Toc45133308][bookmark: _Toc51762136]5.1.3.1	AM Policy Association Termination initiated by the AMF
This procedure is performed when the UE deregisters from the network, when the UE deregisters from 5GS during the UE moving from 5GS to EPS or when the old AMF removes the AM Policy Association during AMF relocation.


Figure 5.1.3.1-1: AMF-initiated AM Policy Association Termination procedure
This procedure concerns both roaming and non-roaming scenarios.
In the non-roaming case the role of the V-PCF is performed by the PCF. For the roaming scenarios, the V-PCF interacts with the AMF.
Step 4 and step 5 are not executed in the roaming case.
1.	The AMF invokes the Npcf_AMPolicyControl_Delete service operation to delete the policy context in the (V-) PCF by sending the HTTP DELETE request to the "Individual AM Policy Association" resource.
2.	The AMF removes the UE context for this UE, including the Access and Mobility Control Policy related to the UE and/or policy control request triggers.
3.	The (V-)PCF removes the policy context for the UE and sends an HTTP "204 No Content" response to the AMF.
4.	The PCF invokes the Nudr_DataRepository_Unsubscribe service operation to unsubscribe the notification of subscriber policy data modification from the UDR by sending the HTTP DELETE request to the "IndividualPolicyDataSubscription" resource if it has subscribed such notification.
5.	 The UDR sends an HTTP "204 No Content" response to the PCF.
*** 6th Change ***
5.1.3.2	AM Policy Association Termination initiated by the PCF
This procedure is performed when the UDR notifies the PCF that the policy profile is removed or when the PCF decides to terminate the AM Policy Association based on the internal logic, e.g. UE movement triggers a geo-fencing rule.


Figure 5.1.3.2-1: PCF-initiated AM Policy Association Termination procedure
This procedure concerns both roaming and non-roaming scenarios.
In the non-roaming case the role of the V-PCF is performed by the PCF. For the roaming scenarios, the V-PCF interacts with the AMF.
Step 1, step 2 and step 3 are not executed in the roaming case or in the case that the PCF decides to terminate the AM Policy Association based on the internal logic.
1.	The subscriber policy control data is removed from the UDR.
2.	The UDR invokes the Nudr_DataRepository_Notify service operation to notify the PCF that the policy profile is removed if PCF has subscribed such notification by sending the HTTP POST request to the resource URI "{notificationUri}" as specified in 3GPP TS 29.519 [12].
3.	The PCF sends the response to the Nudr_DataRepository_Notify service operation.
4.	The (V-)PCF decides to terminate the AM Policy Association based on step 2 or an internal trigger, e.g. operator policy is changed, to re-evaluate Access and Mobility control policy for a UE.
5.	The (V-)PCF may, depending on operator policies, invokes the Npcf_AMPolicyControl_UpdateNotify service operation to the AMF to notify it of the removal of the Access and Mobility control policy control information by sending the HTTP POST request to the request URI "{notificationUri}/terminate" as described in subclause 4.2.4.3 of 3GPP TS 29.507 [7].
	Alternatively, the (V-)PCF may decide to maintain the Policy Association if a default profile is applied, and then step 4 through 6 are not executed.
6.	The AMF sends an HTTP "204 No Content" response to the PCF.
7.	Step 1 through step 3 as specified in Figure 5.1.3.1-1 are executed with the following difference:
-	the AMF removes the policy control request trigger(s) related to the AM policy association, but still keeps the provisioned AM policies and applies them to the UE.
*** End of Changes ***
image1.emf
 

AMF  

8 . Deploy   A ccess and  M obility control policy    

1 . Npcf_ AMPolicyControl_ Create   request    

7 . Npcf_ AMPolicyControl_ Create   response  

UDR   (V - ) PC F  

2 . N udr_Data Repository_Query   request    

4 . N udr_DataRepository_Subscribe   reques t    

6 .   Policy Decision  

3 . N udr_Data Repository_Query response    

5 . N udr_DataRepository_Subscribe   response    


oleObject1.bin


8. Deploy Access and Mobility control policy 







7. Npcf_AMPolicyControl_Create response







6. Policy Decision







2. Nudr_DataRepository_Query request











5. Nudr_DataRepository_Subscribe response











4. Nudr_DataRepository_Subscribe request











3. Nudr_DataRepository_Query response











1. Npcf_AMPolicyControl_Create request











(V-)PCF







AMF







UDR












image2.emf
 

5 .   Deploy  A ccess and  M obility control policy  

AMF  

2 .  Npcf_ AMPolicyControl_Update   request  

4 .  Npcf_ AMPolicyControl_Upd ate   response  

1 .   A   poli cy control  request trigger is  triggered  

( V - ) PCF  

3 .   Policy Decision  


oleObject2.bin


3. Policy Decision







2. Npcf_AMPolicyControl_Update request







AMF







5. Deploy Access and Mobility control policy







4. Npcf_AMPolicyControl_Update response







(V-)PCF







1. A policy control request trigger is triggered












image3.emf
 

New AMF   ( V - ) PCF  

3 . Npcf_ AMPolicyControl_ Update   Request  

5 . Npcf_ AMPolicyControl_ Update   R esponse  

Old AMF  

1. UE Context retrieval from old AMF  

2.Decision to establish  Policy Association  

6 .  Deploy   a ccess and  mobility control policy    

4. Policy decision  


oleObject3.bin


4. Policy decision







5. Npcf_AMPolicyControl_Update Response







6. Deploy access and mobility control policy 







3. Npcf_AMPolicyControl_Update Request







2.Decision to establish Policy Association







1.UE Context retrieval from old AMF







Old AMF







(V-)PCF







New AMF












image4.emf
 

AMF  

5 . Deploy   A ccess and  M obility control policy    

1.t rigger  

3 . Npcf_ AMPolicyControl_ UpdateNotify   request    

4 . Npcf_ AMPolicyControl_ UpdateNotify   response  

( V - ) PC F  

2 .   Policy Decision  


oleObject4.bin


(V-)PCF







3. Npcf_AMPolicyControl_UpdateNotify request











5. Deploy Access and Mobility control policy 







4. Npcf_AMPolicyControl_UpdateNotify response







2. Policy Decision







1.trigger







AMF












image5.emf
 

AMF  

2 .  Remove   A ccess and  M obility control policy  

1 . Npcf_ AMPolicyControl_ Delete   request    

3 . Npcf_ AMPolicyControl_ Delete   response  

UDR   (V - ) PC F  

4 . N udr_DataRepository_ Unsubscribe   request    

5 . N udr_DataRepository_Unsubscribe response    


oleObject5.bin


5. Nudr_DataRepository_Unsubscribe response











4. Nudr_DataRepository_Unsubscribe request











3. Npcf_AMPolicyControl_Delete response







2. Remove Access and Mobility control policy







1. Npcf_AMPolicyControl_Delete request











(V-)PCF







AMF







UDR












image6.emf
 

AMF  

7 .  Perform step   1 - 3   as specified  in Figure   5.1.3.1 - 1    

1.   Policy Data  removed  

5 . Npcf_ AMPolicyControl_ UpdateNotify   request    

6 . Npcf_ AMPolicyControl_ UpdateNotify   response  

UDR  

( V - ) PC F  

2 . N udr_DataRepository_ Notify   request    

3 . N udr_DataRepository_Notify r esponse    

4 .   Policy  decision  


oleObject6.bin


4. Policy decision







1. Policy Data removed







5. Npcf_AMPolicyControl_UpdateNotify request











6. Npcf_AMPolicyControl_UpdateNotify response







7. Perform step 1-3 as specified in Figure 5.1.3.1-1 







(V-)PCF







2. Nudr_DataRepository_Notify request











3. Nudr_DataRepository_Notify response











AMF







UDR












