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	Reason for change:
	TSN_BRIDGE_INFO event description does not indicate that BMIC and/or PMIC is the information reported.
As agreed in CT3#112e, the TSN_BRIDGE_INFO event does not report updated bridge info (bridgeId, DS-TT MAC address, DS-TT residence time), since it is considered this info is not updated during the PDU session lifetime. TSN_BRIDGE_INFO event reports only BMIC and/or PMIC information.
However, sections 4.2.2.31 and 4.2.5.13 still mention that the bridge information can be reported in a notification.

	
	

	Summary of change:
	Section 4.2.2.31 and 4.2.5.13 are updated to remove the reporting of bridge information.
5.6.3.7 is updated to correct the description of TSN_BRIDGE_INFO event.
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Additional discussion(if needed):
…
Proposed changes:
*** 1st Change ***
[bookmark: _Toc36038281][bookmark: _Toc45133546][bookmark: _Toc51762300][bookmark: _Toc59016871][bookmark: _Toc28012388][bookmark: _Toc36038338][bookmark: _Toc45133607][bookmark: _Toc51762361][bookmark: _Toc59016933][bookmark: _Toc4490378][bookmark: _Toc9864081][bookmark: _Toc4485719][bookmark: _Toc10453583][bookmark: _Toc28011078][bookmark: _Toc28012040]4.2.2.31	Subscription to TSN related events
This procedure is used by the TSN AF if the "TimeSensitiveNetworking" feature is supported to subscribe to notifications of updatednew 5GS Bridge information, e.g., new TSN port detected and/or DS-TT PMIC and/or NW-TT PMIC(s) and/or BMIC availability within the Individual Application Session Context resource created to handle the TSN Bridge in the context of a PDU session.
The AF shall use the "EventsSubscReqData" data type as described in subclause 4.2.2.2 and shall include in the HTTP POST request message within the "evSubsc" attribute an event within "events" attribute with the "event" attribute set to the value "TSN_BRIDGE_INFO" to subscribe to the reception of 5GS Bridge information
The PCF shall reply to the AF with an HTTP response message as described in subclause 4.2.2.2.
*** 2nd Change ***
[bookmark: _Hlk24652230]4.2.5.13	Notification about TSN port detection and/or bridge management information and/or port management information detection, Individual Appllication Session Context exists
If the "TimeSensitiveNetworking" feature is supported and if the PCF becomes aware that, for an existing Individual Application Session Context resource, updatednew 5GS Bridge information is available, e.g., new TSN ports are available and/or a BMIC and/or a DS-TT PMIC and/or one or more NW-TT PMIC(s) are available, the PCF shall inform the AF accordingly, if the AF has previously subscribed as described in subclause 4.2.2.31.
The PCF shall notify the AF by including the "EventsNotification" data type in the body of the HTTP POST request as described in subclause 4.2.5.2.
The PCF shall include in the "evNotifs" attribute an entry with the "event" attribute set to the value "TSN_BRIDGE_INFO", and the "tsnBridgeManCont" attribute and/or the "tsnPortManContDstt" attribute and/or the "tsnPortManContNwtts" attribute as received from the SMF if the PCF is aware that a BMIC and/or a DS-TT PMIC and/or one or more NW-TT PMIC(s) are available or updated.
Upon the reception of the HTTP POST request from the PCF, the AF shall acknowledge that request as specified in subclause 4.2.5.2. 
The TSN AF may use the received TSN bridge information and/or the received BMIC and/or the received DS-TT PMIC and/or NW-TT PMIC(s) and the local configuration to construct the DS-TT port and or NW-TT port management information required to interwork with the TSN network. 
If port management information shall be sent as a response of the received notification, the AF triggers the Npcf_PolicyAuthorization_Update service operation to send the port management information to the PCF as specified in subclause 4.2.3. The TSN AF delivers to the PCF the derived port management information containers as described in subclause 4.2.3.25.
And/or if bridge management information shall be sent as a response of the received notification, the AF includes the BMIC in the Npcf_PolicyAuthorization_Update service operation as described in subclause 4.2.3.25. 
*** 3rd Change ***
[bookmark: _Toc28012498][bookmark: _Toc36038461][bookmark: _Toc45133732][bookmark: _Toc51762486][bookmark: _Toc59017058]5.6.3.7	Enumeration: AfEvent
The enumeration "AfEvent" represents the traffic events the PCF can notify to the AF.
Table 5.6.3.7-1: Enumeration AfEvent
	Enumeration value
	Description
	Applicability

	ACCESS_TYPE_CHANGE
	Access type change.
	

	ANI_REPORT
	Access Network Information Report requested.
	NetLoc

	CHARGING_CORRELATION
	Access Network Charging Correlation Information.
	IMS_SBI

	EPS_FALLBACK
	Indicates that the establishment of the QoS flow for the requested voice media type was rejected due to fallback to EPS.
	EPSFallbackReport

	FAILED_RESOURCES_ALLOCATION
	Indicates that one or more of the SDFs of an Individual Application Session Context are deactivated at the SMF. It also indicates that the resources requested for a particular service information cannot be successfully allocated.
	

	OUT_OF_CREDIT
	Out of credit.
	IMS_SBI

	PLMN_CHG
	This trigger indicates PLMN change.
	

	QOS_NOTIF
	The GBR QoS targets of a SDF are not guaranteed or are guaranteed again.
	

	QOS_MONITORING
	Indicates PCF to enable Qos Monitoring for the Service Data Flow.
	QoSMonitoring

	RAN_NAS_CAUSE
	This trigger indicates RAN-NAS release cause information is available in the PCF from the SMF.
This event does not require explicit subscription.
	RAN-NAS-Cause

	REALLOCATION_OF_CREDIT
	Credit has been reallocated after a former out of credit indication.
	IMS_SBI, ReallocationOfCredit

	SUCCESSFUL_RESOURCES_ALLOCATION
	Indicates that the resources requested for particular service information have been successfully allocated.
	

	TSN_BRIDGE_INFO
	5GS Bridge information (BMIC and/or PMIC(s)) received by the PCF from the SMF.
	TimeSensitiveNetworking

	USAGE_REPORT
	Volume and/or time usage for sponsored data connectivity.
	SponsoredConnectivity



*** End of Changes ***
