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Additional discussion(if needed):
Proposed changes:

*** 1st Change ***
[bookmark: _Toc28013303][bookmark: _Toc36040058][bookmark: _Toc44692671][bookmark: _Toc45134132][bookmark: _Toc49607196][bookmark: _Toc51763168][bookmark: _Toc58850063][bookmark: _Toc59018443]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.502: "Procedures for the 5G system".
[3]	3GPP TS 23.501: "System Architecture for the 5G".
[4]	3GPP TS 29.122: "T8 reference point for northbound Application Programming Interfaces (APIs)".
[5]	Open API Initiative, "OpenAPI 3.0.0 Specification", https://github.com/OAI/OpenAPI-Specification/blob/master/versions/3.0.0.md.
[6]	3GPP TS 33.501: "Security architecture and procedures for 5G System".
[7]	3GPP TS 29.514: "5G System; Policy Authorization Service; Stage 3".
[8]	3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces; Stage 3".
[9]	3GPP TS 29.521: "5G System; Binding Support Management Service; Stage 3".
[10]	Void.
[11]	3GPP TS 23.222: "Common API Framework for 3GPP Northbound APIs; Stage 2".
[bookmark: _Hlk506360308][12]	3GPP TS 29.222: "Common API Framework for 3GPP Northbound APIs; Stage 3".
[bookmark: _Hlk533400883][13]	IETF RFC 6749: "The OAuth 2.0 Authorization Framework".
[14]	3GPP TS 33.122: "Security Aspects of Common API Framework for 3GPP Northbound APIs".
[15]	Void.
[16]	IETF RFC 5246: "The Transport Layer Security (TLS) Protocol Version 1.2".
[17]	3GPP TS 29.503: "5G System; Unified Data Management Services; Stage 3".
[18]	3GPP TS 29.518: "5G System; Access and Mobility Management Services; Stage 3".
[19]	3GPP TS 29.554: "5G System; Background Data Transfer Policy Control Service; Stage 3".
[20]	3GPP TS 29.504: "5G System; Unified Data Repository Services; Stage 3".
[21]	3GPP TR 21.900: "Technical Specification Group working methods".
[22]	3GPP TS 29.523: "5G System; Policy Control Event Exposure Service; Stage 3".
[23]	3GPP TS 29.519: "5G System; Usage of the Unified Data Repository service for Policy Control Data, Application Data and Structured Data for Exposure; Stage 3".
[24]	3GPP TS 29.541: "5G System; Network Exposure (NE) function services for Non-IP Data Delivery (NIDD); Stage 3".
[25]	3GPP TS 29.542: "5G System, Session management services for Non-IP Data Delivery (NIDD); Stage 3".
[26]	3GPP TS 29.508: "5G System; Session Management Event Exposure Service; Stage 3".
[27]	3GPP TS 29.520: "5G System; Network Data Analytics Services; Stage 3".
[28]	3GPP TS 23.316: "Wireless and wireline convergence access support for the 5G system (5GS)".
[29]	3GPP TS 23.288: "Architecture enhancements for 5G System (5GS) to support network data analytics services".
[30]	3GPP TS 23.032: "Universal Geographical Area Description (GAD)".
[31]	3GPP TS 23.287: "Architecture enhancements for 5G System (5GS) to Vehicle-to-Everything (V2X) services".
[32]	3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".
[33]	3GPP TS 24.588: "Vehicle-to-Everything (V2X) services in 5G System (5GS); User Equipment (UE) policies; Stage 3".
[34]	3GPP TS 29.572: "5G System; Location Management Services; Stage 3".
[35]	3GPP TS 29.515: "5G System; Gateway Mobile Location Services; Stage 3".
[36]	3GPP TS 23.273: "5G System Location Services (LCS)". 
[37]	3GPP TS 33.535: "Authentication and Key Management for Applications (AKMA) based on 3GPP credentials in the 5G System (5GS)".
[38]	3GPP TS 29.535: "5G System; AKMA Anchor Services".
[m]	3GPP TS 33.220: "Generic Authentication Architecture (GAA); Generic Bootstrapping Architecture (GBA)".
[bookmark: _Hlk32241584][bookmark: _Hlk32443572]*** 2nd Change ***
[bookmark: _Toc58850462][bookmark: _Toc59018842][bookmark: _Toc28012828][bookmark: _Toc36040219][bookmark: _Toc44692836][bookmark: _Toc45134297][bookmark: _Toc49607361][bookmark: _Toc51763333][bookmark: _Toc49763254][bookmark: _Toc49764009][bookmark: _Toc51316323][bookmark: _Toc51746503][bookmark: _Toc28007710][bookmark: _Toc44682786][bookmark: _Toc11247840][bookmark: _Toc27044984][bookmark: _Toc36034026][bookmark: _Toc45132173]5.14.5.4.2	Simple data types 
The simple data types defined in table 5.14.5.4.2-1 shall be supported.
Table 5.14.5.4.2-1: Simple data types
	Type Name
	Type Definition
	Description
	Applicability

	AfId
	string
	Identification of AF which is formatted as the following string:
"<FQDN>.<Ua* security protocol id>", wherein, <FQDN> is the FQDN of the AF and <Ua* security protocol id> is the identification of the Ua* security protocol specified as Ua security protocol identifier in Annex H of 3GPP TS 33.220 [m] that the AF will use with the UE.
	

	AKId
	string
	AKMA Key Identifier which is formatted as the following string:
"<username>@<realm>", wherein, <username> shall include routing identifier and the A-TID, <realm> shall include Home Network Id.
	



Editor’s Note:	The definition of AfId is still FFS, which needs stage 2 further clarification and also to align with CT1.

*** End of Changes ***

