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This paper discusses update of usage threshold of AS session with QoS API.
1. Introduction
The AS session with QoS API, as defined in TS 29.122, is used by the 4G SCS/AS or 5G AF to request the 3GPP network to accelerate an ongoing session to a UE by providing QoS requirement (e.g. QoS reference for a set of flow information) and optionally usage threshold (i.e. time period and/or traffic volumn) in which the QoS is to be applied. Take 5G as an example in the following description.

2. Discussion
If the usage threshold is provided by the AF request, the NEF interacts with the PCF with the requested usage threshold and subscribe to the USAGE_REPORT event via the N5 interface as defined in TS 29.514. Then, when the usage threshold is reached, the PCF will notify the AF via the NEF. The AF will respond with 204 No Content code to confirm the notification sent by the NEF.
Several issues exist on the AS session with QoS procedure:

1) whether the AF can update the usage threshold by using HTTP PUT or PATCH menthod, before receiving the notification from the NEF, which indicates the previous usage threshold is reached; and 
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Figure 1. Signalling flows for current AS session with QoS procedure
2) if answer of 1) is no, current specification should clarify the behaviour of the AF, i.e. the NEF rejects the AF request to update new threshold if the usage report for the previous usage threshold is not reached yet, and skip 3);
3) if answer of 2) is yes, upon receipt of the updated usage threshold from the AF, when and how the NEF forward further threshold to the PCF? 
Three following solutions are considered:
a. The NEF forwards it to the PCF after receving the USAGE_REPORT from the PCF; or
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Figure 2. Signalling flows for 3a
b. The NEF interacts with the PCF to retrieve current accumulated usage and then forwards the rest threshold to the PCF; or 
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Figure 3. Signalling flows for 3b
c. The NEF directly forward the received threshold to the PCF when receiving it from the AF, but it is restricted by current TS 29.514 that the NEF shall provide new threshold after receiving the accumulated usage from the PCF. 
4) In step 7 of 3) a and 3) b, it’s assumed that the final usage threshold for the AS session is the sum of usage threshold 1 and usage threshold 2. But we also agree that it’s still unclear that whether the whole usage threshold is the sum of both thresholds provided by the AF before receiving the accumulated usage report, or the usage threshold 2 is provided to fully replace the usage threshold 1 which was provided in step 1.
3. Proposal
This discussion paper would like to open the discussion on above issues to avoid misunderstanding for implemenation, it’s proposed to 
· allow the AF to update new usage threshold before receiving the accumulated usage report;
· clearly clarify that upon receipt of the updated usage threshold from the AF, when and how the NEF forward further threshold to the PCF, as proposed by 3) a or 3) b; and
· clearly clarify that whether the whole usage threshold for the AS session is the new updated usage threshold or the sum of all threshold provided by the AF per time, if a new threshold is updated by the AF before receiving accumulated usage.
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