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*** Next Change ***
Annex X (normative):
5GC and EPC interworking scenario support

X.1
Scope

This annex defines procedures for 5GC and EPC interworking, which contains the following scenarios:

-
EPS and 5GS interworking (i.e. 3GPP access connected to EPC and 3GPP access connected to 5GC).
X.2
Reference Architecture

Figure X.2-1 shows the access interfaces for the 5G and EPC interworking network. 
The NSS-AAA may belong to the H-PLMN in the 5G Network (without AAA-P interworking) or a 3rd party (with AAA-P interworking).
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Figure X.2-1: Reference Architecture for 5G and EPC Interworking Network

NOTE:
The SMF+PGW-C represents the H-SMF+ H-PGW-C in the home routed scenario.
X.3
Interworking with DN-AAA (RADIUS)
X.3.1
RADIUS procedures
X.3.1.1
Authentication, Authorization and Accounting procedure
When the UE establishes the PDU session through the 5GC, SMF+PGW-C shall apply the procedure defined in subclause 11.1.1, 11.1.2 and 11.2.1.

X.3.1.2
Accounting Update
If the UE establishes the PDU session through the 5GC and initiates the accounting session, when the SMF+PGW-C determines that the UE has moved to the EPC (i.e. the SMF+PGW-C receives the modify beare request or create session request from the S-GW), the SMF+PGW-C shall perform the accounting session update as defined in subclause 11.2.2 with the following modifications:
· for the case that the accounting session is initiated per PDU session, the SMF+PGW-C shall update the accounting session by including the identifier of the accounting session within the Acct-Session-Id, the "EUTRA" within the 3GPP-RAT-Type, the IPv4 address of S-GW within the 3GPP-SGSN-Address, the default EPS bearer id within the 3GPP-NSAPI, the user location in the EPC within the 3GPP-User-Location-Info and the new QoS profile within the 3GPP-GPRS-Negotiated-QoS-Profile if changed.
· for the case that the accounting session is initiated per QoS flow:

-
if the SMF+PGW-C mapped a QoS flow to an EPS bearer, the SMF shall update the accounting session corresponding to the QoS flow with the information of the EPS bearer by including the identifier of the accounting session within the Acct-Session-Id, the "EUTRA" within the 3GPP-RAT-Type, the IPv4 address of S-GW within the 3GPP-SGSN-Address, the EPS bearer id within the 3GPP-NSAPI, the user location in the EPC within the 3GPP-User-Location-Info, the new QoS profile within the 3GPP-GPRS-Negotiated-QoS-Profile if changed, the new charging id within 3GPP-Charging-Id if allocated and the new packet filters within the 3GPP-Packet-Filter if changed;
-
if the SMF+PGW-C mapped multiple QoS flows to one EPS beare, the SMF shall select one of the accouting sessions corresponding to these QoS flows to update it as above and terminate the accounting session corresponding to the other QoS flows.
-
if the SMF+PGW-C did not map a QoS flow to any EPS bearer, the SMF shall terminate the corresponding account session.
X.3.1.3
DN-AAA initiated QoS flow termination

The DN-AAA may initiate the QoS flow termination as defined in subclause 11.2.3 except that the SMF+PGW-C shall send the delete beare request to the S-GW as defined in subclause 5.4.4.1 of 3GPP TS 23.401 [x] if the UE has moved to the EPC.
X.3.1.4
DN-AAA initiated re-authorization
DN-AAA initiated re-authorization is not supported if the UE has moved to the EPS.
X.3.1.5
DN-AAA initiated re-authentication and re-authorization
DN-AAA initiated re-authentication and re-authorization is not supported if the UE has moved to the EPS.
X.4
Interworking with DN-AAA (Diameter)

X.4.1
Diameter procedures

X.4.1.1
Authentication, Authorization and Accounting procedure

When the UE establishes the PDU session through the 5GC, SMF+PGW-C shall apply the procedure defined in subclause 12.2.1, 12.1.2 and 12.2.1.

X.4.1.2
Accounting Update

If the UE establishes the PDU session through the 5GC and initiates the accounting session, when the SMF+PGW-C determines that the UE has moved to the EPC (i.e. the SMF+PGW-C receives the modify beare request or create session request from the S-GW), the SMF+PGW-C shall perform the accounting session update as defined in subclause 12.2.2 with the following modifications:

· for the case that the accounting session is initiated per PDU session, the SMF+PGW-C shall update the accounting session by including the identifier of the accounting session within the Session-Id AVP, the "EUTRA" within the 3GPP-RAT-Type AVP, the IPv4 address of S-GW within the 3GPP-SGSN-Address AVP or IPv6 address of S-GW within the 3GPP-SGSN-IPv6-Address AVP, the default EPS bearer id within the 3GPP-NSAPI AVP, the user location in the EPC within the 3GPP-User-Location-Info AVP and the new QoS profile within the 3GPP-GPRS-Negotiated-QoS-Profile AVP if changed.
· for the case that the accounting session is initiated per QoS flow:

-
if the SMF+PGW-C mapped a QoS flow to an EPS bearer, the SMF shall update the accounting session corresponding to the QoS flow with the information of the EPS bearer by including the identifier of the accounting session within the Session-Id AVP, the "EUTRA" within the 3GPP-RAT-Type AVP, the IPv4 address of S-GW within the 3GPP-SGSN-Address AVP or IPv6 address of S-GW within the 3GPP-SGSN-IPv6-Address AVP, the default EPS bearer id within the 3GPP-NSAPI AVP, the user location in the EPC within the 3GPP-User-Location-Info AVP and the new QoS profile within the 3GPP-GPRS-Negotiated-QoS-Profile AVP if changed, the new charging id within the 3GPP-Charging-Id AVP if allocated and the new packet filters within the 3GPP-Packet-Filter AVP if changed;

-
if the SMF+PGW-C mapped multiple QoS flows to one EPS beare, the SMF shall select one of the accouting sessions corresponding to these QoS flows to update it as above and terminate the accounting session(s) corresponding to the other QoS flow(s).

-
if the SMF+PGW-C did not map a QoS flow to any EPS bearer, the SMF shall terminate the corresponding account session.
X.4.1.3
DN-AAA initiated QoS flow termination

The DN-AAA may initiate the QoS flow termination as defined in subclause 12.2.3 except that the SMF+PGW-C shall send the delete beare request to the S-GW as defined in subclause 5.4.4.1 of 3GPP TS 23.401 [x] if the UE has moved to the EPC.

X.4.1.4
DN-AAA initiated re-authorization
DN-AAA initiated re-authorization is not supported if the UE has moved to the EPS.
X.4.1.5
DN-AAA initiated re-authentication and re-authorization
DN-AAA initiated re-authentication and re-authorization is not supported if the UE has moved to the EPS.
*** End of Changes ***
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