

	
3GPP TSG-CT3 Meeting #113e	C3-210039
E-Meeting, 25th – 29th January 2021
	CR-Form-v12.1

	CHANGE REQUEST

	

	
	29.512
	CR
	0645
	rev
	-
	Current version:
	17.1.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Miscellaneous corrections to TS 29.512

	
	

	Source to WG:
	Huawei

	Source to TSG:
	CT3

	
	

	Work item code:
	TEI17
	
	Date:
	2021-01-14

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-17

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-15	(Release 15)
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)

	
	

	Reason for change:
	Some editorial issues are still present in clause 1 and some subclauses of clause 4.

	
	

	Summary of change:
	This CR proposes to:
· Correct editorial issues and improve the text of the specification.

	
	

	Consequences if not approved:
	· Editorial issues remain in the specification

	
	

	Clauses affected:
	4.1.1, 4.1.2, 4.1.3.1, 4.1.3.2, 4.1.4.4.5, 4.1.4.4.6, 4.1.5, 4.2.1

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	This CR does not impact OpenAPI specification files.

	
	

	This CR's revision history:
	



Page 1


* * * Start of changes * * * *
[bookmark: _Toc28012005][bookmark: _Toc34122855][bookmark: _Toc36037805][bookmark: _Toc38875186][bookmark: _Toc43191665][bookmark: _Toc45133059][bookmark: _Toc51316563][bookmark: _Toc51761743][bookmark: _Toc56674720][bookmark: _Toc56675111][bookmark: _Toc28013417][bookmark: _Toc34222330][bookmark: _Toc36040513][bookmark: _Toc39134442][bookmark: _Toc43283389][bookmark: _Toc45134429][bookmark: _Toc49931760][bookmark: _Toc51763541][bookmark: _Toc493774024][bookmark: _Toc494194773][bookmark: _Toc528159067][bookmark: _Toc532198029][bookmark: _Toc34123783][bookmark: _Toc36038527][bookmark: _Toc36038615][bookmark: _Toc36038806][bookmark: _Toc44680746][bookmark: _Toc45133658][bookmark: _Toc45133749][bookmark: _Toc49417447][bookmark: _Toc51762414][bookmark: _Toc20408087][bookmark: _Toc39068125][bookmark: _Toc43273318][bookmark: _Toc45134856][bookmark: _Toc49939192][bookmark: _Toc51764216]1	Scope
The present document provides the stage 3 specification of the Session Management Policy Control Service of 5G system. The stage 2 definition and related procedures of the Session Management Policy Control Service are contained in 3GPP TS 23.502 [3] and 3GPP TS 23.503 [6]. The 5G System Architecture is defined in 3GPP TS 23.501 [2].
Stage 3 call flows are provided in 3GPP TS 29.513 [7].
The Technical Realization of the Service Based Architecture and the Principles and Guidelines for Services Definition of the 5G System are specified in 3GPP TS 29.500 [4] and 3GPP TS 29.501 [5].
The Policy Control Function with session related policies provides the Session Management Policy Control Service to the NF service consumers (i.e.g. Session Management Function).

* * * Next changes * * * *
[bookmark: _Toc28012012][bookmark: _Toc34122862][bookmark: _Toc36037812][bookmark: _Toc38875193][bookmark: _Toc43191672][bookmark: _Toc45133066][bookmark: _Toc51316570][bookmark: _Toc51761750][bookmark: _Toc56674727][bookmark: _Toc56675118]4.1.1	Overview
The Session Management Policy Control Service performs provisioning, update and removal of session related policies and PCC rules by the Policy Control Function (PCF) to the NF service consumers (i.e.g. SMF). The Session Management Policy Control Service can be used for charging control, policy control, application detection and control and/or access traffic steering, switching and splitting within a MA PDU Session. Session Management Policy Control Service applies to the cases where the SMF interacts with the PCF in the non-roaming scenario, the SMF interacts with the V-PCF in the local breakout roaming scenario and the H-SMF interacts with the H-PCF in the home-routed scenario.
[bookmark: _Toc28012013][bookmark: _Toc34122863][bookmark: _Toc36037813][bookmark: _Toc38875194][bookmark: _Toc43191673][bookmark: _Toc45133067][bookmark: _Toc51316571][bookmark: _Toc51761751][bookmark: _Toc56674728][bookmark: _Toc56675119]
* * * Next changes * * * *
4.1.2	Service Architecture
The Session Management Policy Control Service is provided by the PCF to the NF service consumers and shown in the SBI representation model in figure 4.1.2-1 and in the reference point representation model in figure 4.1.2-2. The overall Policy and Charging Control related 5G architecture is depicted in 3GPP TS 29.513 [7].
The only known NF Service Consumer is the SMF.


Figure 4.1.2-1: Reference Architecture for the Npcf_SMPolicyControl Service; SBI representation


[bookmark: _Hlk496757574]Figure 4.1.2-2: Reference Architecture for the Npcf_SMPolicyControl Service; reference point representation
NOTE:	The PCF represents the V-PCF in the local breakout scenario. The SMF represents the H-SMF and the PCF represents the H-PCF in the home routed scenario.
[bookmark: _Toc28012015][bookmark: _Toc34122865][bookmark: _Toc36037815][bookmark: _Toc38875196][bookmark: _Toc43191675][bookmark: _Toc45133069][bookmark: _Toc51316573][bookmark: _Toc51761753][bookmark: _Toc56674730][bookmark: _Toc56675121]
* * * Next changes * * * *
4.1.3.1	Policy Control Function (PCF)
The PCF is responsible for policy control decisions and flow based charging control functionalities. The PCF provides the following:
-	policies for application and service data flow detection, gating, QoS, flow based charging, traffic steering control, usage monitoring control, access traffic steering, switching and steering within a MA PDU Session, access network information report, TSN BMIC, TSN PMIC and TSN TSCAI input container and RAN support information to the SMF.
The policy decisions made by the PCF may be based on one or more of the following:
-	Information obtained from the AF, e.g. the session, media and subscriber related information;
-	Information obtained from the UDR; 
-	Information obtained from the AMF, e.g. UE related and access related information;
-	Information obtained from the SMF;
-	Information obtained from the NWDAF;
-	Information obtained from the NEF;
-	information Information from the CHF; and
-	PCF pre-configured policy context.
[bookmark: _Toc28012016][bookmark: _Toc34122866][bookmark: _Toc36037816][bookmark: _Toc38875197][bookmark: _Toc43191676][bookmark: _Toc45133070][bookmark: _Toc51316574][bookmark: _Toc51761754][bookmark: _Toc56674731][bookmark: _Toc56675122]
* * * Next changes * * * *
4.1.3.2	NF Service Consumers
The SMF is responsible for the enforcement of session management related policy decisions from the PCF, related to service flow detection, QoS, charging, gating, traffic usage reporting, traffic steering and access traffic steering, switching and splitting within a MA PDU Session.
The SMF shall support:
-	sending the PDU session related attributes to the PCF;
-	requesting and receiving the PCC rule(s) from the PCF;
-	binding of service data flows to QoS flow as defined in 3GPP TS 29.513 [7];
-	deriving rule(s) from the PCC rule(s) and then providing those rules to the user plane function or remove the rule(s) from the user plane as defined in 3GPP TS 29.244 [13];
-	deriving the QoS rules towards the UE;
-	deriving the QoS profile towards the access network;
-	deriving the ATSSS rules towards the UE if applicable;
-	Transferring transferring the DS-TT PMIC transparently towards/from the UE/DS-TT and transferring the B/PMIC transparently towards/from the UPF/NW-TT, if applicable;
-	Adapting adapting received TSCAI to 5GS GM and transferring to the AN-RAN;
-	handling the policy control request trigger; and
-	handling the PDU session related policy information.
NOTE:	SMF functionality related to event exposure is defined in 3GPP TS 29.508 [12].

* * * Next changes * * * *
[bookmark: _Toc28012030][bookmark: _Toc34122880][bookmark: _Toc36037830][bookmark: _Toc38875211][bookmark: _Toc43191690][bookmark: _Toc45133084][bookmark: _Toc51316588][bookmark: _Toc51761768][bookmark: _Toc56674745][bookmark: _Toc56675136]4.1.4.4.5	UsageMonitoring data definition
UsageMonitoring data defines usage monitoring information associated with a rule. The UsageMonitoring data encoding table is defined in subclause 5.6.2.12.
Usage Monitoring Data shall include:
-	Usage Monitoring ID.
Usage Monitoring Data may include:
-	Volume Threshold;
-	Volume Threshold UL;
-	Volume Threshold DL;
-	Time Threshold;
-	Monitoring Time;
-	Next Volume Threshold;
-	Next Volume Threshold UL;
-	Next Volume Threshold DL;
-	Next Time Threshold;
-	Inactivity Time; and
-	PCC rule identifier(s) corresponding to the service data flow(s) which needs to be excluded from PDU session level usage monitoring.

* * * Next changes * * * *
[bookmark: _Toc28012031][bookmark: _Toc34122881][bookmark: _Toc36037831][bookmark: _Toc38875212][bookmark: _Toc43191691][bookmark: _Toc45133085][bookmark: _Toc51316589][bookmark: _Toc51761769][bookmark: _Toc56674746][bookmark: _Toc56675137]4.1.4.4.6	QoS Monitoring data definition
QoS Monitoring data defines QoS Monitoring related parameters (e.g. request QoS monitoring parameters to be measured) associated with a rule. The QoS Monitoring data encoding table is defined in subclause 5.6.2.40.
QoS Monitoring data shall include:
-	QoS Monitoring Data ID; 
-	requested QoS monitoring parameters to be measured;
-	reporting frequency.
QoS monitoring data may include:
-	reporting thresholds;
-	wait time;
-	reporting period; and/or
-	target of reporting.
[bookmark: _Toc28012032][bookmark: _Toc34122882][bookmark: _Toc36037832][bookmark: _Toc38875213][bookmark: _Toc43191692][bookmark: _Toc45133086][bookmark: _Toc51316590][bookmark: _Toc51761770][bookmark: _Toc56674747][bookmark: _Toc56675138]
* * * Next changes * * * *
4.1.5	Policy control request trigger
A Policy policy control request trigger is a condition configured in the SMF by the PCF, which defines when the SMF shall interact again with PCF for further policy decision of related to a PDU session.
The policy control request trigger is designed as an Enumeration type defined in the subclause 5.6.3.6.
The PCF can provide an array of policy control request triggers in a policy decision to subscribe to the associated triggers in the SMF.
When the SMF interacts with the PCF when the condition(s) associated with due to the triggering of the policy control request triggers are met, the SMF shall send the related attributes that have changed together with the corresponding triggers.

* * * Next changes * * * *
[bookmark: _Toc28012037][bookmark: _Toc34122887][bookmark: _Toc36037837][bookmark: _Toc38875218][bookmark: _Toc43191697][bookmark: _Toc45133091][bookmark: _Toc51316595][bookmark: _Toc51761775][bookmark: _Toc56674752][bookmark: _Toc56675143]4.2.1	Introduction
The service operations defined for Npcf_SMPolicyControl are shown in table 4.2.1-1.
Table 4.2.1-1: Npcf_SMPolicyControl Operations 
	Service Operation Name
	Description
	Initiated by

	[bookmark: _GoBack]Npcf_SMPolicyControl_Create
	Request to create an SM Policy Association with the PCF to receive the policy for a PDU session.
	NF consumer (e.g. SMF)

	Npcf_SMPolicyControl_Update
	Request to update the SM Policy association with the PCF to receive the updated policy when Policy Control Request Trigger(s) condition is met.
	NF consumer (e.g. SMF)

	Npcf_SMPolicyControl_UpdateNotify
	Update and/or delete the PCC rule(s), PDU session related policy context at the SMF and Policy Control Request Trigger(s) information.
	PCF

	Npcf_SMPolicyControl_Delete
	Request to delete the SM Policy Association and the associated resources.
	NF consumer (e.g. SMF)



* * * End of changes * * * *
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