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* * * Start of changes * * * *
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The UpdateNotify service operation provides updated Session Management related policies to the NF service consumer (SMF) or triggers the deletion of the context of SM related policies. The POST method is used for both, update and delete operations.
The following procedures using the Npcf_SMPolicyControl_UpdateNotify service operation are supported:
-	PCF initiated update of the policies associated with the a PDU session.
-	PCF initiated deletion of the SM Policy Association of a PDU session.
-	Provisioning of PCC rules.
-	Provisioning of policy control request triggers.
-	Provisioning of revalidation time.
-	Policy provisioning and enforcement of the authorized AMBR per PDU session.
-	Policy provisioning and enforcement of the authorized default QoS.
-	Provisioning of PCC rules for Application Detection and Control.
-	3GPP PS Data Off Support.
-	IMS Emergency Session Support.
-	Request Access Network Information.
-	Request Usage Monitoring Control.
-	Request for the result of PCC rule removal.
-	Access Network Charging Identifier request.
-	Request for the successful resource allocation notifications.
-	IMS Restoration Support.
-	P-CSCF Restoration Enhancement Support.
-	Access traffic steering, switching and splitting support.
-	Policy provisioning and enforcement of the AF session with required QoS.
-	Forwarding of TSN information received from AF.
-	Provisioning of TSCAI input information and TSC QoS related data.
-	Policy provisioning and enforcement of the AF session with required QoS.
-	Policy provisioning of QoS Monitoring to assist URLLC Service.
-	Policy decision and condition data error handling.

* * * Next changes * * * *
[bookmark: _Toc28012060][bookmark: _Toc34122912][bookmark: _Toc36037862][bookmark: _Toc38875243][bookmark: _Toc43191722][bookmark: _Toc45133116][bookmark: _Toc51316620][bookmark: _Toc51761800][bookmark: _Toc56674777][bookmark: _Toc56675168][bookmark: _Toc59016154]4.2.3.2	SM Policy Association Update request




Figure 4.2.3.2-1: SM Policy Association Update request
The PCF may decide to provision policies without obtaining a request from the SMF, e.g. in response to information provided to the PCF via the Rx or N5 reference points, or in response to an internal trigger within the PCF. The PCF shall send for this purpose a POST request to the NF Service Consumer (e.g. SMF) using the URI (../"{notificationUri}/update"). The payload body of the message shall contain an SmPolicyNotification data structure that contains the representation of the updated policies within the "smPolicyDecision" attribute and the resource URI of the individual SM Policy resource related to the notification within the "resourceUri" attribute. Detailed procedures related to the provisioning and enforcement of the policy decisions contained within the SmPolicyDecision data structure are contained provided in subclause 4.2.6.
In case of a successful update of SM policies:
-	if the PCF provisioned the policy control request triggers related to access type change, RAT change or location change, a "200 OK" response code and a response body with the corresponding available information in the "UeCampingRep" data structure shall be returned in the response;
-	otherwise, a "204 No Content" response code shall be returned in the response.
If errors occur when processing the HTTP POST request, the SMF shall apply error handling procedures as specified in subclause 5.7.
If the SMF received one or more PCC rules from the PCF, but the validation of all these PCC Rules were was unsuccessful, the SMF shall reject the request and include in an HTTP "400 Bad Request" response message the ErrorReport data structure. Within the ErrorReport data structure, the SMF shall include the "error" attribute containing the "cause" attribute of the ProblemDetails data structure set to "PCC_RULE_EVENT" or "PCC_QOS_FLOW_EVENT" and the "ruleReports" attribute to report the PCC rule status of the affected PCC rules as defined in subclause 4.2.3.16.
If the "SessionRuleErrorHandling" feature is supported and if the SMF received one or more PCC rules and/or session rules from the PCF but the validation of all these PCC Rules and/or session rules were was unsuccessful, the SMF shall reject the request and include in an HTTP "400 Bad Request" response message the ErrorReport data structure. Within the ErrorReport data structure, the SMF shall include the "error" attribute containing the "cause" attribute of the ProblemDetails data structure set to "RULE_PERMANENT_ERROR" or "RULE_TEMPORARY_ERROR" and the "ruleReports" attribute to report the PCC rule status of the affected PCC rules as defined in subclause 4.2.3.16 and/or the "sessRuleReports" attribute to report the session rule status of the affected session rules as defined in subclause 4.2.3.20.
If the SMF received one or more PCC rules from the PCF but the validation of some of them were was unsuccessful, the SMF shall include an HTTP "200 OK" status code together with one or more RuleReport data structure(s) to report the PCC rule status of the affected PCC rules as defined in subclause 4.2.3.16 in the "PartialSuccessReport" data structure included in the response message. The "failureCause" attribute of the "PartialSuccessReport" shall be set to "PCC_RULE_EVENT" or "PCC_QOS_FLOW_EVENT".
If the "SessionRuleErrorHandling" feature is supported and if the SMF received one or more PCC rule and/or session rules from the PCF but the validation of some of them were was unsuccessful, the SMF shall include an HTTP "200 OK" status code together with the "ruleReports" attribute to report the PCC rule status of the affected PCC rules as defined in subclause 4.2.3.16 and/or the "sessRuleReports" attribute to report the session rule status of the affected session rules as defined in subclause 4.2.3.20 in the "PartialSuccessReport" data structure included in the response message. The "failureCause" attribute of the "PartialSuccessReport" shall be set to "RULE_PERMANENT_ERROR" or "RULE_TEMPORARY_ERROR".
If the PCF provisioned policy control request triggers, the SMF may include in the "PartialSuccessReport" data structure the "ueCampingRep" attribute with the corresponding available information. When it is required to report multiple instances of the "PartialSuccessReport" data structure due to different "failureCause" values,  the SMF shall use only one instance of the "PartialSuccessReport" data structure to include the "ueCampingRep" attribute with the corresponding available information.
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4.2.3.3	SM Policy Association termination request



Figure 4.2.3.3-1: SM Policy Association termination request
The PCF may request the PDU session termination in the following instancescases:
-	If the PCF decides to terminate a PDU session due to an internal trigger or a trigger from the UDR.
-	The PCF may also decide to terminate an PDU session upon receiving a POST message from the SMF (e.g. when data usage quota is reached).
The PCF shall send a POST request to the NF Service Consumer (e.g. SMF) using the URI (../{notificationUri}/terminate) and include the TerminationNotification data structure in the body of the HTTP POST request. Within the TerminationNotification data structure, the PCF shall include the resource URI of the individual SM policy resource related to the notification within the "resourceUri" attribute and the cause of why the PCF requests the termination of the policy association encoded aswithin the "cause" attribute.
If the SMF acceptsed the received POST request, the SMF shall send a "204 No Content" response.
After the successful processing of the HTTP POST request, the SMF shall invoke the Npcf_SMPolicyControl_Delete Service Operation defined in subclause 4.2.5 to terminate the policy association and initiate the procedure to terminate the PDU session as defined in 3GPP TS 29.502 [22].
If errors occur when processing the HTTP POST request, the SMF shall apply error handling procedures as specified in subclause 5.7.

* * * Next changes * * * *
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During the lifetime of the a PDU session, within the SmPolicyDecision data structure, the PCF may provide the revalidation time within the "revalidationTime" attribute and the "RE_TIMEOUT" policy control request trigger within the "policyCtrlReqTriggers" attribute to instruct the SMF to trigger an PCF interaction with the PCF to request PCC rule(s), from the PCF if not provided yet. The PCF may also update the revalidation time by including the new value within the "revalidationTime" attribute. The PCF may disable the revalidation function by removing the "RE_TIMEOUT" policy control request trigger, if it has been previously provided.
When the SMF receives the revalidation time within the "revalidationTime" attribute, the SMF shall store the received value and start the associated timer based on it. Then, the SMF shall send thetrigger a PCC rule request towards the PCF before the indicated revalidation time.
If the "RE_TIMEOUT" policy control request trigger is removed, the SMF shall stop the associated timer for revalidation.
NOTE:	By disabling the revalidation function, the revalidation time value previously provided to the SMF is not applicable anymore.
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* * * Next changes * * * *
4.2.3.7	Provisioning of PCC rule for Application Detection and Control
If the ADC feature is supported, and the user subscription indicates that the application detection and control is required, the PCF may provision PCC rule(s) for application detection and control as defined in subclause 4.2.6.2.11 in the notification (i.e. HTTP POST) request.
If the SMF receives the PCC rule(s) for application detection and control, the SMF shall instruct the UPF to detect the application traffic as defined in 3GPP TS 29.244 [13] to detect the application traffic.
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* * * Next changes * * * *
4.2.3.10	Request of Access Network Information
If the NetLoc featureas defined in subclause 5.8 is supported, the PCF may request the SMF to report the access network information as defined in subclause 4.2.6.5.4.
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4.2.3.12	Ipv6 Multi-homing support
During the lifetime of the Multi-homing PDU session, the PCF shall provision the PCC rules and session rules to the SMF. The SMF shall derive the appropriate policies based on the policies provisioned by the PCF and provision them to the appropriate UPF, if applicable, access network, if applicable, and UE, if applicable.
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* * * Next changes * * * *
4.2.3.13	Request for the result of PCC rule removal
If the RAN-NAS-Cause feature is supported, the PCF may request the SMF to inform it of the result of the PCC rules removal, when the PCF removes the PCC rule(s) as defined in subclause 4.2.6.5.2.
When the SMF receives the request, the SMF shall maintain locally the removed PCC rule(s) until it receives of the resource release outcome from the network.
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* * * Next changes * * * *
4.2.3.16	PCC Rule Error Report
If the SMF receives one or more PCC rule(s) as defined in subclause 4.2.3.1, but the validation of all the received PCC Rules was unsuccessful, the SMF shall reject the request and includevia an HTTP "400 Bad Request" status code and include in the corresponding response message the "ruleReports" attribute containing RuleReport data structure(s) to report the failure for the affected PCC rule(s) to report the failure within the ErrorReport data structure; otherwise, if the validation of only some of the received PCC rules was unsuccessful, the SMF shall include reply to the PCF with an HTTP "200 OK" status code and include in the corresponding response message one or more RuleReport data structure(s) to report the failure for the affected PCC rule(s) to report the failure within the PartialSuccessReport data structure in the response message. 
Within each RuleReport instance, the SMF shall identify the failed PCC rule(s) by including their affected PCC rulesidentifiers within the "pccRuleIds" attribute(s), identify the failed failure reason code by including a "failureCode" attribute, and shall include the PCC rule(s) status within the "ruleStatus" attribute with containing the a value as described belowfollows:.
-	If the installation/activation of one or more new PCC rules (i.e. rules which were not previously successfully installed) fails, the SMF shall set the "ruleStatus" attribute value to "INACTIVE".
-	If the modification of a currently active PCC rule fails, the SMF shall retain the existing PCC rule as active without any modification, unless the reason for the failure has an impact also on the existing PCC rule.
The removal of a PCC rule shall not never fail, even if the related PDU session procedures with the UE fail. The SMF shall then retain information on the removal of the PDU session and conduct the necessary PDU session procedures with the UE when it is possible.
Depending on the value of the "failureCode" attribute, the PCF may decide whether retaining, re-installation, modification or removal of the old PCC rule, re-installation, modification, removal of the PCC rule or any other action applies.
If the "RuleVersioning" feature is supported and the PCF included the "contVer" attribute for a specific PCC rule instance in the "pccRules" attribute when provisioning this PCC rule to the SMF, then if the resource allocation for the corresponding PCC rule was unsuccessful, the SMF shall include the "contVers" attribute for in the corresponding RuleReport instance included inwithin the "ruleReports" attribute. Depending on the value of the "failureCode" attribute, and when applicable, depending also on the value of the "contVer" attribute, the PCF may decide whether retaining, re-installation, modification, removal of the old PCC rule, re-installation, modification, removal of the PCC rule or any other action applies.
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* * * Next changes * * * *
4.2.3.17	IMS Restoration Support
If the ProvAFsignalFlow feature defined in subclause 5.8 is supported, and Iin order to support IMS Restoration procedures (refer to 3GPP TS 23.380 [21]), the PCF needs to convey the AF address to the SMF. In order to do so, in case the AF provisions information about the AF signalling flows between the UE and the AF, as defined in subclause 4.4.5a of 3GPP TS 29.214 [18] subclause 4.4.5a, or in subclauses 4.2.2.16 and 4.2.3.17 of 3GPP TS 29.514 [17] subclause 4.2.2.16 and 4.2.3.17, the PCF shall install the corresponding dynamic PCC rules (if not installed before) as defined in subclause 4.2.6.2.1. The PCF shall include within the associated PccRule instance(s) include the signalling flows between the UE and the AF within the "flowInfos" attribute and the "afSigProtocol" attribute set to the value corresponding to the signalling protocol used between the UE and the AF.
The SMF shall respond to the PCF with an HTTP "204 no content" to the PCF and initiate the corresponding QoS flow procedures, if required. The SMF shall extract the AF address from the provisioned PCC rule(s) and use it for the monitoring procedures as defined for the different access types.
NOTE 1:	The SMF can use the extracted AF address from the PCC rule(s) to check if, the monitoring procedures has have to be started for the corresponding AF.
In case the AF de-provisions information about the AF signalling flows between the UE and the AF, as defined in subclause 4.4.5a of 3GPP TS 29.214 [18] subclause 4.4.5a, or in subclauses 4.2.2.16 and 4.2.3.17 of 3GPP TS 29.514 [17] subclause 4.2.2.16 and 4.2.3.17, the PCF shall remove the corresponding dynamic PCC rule(s) by triggering a notification (i.e.an HTTP POST) message towards the SMF. The PCF shall then apply the procedures as defined in subclause 4.2.6.2.1.
The SMF shall send an HTTP response message to the PCF.
NOTE 2:	The SMF can use the AF address associated with the removed PCC rule(s) to check if it can stop monitoring the corresponding AF.
[bookmark: _Toc28012078][bookmark: _Toc34122930][bookmark: _Toc36037880][bookmark: _Toc38875261][bookmark: _Toc43191740][bookmark: _Toc45133134][bookmark: _Toc51316638][bookmark: _Toc51761818][bookmark: _Toc56674795][bookmark: _Toc56675186][bookmark: _Toc59016172]
* * * Next changes * * * *
4.2.3.18	P-CSCF Restoration Enhancement Support
This subclause is applicable when the PCF-based P-CSCF Restoration Enhancement, as defined in 3GPP TS 23.380 [21], and represented controlled by the supported feature "PCSCF-Restoration-Enhancement" defined in subclause 5.8, is supported by both the PCF and the SMF.
If the PCF receives a request for P-CSCF restoration from the P-CSCF as defined in subclause 4.4.7 of 3GPP TS 29.214 [18] or in subclause 4.2.2.27 of 3GPP TS 29.514 [17], the PCF shall send a notification (i.e. an HTTP POST) message to the SMF including the "pcscfRestIndication" attribute set to true to the SMF for the corresponding PDU session.
The SMF shall acknowledge to the PCF and shall initiate the corresponding QoS flow procedures for the IMS PDU connection as defined in 3GPP TS 23.380 [21].
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* * * Next changes * * * *
4.2.3.19	Request of Presence Reporting Area Change Report
If the PRA feature as defined in subclause 5.8 is supported, the PCF may provision the Presence Reporting Area Information to the SMF as defined in subclause 4.2.6.5.6.
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* * * Next changes * * * *
[bookmark: _Toc56674804][bookmark: _Toc56675195][bookmark: _Toc59016181]4.2.3.26.1	Policy decision types and condition data error handling
If the "PolicyDecisionErrorHandling" feature is supported and the "ExtPolicyDecisionErrorHandling" feature is not supported, and if the SMF receives one or more policy decision type(s) (as defined in subclause 4.1.4.4) and/or condition data (as defined in subclause 4.1.8), which are not referred by any provisioned PCC rules or session rules as defined in subclause 4.2.3.2, but the storage of the policy decision types and/or condition data was unsuccessful (e.g. the policy decision could not be successfully stored due to a limitation of resources at the SMF), or because there are semantical inconsistencies in the provided data, the SMF shall behave as follows:
-	include Include an HTTP "200 OK" status code and one or more PolicyDecisionFailureCode data types to indicate the type(s) of the failed policy decisions and/or condition data in the response message, if the SMF does not need to report any other information (e.g. the failure reports of the PCC rule(s) or session rule(s), which are provisioned in the same message, are not needed). 
-	Include an HTTP "200 OK" status code and one or more PartialSuccessReport data structure(s) including the "policyDecFailureReports" attribute to indicate the type(s) of the failed policy decisions and/or condition data and the "failureCause" attribute set to "POL_DEC_ERROR" within the PartialSuccessReport data structure in the response message, if the SMF needs to report partial success (e.g. some of the PCC rules and/or session rules provisioned by the PCF in the same message are were not installed/activated successfully).
-	Include an HTTP "400 Bad Request" status code and the ErrorReport data structure including the "policyDecFailureReports" attribute to indicate the type(s) of the failed policy decisions and/or condition data within the ErrorReport data structure in the response message, if the SMF needs to reject the request (e.g. all the PCC rules and/or session rules provisioned by the PCF in the same message are were not installed/activated successfully).
NOTE:	An error within a policy decision type and/or condition data not referred by any PCC rules or session rules is encoded within the "policyDecFailureReports" attribute as specified in the PolicyDecisionFailureCode data structure defined in subclause 5.6.3.28.
When the PCF receives the above reports, the PCF shall consider all the instances of the policy decisions and/or condition data which are were provisioned in the request message and indicated by in the PolicyDecisionFailureCode data type are as removed from the SMF. When the PCF receives the a response with HTTP "400 Bad Request" status code but the "policyDecFailureReports" attribute is not included in the provided ErrorReport data structure, the PCF shall consider all the provisioned instances of the policy decsions and/or condition data in the request message are as removed from the SMF.
The removal of a policy decision type and/or condition data shall not fail.
[bookmark: _Toc56674805][bookmark: _Toc56675196][bookmark: _Toc59016182]
* * * Next changes * * * *
4.2.3.26.2	Policy decision types, condition data and other policy decisions error handling
If the "ExtPolicyDecisionErrorHandling" feature is supported and if the SMF receives one or more policy decision type(s) (as defined in subclause 4.1.4.4) and/or condition data (as defined in subclause 4.1.8), which are not referred by any provisioned PCC rules or session rules as defined in subclause 4.2.3.2, and/or other SM policy decisions (e.g. the SMF receives policy control request triggers and applicable additional information) and the SMF detects that the received policy decision(s) cannot be enforced (e.g., because of semantical inconsistencies in the provided data):
-	If the SMF does not need to reject the request (e.g. none, or only some but not all, of the PCC rule(s) and/or session rule(s) provisioned by the PCF in the same message are not installed/activated successfully), the SMF shall include a one or more PartialSuccessReport data structure(s) within in a the response message with an HTTP "200 OK" status code. The SMF shall include in each PartialSuccessReport data structure the "failureCause" attribute set to "POL_DEC_ERROR", and the "policyDecFailureReports" attribute to indicate a the failedure in the provided policy decision type(s) and/or condition data that are not referred by any provisioned PCC rules or session rules and/or in other SM policy decision(s), and may include the "invalidPolicyDecs" attribute to indicate provide more details on these failed policy decision type(s) and/or condition data that are not referred by any provisioned PCC rules or session rules and/or other SM policy decisions.
-	If the SMF needs to reject the request (e.g. all the PCC rules and/or session rules provisioned by the PCF in the same message are not installed/activated successfully), the SMF shall include an ErrorReport data structure within a response message with an HTTP "400 Bad Request" status code. The SMF shall include the "policyDecFailureReports" attribute to indicate a failedure in the provided policy decision type(s) and/or condition data that are not referred by any provisioned PCC rules or session rules and/or in other SM policy decisions, and may include the "invalidPolicyDecs" attribute to provide more details on indicate these failed policy decision types and/or condition data that are not referred by any provisioned PCC rules or session rules and/or other SM policy decisions.
NOTE 1:	An error within a policy decision type and/or condition data not referred by any PCC rules or session rules and/or an error in other policy decisions is encoded within the "policyDecFailureReports" attribute as specified in the PolicyDecisionFailureCode data structure defined in subclause 5.6.3.28.
When the PCF receives the above reports, the PCF shall considerbehave as follows:
-	For the policy decisions and/or condition data:
a.	The PCF shall consider Aall the instances of the policy decsiondecision(s) and/or condition data which are provisioned in the request message and indicated by in the PolicyDecisionFailureCode data type are as removed from the SMF. 
b.	When the PCF receives the a response with HTTP "400 Bad Request" status code but the "policyDecFailureReports" attribute is not included in the provided ErrorReport data structure, the PCF shall consider all the provisioned instance(s) of the policy decsiondecision(s) and/or condition data in the request message are as removed from the SMF. 
c.	The removal of a policy decision type and/or condition data shall not fail.
-	For the other policy decisions:
a.	The PCF shall consider Aall the new failed policy decisions provisioned in the request message and indicated by in the PolicyDecisionFailureCode data type are as not installed in the SMF.
b.	The PCF shall consider Aall the modified policy decisions provisioned in the request message and indicated by in the PolicyDecisionFailureCode data type as remain unmodified in the SMF.
c.	The PCF shall consider Aall the removed policy decisions provided in the request message are as deleted in the SMF.
NOTE 2:	The removal of a policy decision does not fail. Even if there is an inconsistency, e.g. between the deletion of a policy control request trigger and the deletion of the applicable additional information, the whole related policy decision is removed.

* * * End of changes * * * *
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