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DAD at Start of Day 3 for CT3#113e Meeting
	Agenda item
	Agenda item title
	CT3-19…
	Title
	Source
	Result
	Comments

	1
	Opening of the meeting
	
	
	
	
	MEETING STARTS  AT 8:00 UTC ON MONDAY

	2
	Agenda/schedule
	0014
	other    Way of Working for CT3#113e Electronic Meeting
	CT3 chairman
	Noted
	

	2.1
	Approval of the agenda.
	0000
	AGENDA   Draft Agenda for CT3#113e Meeting
	CT3 Chair
	Noted
	

	2.2
	Proposed schedule
	0001
	other    INFO Proposed Schedule for CT3#113e
	CT3 chairman
	
	

	
	
	
	
	
	
	

	3
	Registration of documents
	0002
	other    Allocation of documents to agenda items (at Deadline)
	CT3 chairman
	Noted
	266 tdoc numbers allocated at deadline.

	
	
	0003
	other    Allocation of documents to agenda items (Start of Day 1)
	CT3 chairman
	Noted
	

	
	
	0004
	other    Allocation of documents to agenda items (Start of Day 2)
	CT3 chairman
	Noted
	

	
	
	0005
	other    Allocation of documents to agenda items (Start of Day 3)
	CT3 chairman
	
	

	
	
	0006
	other    Allocation of documents to agenda items (Start of Day 4)
	CT3 chairman
	
	

	
	
	0007
	other    Allocation of documents to agenda items (Start of Day 5)
	CT3 chairman
	
	

	
	
	0008
	other    Allocation of documents to agenda items (End of Day 5)
	CT3 chairman
	
	

	
	
	
	
	
	
	

	4
	Reports
	
	
	
	
	SCHEDULED FOR MONDAY SESSION

	4.1
	Report from previous CT3 meeting
	0011
	report    Minutes of CT3#112e
	MCC
	Noted
	

	4.2
	Report from previous CT plenary
	0010
	report    Summary of CT#90e related to CT3
	CT3 chairman
	Noted
	

	4.3
	Reports from other groups
	
	
	
	
	

	
	
	
	
	
	
	

	5
	Items for immediate consideration
	
	
	
	
	SCHEDULED FOR MONDAY SESSION

	5.1
	IPR disclosures
	Reminder from the Chairman regarding the IPR policy:

“I draw your attention to your obligations under the 3GPP Partner Organizations’ IPR policies. Every Individual Member organization is obliged to declare to the Partner Organization or Organizations of which it is a member any IPR owned by the Individual Member or any other organization, which is or is likely to become essential to the work of 3GPP”.



	
	
	

	5.2
	Antitrust declarations
	Reminder from the Chairman regarding the antitrust and competition laws:

“I also draw your attention to the fact that 3GPP activities are subject to applicable antitrust and competition laws and that compliance with said laws is therefore required of any participant of this TSG/WG meeting including the Chairman and Vice Chairman. In case of question I recommend that you contact your legal counsel.

The leadership shall conduct the present meeting with strict impartiality and in the interests of 3GPP.

Furthermore, I would like to remind you that timely submission of work items in advance of TSG/WG meetings is important to allow for full and fair consideration of such matters”.

	5.3
	Statement Regarding Engagement with Companies Added to the

U.S. Export Administration Regulations (EAR) Entity List in 3GPP Activities


	See https://www.3gpp.org/about-3gpp/legal-matters


	5.4
	Other items for immediate consideration
	
	
	
	
	For contributions to this agenda item, please contact the Chair in advance of the meeting.



	
	
	
	
	
	
	

	
	
	
	
	
	
	

	6
	Received Liaison Statements
	0016
	LS in   Rel-17 LS on stage 3 aspects for Reliable Data Service Serialization Indication
	CT1
	Noted
	SCHEDULED FOR MONDAY SESSION

CT1 has agreed the RDSSI WID in Rel-17 to implement the Reliable Data Service Serialization Indication feature in stage 3, whereas the corresponding stage 2 requirements are in Rel-16.
Action proposed by Chair:

Aligned with CT3 handling of the corresponding agreed CRs. CT3 is copied and no specific action is required. Note the LS.


	
	
	0017
	LS in   Rel-16 LS on Network Configuration Parameters Consistent Handling in UDM
	CT4
	Noted
	When implementing Stage 3 specification, CT4 has observed the network configuration parameters handling in UDM are not consistent in different procedures.

According to stage 2 descriptions, it is required that the UDM shall aggregate Network Configuration Parameters and map them to UE Subscribed parameters (e.g. map Maximum Latency to Subscribed periodic registration timer) when the parameters are provisioned via Nudm EE API, and it is also required that the UDM shall pass the network configuration parameters to AMF as AMF-Associated data when the parameters are provisioned via Nudm PP API.
CT4 considers the stated inconsistence conflicts with the design of APIs, as AFs are allowed to provision network configuration parameters either by Nudm PP API or Nudm EE API (network configuration parameter via Nudm EE API is actually kept as backward compatible compromise of the Nudm PP API), the UDM handling of Network Configuration Parameters from the AFs shall be consistent regardless which API is used. CT4 also considered that it is a beneficial on network architecture to enforce the UDM as the single point of Network Configuration Parameters aggregation and application to AMF/SMF related subscribed parameters, to avoid inconsistent behavior among AMFs cross vendors / PLMNs.

CT4 has agreed a CR on TS 29.503, which specify the consistent behavior of UDM handling of Network configuration parameters based on above considerations.

CT4 kindly asks SA2 to take the above information into account and possibly resolve the inconsistence in Stage 2 requirement to align with CT4 agreement.

Action proposed by Chair:

No impacts for CT3. The LS can be NOTED.


	
	
	0018
	LS in   Rel-16 LS on UTRAN UE capabilities from CN to Gnb
	RAN2
	Noted
	UTRA capabilities include information that changes every time the UE connects to UTRA, some of which concern START values.
To avoid START values de-synchronization and the key replay, RAN2 agreed that

· The gNB does not upload the UE UTRA-FDD capabilities to the AMF;

· Prior to initiating mobility the gNB always retrieves the latest capabilities from the UE. I.e. would not use UTRA capabilities received from CN, if provided.

RAN2 would like to know if

· For the manufacturer assigned case, the UE capability ID is intended to cover UTRA capabilities; also,

· CN may provide UTRA capabilities to gNB.

Action proposed by Chair:

CT3 is not impacted. The LS can be noted.

	
	
	0019
	LS in   Rel-17 LS Response on Support of L2TP in PFCP
	SA2
	Noted
	SA2 thanks CT4 for the LS on Support of L2TP in PFCP. 
SA2 concurs with CT4 that it would be beneficial to be able to provide L2TP related information from SMF to UPF, allowing the UPF to setup L2TP tunnels to third party server.

SA2 has the understanding the support of L2TP requires more comprehensive study, e.g. enhancement on PDU Session Management procedure. These aspects will be studied by SA2.

SA2 therefore agrees with CT4 to study aspects related to N4 interface for L2TP support, and requests CT4 to come back to SA2 for feedback before reaching conclusion.
Action proposed by Chair:

CT3 is not impacted at this stage. Possible impacts based on SA2/CT4/SA3 conclusions. The LS can be noted.

	
	
	0020
	LS in   Rel-16 LS on Support of Dual Connectivity end to end Redundant User Plane Paths
	SA2
	Noted
	SA2 provides the following answers:
Q1: Is the policy provided by the PCF an explicit indication of whether a redundant PDU Session is allowed or forbidden? Or is it an implicit indication based on the combination of other policies delivered for the PDU session and/or the PCC rules?
Answer to Q1: The PCF provides an explicit indication on whether the PDU Session is handled as redundant PDU Session. The SMF uses the indication from the PCF, if dynamic PCC is used for the PDU Session. The SMF takes a local policy decision if dynamic PCC is not used for the PDU Session. CR 2408 to 23.501 is attached to clarify both scenarios. CR to 23.503 0483 defines the scenario where dynamic PCC is used for the PDU Session, where the PCF provide PDU Session policy control information to the SMF to indicate that the PDU session is a redundant PDU Session. 

Q2: If it is an implicit indication, which combination of PDU session and/or PCC rules policies indicate to the SMF that the redundant PDU session policy is to be applied?

Answer to Q2: The PCF provides an explicit indication that request the SMF to handle the PDU Session as redundant PDU Session as described in the Answer to Q1.

Q3: Is it a correct understanding that the redundant PDU session policy cannot change during the PDU session lifetime?

Answer to Q3: Yes, this is correct understanding.
Action proposed by Chair:

The LS requires discussion and if accepted, CT3 needs to agree on the corresponding CRs.

	
	
	0021
	LS in   Rel-17 LS on Use of Inclusive Language in 3GPP
	SA
	Noted
	SA asks WGs to take the following actions: 
1) Strictly avoid the use of non-inclusive terms in all-new 3GPP documents (including TS, TR, SID, WID, LS).

2) Replace the non-inclusive terms used in all relevant 3GPP specifications per the updated 3GPP drafting rules.

3) WG Chairs are requested to follow the following process for non-inclusive term replacement in the existing 3GPP specifications:

a. The changes shall be applied to 3GPP Technical Specifications and 3GPP Technical Reports.

b. The changes shall in a first step be applied from Rel-17 onwards.

c. The changes shall only be done if they are of a purely editorial nature and do not lead to any backward incompatibility. These CRs should not include any further editorial changes.

d. WG chairs shall request rapporteurs and MCC to check their specs as to whether the non-inclusive terminology is used therein.

e. The MCC of a WG  together with the specification rapporteurs should come up with related CRs to the affected specifications. The CRs should be issued under TEI17 and the CR title should start with “Inclusive language review”. If terms are used in multiple specifications (possibly in different working groups), then the related rapporteurs and MCCs should coordinate to align the replacement terms.

4) Related CRs against already existing Rel-17 specifications should be submitted for approval at plenary (after WG agreement) in separate CR packs at the March 2021 TSGs meetings, except where coordination with external organizations is required.

5) Rel-17 specifications which are created after March 2021 should be updated per the updated 3GPP drafting rules at their creation in separate CR packs.

Action proposed by Chair:

CT3 is following these instructions as per C3-210015. To be checked in Agenda Item 17.12.

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	7
	Release 7 and earlier releases
	RELEASE 7 AND EARLIER RELEASES ARE CLOSED. NO CR IS ALLOWED.

	8
	Release 8
	
	
	
	
	NO CR IS ALLOWED IN CT3#113e

	9
	Release 9
	
	
	
	
	NO CR IS ALLOWED IN CT3#113e

	10
	Release 10
	
	
	
	
	NO CR IS ALLOWED IN CT3#113e

	11
	Release 11
	
	
	
	
	NO CR IS ALLOWED IN CT3#113e

	12
	Release 12
	
	
	
	
	NO CR IS ALLOWED IN CT3#113e

	13
	Release 13
	
	
	
	
	NO CR IS ALLOWED IN CT3#113e

	14
	Release 14
	
	
	
	
	NO CR IS ALLOWED IN CT3#113e

	15
	Release 15
	
	
	
	
	NO CR IS ALLOWED IN CT3#113e

	
	
	
	
	
	
	

	16
	Release 16
	
	
	
	
	

	16.1
	Multi-device and multi-identity [MuD]
	
	
	
	
	CP-200148 (CT1 leading)



	16.2
	IMS Stage-3 IETF Protocol Alignment [IMSProtoc16]
	
	
	
	
	CP-183084 (CT1 leading)

	16.3
	Enhancement of 5G PCC related services [en5GPccSer]
	0057
	CR 0075 29.561 Rel-16 Interworking scenario support
	Huawei
	
	CP-183246

Check WI code.


	
	
	0058
	CR 0076 29.561 Rel-17 Interworking scenario support
	Huawei
	
	Check WI code.


	
	
	0059
	CR 0646 29.512 Rel-16 Correction to the access network information report
	Huawei
	
	Ericsson: I'd prefer to simplify the proposed text, and remove the additions to the normative text, because the relevant service for retrieving location and/or timezone is the Namf_EventExposure one.
The proposed NOTE would be enough, removing the apostrophe in flow's and adding a reference to the clause dealing with the report of the enforcement error.
 

For the EPS interworking clause, I do not understand the change. In the existing bullets it is already specified that depends on whether the access network supports NetLoc. 

Why it is required for the report of access network information?

If it is agreed that the proposed changes imply a clarification, more than a correction, only the Rel-17 CR should be discussed, and moved TEI17 WI.


	
	
	0060
	CR 0647 29.512 Rel-17 Correction to the access network information report
	Huawei
	
	Ericsson: See C3-210059.

	
	
	0061
	CR 0648 29.512 Rel-16 Further correction to PolicyDecisionErrorHandling feature
	Huawei
	
	The CR number is 0647 in the coverpage but the Tdoc is reserved for CR number 0648.

	
	
	0062
	CR 0649 29.512 Rel-17 Further correction to PolicyDecisionErrorHandling feature
	Huawei
	
	

	
	
	0148
	CR 0667 29.512 Rel-16 Correction to multiple access type conditioned session rules
	ZTE
	
	Ericsson: The condition that says “The PCF shall ensure that an access type conditioned session rule and a session rule without any access type condition for the same session differ only in the authorized session-AMBR property.” already covers the condition “For multiple access type conditioned session rules, the PCF shall ensure that any two access type conditioned session rules differ only in the authorized session-AMBR property. “ if it is ensured that there is always a non-access type conditioned session rule provisioned.
To cover the case where there is no non-access type conditioned session rule provisioned in the SMF, and to avoid misunderstanding with the case of MA PDU session, the sentence could be rephrased to indicate: 

 If more than one access type conditioned session rules are provisioned, and if there is no session rule without any access type condition provisioned in the SMF, the PCF shall ensure that any two access type conditioned session rules differ only in the authorized session-AMBR property.


	
	
	0149
	CR 0668 29.512 Rel-17 Correction to multiple access type conditioned session rules
	ZTE
	
	Ericsson: See C3-210148.

	
	
	0150
	CR 0669 29.512 Rel-16 Correction to QOS_DEC_ERR and CH_DEC_ERR
	ZTE
	
	Ericsson agrees with the proposed CR.

	
	
	0151
	CR 0670 29.512 Rel-17 Correction to QOS_DEC_ERR and CH_DEC_ERR
	ZTE
	
	Ericsson agrees with the proposed CR.

	16.4
	CT aspects on Enablers for Network Automation for 5G
[eNA]
	0144
	CR 0028 29.517 Rel-16 Correction to anyUeInd attribute
	ZTE
	
	CP-192259

Huawei: C3-210144 is not FASMO CR, we are fine to remove the NOTE only from Rel-17 (C3-210145). 

ZTE: I'm told before that NOTE in table is normative. According to NOTE1, anyUeInd attribute is not applicable to both trusted AF and untrusted AF, therefore it will not be present in anycase. To avoid the mis-implementation of anyUeInd, we prefer to correct it from Rel-16.

NOTE 1:   For untrusted AF, only gpsis and exterGroupIds are applicable. For trusted AF, only supis and interGroupIds are applicable.

Nokia: I think it is better to just change NOTE 1 to:

"For untrusted AF, only gpsis, anyUeInd, and exterGroupIds are applicable. For trusted AF, only supis, anyUeInd, and interGroupIds are applicable"

…because otherwise NOTE 1 and NOTE 2 are in themselves still inconsistent because anyUeInd is also "an attribute identifying the target UE".

I think it is ok to apply to Rel-16 as well.

ZTE to Nokia: The revisions 0144_r1 and 0145_r1 with your proposed changes are uploaded.


	
	
	0145
	CR 0029 29.517 Rel-17 Correction to anyUeInd attribute
	ZTE
	
	Huawei: See C3-210144.

	
	
	0180
	CR 0230 29.513 Rel-16 Alignment of BDT policy re-negotiation
	Ericsson, Huawei
	
	

	
	
	0181
	CR 0231 29.513 Rel-17 Alignment of BDT policy re-negotiation
	Ericsson, Huawei
	
	

	
	
	0250
	CR 0252 29.520 Rel-16 Correction to S-NSSAI applicability
	Ericsson
	
	

	
	
	0251
	CR 0253 29.520 Rel-17 Correction to S-NSSAI applicability
	Ericsson
	
	

	16.5
	CT aspects on eSBA
[5G_eSBA]
	0063
	CR 0014 29.486 Rel-16 Support of stateless NFs
	Huawei
	
	CP-190191 (CT4 leading)

This CR introduces a backwards compatible correction to the OpenAPI file


	
	
	0064
	CR 0151 29.507 Rel-16 Support of stateless NFs
	Huawei
	
	This CR introduces a backwards compatible correction to the OpenAPI file.

Ericsson: Ericcson has the following comments:
1. Clause 4.2.3.1: missing word "response" after "an HTTP 3xx redirect".

2. Missing update of clauses 4.2.4.2, 4.2.4.3 and 4.2.5 related to the support of ES3XX feature and HTTP redirect responses i.e. in clause 4.2.4.2 replace the current text "if errors occur when processing the HTTP POST request, apply error handling procedures as specified in subclause 5.7." with "if errors occur when processing the HTTP POST request, send an HTTP error response or, if the feature "ES3XX" is supported, an HTTP redirect response as specified in subclause 5.7.".

3. Clause 5.3.3.3.1: new line needs to be added after table 5.3.3.3.1-5.

4. Clauses 5.5.2.2. and 5.5.3.2: sometimes refer to NF consumer (service) instance, others NF (service) instance, and others AMF (service) instance. Use one of the terms consistently e.g. AMF (service) instance.

5. Clause 5.5.2.2: new line needs to be added after table 5.5.2.2-4.

6. Clause 5.5.3.2: new line needs to be added after table 5.5.3.2-4.



	
	
	0065
	CR 0152 29.507 Rel-17 Support of stateless NFs
	Huawei
	
	This CR introduces a backwards compatible correction to the OpenAPI file.

Ericsson: See C3-210064.

	
	
	0066
	CR 0114 29.508 Rel-16 Support of stateless NFs
	Huawei
	
	This CR introduces a backwards compatible correction to the OpenAPI file.

Ericsson: has the following comments:
1. CR cover page, summary of change and clauses affected are copied from C3-210064 and needs to be updated according to changes in this CR.

2. Clause 4.2.2.2 could be simplified following the same approach as the one proposed for TS 29.507: "If errors occur when processing the HTTP POST request, the NF service consumer shall send the HTTP error response or, if the feature "ES3XX" is supported, an HTTP redirect response, as specified in subclause 5.7." and modify the paragraphs below to indicate that they apply if “ES3XX” is not supported e.g., indexing them to B1.

3. Clauses 4.2.3.3, 4.2.4.2: replace added text "if the request can be handled successfully," with "if the received HTTP request is successfully processed and accepted,".

4. Clauses 4.2.3.3, 4.2.4.2 and 4.2.5.2: update related to the support of ES3XX feature and HTTP redirect responses is missing i.e. replace added sentence "If errors occur when processing the HTTP PUT request, apply error handling procedures as specified in subclause 5.7." with "If errors occur when processing the HTTP PUT request, the SMF shall send an HTTP error response or, if the feature "ES3XX" is supported, an HTTP redirect response as specified in subclause 5.7.", but in clause replace 4.2.4.2 replace PUT with DELETE, and in clause 4.2.5.2 replace PUT with POST request.

5. Clause 5.5.2.3.1: identity of the added table should be chnaged to 5.5.2.3.1-5.

6. Clauses 5.5.2.3.1. and 5.5.3.3.1: headers tables sometimes refer to NF consumer (service) instance, others NF (service) instance, and others AMF (service) instance. Use one of the terms consistently e.g. AMF (service) instance.

7. Clauses 5.7.1 and 5.8: identity of TS 29.500 in this TS is [4] not [5].

8. OpenAPI file: in the afAcknowledgement part end of line missing after "type: string" before '400'.

9. OpenAPI file: PUT request, end of line missing after description for '204'.



	
	
	0067
	CR 0115 29.508 Rel-17 Support of stateless NFs
	Huawei
	
	This CR introduces a backwards compatible correction to the OpenAPI file.

Ericsson: See C3-210066.

	
	
	0068
	CR 0650 29.512 Rel-16 Support of stateless NFs
	Huawei
	
	This CR introduces a backwards compatible correction to the OpenAPI file.

Ericcson has the following comments:
1. Clause 4.2.4.2: according to the CT4 LS reply (C3-205495) adding of "notificationUri" attribute is not needed. Therefore, this change, update of clause 5.6.2.19 and the corresponding adding of the "notificationUri" attribute in the OpenAPI file should be removed from the CR.

2. Clause 4.2.4.2: update related to the support of ES3XX feature and HTTP redirect responses is missing i.e. the current sentence "If errors occur when processing the HTTP POST request, the PCF shall apply error handling procedures as specified in subclause 5.7." should be changed to: "If errors occur when processing the HTTP POST request, the PCF shall send an HTTP error response or, if the feature "ES3XX" is supported, an HTTP redirect response as specified in subclause 5.7.".

3. Clause 4.2.5.2: beginning of sentence "When the PCF receives the HTTP POST request from the SMF and if the PCF can successfully fulfil the received HTTP POST request, …" should be improved e.g. to "If the PCF successfully processed and accepted the received HTTP POST request from the SMF, …".

4. Clause 4.2.5.2: update related to the support of ES3XX feature and HTTP redirect responses is missing i.e. sentence added at the end of clause should be changed to: "If errors occur when processing the HTTP POST request, the PCF shall send an HTTP error response or, if the feature "ES3XX" is supported, an HTTP redirect response as specified in subclause 5.7.".

5. Missing update of clauses 4.2.3.2 and 4.2.3.3 related to the support of ES3XX feature and HTTP redirect responses i.e. the current sentence "If errors occur when processing the HTTP POST request, the SMF shall apply error handling procedures as specified in subclause 5.7." should be changed to: "If errors occur when processing the HTTP POST request, the SMF shall send an HTTP error response or, if the feature "ES3XX" is supported, an HTTP redirect response as specified in subclause 5.7.".

6. Clause 5.3.3.3.1: new line needs to be added after table 5.3.3.3.1-4.
7. Clause 5.5.3.2: new line needs to be added after table 5.5.3.2-4.
8. CR cover page, clauses affected not OK i.e. missing 4.2.5.2 (further updates are needed according the above comments).


	
	
	0069
	CR 0651 29.512 Rel-17 Support of stateless NFs
	Huawei
	
	This CR introduces a backwards compatible correction to the OpenAPI file.

Ericsson: See C3-210068.

	
	
	0070
	CR 0247 29.520 Rel-16 Support of stateless NFs
	Huawei
	
	This CR introduces a backwards compatible correction to the OpenAPI file.

Ericcson has the following comments:
1. Clauses 4.2.2.2.3, 4.2.2.3.2 and 4.2.2.4.2: missing update related to the support of ES3XX feature and HTTP redirect responses i.e. in clause 4.2.2.2.3 replace the added text "If errors occur when processing the HTTP PUT request, the NWDAF shall apply error handling procedures as specified in subclause 5.1.7." with "If errors occur when processing the HTTP PUT request, the NWDAF shall send an HTTP error response or, if the feature "ES3XX" is supported, an HTTP redirect response as specified in subclause 5.1.7. Same change in clause 4.2.2.3.2 but replace PUT with DELETE, and in clause 4.2.2.4.2 replace with "If errors occur when processing the HTTP POST request, the NF service consumer shall send an HTTP error response or, if the feature "ES3XX" is supported, an HTTP redirect response as specified in subclause 5.1.7.

2. Clause 4.2.2.2.3: replace text "If the NWDAF can successfully fulfil the received HTTP PUT request, …" with "If the NWDAF successfully processed and accepted the received HTTP PUT request, …".

3. Clause 4.2.2.2.3: missing tab after colon in added note (i.e. ":      ") and added note is the only note in clause so no need to provide note identity.

4. Clause 4.2.2.3.2: similar as comment 2, but replace with: "if the NWDAF successfully processed and accepted the received HTTP DELETE request, …".

5. Clauses 4.2.2.3.2 and 4.2.2.4.2: add HTTP in front of "204 No Content" and add word response (or status code) after "204 No Content".

6. Clause 4.2.2.4.2: similar as comment 2, but replace with: "if the NF service consumer successfully processed and accepted the received HTTP POST request, …".

7. Clause 5.1.3.3.3.1: identity of the last table should be Table 5.1.3.3.3.1-5, and remove extra space after word table.

8. Clause 5.1.5.2.2: new line needs to be added after table 5.1.5.2.2-5.

9. Clause 5.1.7.1: identity of TS 29.500 in this TS is [6] not [4].



	
	
	0071
	CR 0248 29.520 Rel-17 Support of stateless NFs
	Huawei
	
	This CR introduces a backwards compatible correction to the OpenAPI file.

Ericsson: See C3-210071.

	
	
	0072
	CR 0094 29.521 Rel-16 Support of stateless NFs
	Huawei
	
	This CR introduces a backwards compatible correction to the OpenAPI file.

Ericsson: has the following comments:
1. Clause 4.2.3.2: and add full stop at the end and replace added text with "If errors occur when processing the HTTP DELETE request, the BSF shall send an HTTP error response or, if the feature "ES3XX" is supported, an HTTP redirect response as specified in subclause 5.7.".

2. Clause 4.2.5.2: and add full stop at the end and replace added text with "If errors occur when processing the HTTP EPATCH request, the BSF shall send an HTTP error response or, if the feature "ES3XX" is supported, an HTTP redirect response as specified in subclause 5.7.".

3. Clause 5.3.3.3.2: new line needs to be added after table 5.3.3.3.2-5.



	
	
	0073
	CR 0138 29.525 Rel-16 Support of stateless NFs
	Huawei
	
	This CR introduces a backwards compatible correction to the OpenAPI file.

Ericcson has the following comments:
1. Clause 4.2.3.1: instead of adding text after HTTP "400 Bad Request" response message, update clause similar to other TSs i.e. replace existing text "if errors occur when processing the HTTP POST request, shall apply error handling procedures as specified in subclause 5.7 and according to the following provisions:" with "if errors occur when processing the HTTP POST request, shall send an HTTP error response or, if the feature "ES3XX" is supported, an HTTP redirect response as specified in subclause 5.7." and then adapt text starting with "and according to the following provisions: …".

2. Missing update of clauses 4.2.4.2, 4.2.4.3 and 4.2.5 to include similar changes as in clause 4.2.3.1 i.e. in clauses 4.2.4.2 and 4.2.4.3 replace "if errors occur when processing the HTTP POST request, shall apply error handling procedures as specified in subclause 5.7." with "if errors occur when processing the HTTP POST request, shall send an HTTP error response or, if the feature "ES3XX" is supported, an HTTP redirect response as specified in subclause 5.7." and in clause 4.2.5 replace "if errors occur when processing the HTTP DELETE request, apply error handling procedures as specified in subclause 5.7." with "if errors occur when processing the HTTP DELETE request, send an HTTP error response or, if the feature "ES3XX" is supported, an HTTP redirect response as specified in subclause 5.7.".

3. Clause 5.3.3.3.1: new line needs to be added after table 5.3.3.3.1-5.

4. Clause 5.5.3.2: new line needs to be added after table 5.5.3.2-4.



	
	
	0074
	CR 0139 29.525 Rel-17 Support of stateless NFs
	Huawei
	
	This CR introduces a backwards compatible correction to the OpenAPI file.

Ericsson: See C3-210074.

	
	
	0075
	CR 0057 29.551 Rel-16 Support of stateless NFs
	Huawei
	
	Wrong spec version in the coverpage
This CR introduces a backwards compatible correction to the OpenAPI file.



	
	
	0076
	CR 0058 29.551 Rel-17 Support of stateless NFs
	Huawei
	
	This CR introduces a backwards compatible correction to the OpenAPI file.



	
	
	0077
	CR 0070 29.594 Rel-16 Support of stateless NFs
	Huawei
	
	Wrong spec version in the coverpage
This CR introduces a backwards compatible correction to the OpenAPI file.



	
	
	0078
	CR 0058 29.554 Rel-16 Supported feature number of ES3XX
	Huawei
	
	Ericsson is fine with this CR.

	
	
	0163
	CR 0674 29.512 Rel-16 Correction to "resourceUri" attribute description
	Ericsson
	
	Huawei:
We have the following comments on this CR:
· Specifying that the "resourceURI" attribute contained in both the "SmPolicyNotification" and the "TerminationNotification" data types shall always convey the "initial" resource URI returned by the (first) PCF in the Location header during SM policy resource creation does not guarantee the support of statelessness of NFs and goes somehow rather against the reply LS received from CT4 during our last meeting and the provisions of the related CRs, in particular against the following statement in clause 6.5.3.3 of TS 29.500:

5.           When becoming aware of an NF service producer change, the NF service consumer or SCP shall replace the apiRoot of the resource URI with the new NF service producer's apiRoot and shall use that URI in subsequent communications as specified in clause 6.5 of 3GPP TS 23.527 [38].

· Indeed, this would mean that a PCF shall always use the very first resource URI that it has sent to the SMF during the initial SM policy resource creation. This does not cover the following cases:

· The PCF (service) instance has changed in the meantime (i.e. this implies at least a change of the apiRoot part of the resource URI) due to a reselection (by the consumer NF or the SCP) or redirection (by the initial PCF itself, via the 3xx mechanism that was agreed last meeting).

· In such cases, it does not make sense to mandate the “new” PCF (service) instance to send the “old” resource URI that was used by the “old” PCF (service) instance.

· In addition, CT4's reply LS and associated CRs do not say that we should do so, it only says that providing an updated resource URI in notification requests is not implemented by all APIs and hence should not be explicitly considered as an option within the stateless NF support framework.

· In our opinion, the PCF should use the latest resource URI that it has, not the very first one.

Therefore, we think that this CR is not needed.



	
	
	0177
	CR 0675 29.512 Rel-17 Correction to "resourceUri" attribute description
	Ericsson
	
	Huawei: Same comments as for CR 0163. These CRs are not needed in our opinion.


	
	
	0166
	CR 0258 29.522 Rel-16 Support Stateless NFs
	Huawei
	
	Wrong spec version in the coverpage
This CR introduces backward compatible corrections on the OpenAPI files of TrafficInfluence API, NiddConfigurationTrigger API, AnalyticsExposure API, 5GLANParameterProvision API, ApplyingBdtPolicy API, IPTVConfiguration API, LpiParameterProvision API, ServiceParameter API, ACSParameterProvision API, MoLcsNotify API.

	
	
	0167
	CR 0259 29.522 Rel-17 Support Stateless NFs
	Huawei
	
	This CR introduces backward compatible corrections on the OpenAPI files of TrafficInfluence API, NiddConfigurationTrigger API, AnalyticsExposure API, 5GLANParameterProvision API, ApplyingBdtPolicy API, IPTVConfiguration API, LpiParameterProvision API, ServiceParameter API, ACSParameterProvision API, MoLcsNotify API.

	
	
	0170
	CR 0336 29.122 Rel-16 Support Stateless NFs
	Huawei
	
	This CR introduces backward compatible corrections on the OpenAPI files of MonitoringEvent API, ResourceManagementOfBdt API, ChargeableParty API, NIDD API, DeviceTriggering API, CpProvisioning API, PfdManagement API, ECRControl API, NpConfiguration API, AsSessionWithQoS API, MsisdnLessMoSms API and RacsParameterProvisioning API.

	
	
	0171
	CR 0337 29.122 Rel-17 Support Stateless NFs
	Huawei
	
	This CR introduces backward compatible corrections on the OpenAPI files of MonitoringEvent API, ResourceManagementOfBdt API, ChargeableParty API, NIDD API, DeviceTriggering API, CpProvisioning API, PfdManagement API, ECRControl API, NpConfiguration API, AsSessionWithQoS API, MsisdnLessMoSms API and RacsParameterProvisioning API.

	
	
	0172
	CR 0030 29.517 Rel-16 Support Stateless NFs
	Huawei
	
	This CR introduces backward compatible corrections on the OpenAPI file of Naf_EventExposure API.

	
	
	0173
	CR 0031 29.517 Rel-17 Support Stateless NFs
	Huawei
	
	Wrong release number
This CR introduces backward compatible corrections on the OpenAPI file of Naf_EventExposure API.

	
	
	0174
	CR 0031 29.591 Rel-16 Support Stateless NFs
	Huawei
	
	This CR introduces backward compatible corrections on the OpenAPI file of Nnef_EventExposure API.

	
	
	0175
	CR 0032 29.591 Rel-17 Support Stateless NFs
	Huawei
	
	This CR introduces backward compatible corrections on the OpenAPI file of Nnef_EventExposure API.

	
	
	0183
	CR 0278 29.514 Rel-16 Correction to resource identifiers descriptions used in notifications
	Ericsson
	
	Huawei: Same comments as for CRs 0163/0177. These CRs are not needed in our opinion.


	16.6
	CT aspects of Access Traffic Steering, Switch and Splitting support in 5G system
[ATSSS]
	0146
	CR 0665 29.512 Rel-16 Correction to repPolicyCtrlReqTrigger attribute
	ZTE
	
	CP-190201 (CT1 leading)
This CR introduces backward compatible correction to the OpenAPI file
Ericsson agrees with the proposed CR.


	
	
	0147
	CR 0666 29.512 Rel-17 Correction to repPolicyCtrlReqTrigger attribute
	ZTE
	
	This CR introduces backward compatible correction to the OpenAPI file
Ericsson agrees with the proposed CR.



	
	
	0159
	CR 0672 29.512 Rel-16 Correction to access type conditioned session rule
	Ericsson
	
	

	
	
	0160
	CR 0673 29.512 Rel-17 Correction to access type conditioned session rule
	Ericsson
	
	

	16.7
	CT aspects of 5GS enhanced support of vertical and LAN services
[Vertical_LAN]
	0079
	CR 0652 29.512 Rel-16 Corretion to the Group Id update
	Huawei
	
	CP-201174 (CT1 leading)

This CR introduces a backwards compatible correction to the OpenAPI file.

Nokia: GROUP_ID_LIST_CHG (and its description) are not added in the OpenAPI.

Forgotten?

Huawei: It was missed. I will add in the revision.
Ericsson:
For 0079 only:
-           If this CR is to apply to Rel-16, then, the clarifications about the support of 5G-LAN already covered in 29.512 17.0.0 need to be brought as well to this CR.

i.e., updates are needed in clauses 4.2.6.2.6, 4.2.6.2.6.1, and 5.8.

For both, 0079 and 0080:

· GROUP_ID_LIST_CHG value is missing in PolicyControlRequestTrigger data type in the OpenAPI file.

· Please, correct also the CR title (Corretion -> Correction).



	
	
	0080
	CR 0653 29.512 Rel-17 Corretion to the Group Id update
	Huawei
	
	This CR introduces a backwards compatible correction to the OpenAPI file.

Ericsson: For both, 0079 and 0080:

· GROUP_ID_LIST_CHG value is missing in PolicyControlRequestTrigger data type in the OpenAPI file.

· Please, correct also the CR title (Corretion -> Correction).



	
	
	0189
	CR 0677 29.512 Rel-16 Correction to TSN scenarios.
	Ericsson
	
	Nokia: To me it sounds like "5GS Bridge Information" can mean either info about new 5GS port or BMIC/PMIC (also confirmed by Ericsson’s 0191).
Therefore, I would replace "new 5GS Bridge Information" with "(information about) new 5GS Bridge port(s)" in Table 5.6.3.6-1 and in the relevant text further below.

This would be in line with the terminology used in bullet "a" of 4.2.4.23.



	
	
	0190
	CR 0678 29.512 Rel-17 Correction to TSN scenarios.
	Ericsson
	
	

	
	
	0191
	CR 0279 29.514 Rel-16 Correction to TSN scenarios.
	Ericsson
	
	Huawei: There is a format issue in the last sentence of 2nd change.



	
	
	0192
	CR 0232 29.513 Rel-16 Correction to TSN scenarios.
	Ericsson
	
	Huawei: There is a format issue in the step 5 of 3rd change.


	
	
	0194
	CR 0233 29.513 Rel-17 Correction to TSN scenarios.
	Ericsson
	
	Huawei: There is a format issue in the step 5 of 3rd change.


	
	
	0231
	CR 0264 29.522 Rel-16 Correction to mtcProviderId in 5GLANParameterProvision API
	Ericsson
	
	This CR introduces backward compatible corrections into the OpenAPI files applicable to 5GLANParameterProvision API.
Huawei: Please find my comments as follows:

· Coverpage: send send to UDM

· Format of bullets in the NOTE in subclause 5.7.2.3.3 should be corrected



	
	
	0232
	CR 0265 29.522 Rel-17 Correction to mtcProviderId in 5GLANParameterProvision API
	Ericsson
	
	This CR introduces backward compatible corrections into the OpenAPI files applicable to 5GLANParameterProvision API.

	16.8
	CT aspects of Enhancing Topology of SMF and UPF in 5G Networks
[ETSUN]
	
	
	
	
	CP-190192 (CT4 leading)

	16.9
	CT aspects of System enhancements for Provision of Access to Restricted Local Operator Services by Unauthenticated UEs
[PARLOS]
	
	
	
	
	CP-190197 (CT1 leading)

	16.10
	CT aspects on enhancement of network slicing
[eNS]
	
	
	
	
	CP-201161 (CT1 leading)

	16.11
	CT aspects of Enhancement to the 5GC LoCation Services
[5G_eLCS]
	0233
	CR 0266 29.522 Rel-16 Correction to mtcProviderId in LpiParameterProvision API
	Ericsson
	
	CP-192260 (CT4 leading)

This CR introduces backward compatible corrections into the OpenAPI files applicable to LpiParameterProvision API.
Huawei: We have the following comments on this CR:
· Cover page, reason for change: “… send send to UDM so as to avoid …”.

· The format of bullets in the added NOTE in Table 5.10.2.3.2-1 should be corrected.

Otherwise, the CR is OK for us.

CATT:         My comments is that:
1. In the “reason for change”, showing CT4’s conclusion is not enough to justify the paper. SA2’s conclusion is needed. 

2. Originally,  there are two “NOTE” s. If you would like to change them, change them together.



	
	
	0234
	CR 0267 29.522 Rel-17 Correction to mtcProviderId in LpiParameterProvision API
	Ericsson
	
	This CR introduces backward compatible corrections into the OpenAPI files applicable to LpiParameterProvision API.
Huawei: Same comments as for C3-210233.
CATT: Same comments as for Rel-16 version.

	16.12
	CT Aspects of Media Handling for RAN Delay Budget Reporting in MTSI
[E2E_DELAY]
	
	
	
	
	CP-190193 (CT4 leading)

	16.13
	Cellular IoT support and evolution for the 5G System
[5G_CIoT]
	0081
	CR 0654 29.512 Rel-16 PCC control for DDD status and availability after DDN fai
	Huawei
	
	CP-200147 (CT1 leading)

This CR introduces a backwards compatible correction to the OpenAPI file.
Ericsson: agrees on the proposed CR with the following comments to the OpenAPI file:

· There is a typo in DownlinkDataNotificatinControl;
· And in this data type, the enum value “DDN_FAILURE_AND_DDD_STATUS” needs to be removed.


	
	
	0082
	CR 0655 29.512 Rel-17 PCC control for DDD status and availability after DDN fai
	Huawei
	
	This CR introduces a backwards compatible correction to the OpenAPI file.
Ericsson: see C3-210081.

	
	
	0252
	CR 0343 29.122 Rel-16 Correction to AF ID in ECRControl API
	Ericsson
	
	This CR introduces backward compatible corrections into the OpenAPI files applicable to ECRControl API.
Huawei: For my clarification, why the SCS/AS Id needs to be provided from technical point of view?



	
	
	0253
	CR 0344 29.122 Rel-17 Correction to AF ID in ECRControl API
	Ericsson
	
	This CR introduces backward compatible corrections into the OpenAPI files applicable to ECRControl API.

	
	
	0254
	CR 0345 29.122 Rel-16 Correction to mtcProviderId in ECRControl API
	Ericsson
	
	This CR introduces backward compatible corrections into the OpenAPI files applicable to ECRControl API.

	
	
	0255
	CR 0346 29.122 Rel-17 Correction to mtcProviderId in ECRControl API
	Ericsson
	
	This CR introduces backward compatible corrections into the OpenAPI files applicable to ECRControl API.

	16.14
	CT aspects on wireless and wireline convergence for the 5G system architecture
[5WWC]
	0045
	CR 0237 29.522 Rel-16 Correct presence condition in ACS provisioning procedure
	Ericsson
	
	CP-192079 (CT1 leading)

Huawei: In the other comment of cover page, “openAPI file”can be changed to “OpenAPI file”.


	
	
	0046
	CR 0238 29.522 Rel-17 Correct presence condition in ACS provisioning procedure
	Ericsson
	
	

	
	
	0108
	CR 0661 29.512 Rel-16 Correction to supported Policy Control Request triggers in wireline access
	Ericsson
	
	Huawei: Please see my comments below:

1) What’s the meaning of “hybrid access scenario” in this CR? Please clarify it. 

2) Why do you only describe the 5G-RG connecting to the 5GC via W-5GAN. What about another access?

3) In the cover page, you describe that W-AGF initiated session modification on behalf of an FN-RG is not feasible. But why do you propose that he RES_MO_REQ trigger may apply for a FN-RG connected to 5GC via W-5GAN.



	
	
	0109
	CR 0662 29.512 Rel-17 Correction to supported Policy Control Request triggers in wireline access
	Ericsson 
	
	Huawei: same comments as 0108.

	
	
	0110
	CR 0221 29.513 Rel-16 Correction to AM Policy Control for Wireline and Wireless Convergence feature
	Ericsson
	
	Huawei: Please see my comments below:

1) A type in cover page “the proposal is to correct the to make it more generic”

2) In 2nd change and 3rd change, subclause 4.2.3.3 is referred. But this subclause doesn’t describe the convergence scenario. 



	
	
	0111
	CR 0222 29.513 Rel-17 Correction to AM Policy Control for Wireline and Wireless Convergence feature
	Ericsson
	
	Huawei: See C3-210110.

	
	
	0112
	CR 0276 29.514 Rel-16 Correction to location information
	Ericsson
	
	

	
	
	0113
	CR 0095 29.521 Rel-16 Correction to Framed Routing feature
	Ericsson
	
	

	
	
	0114
	CR 0071 29.594 Rel-16 Correction to Wireline Access information
	Ericsson 
	
	Wrong release number
Huawei: I’m not sure whether CHF service is impacted by the 5WWC feature or not. No clear requirement in stage 2.

Furthermore, It mentions that a IMSI or a Global Cable Identifier (GCI) or a Global Line Identifier (GLI) or an external identifier is placed in the "supi" attribute. I have the concern regarding external identifier applicablity in the 5WWC scenario and what it’s used for. Maybe you can provide some information for that?



	16.15
	Volume Based Charging Aspects for VoLTE
[VBCLTE]
	
	
	
	
	CP-191206

	16.16
	CT aspects of optimisations on UE radio capability signalling
[RACS]
	
	
	
	
	CP-200058 (CT4 leading)

	16.17
	Service Based Interface Protocol Enhancement
[SBIProtoc16]
	0195
	CR 0249 29.520 Rel-16 Storage of YAML files in ETSI Forge
	Ericsson
	
	CP-191060 (CT4 leading)



	
	
	0196
	CR 0250 29.520 Rel-17 Storage of YAML files in ETSI Forge
	Ericsson
	
	

	
	
	0197
	CR 0096 29.521 Rel-16 Storage of YAML files in ETSI Forge
	Ericsson
	
	

	16.18
	CT aspects of eV2XARC
[eV2XARC]
	0047
	CR 0239 29.522 Rel-16 Correct AlternativeQoS_5G description
	Ericsson
	
	CP-201350 (CT1 leading)



	
	
	0048
	CR 0240 29.522 Rel-17 Correct AlternativeQoS_5G description
	Ericsson
	
	

	
	
	0049
	CR 0326 29.122 Rel-16 Correct applied QoS reference for QoS not guaranteed
	Ericsson
	
	

	
	
	0050
	CR 0327 29.122 Rel-17 Correct applied QoS reference for QoS not guaranteed
	Ericsson
	
	

	
	
	0051
	CR 0241 29.522 Rel-16 Correct service parameter provisioning procedure
	Ericsson
	
	

	
	
	0052
	CR 0242 29.522 Rel-17 Correct service parameter provisioning procedure
	Ericsson
	
	

	
	
	0054
	CR 0329 29.122 Rel-17 Resource allocation status
	Ericsson
	
	This CR introduces backward compatible correction into the following OpenAPI files:

· TS29122_CommonData.yaml 

This CR introduces backward compatible feature into the following OpenAPI files:

· TS29122_ChargeableParty.yaml

TS29122_AsSessionWithQoS.yaml

	
	
	0083
	CR 0243 29.522 Rel-16 Correction to alternative QoS paramter report
	Huawei
	
	

	
	
	0084
	CR 0244 29.522 Rel-17 Correction to alternative QoS paramter report
	Huawei
	
	

	
	
	0085
	CR 0330 29.122 Rel-16 Disable UE notifications at changes related to Alternative QoS Profiles
	Huawei
	
	Wrong spec version in the coverpage
Wrong spec number.
This CR introduces a backwards compatible correction to the OpenAPI file.

	
	
	0086
	CR 0331 29.122 Rel-17 Disable UE notifications at changes related to Alternative QoS Profiles
	Huawei
	
	This CR introduces a backwards compatible correction to the OpenAPI file.

	
	
	0087
	CR 0245 29.522 Rel-16 Disable UE notifications at changes related to Alternative QoS Profiles
	Huawei
	
	

	
	
	0088
	CR 0246 29.522 Rel-17 Disable UE notifications at changes related to Alternative QoS Profiles
	Huawei
	
	

	
	
	0089
	CR 0656 29.512 Rel-16 Disable UE notifications at changes related to Alternative QoS Profiles
	Huawei
	
	This CR introduces a backwards compatible correction to the OpenAPI file.

	
	
	0090
	CR 0657 29.512 Rel-17 Disable UE notifications at changes related to Alternative QoS Profiles
	Huawei
	
	This CR introduces a backwards compatible correction to the OpenAPI file.

	
	
	0091
	CR 0275 29.514 Rel-17 Disable UE notifications at changes related to Alternative QoS Profiles
	Huawei
	
	Wrong release number.
This CR introduces a backwards compatible correction to the OpenAPI file.

	
	
	0140
	CR 0140 29.525 Rel-16 Correction to N2 PC5 policy
	ZTE
	
	

	
	
	0141
	CR 0141 29.525 Rel-17 Correction to N2 PC5 policy
	ZTE
	
	

	
	
	0142
	CR 0225 29.513 Rel-16 Correction to N2 PC5 policy provision procedure
	ZTE
	
	

	
	
	0143
	CR 0226 29.513 Rel-17 Correction to N2 PC5 policy provision procedure
	ZTE
	
	

	16.19
	CT aspects of 5G URLLC

[5G_URLLC]
	0092
	CR 0658 29.512 Rel-16 Policy control for Redundant PDU Session
	Huawei
	
	CP-192022 (CT4 leading)

Wrong spec version in the coverpage
This CR introduces a backwards compatible correction to the OpenAPI file.


	
	
	0093
	CR 0659 29.512 Rel-17 Policy control for Redundant PDU Session
	Huawei
	
	This CR introduces a backwards compatible correction to the OpenAPI file.

	
	
	0094
	CR 0215 29.513 Rel-16 Procedure of QoS monitoring report during the PDU session termination
	Huawei
	
	

	
	
	0095
	CR 0216 29.513 Rel-17 Procedure of QoS monitoring report during the PDU session termination
	Huawei
	
	

	
	
	0096
	CR 0217 29.513 Rel-16 QoS flow binding for QoS monitoring
	Huawei
	
	

	
	
	0097
	CR 0218 29.513 Rel-17 QoS flow binding for QoS monitoring
	Huawei
	
	

	
	
	0098
	CR 0247 29.522 Rel-16 QoS monitoring report during the PDU session termination
	Huawei
	
	

	
	
	0099
	CR 0248 29.522 Rel-17 QoS monitoring report during the PDU session termination
	Huawei
	
	

	
	
	0115
	CR 0663 29.512 Rel-16 Redundant User Plane Paths
	Ericsson
	
	

	
	
	0137
	CR 0664 29.512 Rel-17 Redundant User Plane Paths
	Ericsson
	
	

	
	
	0116
	CR 0249 29.522 Rel-16 Support of AF instance change
	Huawei
	
	This CR introduces backward compatible corrections on the OpenAPI file of TrafficInfluence API.

	
	
	0117
	CR 0250 29.522 Rel-17 Support of AF instance change
	Huawei
	
	This CR introduces backward compatible corrections on the OpenAPI file of TrafficInfluence API.

	
	
	0118
	CR 0116 29.508 Rel-16 Support of AF instance change
	Huawei
	
	This CR introduces backward compatible corrections on the OpenAPI file of Nsmf_EventExposure API.

	
	
	0119
	CR 0117 29.508 Rel-17 Support of AF instance change
	Huawei
	
	This CR introduces backward compatible corrections on the OpenAPI file of Nsmf_EventExposure API.

	
	
	0120
	CR 0223 29.513 Rel-16 Support of AF instance change
	Huawei
	
	

	
	
	0121
	CR 0224 29.513 Rel-17 Support of AF instance change
	Huawei
	
	

	
	
	0152
	CR 0277 29.514 Rel-16 mandate notifCorreId for QoS monitoring subscrtiption
	ZTE
	
	

	
	
	0153
	CR 0227 29.513 Rel-16 QoS monitoring procedure
	ZTE
	
	

	
	
	0154
	CR 0228 29.513 Rel-17 QoS monitoring procedure
	ZTE
	
	

	16.20
	Enhancement of 3GPP Northbound APIs [eNAPIs]
	0126
	CR 0332 29.122 Rel-16 Last known location report
	Huawei
	
	CP-192184

This CR introduces backward compatible correction on the OpenAPI file of MonitoringEvent API.

	
	
	0127
	CR 0333 29.122 Rel-17 Last known location report
	Huawei
	
	This CR introduces backward compatible correction on the OpenAPI file of MonitoringEvent API.

	
	
	0128
	CR 0253 29.522 Rel-16 Last known location report
	Huawei
	
	

	
	
	0129
	CR 0254 29.522 Rel-17 Last known location report
	Huawei
	
	

	
	
	0131
	CR 0334 29.122 Rel-16 Default value of accuary
	Huawei
	
	

	
	
	0132
	CR 0335 29.122 Rel-17 Default value of accuary
	Huawei
	
	

	
	
	0133
	CR 0256 29.522 Rel-16 Default value of accuary
	Huawei
	
	

	
	
	0134
	CR 0257 29.522 Rel-17 Default value of accuary
	Huawei
	
	

	
	
	0168
	CR 0260 29.522 Rel-16 Monitoring expire time
	Huawei
	
	

	
	
	0169
	CR 0261 29.522 Rel-17 Monitoring expire time
	Huawei
	
	

	16.21
	CT Aspects of 5GS Transfer of Policies for Background Data [xBDT]
	
	
	
	
	CP-192182

	16.22
	CT aspects of SBA interactions between IMS and 5GC [eIMS5G_SBA]
	
	
	
	
	CP-192023 (CT4 leading)

	16.23
	CT aspects of application layer support for V2X services[V2XAPP]
	
	
	
	
	CP-192077 (CT1 leading)

	16.24
	xMB extension for mission critical services [MC_XMB-CT]
	
	
	
	
	CP-192253

	16.25
	CT aspects of enhancements for Common API Framework for 3GPP Northbound APIs [eCAPIF] 

	
	
	
	
	CP-192254

	16.26
	CT aspects of Service Enabler Architecture Layer for Verticals [SEAL]

	
	
	
	
	CP-192255 (CT1 leading)

	16.27
	CT aspect of single radio voice continuity from 5GS to 3G [5G_SRVCC]
	
	
	
	
	CP-193014 (CT4 leading)



	16.28
	Technical Enhancements and Improvements [TEI16]
Please use agenda 16.28.1 and 16.28.2 for IMS/CS and Packet Core respectively.

If the topic is related to previous release, please use both TEI16 and the WI code of previous release (e.g. TEI16, SDCI-CT)
	
	
	
	
	

	16.28.1
	TEI16 for IMS/CS
	
	
	
	
	

	16.28.2
	TEI16 for Packet Core
	0053
	CR 0328 29.122 Rel-16 Resource allocation status
	Ericsson
	
	This CR introduces backward compatible correction into the following OpenAPI files:

· TS29122_CommonData.yaml 

This CR introduces backward compatible feature into the following OpenAPI files:

· TS29122_ChargeableParty.yaml

TS29122_AsSessionWithQoS.yaml

	
	
	0161
	CR 1652 29.214 Rel-16 IMEI over Rx reference point
	Orange / Mariusz
	
	TEI16

	
	
	0162
	CR 1653 29.214 Rel-17 IMEI over Rx reference point
	Orange / Mariusz
	
	TEI16

	
	
	0225
	CR 0063 29.551 Rel-16 notifyUri used by notification
	ZTE
	
	TEI16

	
	
	0226
	CR 0064 29.551 Rel-17 notifyUri used by notification
	ZTE
	
	Wrong release number
TEI16

	
	
	0188
	CR 0164 29.222 Rel-16 CAPIF_Security API externalDocs version correction
	Samsung Electronics Iberia SA
	
	TEI16 -> ok, change of externalDocs
This CR introduces backward compatible correction to CAPIF_Security API.

	
	
	0025
	CR 0636 29.512 Rel-16 Corrections to the procedures of policy provisioning and enforcement of authorized AMBR and default QoS
	Huawei
	
	TEI16

	
	
	0026
	CR 0637 29.512 Rel-17 Corrections to the procedures of policy provisioning and enforcement of authorized AMBR and default QoS
	Huawei
	
	TEI16

	
	
	
	
	
	
	

	17
	Release 17
	
	
	
	
	

	17.1
	Rel-17 Work Items
Please use agenda item 17.1 for Discussion Papers or Working Plans not related to an existing  Work Item or submitted WID.
	
	
	
	
	CT3 agrees that the WIDs can be agreed when the SA related WID is approved and the content allows CT3 to formulate statements about the stage 3 work (clear impacted interfaces, functionality, etc.), i.e. there are stable conclusions. CT3 work cannot be started until the normative work is initiated in stage 2.
All APIs that are modified in 2021 should be changed to replace 2020 to 2021. No CR is needed. New APIs will directly refer to 2021.

	17.1.1
	New or revised Work Items
	0022
	WID new   Rel-17 New WID on CT aspects of Access Traffic Steering, Switch and Splitting support in the 5G system architecture; Phase 2
	ZTE, China Telecom
	Revised to 269
	Nokia: Nokia prefers to change the text: “Update of PCC rules for enhancements to the steering modes” to

“Potential update of PCC rules to support enhancements to steering modes”

because we do not add new steering modes actually. This is mentioned for the 29.512 correctly (see table expected output and time scale).

ZTE: “Update of PCC rules for enhancements to the steering modes” cover both updates to existing steering modes and possible addition of new steering modes, we prefer not to add "potential" since the update of PCC rules cannot be avoided however in any case.

Huawei: An editorial comment: space is missed between the rules and for in the impacts on 29.512.

Nokia to ZTE: I can accept it due to the general sentence we have in the WID.

	
	
	269
	WID new   Rel-17 New WID on CT aspects of Access Traffic Steering, Switch and Splitting support in the 5G system architecture; Phase 2
	ZTE, China Telecom
	
	

	
	
	0036
	WID new   Rel-17 New WID on CT aspects on Dynamically Changing AM Policies in the 5GC
	Ericsson 
	Revised to 270
	Huawei: We have the following comments on this WID proposal:
· There is no need for a new TS to define the AM policy authorization service. TS 29.514 can very well be reused for this purpose.

· There are still no clear Stage 2 directions, as no CRs were agreed on this WI. All changes are potential.

· Propose to postpone the WID to the next meeting.

· Some editorial changes to CT3 impacts in clause 4:

-             Definition of a new NEF serviceimpacts to allow the AF to influence PCF decisions for AM Policy changes, in particular RFSP index value change and SAR change. 

-             UDR application data model impacts to store the AF service parameters that indicate the requirements for AM Policy changes, e.g. RFSP index value change.

-             PCF-AM (PCF for Access and Mobility control) and PCF-SM (PCF for Session Management control) impacts that enable the PCF-AM to detects when an application starts/stops for the services specified in the AF service parameters.

-             BSF new functionality to notify about the registration of a new PCF-SM for a DNN, S-NSSAI and SUPI combination. 

-             Definition of new NEF and PCF (i.e. PCF-AM) impactsservices to enable the AF to provide an indication to the PCF-AM that a change of AM polices may be required because a service has started or terminated.

· There are still no clear Stage 2 directions, as no CRs were agreed on this WI so far in SA2. All the changes impacting CT WGs are hence indicated as potential.

· Therefore, it is better in our opinion to postpone the WID, at least until sufficient Stage 2 normative work to enable the definition of impacts on CT work is performed.

Ericsson: I understand your concern about not having still normative stage 2 normative work ready this meeting, but this is a constrain for us to start our normative stage 3 work more than for agreeing on the WID.
Note that there is a stage 2 WID agreed (necessary condition to agree on a WID) and stage 2 companies are working according the scope defined in it to achieve results in February, to be published in March, if available. So from that perspective, the WID would be stable enough to agree on it in this meeting.

For the new TS: This is covered within the stage 2 WID, so better to take as basis that a new PCF service will be defined.  
About postponing: I understand that stage 3 work cannot start till there is normative work available in stage 2, as it is indicated in the proposed stage 3 WID. However, the work is scoped in stage 2, and the corresponding scoping can be done in stage 3. Note that the stage 2 WID has already been agreed, and stage 2 normative work is expected to be ready by March.
For the new NEF service: The definition of new NEF service is defined in SP-201137. For traceability, I’d prefer to keep both WIDs aligned. The WID can be updated as stage 2 work evolves.
Editorial comments accepted.

Note that the stage 2 WID has already been agreed, and stage 2 normative work is expected to be ready by March. Companies are working according to the scoped stage 2 work (which is as detailed as ongoing stage 2 TR results)
Ericsson: Makes r1 available.

Huawei: We actually propose to have this new service defined within TS 29.514 (Npcf_AMPolicyAuthorization), as it covers similar purposes, instead of having a brand new TS.

Please clarify then the impacts that you think are clear (not potential/possible).

	
	
	270
	WID new   Rel-17 New WID on CT aspects on Dynamically Changing AM Policies in the 5GC
	Ericsson 
	
	Ericsson will provide more clear impacts that justify that the WID can be agreed at this point.



	
	
	0037
	WID new   Rel-17 New WID on CT aspects of enhanced support of industrial IoT
	Nokia, Nokia Shanghai Bell
	Revised to 271
	Qualcomm: I would like to request removal of the following CT3 related objectives (and corresponding impact shown for TS’s) since both of them do not reflect stage-2 agreements on this matter:
1. UE-UE TSC

2. Exposure of deterministic QoS

Huawei: We propose to add TS 29.513 as a potential impacted TS to capture the enhanced call flows.

Ericsson: In addition, could you clarify the relationship between bullet 2) and 4) when it comes to the definition of a new Nnef service or the impact in an existing one? I.e., is it needed an additional (new) Nnef service for exposure of time synchronization?  

Nokia to Qualcomm:
1. My understanding is that the stage 2 WID covers
-UE-UE TSC communication as per clause 8.2 in the above TR

Regarding UE-UE TSC there is no association of PDU Sessions so removing it from CT3 clause is ok.

2. My understanding is that the stage 2 WID covers
-Exposure of QoS and related enhancements as per clause 8.5 in the above TR.

Although there may be open points. We should keep the bullet. It could be changed in a future version as well.

Nokia will check internally and could make a proposal with high level text to show something is to be done.
Nokia to Huawei: Yes can be added to clause 5.
Nokia: R1 is made available:

· UE-UE TSC removed

· 29.513 added in clause 5

· Exposure of deterministic QoS: Nokia would like to keep the CT3 clause related to this issue because it is included in the SA2 WID: “Exposure of QoS and related enhancements as per clause 8.5 in the above TR”. Than solution 5 (impact 6.5.4) is the one envisaged. Therefore, the assumption is that the aspect will be finalized by the normative stage 2 work, although there may be open points. We should keep the bullet possibly with a higher level description that does not include too many details. Please propose a further reduction, if you think a further reduction is required. The relationship to an additional service is taken into account as well. Keeping the clause allows us to think about it, e.g. with discussion papers. We can changed the WID and precise the Nnef services in the next weeks as required based on the normative work.
Huawei is fine with r1.
Ericsson: The comment I provided was in the direction to know whether the WID is indicating a potential new NEF service for Exposure time synchronization or if it would be the same as the one for Exposure of deterministic QoS.

Anyhow, the current wording leaves it open to evolve it as SA2 progresses, so I’m fine with it.



	
	
	271
	WID new   Rel-17 New WID on CT aspects of enhanced support of industrial IoT
	Nokia, Nokia Shanghai Bell
	
	

	
	
	0056
	discussion   Rel-17 Discussion on CT impacts of 5G_ProSe
	OPPO, CATT
	Noted
	

	
	
	0038
	WID new   Rel-17 CT aspects of proximity based services in 5GS
	CATT, OPPO
	Revised to 272
	Huawei: We have the following comments on this WID proposal:
· The newly agreed SA2 WID (SP-201132, ID = 900007) should be added to the table under clause 2.3. 

· In the impacts to CT4 under clause 4, it is indicated “potential update to PCF for ProSe related policy because of proximity based services in 5GS” but this rather concerns CT3, not CT4.

· For the proposal under clause 5 (new proposed TSs), it would be beneficial to indicate the responsible WG for each new TS and not only the rapporteur name.

· Potential impacts to TS 29.512 and TS 29.519 need to be added in order to cover the necessary updates to PCC framework and in general SM policy procedures (e.g. supporting QoS splitting configuration, QoS mapping configuration between PC5 and Uu, PC5 usage reporting information, etc.).

· Under clause 5, TS 29.522 is indicated, but since Nnef_ServiceParameter is already defined from Rel-16, we think that the description should be changed from “Definition of a new NEF service (Nnef_ServiceParameter) or possible update to the Nnef_ParameterProvision service to support proximity based services in 5GS” to “Potential update to the Nnef_ServiceParameter service or possible update to the Nnef_ParameterProvision service to support proximity based services in 5GS”. Similarly, for TS 29.517, please note that even if the DDNMF can be integrated with the AF (that’s a deployment option), from specification point of view, the Naf_EventExposure will not be enhanced.

CATT: Please check my reply.
1. SA2 WID (SP-201132, ID = 900007) is the parent WI, which needs not be included in Table 2.3.

2. Fixed.

3. Fixed.

4. The impact on Session management policy is premature. We can add TS 29.512 as the potential impacted TS if nobody objects it. And TS 29.519 is included.

5. The impact on TS 29.522 is revised. And TS 29.517 is not included in the potential impacted TS. 

Huawei: I am fine with it.
Ericsson: 

From the TR work, when it concerns to TS 29.512 no protocol impact is identified so far, and it is too soon to foresee if there is some description would need update. 

From the time being, it would be better to leave out 29.512, and introduce it later, if needed.

Add a note that indicates this TS can be added in the future.

	
	
	272
	WID new   Rel-17 CT aspects of proximity based services in 5GS
	CATT, OPPO
	
	

	
	
	0041
	WID new   Rel-17 New WID on CT aspects on Same PCF Selection For AMF and SMF
	China Telecom
	Pre-Agreed
	Revision of C3-204031

	
	
	0042
	discussion    Discussion on CT aspects of Enhanced support of Non-Public Networks
	Ericsson 
	Noted
	

	
	
	0043
	WID new    New WID on CT aspects of Enhanced support of Non-Public Networks
	Ericsson 
	Postponed
	Nokia: Nokia has a comment on text of the WID, which is related to the stage 2 specification 23.501:

“for NPN enhancements to enable support for Video, Imaging and Audio for Professional Applications (VIAPA):

-              informative guideline for mapping between standardized 5QI/ARP and DSCP marking to enable the PLMN and SNPN to use the same mapping values for UL and DL user plane traffic within SNPN and PLMN.

Nokia request to completely remove the text out of the CT3 objectives. It was already agreed in the TR conclusion and the SA2 eNPN WID that this aspect will be agreed in the TS 23.501 annex and the reason it makes sense to stick with the conclusion is that the annex already contains also the architecture for underlay / overlay network and it provides the context for this. Nokia plans to submit a CR for providing such a mapping for TS 23.501. Furthermore, it is TS 23.501 that specifies standardized 5QI characteristics. Nokia prefers to keep this way forward. We hope that we can agree on this way forward.

Ericsson: There is an ongoing discussion in SA2 on the topic, which will be solved early this week. Please, let’s keep this point open till further feedback is received.

Nokia: ok, let’s wait.
Comments from Huawei sent before the meeting. TS 29.522 to be added.

Huawei: Based on 23.700-07 subclause 8.4.1, 29.522 may also be impacted due to support AF-based onboarding configuration data provisioning.

Offline check.

Nokia to Huawei: Yes this may be true.
Ericsson: I agree with the missing CT3 objective to support AF based onboarding configuration and the corresponding impact in TS 29.522.

Update version of the WID is coming. I’ll share it with you as soon as available.

Nokia: I saw the SA2 has an eNPN meeting today (3 pm – 5 pm CET). May be we wait wit a revison in relation to the issue “… informative guideline for mapping between standardized 5QI/ARP and DSCP marking …” in stage 2 or 3.

Ericsson: it is fine with me.
Huawei: it is fine with me.

	
	
	0136
	discussion   Rel-17 5G eEDGE CT work plan
	Huawei
	Noted
	Nokia: In line with our related comment in the WID, we think that the following item should be removed for now because it does not correspond with any SA2 agreement:

“Inform SMF with IP addressing information of EAS selected by DNS using SMF service or AF influence on traffic routing”

Huawei will check internally.

	
	
	0135
	WID new   Rel-17 New WID on CT Aspects of 5G eEDGE
	Huawei
	Revised to 273
	Nokia: Nokia has the following comments to the CT3-related aspects of the eEDGE_5GC_CT WID:
· The objective “Inform SMF with IP addressing information of EAS selected by DNS using SMF service or AF influence on traffic routing” shall be removed, because it does not correspond to any SA2 agreement.

· In the impacts of 29.514, the expression “in the PCC rule sent to the SMF” should be replaced with the expression “in the attributes of Policy Authorization” or similar, because there is no PCC rule in Npcf_PolicyAuthorization.

· In the impacts of 29.522, impact number 4 (“Potential impacts on informing SMF with IP addressing information of EAS selected by DNS using AF influence on traffic routing”) shall be removed, because it does not correspond to any SA2 agreement.

Samsung:
We are in general supportive of this WID (and many others presented for endorsement in this meeting), however we want to seek clarification/guidance from CT3/CT leadership on following aspect:
· Should we endorse WIDs where normative work has not yet started in Stage-2, or reasonable progress has not been made on the normative work? 

 

I do understand that parent WIDs of many presented in CT3 have already been approved by SA plenary.

If I remember correctly, earlier guidance from CT leadership was also on similar lines - that we should have stable-enough Stage-2 specifications for Stage-3 to start. 

From Samsung’s point of view, we believe the WIDs should be postponed at least for another quarter until we see meaningful progress in Stage 2, however we are willing to go with majority view in this regard.

Ericsson: Ericsson has below comments to the CT3 Objective highlighted items

CT3:
-    Potential impacts on AF to provide ECS Identities to the UDM.
This impact is not understood. Please clarify what ECS identities they are referring to?

-    Potential impacts on AF/EAS/SMF/PCF/NEF to support enhancements for PSA co-existence
Add this one. During the transition period there can be PSA co-existence. We need assistance for how long it will take and how.
Huawei to Samsung: If my memory is correct, I remember that the EDGEAPP WID has been approved in CT3 in Nov. last year but the stage 2 specification (23.558) has not yet approved in SA plenary. Exactly, same situation here.

The same measurement or handling principle should be used for these WIDs. This WID has many clear conclusions/solutions based on stage 2 output, we believe this WID can be handled in CT3 as the EDGEAPP WID.

Huawei will check whether we can indicate that the normative work in SA should start first.
Samsung: Our comment was with respect to progress of stage 2 specification, not on TS approval in SA plenary. Since SA2 has approved the WID last plenary, the corresponding normative work in SA2 TS will start from upcoming meeting in SA2. Hence, our comment to wait For stage 2 work to progress before we work on stage 3 WID. 

However, as I said in the initial email, we are supportive of the WID and would like to go with majority view on this.   

Huawei to Ericsson: The comments are acceptable and actually comments 1 and 3 are already removed in the revision uploaded in CT4 in last Sunday (C4-210143).

Please check whether you are fine with C3-210135_r1, which is revised based on C4-210143.
Huawei to Samsung: We are fine to add ‘Stage 3 work will start only when the normative stage 2 requirements are available.’. Covered in r1.
Nokia is fine with r1.
Samsung is fine with r1.


	
	
	273
	WID new   Rel-17 New WID on CT Aspects of 5G eEDGE
	Huawei
	
	

	
	
	0138
	discussion   Rel-17 Impacts of eNS_Ph2 to CT WGs
	ZTE
	Noted
	

	
	
	0139
	WID new   Rel-17 New WID on Enhancement of Network Slicing Phase 2
	ZTE, China Telecom
	Revised to 274
	ZTE: Based on the comments received offline before the meeting, the WID is revised. R1 is made available.
Huawei:

We have the following comments on this WID proposal:
· As the related SA2 WID only covers KI#1 and KI#2 of TR 23.700-40, for which conclusions have been reached, CT WID should be aligned. For the other KIs, no final conclusions have been reached so far in SA2. Therefore, we propose the following changes:

Clause 3:

SA has approved a work item on Enhancement of Network Slicing Phase 2 in Rel-17 in SP- 200976. Based on conclusions in TR 23.700-40, the following requirements will be included in the work item:

· The network supports network slice related quota on the maximum number of UEs.

· The network supports network slice related quota on the maximum number of PDU sessions.

· The network supports the limitation of data rate per network slice in UL and DL per UE.

· The network supports network slice quota event notification in a network slice.

· The network supports dynamic adjustment to meet the limitation of data rate per network slice in UL and DL.

· The network supports constraints on simultaneous use of the network slice.

· The network supports 5GC assisted cell selection to access network slice.

The building block is to realisze the CT aspects of protocol impacts for enhancement of network slicing phase2.  
 Clause 4:
For CT3, the expected work includes:

· Impacts on NEF service to allow the AF to subscribe to event notifications regarding Network Slice related quotas.

· Potential impacts on Npcf_AMPolicyControl service to support UE Slice-MBR.

· Potential impacts on Npcf_SMPolicyControl service to support UE Slice-MBR.
Clause 5:

Potential imapcts to TS 29.507/512/519 should hence be removed at this stage.
In 29.522: Potential a newimpacts to Nnef serviceSBI to support the AF subscriptionbes to Network Slice quota event notifications.
Cisco Systems: We support this WID. Please add Cisco Systems in the supporting companies list.
Ericsson: We agree with the proposed changes.

ZTE to Cisco Systems: Cisco Systems will be added in the revision.

ZTE: The WID is revised based on the comments.
R2 IS made available.



	
	
	274
	WID new   Rel-17 New WID on Enhancement of Network Slicing Phase 2
	ZTE, China Telecom
	
	

	
	
	0229
	WID new   Rel-17 New WID on N7 Interfaces Enhancements to Support GERAN and UTRAN
	China Mobile Communications Group Co.,Ltd.
	Postponed
	Huawei: Could you please clarify why TS 29.213 is impacted?

China Mobile: hope the 3GPP TS 29.213 will not be impacted. But the WID of stage 2 have some impact in TS 23.203, that's why I introduce 23.203 in the potential impact TSs.
If you have concerns, I can remove the TS at this time and wait for stage 2 discussion.



	
	
	0256
	WID new   Rel-17 New WID on CT aspects on Dynamic Management of Group-based Event Monitoring
	Ericsson
	Revised to 275
	Nokia: Nokia has the following comment to bullets within the objectives clause: The word “potential” could be added before “updates”.
Huawei: The solution for the WID is still unclear, and SA does not assign time slots to discuss this WID yet. Hence, we still think it’s too early to handle this WID in stage 3.

Beside, in Objective part, 2nd bullet ‘Updates group-based Monitoring Event configuration…’, it’s already covered by the 1st bullet as we know.
Offline discussion if this is premature.

Ericsson to Nokia: Since the approved SA2 WID SP-200622 already stated the clear justification and concluded the clear and stable scope in the objective, 

“clarify the handling of event cancellation for an individual member or a sub-set of members from a group, and to ensure that event cancellation of some member(s) does not affect other members in the group.”

Hence “Updates” in this WID in both CT3 and CT4 objective is clear and stable, not “potential”.

Ericsson to Huawei: The solution for the WID is clear in the objective and break-down to CT3 & CT4 items.

“handling of event cancellation for an individual member or a sub-set of members from a group, and to ensure that event cancellation of some member(s) does not affect other members in the group.”

SA2 has planned all the TEI17 WID to be concluded in only one plenary. 

And in Objective part, 2nd bullet ‘Updates group-based Monitoring Event configuration…’, is the fulfillment contents, not the definition in the 1st bullet.



	
	
	275
	WID new   Rel-17 New WID on CT aspects on Dynamic Management of Group-based Event Monitoring
	Ericsson
	
	

	
	
	0257
	WID new   Rel-17 New WID on CT aspects on N6 interface Enhancement
	Ericsson
	Postponed
	Nokia: Nokia generally supports enhancements for the interworking of an EAP based secondary authentication/authorization session in 5GS in connection with the EPS interworking, but before a final decision to support the WID can be done we would like a have a clarification on the following aspects:
· Is the enhancement only related to the session continuation from 5GS to EPS (seems the intension currently) or to a session establishment in EPS with EAP based secondary authentication/authorization as well?

· Stage 2 should introduce/enhance the authentication/authorization functionality in their specifications for interworking scenarios (23.401, …). Therefore, a stage 2 discussion must be initiated before the stage 3 WID can be approved.

· There is probably an influence on CT1 specifications. These influences should also be clarified.

· The title looks very general. May be it could point to the content of the WID better.

Nokia things that these issues need to be clarified before we can decide to support the WID. In particular a discussion on stage 2 level for 23.401 enhancements is required before stage 3 can agree on the WID.
Huawei: In general, it is not clear to me what kind of work will be done by this work item. If we want to introduce an end to end procedure for the interworking scenario, especially when the UE is accessing to the EPS, SA3 shall be involved. In this case, we need stage 2 requirement. If we want to limit the scope in CT3 and only impact the 29.561, the WID is not needed.

Offline discussions.

	
	
	0258
	WID revised   Rel-17 Revised WID on CT aspects on PAP/CHAP protocols usage in 5GS
	Ericsson
	Revised to 276
	Huawei: Please see my comments bellow:

· RADIUS and Diameter Authentication procedures description, when PAP/CHAP is used as the authentication protocol with the legacy DN-AAA server which does not support EAP. // This bullet has been covered by the first bullet.

· SMF support of (e)PCO parameters related to PAP/CHAP over 5GS and interworking with EPS. // It is not clear what kind of work will be done.


	
	
	276
	WID revised   Rel-17 Revised WID on CT aspects on PAP/CHAP protocols usage in 5GS
	Ericsson
	
	

	
	
	0259
	WID new   Rel-17 New WID on CT aspects for Support of Unmanned Aerial Systems Connectivity, Identification, and Tracking
	Qualcomm Incorporated
	Revised to 324
	OPPO: We (OPPO) kindly request an addition bullet to the CT3 part as follows, and we provide our reasons for that too.
3)            Support for unknown UAV tracking
The reason for asking this is that in the approved WID there is explicit mention of 
"-            specification of mechanisms for UAV tracking " …
then in the TR 23.754 conclusions, for support of tracking there are a number of things …

//here's something from TR conclusion
-     3GPP network supports the following UAV and UAVC tracking capabilities. The UTM/USS chooses one of, or a combination of, these tracking capabilities to use. The UTM/USS/TPAE logic on its choice is out of 3GPP's scope.
-     reporting the UAV/UAVC location;
-     monitoring and reporting the UAV presence (i.e. for UAV moving in or out) of the monitoring area. Either the UAVF reuses the Area of Interest event  or location Reporting mechanism supported by AMF/MME, or if the target area or location cannot be mapped to 3GPP network areas, the UAVF determines the UAV presence in the monitoring area by comparing the location report from GMLC with the monitoring area;
-     support unknown UAV tracking, i.e. providing a list of the UAVs in the target area or location and served by the PLMN. The 3GPP system separates out the UEs that are actual UAVs based on e.g. available CAA-Level UAV ID, checking for UEs with aerial subscriptions, and whether the UAV has successfully registered and has been authorized by the USS/UTM If the target area or location cannot be mapped to 3GPP network areas, the UAVF will obtain location of identified UAVs via LCS procedure and compare with the target area or location to identify the UAVs in the target area or location;
Qualcomm: This bullet is already there:
- Support for unknown UAV tracking: tracking of UAVs in a target area or location in a PLMN,

Huawei: Since whether UAS-NF is a new NF or SCEF/NEF is still unclear in stage 2, hence, in Section 5, new TSs for UAS-NF should be removed until stage 2 has clear requirement. 

And for objective, CT3 part, prefer to remove ‘(known consumers: AF, NEF/SCEF)’.

Qualcomm: A new UAS-NF is already in the conclusions (clause 8.1), so I don’t see the issue
OPPO: We are OK now with the CT3 part.

Huawei: I checked with our SA2 delegates on this issue and got the feedback that the UAS-NF maybe SCEF/NEF, and it may make use of existing NEF/SCEF services, as you shown. Hence, we still think it’s too early to request new TSs in stage 3. 

Qualcomm: But what you write here “UAS-NF may be SCEF/NEF” is in contradiction to the SA2 documented agreement. It’s then very difficult to construct a WID if we have to second guess SA2 conclusions in CT3. Please review this issue.

	
	
	324
	WID new   Rel-17 New WID on CT aspects for Support of Unmanned Aerial Systems Connectivity, Identification, and Tracking
	Qualcomm Incorporated
	
	

	
	
	0260
	WID revised   Rel-17 Revised WID on CT aspects of 5GC architecture for satellite networks
	Qualcomm Incorporated
	Postponed
	Huawei: As the new RAT type may be reported to the AF, we propose to include TS 29.514 as a potential impacted TS.

Ericsson: could not see any stage 2 available input (TR, or draft CRs) that results in the potential impact of TS 29.514.

I agree that probably there will be.

But I’d prefer to have some stage 2 work available and update later on the WID.
Qualcomm to Huawei: I think Ericsson’s proposal is reasonable to wait for availability of stage-2. What do you think?
The WID is acceptable. Waiting to see if TS 29.514 is impacted.


	
	
	0106
	WID revised   Rel-17 Revised WID on PFD management enhancement
	Huawei, China Telecom
	Pre-Agreed
	

	17.1.2
	Contributions on Work Items

Please use agenda item 17.1.2 for those (P-)CRs related to Work Items that are not approved yet and thus do not have an assigned agenda item.
	0261
	CR 0681 29.512 Rel-17 Satellite backhaul change policy control request trigger
	Qualcomm Incorporated
	Postponed till next meeting
	Unexisting WI code in CT3.
This CR provides backward compatible changes to the OpenAPI for Npcf_SMPolicyControl
Ericsson: I don’t think we should agree on any stage 3 CR till a stable Rel-17 stage 2 work is ready, and the corresponding impact is covered in a released TS or in an agreed formal CR. In this case, the input we have is a Draft CR, which needs to be resubmitted and discussed again in stage 2 before being implemented in 23.503 Rel-17.
I'd prefer to postpone it, e.g. to April meeting, when stage 2 normative work is available. 

 
For that meeting, please, consider the following comments:

· PCF is informed about “Backhaul category” and not Network Instance

· “Backhaul category” is missing in the SM Policy Association creation.

· Since it is premature to agree on an encoding for the proposed “Backhaul category” data type, we could leave it as string (if no further information is available), but please, add an Editor’s note about the possible detailed encoding of the proposed attribute.
Qualcomm: From my side it would be OK to wait for an approved stage-2, but still its good to gather and integrate comments. I will integrate yours, any other comments are welcome!
Companies can provide comments for the future agreed CR.

Huawei: We prefer not to agree this CR in this meeting as the stage 2 CRs have not been agreed yet.

	17.2
	Stage 3 of Multimedia Priority Service (MPS) Phase 2
[MPS2]
	
	
	
	
	CP-201207

	17.3
	PFD Management Enhancement
[pfdManEnh]
	0100
	CR 0059 29.551 Rel-17 Resolve the FFS for notification push
	Huawei, China Telecom
	Revised to 278
	CP-201208

ZTE: As indicated in the coversheet,  which pull (full or partial) shall be used depends on the support of the "PartialPull" feature between the SMF and PFDF. Could we simply indicate this in 4.2.2.1 as follows:
4.2.2.1

The following procedures using the Nnef_PFDmanagement_Fetch service operation are supported:

-     Retrieval of PFDs by the full pull if the "PartialPull" feature is not supported .

-     Retrieval of PFDs by the partial pull if the "PartialPull" feature is supported.
And in this case, the 2nd change may not be needed.

Ericsson: Please find my comments,
Cover page, Reason for Change: No related description to conclude the Summary of change, and not agree the changes with below consideration:

For all the three changes, cannot accept simply remove the EN, without solving the issues discussed in CT3#112e, especially for clause 4.2.4.3              Notification PUSH:

current updates just invoke partial pull procedure upon "PartialPull" feature is supported, otherwise shall invoke full pull ( not “pull full” as in the change) procedure.

Which will arouse below issues/problems not align with the target of optimized solution to reduce signaling handling  :

1) If “PartialPull” feature is supported, while the applds in Type NotificationPush is NEW to SMF, why shall SMF invoke partial pull procedure consuming more handling between SMF and PFDF?

2) If “PartialPull” feature is supported, and although the applds with PFDs existing in SMF, while all PFDs are replaced in PFDF, why shall SMF invoke partial pull procedure consuming more handling ? 

Hence, I’d keep the proposal in CT3#112e, add FULLPULL / PARTIALPULL for PFDF NotificationPush may Indicate to SMF on effective handling with related descriptions, then fine to remove EN.
If you could consider above in revision, I’d to cosign this CR; or I could update the revision for your review if fine would like to co-sourcing this CR.
Huawei to ZTE: I’m ok to add 4.2.2.1, but 2nd change is needed as the editor’s note shall be deleted.

ZTE: Yes, you are correct, the removal of EN is needed. What I wanted to say is that the changes in the description of step 2 is not needed.

Huawei to Ericsson: On 1) there is no more handling between SMF and PFDF. If the appIds in Type NotificationPush is new to SMF, the SMF send the appId without timestamp, and the PFDF returns the whole list of the PFDs. It is the same as the pull mode except the POST is used.
On 2) How does the PFDF determines that all PFDs are replaced for this requested SMF? It shall depend on the received timestamp.
Your proposal will bring more signalings. E.g. PFDF detects that the PFDs for one application id is partially updated while the PFDs for the other application id is created. In this case, the PFDF needs to send two notification messages to request the SMF to retrieve the PFDs. And then the SMF also needs to send two messages to retrieve the PFDs.

Our proposal it very clean now:

If partialpull is supported, only one notification message is sent by the PFDF to notify and also only one message is sent by the SMF to retrieve. For the application id whose PFDs are not stored, the timestamp is not included; for the application id with the PFDs, the timestamp is included. The PFDF can easily to return the PFDs in the response.

ZTE: For the example gave by Huawei, PFDF detects that the PFDs for one application id is partially updated while the PFDs for the other application id is created, I also think it's better to provide them by one message instead of two messages.

Ericsson: GET method consume less handling than the defined POST method. 

GET Request only need application identifier as URI query parameters, Needn’t Type ApplicationForPfdRequest data structure in request body, needn’t the inside pfdTimeStamp checking 

AF provides/updates appIds and PFDs to NEF(PFDF), hence PFDF know the replacement needn’t wait till SMF request, with PUSH Notification proactively avoiding the SMF missing or using obsoleted PFDs for the PCC rule created/activated appIds. Anyway the timestamp is produced in PFDF, PFDF knows much complete and correct information of appIds/PFDs than SMF/PCF. 

For massive appIds/PFDs PUSH Notification bf PCC rule appId missing PFDs triggered retrieval, PFDF can effectively send FULLPULL appIds to enable following effective full pull handling between SMF and PFDF.

The corresponding signaling load is comparable less than the Partial PULL data structure in the message body, also consume less process handling in between.

And above proposal in Table 5.6.3.3-1 keeping any one of value optional applicable.
understand your consideration, while as above comments, prefer to keep both proposals applicable to go ahead.

Both proposals will be considered in an optional way. Discussions on the criteria to initiate one or the other.

	
	
	278
	CR 0059 29.551 Rel-17 Resolve the FFS for notification push
	Huawei, China Telecom, Ericsson
	
	

	
	
	0101
	CR 0060 29.551 Rel-17 Partial pull update
	Huawei, China Telecom
	Revised to 279
	This CR introduces a backwards compatible feature to the OpenAPI file.
Ericsson: Please find my comments below,
1) Why you removed the description in the 2nd change and 3rd change, while the contents added in 1st change is not complete matched?

2) Why Not keeping full pull procedure effective fulfillment for the use case PCC rule provided appld without PFDs in SMF fine without pfdTimeStamp, while introduce another procedure in partial pull not effectively?

Huawei: I don’t fully understand your comments. But I try to clarify our proposal. This new proposal allows the SMF to request the PFDFs for the application id which doesn’t have any PFDs. In this case, the SMF will include the application id without timestamp. With this proposal, the SMF can request the fullpull and partialpull in one message. Please also see my answer in C3-210100.
Ericsson: Understand your consideration, please refer to my comments in C3-210100, prefer to keep both proposals optionally applicable. 



	
	
	279
	CR 0060 29.551 Rel-17 Partial pull update
	Huawei, China Telecom
	
	

	
	
	0102
	CR 0219 29.513 Rel-17 Procedure of notification push update
	Huawei, China Telecom
	Revised to 280
	Ericsson: Cover page, Reason for change: “The PFDF does not need to indicate the SMF how to retrieve the PFD(s).” is too simple without description.

Please refer to the comments to C3-210100 on the reason for change cannot be accepted.

Huawei: See comments to C3-210100.
Ericsson: See comments to C3-210100.

	
	
	280
	CR 0219 29.513 Rel-17 Procedure of notification push update
	Huawei, China Telecom, Ericsson
	
	

	
	
	0103
	CR 0220 29.513 Rel-17 Procedure of partial pull
	Huawei, China Telecom
	Revised to 281
	ZTE: 
If the"PatialPull" feature is supported:
In order to retrieve the PFDs ofone or moreapplication identifier(s), the SMF may invoke Nnef_PFDmanagement_Fetch service operation by sending an HTTP POST request messageto the resource"{apiRoot}/nnef‑pfdmanagement/v1/applications/partial-pull"withone or more ApplicationForPfdRequest data structure in the payload body of the HTTP POST message.
 may  Why the SMF may use patrial pull when the "PatialPull" feature is supported?

withone or more ApplicationForPfdRequest data structure in the payload body of the HTTP POST message. it should be removed since no data structures mentioned for any procedures within the whole 29.513.

Ericsson:
I’m fine with SMF may use partial pull when the "PartialPull" feature is supported. 

Please refer to comments in C3-210100 with use cases, another use case is if SMF lost the PFD data of the Application Identifier may use full pull when the “PartialPull” feature is supported.

Some typo to be corrected, e.g. “PatialPull” => “PartialPull”.

Huawei makes r1 available.
Huawei to Ericsson: see reply to C3-210100.

ZTE: R1 is the same as r0. I don’t find any changes.

Huawei makes r2 available.

ZTE is fine with r2.

Ericsson: Please find my comments to C3-210100.

And when the "PartialPull" feature is supported, full pull GET method or partial pull POST method may be used depends on the use cases.



	
	
	281
	CR 0220 29.513 Rel-17 Procedure of partial pull
	Huawei, China Telecom, Ericsson
	
	

	
	
	0104
	CR 0031 29.251 Rel-17 Partial pull update
	Huawei, China Telecom
	Revised to 282
	Ericsson:
Clause 4.4.1.2,   Request for PFDs by the partial pull, not agree to add full pull in partial pull procedure which is not effective, GET method in 4.4.1.1 for full pull needn’t the timestamp is effective enough.
Clause 6.3.3.1, Note 3 => Note x,

Clause 6.3.3.6, not agree to add full pull PFD list in partial pull schema. 

Huawei: Could you please clarify why you don’t agree to add full pull in the partial pull.

It shall make sense to reduce the signaling and simply the implementation. A SMF supporting partialpull feature only needs to send one message to retrieve the PFDs for all the application ids.

Ericsson: Since the POST method and related data structure in request body is completed and consuming more than GET method as I comments in C3-210100, 

and I’ve explained the use cases on the effective full pull GET method handling upon PFDF mass provisioning/replacement from AF.

While with a second thoughts, as comments in C3-210100 could keep both proposals optional applicable.



	
	
	282
	CR 0031 29.251 Rel-17 Partial pull update
	Huawei, China Telecom, Ericsson
	
	

	
	
	0105
	CR 0032 29.251 Rel-17 Procedure of partial pull update
	Huawei, China Telecom
	Pre-Agreed
	

	
	
	0157
	CR 0033 29.251 Rel-17 Corrections on partial pull
	China Telecom
	Revised to 283
	No proposed change affect

Ericsson: Proposes changes in the CR directly:
-
if all PFDs changed of the specified application identifier(s), shall provide all the new PFD(s) without the partial-flag.
-
if there are caching time value(s) configured for any of the specified application identifier(s), shall set the caching-time to the caching time value(s) for those application identifier(s) in the body of the HTTP response.

When the PCEF receives the response message, the PCEF shall
-
for an application identifier(s) within the request message but is not provided in the response message, reserve all the existing PFD(s);
-
for an application identifier(s) within the response message where the PFD(s) is provided but partial-flag is not provided, remove all the existing  PFD(s) (if available) and install all the newly provided PDF(s);

-
for an application identifier(s) within the response message where no PFD(s) is provided, delete the existing PFD(s) and remove the application identifier(s);
-
for an application identifier(s) within the response message where the PFD(s) is provided and partial-flag is also provided and set to true

-
install a new PFD(s) if the new PFD(s) with a new PFD identifier(s) is received,

-
update an existing PFD(s) if a new PFD(s) with the same PFD identifier(s) is recevied,

-
delete an existing PFD(s) if the same PFD identifier(s) without any content is received, and/or

-
reserve an existing PFD(s) if the PFD identifier(s) is not received.
China Telecom: I'm fine with the updates and I added proposed change affects in r2. R2 is made available.

Ericsson: I’m fine Just updates in r4 with “This CR does not impact OpenAPI file” in Other comments in the cover page, upon Cat F. 



	
	
	283
	CR 0033 29.251 Rel-17 Corrections on partial pull
	China Telecom, Ericsson, Huawei
	
	

	
	
	0158
	CR 0061 29.551 Rel-17 Corrections on partial pull
	China Telecom, Huawei
	Revised to 284
	No proposed change affect
This CR introduces a backwards compatible feature to the OpenAPI file.
Ericsson: 

Cover page, 
Please change the Date for this meeting. 

Upon Cat F, please change “backwards compatible feature“ => “backward compatible correction” in Other comments.

Clause 5.6.2.2, correct the typo in “set to UE”

China Telecom makes r1 available.
Ericsson is fine with r1.

	
	
	284
	CR 0061 29.551 Rel-17 Corrections on partial pull
	China Telecom, Huawei, Ericsson
	
	

	
	
	0268
	CR 0065 29.551 Invalid Nnef_PFDmanagement OpenAPI file
	Ericsson, ZTE
	Pre-Agreed
	LATE

	17.4
	Service Based Interface Protocol Improvements Release 17

[SBIProtoc17]
	0165
	CR 0073 29.594 Rel-17 Optional header 3gpp-Sbi-Correlation-Info introduction
	Huawei
	Postponed
	CP-201075 (CT4 leading)

Ericsson: 3gpp-Sbi-Correlation-Info header field may be supported by any 5GC API according to the procedures defined in clause 6.13 of TS 29.500.

Since there are no specific requirements and procedures related to the support of 3gpp-Sbi-Correlation-Info header field by the Nchf_SpendingLimitControl API this CR is not needed.

Huawei: In the SBI TS skeleton, 
6.1.2.3   HTTP custom headers

The mandatory HTTP custom header fields specified in clause 5.2.3.2 of 3GPP TS 29.500 [4] shall be applicable.

Add specific information for the API if applicable.

The sentence saying that mandatory custom headers shall be supported should be inserted, and only if applicable, any additional information on the support of custom headers (optional or mandatory) that is specific for the API. Hence my understanding is the specific optional custom headers needs to be explicitly mentioned in the associated specification with statement about how to use it, if the headers are applicable in a NF service.
Ericsson: for Nchf_SpendingLimitControl API there is no additional information that needs to be specified for the support of the 3gpp-Sbi-Correlation-Info header field. No need to update header definition compared to the existing definition of header in TS 29.500 and no need to specify Nchf_SpendingLimitControl Specific procedure parts compared to what is already specified in clause 6.13 of TS 29.500.
And this is stated in SBI template: add specific information for the API if applicable. As I explained in this mail and in the previous there is no specific information that needs to be added for the Nchf_SpendingLimitControl API related to the support of  the 3gpp-Sbi-Correlation-Info header field.

Huawei: Can I understand that you agree that 3gpp-Sbi-Correlation-Info can be applied for Nchf_SpendingLimitControl API just as specified in TS29.500 and no additional information/procedure is needed? The only issue is whether some sentences need to be added to TS29.594 to make explicit reference to  3gpp-Sbi-Correlation-Info subclause of TS 29.500.

Therefore, my understanding is all mandatory custom headers shall be support in all NF services while it’s possibly for a certain NF services support or not support a certain optional custom header, since different service may have different case, e.g. a certain optional custom header would helpful for service A but useless for service B. In the SBI TS skeleton also only indicate the mandatory HTTP custom header fields specified in clause 5.2.3.2 of 3GPP TS 29.500 [4] shall be applicable.

So without explicit statement, how readers know whether a certain optional custom header fields is applicable or not for a specific API?

For more information, after checking what each service in CT3/CT4 specifications say about custom header support, I find several different ways is taken.

Ericsson: I agree that the 3gpp-Sbi-Correlation-Info header field may be supported by the Nchf_SpendingLimitControl API as specified in TS 29.500.

I do not agree that update of TS 29.594 is needed.

For custom header fields which are defined as optional in 29.500 only if there is a specific piece of information that is required for particular API then this particular API needs to define these specific requirements e.g. although the custom header field is defined as optional it could be mandatory required for that particular API and then such mandatory requirement needs to be specified in that particular API. Otherwise, if there is no API specific additional information then what is stated in TS 29.500 is applicable.

You did analysis of SBI TSs, and here are my comment on:

29.512: added information about 3gpp-Sbi-Origination-Timestamp Header, but because it is defined in 29.502

29.504: 3gpp-Sbi-Notification-Correlation is defined in 29.504. 3gpp-Sbi-Message-Priority is mandatory header defined in 29.500 and no need to be mentioned in 29.504, but it is up to CT4 to correct own TSs (29.504 & 29.515) to say if other mandatory custom header fields which are defined in clause 5.2.3.2 of TS 29.500 shall be supported.
Huawei: Based on the idea that all optional custom header specified in subclause 5.2.3.3 may be supported by any 5GC API, including Nchf_SpendingLimitControl API, I propose to use the same statement in TS29.502: 

For 3GPP specific HTTP custom headers used across all service based interfaces, see clause 5.2.3 of 3GPP TS 29.500 [4].

to replace the existing sentence in TS29.594:

The Nchf_SpendingLimitControl API shall support HTTP custom header fields specified in subclause 5.2.3.2 of 3GPP TS 29.500 [4].

Since the existing sentence in TS29.594 refer only subclause 5.2.3.2 which only includes mandatory custom header, it easily bring the misunderstanding that only mandatory header specified in TS 29.500 is applicable and the support of optional custom header is missed. The statement in TS29.502 would be more clear, for indicating both the mandatory custom header support and optional custom header support for all APIs.

What do you think about that?

Check offline if the first comment is still needed.
Discuss offline if an optional header according to TS 29.500 should be documented in each API when there is no specific behaviour.

	
	
	0198
	CR 0338 29.122 Rel-17 OpenAPI "description" fields in data type definitions
	Ericsson
	Revised to 317
	Huawei will provide comments offline.

	
	
	317
	CR 0338 29.122 Rel-17 OpenAPI "description" fields in data type definitions
	Ericsson
	
	

	
	
	0199
	CR 0339 29.122 Rel-17 Update of "description" field for map data types
	Ericsson
	Pre-Agreed
	This CR introduces backward compatible correction to the OpenAPI files CpProvisioning and RacsParameterProvisioning.

	
	
	0200
	CR 0153 29.507 Rel-17 Adding "description" field for map data types
	Ericsson
	Pre-Agreed
	This CR introduces backward compatible correction to the OpenAPI file Npcf_AMPolicyControl.

	
	
	0201
	CR 0679 29.512 Rel-17 Update of "description" field for map data types
	Ericsson
	Pre-Agreed
	This CR introduces backward compatible correction to the OpenAPI file Npcf_SMPolicyControl.

	
	
	0202
	CR 0280 29.514 Rel-17 Adding "description" field for map data types
	Ericsson
	Revised to 318
	This CR introduces backward compatible correction to the OpenAPI file Npcf_PolicyAuthorization.
Huawei: Regarding this CR, I have the following comment:
· For the "medComponents" attribute within the AppSessionContextUpdateData data type, maybe it would be worth it to specify the key of the map also in the description of this attribute in Table 5.6.2.5-1, not only in the OpenAPI specification file. 

Otherwise, the CR is OK for me.
Ericsson: I agree with your proposal, please check r1 version. R1 is made available.

Huawei: 0202_r1 is OK for me.

	
	
	318
	CR 0280 29.514 Rel-17 Adding "description" field for map data types
	Ericsson
	Pre-Agreed
	

	
	
	0203
	CR 0231 29.519 Rel-17 Adding "description" field for map data types
	Ericsson
	Pre-Agreed
	This CR introduces backward compatible correction to the OpenAPI files Nudr_DataRepository for Policy Data and Nudr_DataRepository for Application Data.

Changes proposed by this CR implies the change of the Nudr_DataRepository API version number in TS 29.504.

	
	
	0204
	CR 0262 29.522 Rel-17 Adding "description" field for map data types
	Ericsson
	Pre-Agreed
	This CR introduces backward compatible correction to the OpenAPI files 5GLANParameterProvision and IPTVConfiguration.

	
	
	0205
	CR 0142 29.525 Rel-17 Adding "description" field for map data types
	Ericsson
	Pre-Agreed
	This CR introduces backward compatible correction to the OpenAPI file Npcf_UEPolicyControl.

	
	
	0206
	CR 0019 29.675 Rel-17 Update of "description" field for racsReports
	Ericsson
	Pre-Agreed
	This CR introduces backward compatible correction to the OpenAPI file Nucmf_Provisioning.

	
	
	0207
	CR 0234 29.513 Rel-17 Removal of resource URI from Notify service operations
	Ericsson
	Revised to 319
	Huawei: I have a minor editorial comment on this CR:
· The word "URI" should not be removed in step 13-14 of clause 5.5.3.3 in order to be aligned with the other changes of the CR.

Otherwise, the CR is OK for me.

Ericsson: I updated CR according to your comment. R1 is made available.

Huawei: 0207_r1 is OK for me

	
	
	319
	CR 0234 29.513 Rel-17 Removal of resource URI from Notify service operations
	Ericsson
	Pre-Agreed
	

	
	
	0208
	CR 0340 29.122 Rel-17 OpenAPI reference
	Ericsson
	Pre-Agreed
	

	
	
	0209
	CR 0154 29.507 Rel-17 OpenAPI reference
	Ericsson
	Pre-Agreed
	

	
	
	0210
	CR 0118 29.508 Rel-17 OpenAPI reference
	Ericsson
	Pre-Agreed
	

	
	
	0211
	CR 0680 29.512 Rel-17 OpenAPI reference
	Ericsson
	Pre-Agreed
	

	
	
	0212
	CR 0281 29.514 Rel-17 OpenAPI reference
	Ericsson
	Pre-Agreed
	

	
	
	0213
	CR 0032 29.517 Rel-17 OpenAPI reference
	Ericsson
	Pre-Agreed
	

	
	
	0214
	CR 0232 29.519 Rel-17 OpenAPI reference
	Ericsson
	Pre-Agreed
	

	
	
	0215
	CR 0251 29.520 Rel-17 OpenAPI reference
	Ericsson
	Pre-Agreed
	

	
	
	0216
	CR 0263 29.522 Rel-17 OpenAPI reference
	Ericsson
	Revised to 320
	Huawei: There is one unbreakable space between "Open" and "API" (clause 2, changes to reference 5), which should be removed as well. Otherwise, the CR is fine for me.
Ericsson: I agree with your comment, r1 version is made available.
Huawei: I see however this time a normal space remaining. In my opinion, “Open” and “API” should be written attached as a single word, i.e. “OpenAPI”. This is the case of the other specifications.
Ericsson: Fully agree with the comment. R2 is made available.

Huawei is fine with r2.

	
	
	320
	CR 0263 29.522 Rel-17 OpenAPI reference
	Ericsson
	Pre-Agreed
	

	
	
	0217
	CR 0042 29.523 Rel-17 OpenAPI reference
	Ericsson
	Pre-Agreed
	

	
	
	0218
	CR 0143 29.525 Rel-17 OpenAPI reference
	Ericsson
	Pre-Agreed
	

	
	
	0219
	CR 0062 29.551 Rel-17 OpenAPI reference
	Ericsson
	Pre-Agreed
	

	
	
	0220
	CR 0033 29.591 Rel-17 OpenAPI reference
	Ericsson
	Pre-Agreed
	

	
	
	0221
	CR 0020 29.675 Rel-17 OpenAPI reference
	Ericsson
	Pre-Agreed
	

	17.5
	IMS Stage-3 IETF Protocol Alignment

[IMSProtoc17]
	
	
	
	
	CP-201167 (CT1 leading)

	17.6
	Study on enhanced IMS to 5GC Integration Phase 2
[FS_eIMS5G2]
	
	
	
	
	CP-201358 (CT1 leading)

	17.7
	Authentication and key management for applications based on 3GPP credential in 5G [AKMA-CT]
	0122
	pCR  29.535 Rel-17 Procedure for Naanf_AKMA_AnchorKey_Register
	Huawei, China Mobile
	Revised to 291
	CP-203107

Ericsson: Clause 4.2.2.2.2, please change “NEF” => “AAnF”.
Samsung: In addition to Ericsson’s comment, please update the last sentence as follows, 
Upon successful reception of an HTTP POST request, the AAnF shall store the key material information and respond to the ANF with a 200 OK status code. 
Huawei: Your comments are acceptable, please check whether you are fine with C3-210122_r1. R1 is made available.
Samsung: “key material” missing from the last sentence as suggested. Please include the same. 
Upon successful reception of an HTTP POST request, the AAnF shall store the key material information and respond to the NF with a 200 OK status code. 



	
	
	291
	pCR  29.535 Rel-17 Procedure for Naanf_AKMA_AnchorKey_Register
	Huawei, China Mobile
	
	

	
	
	0123
	pCR  29.535 Rel-17 API definition for Naanf_AKMA_AnchorKey_Register
	Huawei, China Mobile
	Revised to 292
	Samsung: In general, we are fine with the proposal.
Couple of comments below. 

· Why “AkmaKeyInfo” data type in the response message? It is a store operation. As per C3-210122, response to POST message is only 200 OK message.

· Please include clearer description for aKid and aAkma attributes in Table 5.1.6.2.2-1. 

· Change aKId to aKid in Table 5.1.6.2.2-1

· Also, please do the appropriate related updates in A.2 (OpenAPI file)

· OpenAPI parsing error, reference to below data type is not found. There is no contribution in this meeting to 29.571. If you have plans to, may be add an EN. 

                              $ref: 'TS29571_CommonData.yaml#/components/schemas/AKId'

Huawei:
· the data included in the response is to let the AUSF can double check the detailed information stored in the AAnF for sure, similar as the data stored in the UDR. C3-210122 just mention the status code not mention the data included in the response, but if you prefer, it’s fine to me to mention the data in the response 

· it aligns with definition in TS 29.522, and the detailed description is already mentioned in the abbreviation clause.

· it aligns with TS 29.522, also AF ID use afId as the attribute name since Id indicates ‘Identification’

· last bullet: accept, that should be TS29522_AKMA.yaml#/components/schemas/AKId
Change 2020 to 2021 in the OpenAPI.

Samsung:
1st bullet: For the consistency sake, please revise C2-210122,  to update the service procedure with the information that is returned in the 200 OK message.

Agree with 2nd & 3rd bullets.

	
	
	292
	pCR  29.535 Rel-17 API definition for Naanf_AKMA_AnchorKey_Register
	Huawei, China Mobile
	
	

	
	
	0124
	CR 0251 29.522 Rel-17 Support Stateless NFs for AKMA API
	Huawei
	Postponed
	CR category F in the coverpage, B in 3GU
This CR introduces backward compatible corrections on the OpenAPI file of AKMA API.
Ericsson: Clause 5.2 of TS 29.522 specifies: "The notification, error handling, feature negotiation, HTTP custom headers as specified in subclauses 5.2.5, 5.2.6, 5.2.7, 5.2.8 of 3GPP TS 29.122 [4] respectively, shall be applicable for NEF Northbound APIs except that the SCEF is replaced by the NEF and the SCS/AS is replaced by the AF."
And in clause 5.2.8 of TS 29.122 currently there is no HTTP custom header specified.

I have problem to understand how this should work.

Further, I could not find in TS 29.122 anything related to the support of the stateless (NF set, service set) concept by T8 APIs and I could not find anywhere related stage 2 requirements that require such support.

Therefore, we need to discuss if this change applies to AKMA API, and I would like to have such discussion within the 5G_eSBA work item since all other CRs with the same scope belong to 5G_eSBA.

What we will decide for C3-210166(/C3-210167) should also be applied for this CR, but updates need to be consistent. For example, updates related to the support of ES3XX feature are specified for each API covered by C3-210166(/C3-210167) but missing in this CR.
To be discussed together with 5G_eSBA.


	
	
	0125
	CR 0252 29.522 Rel-17 Missed 204 No Content for AKMA API
	Huawei
	Pre-Agreed
	This CR introduces backward compatible feature on the OpenAPI file of AKMA API.

	
	
	0186
	discussion  29.535 Rel-17 Discussion Paper: Refresh of KAF & KAKMA
	Samsung Electronics Iberia SA
	Postponed
	Huawei: The issue should be discussed in stage 2 and reach agreement there firstly.

Ericsson: Such proposals for AKMA procedures initiating primary authentication does not exist in Stage2/SA3 specifications, 

they were discussed in SA3 and the SA3 decision was not to pursue them. If there is any need to change the behavior of KAF refresh as in TS 33.535 clause 6.4.3,  should be agreed in Stage2/SA3 firstly.

ZTE: As per TS 33.535, the AF may reject UE’s access to the AF not only when the lifetime of KAF expires but also when the AAnF indicates failure for the AKMA key request. From the technical point of view, option2 can better address these two scenarios, therefore ZTE prefers option2.

Samsung to Ericsson: 

As per SA3, in clause 6.4.3 of TS 33.535, when the Ua* protocol supports Kaf refresh, then the Kaf is refreshed using the Ua* protocol mechanisms and which are out of scope. However, when the Ua* protocol doesn’t support the key refresh mechanism, then the AF needs to rely on the 3GPP AKMA function to receive the new Kaf using the new Kakma. Further, by key refresh unaddressed, there is no control in the key derived from the network access subscription, as the AF and UE will keep refreshing the Kaf independently.

This issue is about syncing the Keys with AF after Kaf expiry and the error case needs to be dealt in CT groups. We think that such error cases are handled in the past, directly in the CT groups. 

For instance, 

· The error case of UDM initiating the authentication during AMF location update procedure is handled in the stage 3 without any requirement from the stage 2. As specified in TS 29.503, during registration, when the AMF sends Nudm_UECM to UDM for AMF registration, UDM may reject the registration with error "REAUTHENTICATION_REQUIRED" based on local policy (e.g. previous authentication result is obsolete).

· Also in TS 29.509 and TS 29.503, the scenario where a UE is purged in a serving network, and a valid AMF has deleted UE's authentication result in UDM, was handled in CT group without stage 2 work. 

Without such corrections, there could be service continuity issues. It is possible to define such procedures in stage 3 if there is need to continue the service.
Samsung to ZTE: We are fine with your suggestion.
China Mobile:

I have further question about the lifetime and how to generate the new KAF. 
1) As described in clause 4.4.0 of TS 33.535， "-
The AKMA Application Key (KAF) shall be provided with a maximum lifetime." . How to understand the maximum lifetime? What is the principle to set the lifetime (it is called operator's policy in the TS 33.535)?

2) As described in clause 5.2 of TS 33.535, " 

AKMA Application Keys KAF shall use explicit lifetimes based on the operator's policy. The lifetime of KAF shall be sent by the AAnF as described in clauses 6.2 and 6.3. In case that a new AKMA Anchor Key KAKMA is established, the AKMA Application Key KAF can continue to be used until its lifetime expires. When the KAF lifetime expires, a new AKMA Application Key is established based on the current AKMA Anchor Key KAKMA." So could it possible to have a new KAF without KAKMA change? 

Samsung:

On 1) Yes, in our understanding, it is operator's policy. Depending on AF, an operator may choose to assign long or short key lifetime.
On 2) For new Kaf generation, Kakma change is needed. Without Kakma change, the same Kaf will be generated, hence the Kaf is not refreshed and is an error case.
Also, is it obvious from Stage -2, that clearly indicates UE can try only after getting new Kausf, so CT needs to define a procedure to establish new kausf. As per TS 33.535, stage 3 details for the below procedure are needed:
6.4.1 KAKMA re-keying
KAKMA shall be re-keyed by running a successful primary authentication as described in clause 6.1.
China Mobile: As the operator, I have one more question: Is it easier for the upper layer to request UE to obtain updated AKMA Anchor Key (KAKMA) than option 1?
Offline discussions. No consensus on whether this can progress in CT WGs.

Samsung: It is easy and feasible for the UE to determine whether keys need to be changed (if A-KID is indicated as not valid by the AF) and when to trigger to change. However, as operator, you may provide your preference, which option you see is more feasible. 

Samsung: In continuation to our discussion today during the conference call, the discussion paper emphasizes to discuss the solution options for the required stage 3 work. 
Below procedure on Kakma re-keying from stage 2 (TS 33.535), is the basis for the stage 3 work. We do not see any further explicit statement needed in stage 2 for us to work in stage 3. It is up to stage 3 to handle this. 

6.4.1 KAKMA re-keying
KAKMA shall be re-keyed by running a successful primary authentication as described in clause 6.1.



	
	
	0222
	pCR  29.535 Rel-17 OpenAPI reference
	Ericsson
	Pre-Agreed
	

	
	
	0227
	pCR  29.535 Rel-17 Introduction of Naanf_AKMA Service
	China Mobile Communications Group Co.,Ltd., Huawei
	Revised to 293
	Samsung: Couple of minor comments.
1. Table, 4.2.2.1-x 

-Correct the number ‘x’

2. In the “Initiated by” column, just represent the NF names, don’t need to mention NF consumer. 

Ericsson: C3-210239 clashes with this CR with more contents.

Suggest to merge C3-210239 into C3-210227, and prefer to use C3-210239 description in the table of clause 4.2.2.1.  

Huawei: For the merged document, I would prefer to use 0227 as basis,  since the description align with other SBI TSs, e.g. TS 29.520, TS 29.523.

Ericsson: Seems in CT3 different description styles existing for the SO description, 29.507/508/512/514/522/549 etc. vs. 29.520/523 etc.

although I prefer SO request straightforward description, while still Fine to accept your preference.

China Mobile: For the table number, as a rapporteur,  I'll fix them and renumbering them when merging all the pCRs into the draft TS.

For the "Initiated by" column, I found different description in different TSs. I believe includitng "NF consumer" is OK for the TS?

Samsung: For me, column name “Initiated by” itself means API consumer implicitly. Hence that comment. 
However, if you want NF to be there, then you change from “NF Consumer (………..)” to “NF Consumer (……………)”.

China Mobile: should we align the principle for other SBI TSs? e.g. TS 29.520, TS 29.512.
Samsung: Aligning all the specifications will be another task, which the group needs to decide. For now, the intent of my comment is only for this pCR. 

China Mobile: For my point of view, three kind of descriptions in the "Initiated by" column are all fine with me
a) NF consumer(...), which means initial by the NF consumer ...;

b) NF(...),

c) directly the NFs 

But it is better to align with other SBI TSs.
Samsung: From readability perspective, I prefer option B. However, I am fine to align with other SBI TSs. 

So, you say options A and C are aligned to other SBI TSs and Option B is not?

China Mobile: I have not checked all the TSs.

TS 29.512 uses option A.

TS 29.514 uses option C.

If you have concern, I can change the description into option C. And I still believe the current wording of Option A is fine.

Samsung: This is not major concern. I can live with Option A. 

NF Service Consumer is used in TS 29.500.

CT3 agrees that NB APIs will use option c).

	
	
	293
	pCR  29.535 Rel-17 Introduction of Naanf_AKMA Service
	China Mobile Communications Group Co.,Ltd., Huawei, Ericsson
	
	

	
	
	0228
	pCR  29.535 Rel-17 Naanf_AKMA_ApplicationKey_Get service operation
	China Mobile Communications Group Co.,Ltd., Huawei
	Revised to 294
	Samsung: Some minor comments
1. Under Clause 4.2.2.3.2, Second paragraph, please replace “store” with “fetch”
2. Why cannot the response in 5.1.4.y.2-2, reuse “AkmaKeyInfo” datatype to return the AKMA key information. Is a new data type needed?
Ericsson: Figure 4.2.2.3.2-1: NF service consumer store the AKMA related key material  => NF service consumer retrieve AKMA Application Key information
Please also update in the following paragraph description “store the AKMA related key material” => “retrieve AKMA Application Key information” 

China Mobile makes r1 available.
Ericsson is fine with r1.

Samsung is fine with r1 and have no further comments..

	
	
	294
	pCR  29.535 Rel-17 Naanf_AKMA_ApplicationKey_Get service operation
	China Mobile Communications Group Co.,Ltd., Huawei
	
	Replace 2020 for 2021.


	
	
	0237
	pCR  29.535 Rel-17 Update of the reference point interface representation of AKMA
	Ericsson
	Revised to 295
	Huawei: Please change ‘:’ to ‘;’ in the title for Figure 4.2.1.2-2: Reference Architecture for the Naanf_AKMA Service: reference point representation, to align with 1st figure.

Ericsson makes r1 available.

	
	
	295
	pCR  29.535 Rel-17 Update of the reference point interface representation of AKMA
	Ericsson
	
	

	
	
	0238
	CR 0268 29.522 Rel-17 Correction to AfId in AKMA API
	Ericsson
	Revised to 296
	Samsung: Here are my comments. 
1. Add “specified as Ua security protocol identifier in Annex H of TS 33.220 [x]” in description the description of “AfId” attribute.
2. Add reference to 3GPP TS 33.220.
3. Is this correction to AfId attribute description is reflected in CT1 specifiction? If not, then please keep the CT1 alignment part in the Editor’s note, till the alignment is done. 
Huawei: I share same comments 2 and 3  from Samsung, besides that, for AfId, why you change position to agree that the ‘II’ in stage 2 means ‘and’?

	
	
	296
	CR 0268 29.522 Rel-17 Correction to AfId in AKMA API
	Ericsson
	
	

	
	
	0239
	pCR  29.535 Rel-17 Update of the service operations introduction of AKMA
	Ericsson
	Merged 
	Samsung: Update to the services introduction table has clash with C3-210227. 

As commented in C3-210227, in “Initiated by column”, just represent the NF names, don’t need to mention NF consumer.
Ericsson: Yes, for the clash, I’d like to merge C3-210239 into C3-210227 and just mail comments to C3-210227.

prefer still keep NF consumer in “Initiated by column”, to keep the same styles as in other TS in CT3.

Samsung: “Initiated By” itself means API consumer implicitly, hence my comment on inclusion of “NF consumer” explicitly. 



	
	
	0240
	CR 0269 29.522 Rel-17 Correction to AKId in AKMA API
	Ericsson
	Revised to 297
	Huawei: Hard space should be used before [z] in subclause 5.14.5.4.2.

Ericsson makes r1 available.
Huawei is fine with r1.

	
	
	297
	CR 0269 29.522 Rel-17 Correction to AKId in AKMA API
	Ericsson
	
	

	
	
	323
	TS 29.535 v0.2.0
	China Mobile Communications Group Co.,Ltd
	
	

	17.8
	CT aspects on PAP/CHAP protocols usage in 5GS [PAP_CHAP]
	0247
	CR 0083 29.561 Rel-17 Update Descriptions for PAPCHAP in RADIUS message flow
	Ericsson
	Revised to 298
	CP-202251

China Telecom:

Basically I agree that “Add more description for PAP/CHAP RADIUS authentication procedure refer and mapping to the procedure described in TS 29.061.”

Since “the RADIUS Authentication procedures refer to the non transparent access procedures in clause 11.2.1 and the related description in clause 16 in 3GPP TS 29.061 [5].”,
the clause 16 in 29.061 include Radius protocol used in 3G and 4G network scenario.

So some comments about the wordings:

-the SMF performs the actions specified for the GGSN -> the SMF performs the actions specified for the GGSN/P-GW
the external DN-AAA server performs the actions specified for ISP -> the external DN-AAA server performs the actions specified for ISP/AAA
-PDU Session Establishment request is sent from the UE to the SMF instead of the Activate PDP context request being sent from the UE to the SGSN and the Create PDP context req being sent from the SGSN to the GGSN-> PDU Session Establishment request is sent from the UE to the SMF instead of the Activate PDP context request being sent from the UE to the SGSN and the Create PDP context req being sent from the SGSN to the GGSN or the Activate PDN connection request being sent from the UE to the S-GW and the Create Session request being sent from S-GW to P-GW.

-PDU Session Establishment accept is sent from the SMF to the UE instead of the Create PDP Context Response message being sent from the GGSN to the SGSN and the Activate PDP Context Accept being sent from the SGSN to the UE;-> PDU Session Establishment accept is sent from the SMF to the UE instead of the Create PDP Context Response message being sent from the GGSN to the SGSN and the Activate PDP Context Accept being sent from the SGSN to the UE or the Create Session Response message being sent from the P-GW to S-GW and the Activate PDN Connection Accept being sent from S-GW to the UE;

-PDU Session Establishment reject is sent from the SMF to the UE instead of the Create PDP Context Response message being sent from the GGSN to the SGSN and the Activate PDP Context Reject being sent from the SGSN to the UE.-> PDU Session Establishment reject is sent from the SMF to the UE instead of the Create PDP Context Response message being sent from the GGSN to the SGSN and the Activate PDP Context Reject being sent from the SGSN to the UE or the Create Session Response message being sent from the P-GW to the S-GW and the Activate PDN Connection Reject being sent from S-GW to the UE.

Huawei: The procedure defined for figure 25a.1 shall be referred and the differences from this procedure shall described.



	
	
	298
	CR 0083 29.561 Rel-17 Update Descriptions for PAPCHAP in RADIUS message flow
	Ericsson, China Telecom
	
	

	
	
	0248
	CR 0084 29.561 Rel-17 Update Descriptions for PAPCHAP in Diameter message flow
	Ericsson
	Revised to 299
	China Telecom: The same comments as c3-210247.
Huawei: The procedure defined for figure 25a.1 shall be referred and the differences from this procedure shall described.



	
	
	299
	CR 0084 29.561 Rel-17 Update Descriptions for PAPCHAP in Diameter message flow
	Ericsson, China Telecom
	
	

	17.9
	CT aspects for enabling Edge Applications [EDGEAPP]
	0178
	draft TS 29.558 Rel-17 Skeleton for TS 29.558
	Samsung Electronics Iberia SA
	Revised to 300
	CP-203272

Huawei: Please find my comments as follows:

1. please follow SBI template, e.g. should use service name Eees_xxx, or Eecs_xxx for all the related subclauses

2. 5.1&6.1: suggest change to ‘Introduction’

3. 7. Suggest to reword to “Information applicable to several APIs” (as used in TS 29.122)

4. Why introduce subclauses 11 and 12?

Ericsson: We also suggest to remove clause 11 and 12, since they are only fit for SA6 Skeleton, not fit for CT3.
Samsung to Huawei:

On 1, during the API service description and definition, the API name will be used as suggested to align with SBI naming convention. The TS skeleton proposal doesn’t have any API names. The sub clauses are category of APIs as per stage 2 TS 23.558. Any specific suggestions to the proposed TS Skeleton?

On 2, will do.

On 3, going by the nature of the clause, can be renamed to “Information application to all EdgeApp APIs”. Let me know.

On 4, Clause 11 and 12 are introduced to clarify the stage 3 aspects, corresponding to  the Stage 2 clauses in  TS 23. 558. These clauses will clarify in detail the APIs consumed by EAS and EES, as part of network capability exposure.

Samsung to Ericsson: these clauses  are to clarify the stage 3 aspects, especially the detailed APIs consumed, corresponding to  the Stage 2 clauses in  TS 23. 558.

Limit the scope to SBI template in TS 29.501.

	
	
	300
	draft TS 29.558 Rel-17 Skeleton for TS 29.558
	Samsung Electronics Iberia SA
	
	

	
	
	0179
	Work Plan   Rel-17 EDGEAPP - Workplan
	Samsung Electronics Iberia SA
	Noted
	

	
	
	0182
	pCR 29.558 Rel-17 Pseudo-CR on Terms and Abbreviation
	Samsung Electronics Iberia SA
	Pre-Agreed
	Huawei: find my comments as follows:

1. 2: TS 23.558 should add ‘(EA)’

Samsung: I did not get your comment. Can you please clarify.
Ericsson: Our comments as References, Terms, Abbreviations should be presented together with the corresponding main body description.

Samsung: There are no References added in this pCR. 

Terms are included from TS 23.558 and the definition shall be as per TS 23.558 and we are not duplicating the text here in stage 3 TS.

Likewise, Abbreviations are taken from the stage 2 TS 23.558. Do you prefer to delete any?

Huawei: The title for TS 23.558 should update to Architecture for enabling Edge Applications (EA), to align with the 3GPP website.
Samsung: The title in the TS 23.558 (without (EA)) aligns to the title in stage 2 WID, however, this is not the same in 3GU. 

Thank you for highlighting the inconsistency and it will be updated at all places according to the TS 23.558 cover (i.e. without “(EA)”). Samsung will pursue this. 

Given that it will be corrected, for this pCR, are you ok with title aligning to TS 23.558 (without (EA))?

Huawei: Then I am fine with the pCR.
Ericsson: You’ve introduced reference of TS 23.558, and Normally Terms and Abbreviations should be introduced together with the corresponding message body.

While this is the 1st pCR and as you explained following TS 23.558,  I’m fine to accept.

Ericsson: I’m fine to accept to reference of TS 23.558 in this pCR.



	
	
	0184
	pCR  29.558 Rel-17 Pseudo-CR on Scope and Overview
	Samsung Electronics Iberia SA
	Revised to 301
	Huawei: Please find my comments as follows:

· 1: No need to describe ‘The APIs are specified as RESTful APIs except for custom operations wherever required.’ since some APIs may be RPC APIs.

· 4: 3GPP in TS 23.558 [x]

· 4: for ‘north-bound APIs’, it’s unclear that the northbound APIs are for which entity? Prefer to reword it to ‘EDGE interfaces’

Samsung:

On 1, Custom operations were mentioned in the above sentence to cover the APIs where RESTful resource URIs cannot be accomplished. I think the description covers both the cases. Let me know.

On 2, will 2.

On 3, The northbound APIs defined currently are for EAS and EES entities. Will “north-bound APIs for EAS and EES function entities in detail” be fine?
Check if we indicate in our TSs if the APIs are RESTful.



	
	
	301
	pCR  29.558 Rel-17 Pseudo-CR on Scope and Overview
	Samsung Electronics Iberia SA
	
	

	
	
	0185
	pCR  29.558 Rel-17 Pseudo-CR on Open API generic clause
	Samsung Electronics Iberia SA
	Revised to 321
	

	
	
	321
	pCR  29.558 Rel-17 Pseudo-CR on Open API generic clause
	Samsung Electronics Iberia SA
	
	

	
	
	322
	TS 29.558 0.1.0
	Samsung Electronics Iberia SA
	
	

	17.10
	Reliable Data Service Serialization Indication 

[RDSSI]
	
	
	
	
	CP-203234 (CT1 leading)

	17.11
	Technical Enhancements and Improvements [TEI17]
Please use agenda 17.11.1 and 17.11.2 for IMS/CS and Packet Core respectively.

If the topic is related to previous release, please use both TEI17 and the WI code of previous release (e.g. TEI17, SDCI-CT)
	
	
	
	
	

	17.11.1
	TEI17 for IMS/CS
	0040
	CR 1017 29.165 Rel-17 Correction of the dynamic view status for History-Info header field.
	NTT corporation
	Revised to 315
	The work item code NNI_DV,  should use underscore’_’, not hyphen’-‘.   Also there are only 1 WI in 3GU, but 2 WIs in coverpage.
Huawei: We have the following comments on this CR:
· We do not see the need to change the definition of the History-Info header condition in the table and the deletion of “dc10”.

· We think that it is better and sufficient to rather add a table NOTE to clarify that the part “IF dc10 (CDIV: clause 12.6) THEN dm ELSE” of the History-Info header condition is not applicable.

NTT: The II-NNI condition of the table shows dynamic view of the header field not static view. As described in TS 29.165 table B.2.1, "dm" means "The SIP header field shall be always present in a SIP message over II-NNI". In our view, whether "History-Info header field is included in the response or not" depends on the situation of the terminating IMS network, rather than if the CDIV is applied to the corresponding initial INVITE request in the preceding IMS network. So we believe modification of the II-NNI condition is more appropriate way.

However, if you have a concern, we propose to add the following NOTE to keep the present information. How do you think about it?

NOTE 4: History-Info header field is always included, if the AS supporting CDIV requirements is applied to the corresponding initial INVITE request applying CDIV at the home IMS network of the terminating user.

History-Info header field is always included, if the AS supporting CDIV requirements is applied to the corresponding initial INVITE request applying CDIV at the home IMS network of the terminating user.
Huawei: We are fine with the proposed compromise. Can you please share an r1 version of the CR implementing this compromise?

NTT makes r1 available.
Huawei: Can you please also add a reference to the new note (i.e. NOTE 4) in Line 27 of Table B.7.2?
NTT makes a new revision available.

Huawei is fine with the new revision.

Ericsson is fine with r2.
Correct WI code. Check 3GU.

	
	
	315
	CR 1017 29.165 Rel-17 Correction of the dynamic view status for History-Info header field.
	NTT corporation
	
	Check coversheet.

	
	
	0193
	CR 1074 29.163 Rel-17 Removal of strange text
	Ericsson
	Pre-Agreed
	TEI17 (category D)

	17.11.2
	TEI17 for Packet Core
	0023
	CR 0634 29.512 Rel-17 Miscellaneous corrections to the Npcf_SMPolicyControl_Create service operation
	Huawei
	Revised to 302
	TEI17

Ericsson: agrees on the need of the CR. 
We only have the following comments:

· 4.2.2.9, use "may" for the list of attributes that the SMF may provide in the emergency sessions (please, do not replace it by “shall either – or”)

· 4.2.2.14 IP index -> information retrieved from UDR (not received)

Huawei: I have taken them onboard in 0023_r1. R1 available.
I have also added “5GS_Ph1-CT” in addition to “TEI17” in the WI code part of the cover page to cover Susana’s comment in the DAD. Hope this is fine now.

Ericsson: In 4.2.2.9, we need to keep the original text “the SMF shall include the PEI”. This text forces implementations to check the PEI is included when the SUPI is not available, or if available, unauthenticated, and if the PEI is not included, the PDU session is rejected. Changing it changes the required behaviour.

Huawei accepts the comment and makes r2 available.
Ericsson is fine with r2.

	
	
	302
	CR 0634 29.512 Rel-17 Miscellaneous corrections to the Npcf_SMPolicyControl_Create service operation
	Huawei
	Pre-Agreed
	

	
	
	0024
	CR 0635 29.512 Rel-17 Miscellaneous corrections to the Npcf_SMPolicyControl_UpdateNotify service operation
	Huawei
	Revised to 303
	TEI17

Ericsson: agrees on the need of the CR, with the following comments:
 

· Collision in 4.2.3.2 and 4.2.3.3 with Ericsson 0163. If the changes highlighted below are removed in this CR, the collision would be avoided.

4.2.3.2, please, remove the changes corresponding to the highlighted text:

“the updated policies within the "smPolicyDecision" attribute and the resource URI of the individual SM Policy resource related to the notification within the "resourceUri" attribute”

4.2.3.3, please, remove the changes corresponding to the highlighted text:

 “The PCF may request PDU session termination in the following cases:”

“of the individual SM policy resource related to the notification within the "resourceUri"”
· figures 4.2.3.2-1 and 4.2.3.3-1 updated to replace SMF with NF Service Consumer but similar update of figure 4.2.2.2-1 for create service operation not proposed by 0023.

Currently all similar figures in TS 29.512 shows SMF, not NF Service Consumer and the corresponding text in those clauses talks only about SMF, not NF Service Consumer.

 

We need alignment within TS: option keep current figures 4.2.3.2-1 and 4.2.3.3-1 and in text replace NF Service Consumer with SMF?

Huawei:

On 4.2.3.3: No problem in principle, but I prefer to wait and see the outcome of CR 0163 before reverting these changes. Hope this is OK for you.
On last comment: In my personal opinion, it is better to use “NF service consumer” everywhere instead of “SMF”, at least in the general subclauses (e.g. 4.2.2.2, 4.2.3.2, 4.2.3.3, 4.2.4.2, etc.), in order to respect the requirement that 5G SBIs can be consumed by any (authorized) NF service consumer. Therefore, I can update CR 0033 to cover this change for clause 4.2.2. I am planning to bring CRs to the next meeting including similar changes to the other concerned clauses, i.e. 4.2.4 and 4.2.5. Please let me know if this approach is OK for you.
Ok with all changes. Pending on the decision on the collision.

Ericsson will check how other TSs are using the terminology for the NF consumer.

	
	
	303
	CR 0635 29.512 Rel-17 Miscellaneous corrections to the Npcf_SMPolicyControl_UpdateNotify service operation
	Huawei
	
	

	
	
	0027
	CR 0638 29.512 Rel-17 Clarification on the applicability of some attributes and data types to UMC feature
	Huawei
	Revised to 304
	TEI17

Ericsson: agrees on the need of the CR, with the following comments:
· CR cover page: clauses affected not OK: 5.6.2.28 instead of 5.6.3.28.

· 4.2.4.10.1. Please, though it implies repetition, I think it is more clear the original text in the sentence “If both volume and time thresholds were provided by the PCF and only one of them is reached, the SMF shall report this event to the PCF and the accumulated usage since last report shall be reported for both measurements.” And I’d prefer to keep it.
· 4.2.6.5.3.1, missing capital letter in the updated text “The PCF may provide new volume threshold(s) and/or a new time threshold to the SMF. the new threshold value(s) override the existing value(s) in the SMF.”
· Applicability of UMC feature for UsageMonitoringData data type is specified in table 5.6.1-1, so no need to be specified for each element within the UsageMonitoringData data type. Same for RequestedUsageData data type. 
· Usage Monitoring ID is not explicitly specified in table 5.6.2.12-1 and added note does not help without connecting Usage Monitoring ID with umId attribute. The suggestion is to update the NOTE to indicate “the “umId” identifies a Monitoring Key”.
· There might be collisions with 0155, hopefully the same change in the same place. If you can, please check it before implementing the CRs.
Huawei: R1 is made available.

On 2nd comment: What about the following formulation? Can it be agreeable for you? The current text is really confusing in my opinion.

“If both volume and time thresholds were provided by the PCF and the threshold for only one of these two measurementsthresholds is reached, the SMF shall report this event to the PCF and the accumulated usage since last report shall be reported for both measurements”

On 5th comment: I have rather updated the umId attribute definition to clearly indicate that it contains the Usage Monitoring ID. There should be no confusion anymore now in the NOTE. Is it Ok for you?

For the last comment, There is a clash indeed, I have actually already identified it. I will check this with ZTE.
Ericsson is fine with r1.

	
	
	304
	CR 0638 29.512 Rel-17 Clarification on the applicability of some attributes and data types to UMC feature
	Huawei
	Pre-Agreed
	

	
	
	0028
	CR 0639 29.512 Rel-17 Addition of the PDU Session with offline charging only indication
	Huawei
	Revised to 305
	TEI17
This CR introduces backwards compatible new feature and corrections to the OpenAPI specification file of the Npcf_SMPolicyControl API.

Ericsson: agrees the CR is necessary, but there are some aspects to develop further:
· New clause 4.2.2.3.x, the stage 3 behaviour bound to the “offlineChOnly” attribute needs to be specified, e.g.:

· the values the “offlineChOnly” attribute may have and the corresponding meaning. Also, the behaviour if omitted (default values).

· these values and/or the presence of the attribute with the “online” or “offline” values of the default charging method. 

· the behaviour if the SMF receives “online” default charging method and the “offlineChOnly” indication is set. 

· The behaviour if the SMF receives “online” charging method in a PCC rule and the “offlineChOnly” indication is set.

(I’m in internal discussion about these details)

·  The definition of the supported feature, it could be simplified referring to 4.2.2.3.x.

· 4.2.2.3.1, the condition to provide instance and set IDs are more relaxed if we keep the “may be complemented” instead of replacing it by “shall be complemented, if available”. We should keep “may”.
· OpenAPI file: CT3 decided to include always the complete OpenAPI file instead of the affected fragment. It made easier quick checks with the ETSI forge tool the correction of the proposed change.

Huawei: R1 is made available. I have improved some aspects as per your comments. I have also added “5GS_Ph1-CT” in addition to “TEI17” in the WI code part of the cover page to cover Susana’s comment in the DAD. Hope this is fine now.

On first bullet/first sub bullet in my opinion, the default value would be false, if this attribute is omitted. Please check r1.

On first bullet, second sub bullet, this is clarified by NOTE y. The “online” charging attribute should not be provided if the “offlineChOnly” indication is present and set to true. Otherwise, both attributes can coexist.

Do you mean that we should define error behaviour in case both the “online” charging attribute and the “offlineChOnly” indication are present and set to true?

On first bullet, third sub bullet same answer as the previous point.

On comment on 4.2.2.3.1, If we keep “may”, then we are not aligned with the provisions of Table 5.6.2.17 in which these attributes are conditional, with the following description:

“The CHF set Id of the primary CHF instance may complement the primary CHF address and shall be present, if available.”

The changes to clause 4.2.2.3.1 just align with Table 5.6.2.17. Using “may” would wrongly indicate that these attributes are completely optional, whereas using “shall … if available” enables to capture the conditional aspect of their inclusion. 



	
	
	305
	CR 0639 29.512 Rel-17 Addition of the PDU Session with offline charging only indication
	Huawei
	
	

	
	
	0029
	CR 0640 29.512 Rel-17 Reference to the wrong clause for the SMF initiated PDU session termination procedure
	Huawei
	Revised to 306
	TEI17

Ericsson: agrees with the proposed CR.


	
	
	306
	CR 0640 29.512 Rel-17 Reference to the wrong clause for the SMF initiated PDU session termination procedure
	Huawei
	Pre-Agreed
	

	
	
	0030
	CR 0641 29.512 Rel-17 Correction of a wrong reference to TS 29.514 related to AF session with required QoS procedures
	Huawei
	Revised to 307
	TEI17

Ericsson: agrees with the proposed CR.


	
	
	307
	CR 0641 29.512 Rel-17 Correction of a wrong reference to TS 29.514 related to AF session with required QoS procedures
	Huawei
	Pre-Agreed
	

	
	
	0031
	CR 0642 29.512 Rel-17 Clarification on the applicability of some data types to the SessionRuleErrorHandling feature
	Huawei
	Revised to 308
	TEI17

Ericsson: agrees with the proposed CR with the following comments:
 

First change: Rule -> rule, PCC rule -> session rule

Huawei: R1 is made available. I have also added “5GS_Ph1-CT” in addition to “TEI17” in the WI code part of the cover page to cover Susana’s comment in the DAD. Hope this is fine now.

Ericsson is fine with r1.

	
	
	308
	CR 0642 29.512 Rel-17 Clarification on the applicability of some data types to the SessionRuleErrorHandling feature
	Huawei
	Pre-Agreed
	

	
	
	0032
	CR 0643 29.512 Rel-17 Clarification on the applicability of some attributes to the 3GPP-PS-Data-Off feature
	Huawei
	Revised to 309
	TEI17

Ericsson: agrees with the proposed CR but we have a question for clarification:
Why style of 4.2.2.8 heading is modified when it is correct in TS i.e. it is specified as Heading 4?

Huawei: Change reverted. I have also added “5GS_Ph1-CT” in addition to “TEI17” in the WI code part of the cover page to cover Susana’s comment in the DAD. Hope this is fine now.

R2 is made available.

Ericsson is fine with r1.

	
	
	309
	CR 0643 29.512 Rel-17 Clarification on the applicability of some attributes to the 3GPP-PS-Data-Off feature
	Huawei
	Pre-Agreed
	

	
	
	0033
	CR 0644 29.512 Rel-17 Adding NSI ID as an input parameter of Npcf_SMPolicyControl_Create service operation
	Huawei
	Postponed till next meeting
	TEI17
This CR introduces backwards compatible changes to OpenAPI specification files.
Ericsson: The inclusion of the NSI ID as input parameter of Npcf_SMPolicyControl_Create service operation was discussed time ago (ZTE contribution submitted to Osaka meeting) and not agreed because it is not specified how the SMF is aware of the NSI ID the PDU session belongs to.
I did not see any update in this regard. Could you please to point out to the stage 2 changes/updates that may make the NS ID is available in the SMF so that it can provided to the PCF?  

Huawei: Well, I agree that exactly how the SMF gets/has the NSI ID information is not clearly specified in Stage 2, but is this really a huge issue? Let me further explain myself:
· After the selection of an S-NSSAI and the allocation of a network slice instance, the AMF selects the SMF based, among others, on these parameters (i.e. S-NSSAI and/or NSI ID). Therefore, one can say for example that as the SMF belongs to the selected NSI, it might know the NSI ID (e.g. can be configured in its NF profile). 

· In addition, the NSI ID is indicated as an optional parameter in TS 23.502. The mention “if available” in clause 4.16.4 of TS 23.502 (cf. extract below), but also in clause 6.2.1.2 of TS 23.503, also indicates that it may be provided if available. Therefore, I think that there is no harm from specifying this attribute in Stage 3.

1.    The SMF determines that the PCC authorization is required and requests to establish an SM Policy Association with the PCF by invoking Npcf_SMPolicyControl_Create operation (see clause 5.2.5.4.2). The SMF includes the following information: SUPI, PDU Session id, PDU Session Type, S-NSSAI, NSI ID (if available), DNN, DNN Selection Mode, GPSI (if available), Access Type, RAT Type, AMF instance identifier and if available, the IPv4 address and/or IPv6 network prefix, PEI, User Location Information, UE Time Zone, Serving Network (PLMN ID, or PLMN ID and NID, see clause 5.34 of TS 23.501 [2]), Charging Characteristics, Session AMBR, default QoS information, Trace Requirements, Internal Group Identifier (see TS 23.501 [2], clause 5.9.7).

Back then, when this proposal was first submitted, did you have any LS exchange with SA2 to clarify this point? I think that it might be useful to have their feedback on this + how this attribute is used in this context (Npcf_SMPolicyControl_Create), as the situation today is that Stage 3 and Stage 2 are not aligned with regards to this point. 

If this was not done before and if it is OK for everybody, I can draft an LS to SA2 to ask them to clarify these points and we can then postpone this CR to next meeting.



	
	
	310
	LS on NSI ID on N7 interface
	Huawei
	
	

	
	
	0034
	CR 0230 29.519 Rel-17 Allow the retrieval of a set of policy data subsets for a UE
	Huawei
	Revised to 311
	TEI17

This CR introduces backwards compatible new feature and corrections to the OpenAPI specification file of the Nudr_DataRepository API.

Nokia: the introduction of query parameters looks fine. Nokia can accept the introduction of query parameter as proposed. We should take the opportunity and introduce the possibility to avoid duplication of attributes in connection with the attribute smPolicyDataSet (umData was not included in the initial version last meeting). Therefore, we propose to add to this CR a note for conditional umData in 5.4.2.28:

NOTE:    The umData attribute shall only be included in the data type, if the smPolicyDataSet is not present.

to the 29.519, clause 5.4.2.28: PolicyDataForIndividualUE data type.

Could we extend your CR, please. If not possible, Nokia will bring a CR with similar content to the next meeting.

Huawei: I am OK with the change you propose, I would however reword the table NOTE as follows to make sure to cover all cases.

NOTE:   The "umData" attribute shall be absent when the smPolicyDataSet attribute is present and includes the "umData" attribute.

Please let me know if the above formulation is OK for you.

Nokia: Looks good for me.

Ericsson: agree with the CR and the proposed changes. In addition, please consider:

CR cover page, clauses affected not OK (indicates new clause 5.4.2.y which is not specified within the CR and 5.4.3.x should indicate it is a new clause). 

Clause 5.2.14.3.1, the proposed NOTE, it is better to include it within the table and related to the data-subset-names query parameter  “When multiple data subsets and not all need to be retrieved by the NF service consumer, it is recommended to use a GET request and the “data-subset-names” query parameter indicating the desired data subsets”

Table 5.2.14.3.1-1: 

missing identity of TS 29.500, the reference.

Why the cardinality of “data-subset-names” is 2..N? I understand that there is already a GET query defined for the individual resource, but, why do we limit this query to two or more resources?

Data-subset-names description: “If this query parameter is not provided at all (…)”

Table 5.4.3.x-1: remove the quotation marks from the element definition (a convention followed with the other defined enumerations in this TS)

Huawei: I have incorporated most of your comments in 0034_r1.

To Ericsson: Can you please further explain why you think that it is better to include it in the table as a Table NOTE? The intention on our side was to clearly point out two points:

that the retrieval of policy data subsets can also be done individually, i.e. one by one.

that if multiple (or all) policy data subsets should be retrieved at the same, it is better to use this new procedure, instead of sending multiple individual GET requests.

This is anyway aligned with clause 6.1.3.11.3.1 of TS 29.503 that defines a similar mechanism for subscription data. Therefore, I kept the NOTE almost as it is for the time being, waiting for your feedback.

About cardinality of “data-subset-names” is 2..N, this is indeed because if only one policy data subset is to be retrieved, there is no need to use this procedure. It is better to use the existing individual policy data subset procedures. This new procedure only makes sense if you desire to retrieve more than one policy data subset, i.e. at least two.

Please note that I have also updated the WI code to add “5GS_Ph1-CT” in addition to “TEI17”, in order to cover Susana’s comment in the DAD. Hope this is fine.

Ericsson: I agree with the proposed changes so far. In relation to the open questions to be addressed:

On 5.2.14.3.1 TS 29.519 already specifies the resources related to the policy data set, with the corresponding GET method, so I did not see the need to clarify it here. Nested resources may happen in other resources and APIs, and we did not use a NOTE in the “parent” resource to clarify that the “child” resource could also be retrieved individually. The specification of the method in the corresponding resource should not create any potential uncertainty. Or? 

This new resource gathers all the previously defined resources, as it is described in 5.2.14.1. Since this CR adds is the possibility to select which of the policy data subsets are to be retrieved, my interpretation was the NOTE should be related to the recommendation of using this resource for the retrieval of multiple policy data subsets (instead of multiple requests to the individual policy data subsets).

I see this resource shows its efficiency when the client retrieves more than one policy data subset. In case of an individual one, it might be the same as individual policy data subset (considering the cost of the mapping in the UDR from the PolicyDataSubset enumeration to the individual sub-resource is negligible). But, if you prefer keeping 2..N cardinality, it is fine for me.

Nokia: I think we could reduce the note to or some think like that: “When multiple data subsets sets shall be retrieved, it is recommended to use a single GET request with query parameters.” May be the reader notice the note better within the table. Don’t know.

I think we can leave it open for the user whether he would like to use the multiple GET for one data subset (0..N). In any case a GET without query parameters should be possible. With no query parameter the user get all data sets. I would prefer this possibility.

If you think, that the cardinality 2..N is strongly required I can accept it, but I would prefer the open solution for the user.
Huawei: I don’t have a strong opinion on where to put the NOTE, I just find it more appropriate and clear to have it before the table. Please let me know your preference and I am sure we can quickly reach a compromise.

I agree that for individual policy data subset retrieval, there is not much difference between using this new procedure or the existing procedures (under each sub-resource), but I think that it is also better for clarity reasons to keep them separated, i.e. have this new procedure dedicated to the retrieval of multiple (or all) policy data subsets.

Huawei to Nokia: 

· Your proposed formulation of the NOTE, I propose to slightly modify it as follow:
“When multiple (or all) data subsets sets shall be retrieved, it is recommended to use a single GET request with query parameters, if necessary, to indicate the desired data subsets”

This to cover the case where all policy data subsets shall be retrieved at the same time.

If it is OK for you and Fuen, I can update the note accordingly.

· I am fine to have it as a table note as well, if you both prefer it that way. Let me know.

· Regarding the cardinality, I prefer on my side to keep it “2..N”. I think it is clearer and aligned with what was done in TS 29.503.

Nokia: If you would like to keep the cardinality 2..N, we can say in the note something like: “When two or multiple (or all)  more data subsets sets shall be retrieved, it is recommended to use a single GET request with query parameters, if necessary, to indicate the desired data subsets”
I do not think that we require the red if part, because we have the cardinality starting with 2, because it is necessary that the user requires query parameter due to the cardinality. Although I think the other solution is better, I can accept it as a compromise to keep 2..N.

Huawei: OK, then let’s keep the note as Nokia propose, i.e.:
“When two or more data subsets sets shall be retrieved, it is recommended to use a single GET request with query parameters”

And I will insert it in the table.

Is it OK for both (Ericsson & Nokia) of you?
Nokia is fine.
Ericsson: I’m just waiting for internal feedback, and tell you as received. In principle I had a preference for 1..N, and I’d like to confirm everyone agrees with accepting 2..N

I believe we don’t need to specify cardinality as 29.503 does it because queries to Policy data may require a different logic, and the policy for retrieving more than one policy data subset might be different.

Ericsson: I got the requested feedback from the development team and they’re fine with the 2..N cardinality, so r1 is fine for me.



	
	
	311
	CR 0230 29.519 Rel-17 Allow the retrieval of a set of policy data subsets for a UE
	Huawei
	
	

	
	
	0035
	CR 0325 29.122 Rel-17 Clarification of eLCS feature applicability only to 5G
	Huawei
	Pre-Agreed
	

	
	
	0039
	CR 0645 29.512 Rel-17 Miscellaneous corrections to TS 29.512
	Huawei
	Revised to 312
	TEI17
Ericsson: agrees with the CR with the following comments:
· CR cover page, clauses affected not OK (missing clause 1). 
· Figures 4.1.2-1 and 4.1.2-2 shows SMF, and clause 4.1.2 says: the only known NF Service Consumer is the SMF, so why is it proposed to correct "i.e." and to use plural for NF Service Consumer at this time in the specification?
Huawei: Please check 0039_r1 in which I have corrected the issues you have pointed out. I have also added “5GS_Ph1-CT” in addition to “TEI17” in the WI code part of the cover page to cover Susana’s comment in the DAD. Hope this is fine now.

On last comment, An API exposed by an NF should normally be open to be consumed by any other (authorized) NF consumer. A specification should hence not restrict this important principle of reusability of 5G APIs. It is not because today the only known consumer is the SMF that we should restrict everything based on that.
Ericsson will check the terminology in other TSs.


	
	
	312
	CR 0645 29.512 Rel-17 Miscellaneous corrections to TS 29.512
	Huawei
	
	

	
	
	0055
	CR 0530 29.061 Rel-17 Correct figure number
	Ericsson
	Pre-Agreed
	

	
	
	0107
	CR 0660 29.512 Rel-17 User Location Change PCRT not supported in wireline access
	Ericsson 
	Pre-Agreed
	

	
	
	0130
	CR 0255 29.522 Rel-17 API design style
	Huawei
	Revised to 285
	TEI17
Ericsson: Cover page, Reason for change: “PRC” => “RPC”
Huawei makes r1 available.

Ericsson is fine with r1.


	
	
	285
	CR 0255 29.522 Rel-17 API design style
	Huawei
	
	

	
	
	0155
	CR 0671 29.512 Rel-17 Correction to Monitoring key definition
	ZTE
	Revised to 313
	TEI17
Ericsson: agrees with the proposed CR.
Huawei: The CR is overall fine for me. There are some editorial issues and clashes though:
· The clause 4.2.4.10.1 are reported twice in the cover page.

· The signalling of the changes is confusing, i.e. starts with 1st change / 2nd change / 3rd change and then moves to "next change". This needs to be homogeneous across the CR. Maybe it is easier to use "next change" everywhere.

· The change proposed in clause 4.2.3.16 clashes with CR 0024 (Huawei) that proposes the exact same change.

· The change proposed in clause 4.2.3.20 clashes with CR 0031 (Huawei) that proposes the exact same change.

ZTE to Huawei: I agree with your comment.  

R1 is made available.
Huawei is fine with r1.

Change WI code.

	
	
	313
	CR 0671 29.512 Rel-17 Correction to Monitoring key definition
	ZTE
	Pre-Agreed
	

	
	
	0156
	CR 0229 29.513 Rel-17 Clean up TS references
	ZTE
	Revised to 314
	TEI17
Ericsson: agrees with the proposed CR.


	
	
	314
	CR 0229 29.513 Rel-17 Clean up TS references
	ZTE
	Pre-Agreed
	

	
	
	0176
	discussion   Rel-17 Discussion on AS session with QoS procedure
	Huawei
	Revised to 267
	

	
	
	267
	discussion   Rel-17 Discussion on AS session with QoS procedure
	Huawei, China Unicom, China Telecom, China Mobile
	Postponed
	Ericsson: Prefer to keep 2) clarify NEF error handling behavior with AF, if AF send new quota before receiving the usage report. If the AF want to provide new Quota, AF can wait until the reception of the notification on previous quota and then repeat the procedure with the new quota. Why should AF impact NFs extra procedure and new functions requirement, for these Sponsor data connectivity use case?  

If operators can present the real Sponsor Data Connectivity use cases need AF provide usage quota, then among 3) only 3)a could be further considered upon less impacts to 5GC NFs, and if check NEF implementation could add new functions and no negative impact on the extra procedures and storage impacts, then maybe possible for 3)a consideration on condition that NEF fulfilling to isolate the impact from AF , still maintain PCF – SMF – UPF keeping the standardized usage quota management and reporting procedure.

Not agree 3)b & 3)c upon 3)b not correct concept on Quota management, 3)c break 29.514 rule and both 3)b and 3)c arouse extra Quota calculation/handling with is not defined and not fit for PCF / NEF, meanwhile extra e2e too much NFs impacts not following the usage report and quota management procedures.  
China Telecom: From our view, if AF send new quota until the threshold is reached, the Qos continuity can't be guaranteed.
China Mobile: For my point of view, the update of new quota should better to be taken before the report of last unit of previous quota to the AF. Hence we can discuss which way to go forward.
Ericsson: I’d like to mention both in TS 29.214 clause 4.4.6.6 and TS 29.514 clause 4.2.5.6  Reporting usage for sponsored data connectivity, 

No description of AF/PCF behavior on your concerned “Qos continuity can't be guaranteed” upon AF receive usage report then respond a new usage threshold, unless AF itself decide to terminate the session.

For Sponsored Data Connectivity, AF is controlling quota management, not NEF/PCF. AF does not require PCF to terminate or change QoS before responding new usage threshold.

CT3 agrees that the AF may update the usage threshold before receiving the usage report from the NEF and that a solution has to be specified.
Offline discussions on the detailed scenarios and possible solution.


	
	
	0187
	CR 0676 29.512 Rel-17 Correction on UE initiated PDU session modification
	Ericsson
	Pre-Agreed
	

	
	
	0223
	CR 0155 29.507 Rel-17 Encoding of Snssai as key of a map
	Ericsson
	Pre-Agreed
	

	
	
	0224
	CR 0233 29.519 Rel-17 Encoding of Snssai as key of a map
	Ericsson
	Pre-Agreed
	

	
	
	0230
	discussion   Rel-17 Discussion on PCF and SMF behavior when deleting PCC rule(s)
	China Mobile Communications Group Co.,Ltd.
	Noted
	Ericsson: agrees with the proposal to correct the TS to indicate the PCF shall delete the decision / condition data not referred by session/PCC rules if they’re not being reused during the PDU session. We do not have any objection on correcting it from Rel-15.

Huawei: We prefer not to change the principle agreed in Rel-15. In Rel-16, we have agreed that the SMF can indicate to the PCF that the policy decision/condition data not referred by session/PCC rules is removed. With this indication, the SMF and the PCF are synchronized.

China Mobile: Also we have the feature that the SMF could indicate to the PCF when the decision data is removed, we'd better to have the PCF to support deleting the decision/condition data which will not be reused during the PDU session. 
The PCF can handle whether to reuse the decision/condition data or not. If the PCF decide to reuse the data, the PCF may not delete them. If the PCF decide not to reuse the data, the PCF should delete them.

Huawei accepts to do the modification from Rel-15.

CT3 agrees to have this functionality from Rel-15.

	
	
	0235
	CR 0341 29.122 Rel-17 Updates to Application Identifier in ChargeableParty API
	Ericsson
	Postponed
	This CR introduces backward compatible corrections into the OpenAPI files applicable to ChargeableParty API.

Huawei: Please find my comments as follows:

· If the application id is provided by the AF request, the AF request is Application id level sponsor, whether the flow information needs to be provided at the same time?  

· What’s the relationship between application id via T8 and the AF-application-Id via Rx? 

Offline discussions.

	
	
	0236
	CR 0342 29.122 Rel-17 Updates to Application Identifier in AsSessionWithQoS API
	Ericsson
	Postponed
	This CR introduces backward compatible corrections into the OpenAPI files applicable to AsSessionWithQoS API.
Huawei: Please find my comments as follows:

· If the application id is provided by the AF request, the AF request is Application id level QoS acceleration, whether the flow information needs to be provided at the same time?  

· What’s the relationship between application id via T8 and the AF-application-Id via Rx? 

Offline discussions.

	
	
	0241
	CR 0077 29.561 Rel-17 Reporting Session S-NSSAI to RADIUS DN-AAA server
	Ericsson
	Revised to 286
	Huawei: we have the following comments/questions:
· We propose to have separate VSAs to carry the PDU session ID and the S-NSSAI.

· Why does the SMF determine the S-NSSAI “depending on the configuration for the DNN”?
Ericsson:

The reason consider and prefer in r0 3GPP-Session-S-NSSAI VSA structure is upon below Reason for change in the cover page, to show the 1:1 S-NSSAI association of the PDU Session ID.  
“TS 23.501 clause 5.15.1 also defines a PDU Session belongs to one and only one specific Network Slice instance per PLMN, that is a PDU Session has only one associated S-NSSAI”

Anyway I’ve made r1(keeping preferred association, adding flexibility of 3GPP-Session-Id VSA ) and r2 ( S-NSSAI and PDU Session ID in separate VSA) in below link, for easy comparison and consideration. 

Would you check to consider which one among r0/r1/r2 you’d prefer ?
The reason to describe “depending on the configuration for the DNN”, is upon SMF configuration to DN-AAA server upon DNN level , which is described in the above sentence in the same paragraph.

Huawei: On our side, we prefer the option implemented by 0241_r2 with the following additional changes that we propose:
· Changes to clause 11.2.1: “The SMF may also (depending on the configuration for this DNN) send the S-NSSAI and the PDU session ID that isare associated with the PDU Session, respectively in the 3GPP-Session-S-NSSAI VSA and/or the 3GPP-Session-Id VSA, to a DN-AAA server.”

Also, just for my understanding, why did you define the “Sub-attr #” of the 3GPP-Session-Id VSA to “128” instead of “126”?

Ericsson makes r3 available.


	
	
	286
	CR 0077 29.561 Rel-17 Reporting Session S-NSSAI to RADIUS DN-AAA server
	Ericsson
	
	

	
	
	0242
	CR 0078 29.561 Rel-17 Reporting Session S-NSSAI to Diameter DN-AAA server
	Ericsson
	Revised to 287
	Huawei: we have the following comments/questions:
· We propose to have separate AVPs to carry the PDU session ID and the S-NSSAI.

· Why does the SMF determine the S-NSSAI “depending on the configuration for the DNN”?

Ericsson: The reason consider and prefer in r0 3GPP-Session-S-NSSAI VSA structure is upon below Reason for change in the cover page, to show the 1:1 S-NSSAI association of the PDU Session ID.  

“TS 23.501 clause 5.15.1 also defines a PDU Session belongs to one and only one specific Network Slice instance per PLMN, that is a PDU Session has only one associated S-NSSAI”

Anyway I’ve made C3-210242r1 for easy comparison and consideration. 

Would you check to consider which one among r0/r1 you’d prefer ?

The reason to describer  “depending on the configuration for the DNN”, is upon SMF configuration to DN-AAA server upon DNN level , which is described in the above sentence in the same paragraph.

Huawei: On our side, we prefer the option implemented by 0242_r2 with the following additional changes that we propose:
· Changes to clause 11.2.1: “The SMF may also (depending on the configuration for this DNN) send the S-NSSAI and the PDU session ID that isare associated with the PDU Session, respectively in the 3GPP-Session-S-NSSAI VSA and/or the 3GPP-Session-Id VSA, to a DN-AAA server.”

Also, just for my understanding, why did you define the “Sub-attr #” of the 3GPP-Session-Id VSA to “128” instead of “126”?

Ericsson: R2 is made available. The reason for the AVP code of the 3GPP-Session-Id VSA to “128”, since “126” and “127” has been used in C3-210243 and C3-210245.



	
	
	287
	CR 0078 29.561 Rel-17 Reporting Session S-NSSAI to Diameter DN-AAA server
	Ericsson
	
	

	
	
	0243
	CR 0079 29.561 Rel-17 Reporting FQDN of CHF to RADIUS DN-AAA server
	Ericsson
	Revised to 288
	Huawei: we have the following comment:
· An “s” should be added to the verb “include” in the following sentence “IPv6 address of CHF which includes CGF” in all its occurrences in the CR.

Ericsson makes r1 available.
Huawei is fine with r1.



	
	
	288
	CR 0079 29.561 Rel-17 Reporting FQDN of CHF to RADIUS DN-AAA server
	Ericsson
	Pre-Agreed
	

	
	
	0244
	CR 0080 29.561 Rel-17 Reporting FQDN of CHF to Diameter DN-AAA server
	Ericsson
	Pre-Agreed
	

	
	
	0245
	CR 0081 29.561 Rel-17 Reporting FQDN of Serving NF to RADIUS DN-AAA server
	Ericsson
	Revised to 290
	Huawei: we have the following comment:
· An “s” should be added to the verb “indicate” in the following sentence “Serving NF FQDN: string, indicates the FQDN of the Serving NF (including AMF, I-SMF or V-SMF)” in clause 11.3.1.

· The change to line 122 (3GPP GLI) at the end of the CR, where "NOTE" was changed to "NOTE 1", is not needed and should be reverted in my opinion.

Ericsson makes r1 available.

Huawei is fine with r1.

	
	
	290
	CR 0081 29.561 Rel-17 Reporting FQDN of Serving NF to RADIUS DN-AAA server
	Ericsson
	Pre-Agreed
	

	
	
	0246
	CR 0082 29.561 Rel-17 Reporting FQDN of Serving NF to Diameter DN-AAA server
	Ericsson
	Pre-Agreed
	

	
	
	0249
	CR 0034 29.591 Rel-17 Correction to location information usage
	Ericsson
	Revised to 289
	Huawei: Please find my comments as follows:

· Format of NOTE is incorrect

· Suggest to reword to ‘Only EutraLocation data and/or NrLocation data in UserLocation data are applicable to the property’

Ericsson makes r1 available.

	
	
	289
	CR 0034 29.591 Rel-17 Correction to location information usage
	Ericsson
	
	

	
	
	0262
	CR 0347 29.122 Rel-17 Update DNN and S-NSSAI in ChargeableParty API
	Ericsson
	Postponed
	This CR introduces backward compatible corrections into the OpenAPI files applicable to ChargeableParty API.
ZTE: I agree on the need of the CR, but have a concern:
As per 29.510, when BSF registers bsfinfo in the NRF, S-NSSAI is not provided by the BSF.  Therefore NEF cannot discover the BSF via NRF by using S-NSSAI.

Ericsson: S-NSSAI is included in Type NFProfile in TS 29.510.

ZTE agrees.
Huawei: There is no requirement and should be discussed in stage 2 if needed.



	
	
	0263
	CR 0270 29.522 Rel-17 Update DNN and S-NSSAI in ChargeableParty procedure
	Ericsson
	Postponed
	Huawei: There is no requirement and should be discussed in stage 2 if needed.



	
	
	0264
	CR 0348 29.122 Rel-17 Update DNN and S-NSSAI in AsSessionWithQoS API
	Ericsson
	Postponed
	This CR introduces backward compatible corrections into the OpenAPI files applicable to AsSessionWithQoS API.
Huawei: There is no requirement and should be discussed in stage 2 if needed.



	
	
	0265
	CR 0271 29.522 Rel-17 Update DNN and S-NSSAI in AsSessionWithQoS API procedure
	Ericsson
	Postponed
	

	
	
	0266
	CR 0682 29.512 Rel-17 Correction of a reference to the wrong attribute name for the reported presence reporting area information
	Huawei
	Postponed till next meeting
	LATE
Ericsson: agrees on the need of the CR.
It addresses the correction of an attribute, aligning it with the OpenAPI, so the CR can be considered as FASMO, and the correction can be applied from Rel-15.

 

Rel-15 is not in the agenda for this meeting. If you agree with the proposed comment, we'd need to move the discussion and agreement of this set of CRs to the next meeting.
Huawei will bring CRs for Rel-15 for next meeting.


	
	
	0164
	CR 0072 29.594 Rel-17 Definition addition to TS29.594
	Huawei
	Revised to 316
	CP-201075 (CT4 leading)

Ericsson: changes proposed by this CR do not fit into the scope of the SBIProtoc17 work item. The work item code of this CR should be changed to TEI17, 5GS_Ph1-CT.
Huawei: The WID code has been modified and r1 is made available.
Ericsson is fine with r1.
To be changed to Agenda Item 17.11.2.


	
	
	316
	CR 0072 29.594 Rel-17 Definition addition to TS29.594
	Huawei
	Pre-Agreed
	

	17.12
	Inclusive language in TSs & TRs
	0015
	other   Rel-17 Status of CT3 TR/TSs for the handling of Inclusive language
	CT3 chairman
	Noted
	

	
	
	0044
	CR 1073 29.163 Rel-17 Removing non-inclusive wording
	Nokia, Nokia Shanghai-Bell
	Revised to 277
	TEI17

No proposed change affect. 
CR title should start with “Inclusive language review”.
Nokia: R1 is uploaded.

Only the cover sheet is updated according to the request:
· Title changed to: Inclusive language review - 29.163

· Change affect added



	
	
	277
	CR 1073 29.163 Rel-17 Inclusive language review – 29.163
	Nokia, Nokia Shanghai-Bell
	Pre-Agreed
	

	18
	Work Organization
	
	
	
	
	

	18.1
	Work Plan Review
	0009
	Work Plan    Status of CT3 Work Items
	CT3 chairman
	
	SCHEDULED FOR FRIDAY SESSION



	
	
	0012
	Work Plan    WI status report from MCC
	MCC
	
	

	18.2
	Specification Review
	
	
	
	
	SCHEDULED FOR FRIDAY SESSION

	18.3
	Next meetings, allocation of hosts
	
	
	
	
	SCHEDULED FOR FRIDAY SESSION

	18.4
	Calendar
	0013
	other    Meeting Calendar
	MCC
	
	SCHEDULED FOR FRIDAY SESSION



	
	
	
	
	
	
	

	19
	Joint Sessions
	
	
	
	
	

	20
	Summary of results
	
	
	
	
	SCHEDULED FOR FRIDAY SESSION

	21
	Any other business
	
	
	
	
	SCHEDULED FOR FRIDAY SESSION

	22
	Closing of the meeting
	
	
	
	
	SCHEDULED FOR FRIDAY at 15:00 UTC


PLEASE NOTE THAT THE TIME SCHEDULE GIVES A ROUGH ESTIMATION AND MAY CHANGE DEPENDING ON THE AMOUNT OF CONTRIBUTIONS, ON THE FINAL APPROVAL OF THE AGENDA AND ON THE COORDINATION WITH OTHER WGs’ SCHEDULES.
Procedure after CT3#113e meeting:
Implementation of CRs in the TSs:

1. Rapporteurs will implement the CRs agreed in the CT3 meetings both main body and OpenAPI specification for SBI-related TSs, TS 29.561 and TS 29.513. Changes will be identified with the tdoc number. Rapporteurs will also generate the yaml file by using a proper text editor (e.g. NotePad++)
2. Rapporteurs will share by Thursday, February 4th, 17:00 CET the updated TSs in a zip file that will contain the yaml file in the CT3 reflector. Rapporteurs will also upload the yaml files in ETSI Forge. The shared version will also include corrections on the topics identified by the rapporteur in the implementation process. In that case, the rapporteur will describe the changes in the email.
New TSs:
1. New TSs will be available by Tuesday, February 2nd 17:00 CET. Deadline for agreement is Thursday, February 4th 17:00 CET.
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