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\*\*\* 1st Change \*\*\*

###### 4.4.2.2.2.1 General

The following monitoring events: Loss of connectivity, UE reachability, Location Reporting, Change of IMSI-IMEI(SV) Association, Roaming Status, Communication Failure and Availability after DDN Failure are applicable for the monitoring event configuration via HSS for an individual UE or a group of UEs.

Only one-time reporting is supported if the "reachabilityType" attribute sets to "SMS" for the event UE reachability, if the "locationType" attribute sets to "LAST\_KNOWN\_LOCATION" for the event Location Reporting in the monitoring event request.

\*\*\* Next Change \*\*\*

###### 5.5.3.4.3.2 Notification via Websocket

If supported by both SCS/AS and SCEF and successfully negotiated, the NotificationData may alternatively be delivered through the Websocket mechanism as defined in subclause 5.2.5.4.

\*\*\* Next Change \*\*\*

###### 5.6.3.6.3.1 Notification via HTTP POST

To report the status of the NIDD configuration to the SCS/AS, the SCEF shall use the HTTP POST method on the notification point as follows:

- the body of the message is encoded in JSON format with the data structure defined in table 5.6.2.1.6-1.

The possible response messages from the SCS/AS, depending on whether the POST request is successful or unsuccessful, are shown in Table 5.6.3.6.3.1-1.

Table 5.6.3.6.3.1-1: Data structures supported by the POST request/response by the resource

|  |  |  |  |
| --- | --- | --- | --- |
| Request body | Data type | Cardinality | Remarks |
| NiddConfigurationStatusNotification | 1 | The NIDD configuration status notification. |
| Response body | Data type | Cardinality | Responsecodes | Remarks |
| Acknowledgement | 1 | 200 OK | The successful acknowledgement of the notification with a body. |
| (None) |  | 204 No Content | The successful acknowledgement of the notification without a body. |
| NOTE: The mandatory HTTP error status codes for the POST method listed in table 5.2.6-1 also apply. |

\*\*\* Next Change \*\*\*

###### 5.6.3.6.3.2 Notification via Websocket

If supported by both SCS/AS and SCEF and successfully negotiated, the NiddConfigurationStatusNotification may alternatively be delivered through the Websocket mechanism as defined in subclause 5.2.5.4.

\*\*\* Next Change \*\*\*

###### 5.6.3.7.3.1 Notification via HTTP POST

To report the delivery status of the downlink non-IP data delivery, the SCEF shall use the HTTP POST method on the notification endpoint

with the body of the message encoded in JSON format with the data structure defined in table 5.6.2.1.5-1 for a single UE or table 5.6.2.1.8-1 for a group of UEs.

The possible response messages from the SCS/AS, depending on whether the POST request is successful or unsuccessful, are shown in Table 5.6.3.7.3.1-1 and Table 5.6.3.7.3.1-2.

Table 5.6.3.7.3.1-1: Data structures supported by the POST request/response by the resource

|  |  |  |  |
| --- | --- | --- | --- |
| Request body | Data type | Cardinality | Remarks |
| NiddDownlinkDataDeliveryStatusNotification | 1 | The Down link data delivery status notification for a single UE. |
| Response body | Data type | Cardinality | Responsecodes | Remarks |
| Acknowledgement | 1 | 200 OK | The successful acknowledgement of the notification. |
| (None) |  | 204 No Content | The successful acknowledgement of the notification without a body. |
| NOTE: The mandatory HTTP error status codes for the POST method listed in table 5.2.6-1 also apply. |

Table 5.6.3.7.3.1-2: Data structures supported by the POST request/response by the resource

|  |  |  |  |
| --- | --- | --- | --- |
| Request body | Data type | Cardinality | Remarks |
| GmdNiddDownlinkDataDeliveryStatusNotification | 1 | The Down link data delivery status notification for a group of UEs. |
| Response body | Data type | Cardinality | Responsecodes | Remarks |
| Acknowledgement | 1 | 200 OK | The successful acknowledgement of the notification. |
| (None) |  | 204 No Content | The successful acknowledgement of the notification without a body. |
| NOTE: The mandatory HTTP error status codes for the GET method listed in table 5.2.6-1 also apply. |

\*\*\* Next Change \*\*\*

###### 5.6.3.7.3.2 Notification via Websocket

If supported by both SCS/AS and SCEF and successfully negotiated, the NiddDownlinkDataDeliveryStatusNotification or GmdNiddDownlinkDataDeliveryStatusNotification may alternatively be delivered for a single UE or a group of UEs through the Websocket mechanism as defined in subclause 5.2.5.4.

\*\*\* Next Change \*\*\*

###### 5.6.3.8.3.2 Notification via Websocket

If supported by both SCS/AS and SCEF and successfully negotiated, the NiddUplinkDataNotification may alternatively be delivered through the Websocket mechanism as defined in subclause 5.2.5.4.

\*\*\* Next Change \*\*\*

5.8.2.2.6.3.2 Notification via Websocket

If supported by both SCS/AS and SCEF and successfully negotiated, the GMDByMb2Notification may alternatively be delivered through the Websocket mechanism as defined in subclause 5.2.5.4.

\*\*\* Next Change \*\*\*

5.8.3.2.6.3.2 Notification via Websocket

If supported by both SCS/AS and SCEF and successfully negotiated, the GMDByxMBNotification may alternatively be delivered through the Websocket mechanism as defined in subclause 5.2.5.4.

\*\*\* End of Changes \*\*\*