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**1. Introduction**

Editor’s note (“*Usage of HTTP over TLS is based on security defined by SA3*”) in clause 6.3 needs to be resolved. SA3 has specified in TS 33.434, the usage of TLS over HTTP and the applicable TLS profiles.

**2. Reason for Change**

This pCR proposes that the usage of TLS over http should be as specified in TS 33.434.

**3. Conclusions**

<Conclusion part (optional)>

**4. Proposal**

It is proposed to agree the following changes to 3GPP TS 29.549 v1.2.0.

\* \* \* First Change \* \* \* \*
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\* \* \* Next Change \* \* \* \*

## 6.3 Usage of HTTP

For SEAL APIs, support of HTTP/1.1 (IETF RFC 7230 [5], IETF RFC 7231 [6], IETF RFC 7232 [7], IETF RFC 7233 [8], IETF RFC 7234 [9] and IETF RFC 7235 [10]) over TLS (IETF RFC 5246 [11]) is mandatory and support of HTTP/2 (IETF RFC 7540 [12]) over TLS (IETF RFC 5246 [11]) is recommended.

A functional entity desiring to use HTTP/2 shall use the HTTP upgrade mechanism to negotiate applicable HTTP version as described in IETF RFC 7540 [12].

Usage of HTTP over TLS and the TLS profiles shall be as specified in clause 5.1.1.4 of 3GPP TS 33.434 [AA].

\* \* \* End of Changes \* \* \* \*