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*** 1st Change ***

[bookmark: _Toc28012333]4.2.2.25	Provisioning of port management information
If the "TimeSensitiveNetworking" feature is supported the AF may provide port management information to the PCF by the Npcf_PolicyAuthorization_Create service operation to configure the 5G system as a TSN bridge.
The AF may include in the "AppSessionContextReqData" data type the attributes "tsnPortManContDstt" and "tsnPortManContNwtt", if available.
If available and if a port management container is included in the "AppSessionContextReqData" data type the “tsnBridgeInfo” attribute provides the related MAC address and port number.
Editor's note:	Whether the AF also provides "tsnBridgeInfo" with 5GS Bridge information is FFS.


*** Next Change ***


[bookmark: _Toc28012457]5.6.2.3	Type AppSessionContextReqData
Table 5.6.2.3-1: Definition of type AppSessionContextReqData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	afAppId
	AfAppId
	O
	0..1
	AF application identifier.
	

	afChargId
	ApplicationChargingId
	O
	0..1
	AF charging identifier. This information may be used for charging correlation with QoS flow.
	IMS_SBI

	afReqData
	AfRequestedData
	O
	0..1
	Represents the AF requested data to be exposed.
	IMS_SBI

	afRoutReq
	AfRoutingRequirement
	C
	0..1
	Indicates the AF traffic routing requirements. It shall be included if Influence on Traffic Routing feature is supported.
	InfluenceOnTrafficRouting

	aspId
	AspId
	C
	0..1
	Application service provider identity. It shall be included if "SponsoredConnectivity" feature is supported.
	SponsoredConnectivity

	bdtRefId
	BdtReferenceId
	O
	0..1
	Reference to a transfer policy negotiated for background data traffic.
	

	dnn
	Dnn
	C
	0..1
	Data Network Name. It shall be present when the "afRoutReq" attribute is present.
	

	evSubsc
	EventsSubscReqData
	O
	0..1
	Identifies the events the application subscribes to at creation of an Individual Application Session Context resource.
	

	ipDomain
	string
	O
	0..1
	Indicates the IPv4 address domain information that assists session binding.
	

	mcpttId
	string
	O
	0..1
	Indicates that the created Individual Application Session Context resource relates to an MCPTT session prioritized call.
It includes either one of the namespace values used for MCPTT (see IETF RFC 8101 [42]) and it may include the name of the MCPTT service provider.
	MCPTT

	mcVideoId
	string
	O
	0..1
	Indicates that the created Individual Application Session Context resource relates to an MCVideo session prioritized call.
It includes either one of the namespace values used for MCPTT (see IETF RFC 8101 [42]) and it may include the name of the MCVideo service provider.
	MCVideo

	medComponents
	map(MediaComponent)
	O
	1..N
	Media Component information. The key of the map is the attribute "medCompN".
	

	mpsId
	string
	O
	0..1
	Indicates that the created Individual Application Session Context resource relates to an MPS service. It contains the national variant for MPS service name.
	

	mcsId
	string
	O
	0..1
	Indicates that the created Individual Application Session Context resource relates to an MCS service. It contains the national variant for MCS service name.
	

	preemptControlInfo
	PreemptionControlInformation
	O
	0..1
	Pre-emption control information.
	MCPTT-Preemption

	resPrio
	ReservPriority
	O
	0..1
	Indicates the reservation priority.
	

	servInfStatus 
	ServiceInfoStatus
	O
	0..1
	Indicates whether the service information is preliminary or final.
When the attribute is not provided the default value is "FINAL".
	IMS_SBI

	notifUri
	Uri
	M
	1
	Notification URI for Application Session Context termination requests.
	

	servUrn
	ServiceUrn
	O
	0..1
	Service URN.
	IMS_SBI

	sliceInfo
	Snssai
	O
	0..1
	Identifies the S-NSSAI.
	

	sponId
	SponId
	C
	0..1
	Sponsor identity. It shall be included if "SponsoredConnectivity" feature is supported.
	SponsoredConnectivity

	sponStatus
	SponsoringStatus
	O
	0..1
	Indication of whether sponsored connectivity is enabled or disabled/not enabled.
The absence of the attribute indicates that the sponsored connectivity is enabled.
	SponsoredConnectivity

	supi
	Supi
	O
	0..1
	Subscription Permanent Identifier.
	

	gpsi
	Gpsi
	O
	0..1
	Generic Public Subscription Identifier.
	

	suppFeat
	SupportedFeatures
	M
	1
	This IE represents a list of Supported features used as described in subclause 5.8.
It shall be supplied by the NF service consumer in the POST request that requests a creation of an Individual Application Session Context resource.
	

	ueIpv4
	Ipv4Addr
	C
	0..1
	The IPv4 address of the served UE.
	

	ueIpv6
	Ipv6Addr
	C
	0..1
	The IPv6 address of the served UE.
	

	ueMac
	MacAddr48
	C
	0..1
	The MAC address of the served UE.
	

	tsnPortManContDstt
	Bytes
	O
	0..1
	Transports TSN port management information encoded as specified in subclause 9.11.4.27 of 3GPP TS 24.501 [49] starting with octet 2.
	TimeSensitiveNetworking

	tsnPortManContNwtt
	Bytes
	O
	0..1
	Transports TSN port management information encoded as specified in subclause 9.11.4.27 of 3GPP TS 24.501 [49] starting with octet 2.
	TimeSensitiveNetworking

	tsnBridgeInfo
	TsnBridgeInfo
	O
	0..1
	Provides address information available at the AF.
	TimeSensitiveNetworking

	NOTE:	Only one of the served UE addressing parameters (the IPv4 address or the IPv6 address or MAC address) shall always be included.





*** End of Changes ***

