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*** 1st Change ***
4.4.5.2
NIDD Configuration
4.4.5.2.1
NIDD Configuration for a single UE
For a NIDD configuration creation, the SCS/AS shall send an HTTP POST message to the SCEF for the "NIDD configurations" resource. The body of the HTTP POST message shall include External Identifier or MSISDN, SCS/AS Identifier, notification destination URI identifying the recipient of notification within the "notificationDestination" attribute and may include NIDD Duration, PDN Connection Establishment Option and Reliable Data Service Configuration. In addition, the SCS/AS may send non-IP data and its associated parameters (e.g. Priority) as described in subsclause 4.4.5.3.1 in the NIDD configuration creation request. The Reliable Data Service Configuration includes port numbers on UE and SCEF that are used to identify specific applications for data transfer between UE and SCS/AS and an indication if reliable data service acknowledgement is enabled or not. The combination of port numbers on UE and SCEF are managed and can be dynamically associated with different applications. As part of the NIDD configuration operations to reserve a combination of port numbers, release a combination of port numbers, query the list of port numbers that are reserved and notification of reservation of a port number can be performed.
Upon receipt of the HTTP POST request from the SCS/AS to create a NIDD configuration, the SCEF shall check whether the SCS/AS is authenticated and authorized to create NIDD configuration, and also authorize the NIDD configuration. If authorization is successful, the SCEF shall interact with the HSS via S6t as specified in 3GPP TS 29.336 [11]. Upon receipt of the successful response from the HSS, the SCEF shall store the UE identity (IMSI and External Identifier or MSISDN) which is associated with the External Identifier or MSISDN and create a resource "Individual NIDD configuration", which represents the NIDD configuration, addressed by a URI that contains the SCS/AS identity and an SCEF-created NIDD configuration identifier, and shall respond to the SCS/AS with a 201 Created message, including a Location header field containing the URI for the created resource. The body of the response message shall include Maximum Packet Size and may include Reliable Data Service Indication. When the SCS/AS receives the URI in the Location header, it shall use this URI in subsequent requests to the SCEF to refer to this NIDD configuration.
If the SCS/AS includes an downlink non-IP data together with the NIDD configuration creation, the SCEF shall also create an "Individual NIDD downlink data delivery" sub-resource and send each of the sub-resouce within the "self" attribute in the "niddDownlinkDataTransfers" attribute together with the created resource "Individual NIDD configuration" which included in the Location header field in the HTTP POST response. When the SCS/AS receives the URI the "self" attribute in the "niddDownlinkDataTransfers" attribute, it shall use this URI in subsequent requests to the SCEF to refer to this downlink data delivery transfer.
After sending the HTTP response to NIDD configuration request, the SCEF shall perform the procedure for individual MT NIDD as described in subclause 4.4.5.3.1.

NOTE:
Any further interaction with the SCS/AS for the piggybacked individual MT NIDD is performed by the notification of NIDD downlink data delivery status.
For a NIDD configuration modification, the SCS/AS shall send an HTTP PATCH message to the SCEF for the "Individual NIDD configuration" resource, using the URI received in the response to the request that has created the NIDD configuration resource. Upon receipt of the HTTP PATCH request from the SCS/AS to update the parameters of the NIDD configuration, the SCEF shall check whether the SCS/AS is authenticated and authorized to update NIDD configuration. If the authorization is successful, the SCEF shall verify that the resource to be modified already exists as identified by the URI. If the NIDD configuration resource is found, the SCEF shall update the NIDD configuration as requested. Upon successful update of the requested NIDD configuration including the interaction with the HSS via S6t as specified in 3GPP TS 29.336 [11], the SCEF shall respond to the SCS/AS with a 200 OK success message indicating that the NIDD configuration resource was successfully updated.

For a NIDD configuration cancellation, the SCS/AS shall send an HTTP DELETE message to the SCEF for the "Individual NIDD configuration" resource, using the URI received in the response to the request that has created the NIDD configuration resource. Upon receipt of the HTTP DELETE message from the SCS/AS, the SCEF shall check whether the SCS/AS is authenticated and authorized to delete NIDD configuration. If the authorization is successful, the SCEF shall verify that the NIDD configuration resource identified by the URI already exists. If the configuration resource exists, the SCEF shall delete the requested configuration, and perform related NIDD procedure to EPC network elements if applicable. Upon successful deletion of requested NIDD configuration including the interaction with the HSS via S6t as specified in 3GPP TS 29.336 [11], the SCEF shall respond to the SCS/AS with a 200 OK success message indicating that the NIDD configuration was successfully cancelled. As an alternative to the 200 OK success message, the SCEF may send a 204 No Content success message without any message content to the SCS/AS. 

When the NIDD Duration expires, the SCEF may remove the associated NIDD configuration resource and all individual downlink data delivery resources under such NIDD configuration.
*** 2nd Change ***

5.6.2.1.2
Type: NiddConfiguration

This type represents the configuration for NIDD. The same structure is used in the configuration request and configuration response.

Table 5.6.2.1.2-1: Definition of type NiddConfiguration

	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE 1)

	self
	Link
	0..1
	Link to the resource "Individual NIDD configuration". This parameter shall be supplied by the SCEF in HTTP responses
	

	supportedFeatures
	SupportedFeatures
	0..1
	Used to negotiate the supported optional features of the API as described in subclause 5.2.7.
This attribute shall be provided in the POST request and in the response of successful resource creation.
	

	externalId
	ExternalId
	0..1
	Each element uniquely identifies a user as defined in subclause 4.6.2 of 3GPP TS 23.682 [2].

(NOTE 2)
	

	msisdn
	Msisdn
	0..1
	Each element identifies the MS internal PSTN/ISDN number allocated for a UE.

(NOTE 2)
	

	externalGroupId
	ExternalGroupId
	0..1
	Identifies a user group as defined in subclause 4.6.3 of 3GPP TS 23.682 [2].
(NOTE 2)
	GroupMessageDelivery

	duration
	DateTime
	0..1
	Identifies the absolute time at which the related NIDD Configuration request is considered to expire, as specified in subclause 5.13.2 of 3GPP TS 23.682 [2]. When omitted in the request, it indicates the configuration is requested to be valid forever by the SCS/AS. When omitted in the response, it indicates the configuration is set to valid forever by the SCEF.
	

	reliableDataService
	boolean
	0..1
	The reliable data service (as defined in subclause 4.5.15.3 of 3GPP TS 23.682 [2]) to indicate if a reliable data service acknowledgment is enabled or not.
	

	rdsPorts
	array(RdsPort)
	0..N
	Indicates the port configuration that is used for reliable data transfer between specific applications using RDS (as defined in subclause 5.2.4 and 5.2.5 of 3GPP TS 24.250 [31]).
	

	applicationIds
	Array(ApplicationId)
	0..N
	Indicates the application that is associated with port configuration specified above (as defined in subclause 5.4.2.6 of 3GPP TS 24.250 [31]).
	

	pdnEstablishmentOption
	PdnEstablishmentOptions
	0..1
	Indicate what the SCEF should do if the UE has not established the PDN connection and MT non-IP data needs to be sent. (wait for the UE to establish the PDN connection, respond with an error cause, or send a device trigger; see step 2 of the MT NIDD Procedure in clause 5.13.3 of 3GPP TS 23.682 [2])
The SCEF will use the value as the default preference from the SCS/AS when handling all MT non-IP packets associated with the NIDD connection.
	

	notificationDestination
	Link
	1
	An URI of a notification destination that T8 message shall be delivered to.
	

	requestTestNotification
	boolean
	0..1
	Set to true by the SCS/AS to request the SCEF to send a test notification as defined in subclause 5.2.5.3. Set to false or omitted otherwise.
	Notification_test_event

	websockNotifConfig
	WebsockNotifConfig
	0..1
	Configuration parameters to set up notification delivery over Websocket protocol as defined in subclause 5.2.5.4.
	Notification_websocket

	maximumPacketSize
	integer
	0..1
	The Maximum Packet Size is the maximum NIDD packet size that was transferred to the UE by the SCEF in the PCO, see subclause 4.5.14.1 of 3GPP TS 23.682 [2]. If no maximum packet size was provided to the UE by the SCEF, the SCEF sends a default configured max packet size to SCS/AS.
Unit: bit.
	

	niddDownlinkDataTransfers
	array(NiddDownlinkDataTransfer)
	0..N
	The downlink data deliveries that needed to be executed by the SCEF. The cardinality of the property shall be 0..1 in the request and 0..N in the response (i.e. response may contain multiple buffered MT NIDD).
For GroupMessageDelivery feature, this property is only applicable for the configuration response to GET request.
	

	status
	NiddStatus
	0..1
	May be supplied by the SCEF
	

	NOTE 1:
Properties marked with a feature as defined in subclause 5.6.4 are applicable as described in subclause 5.2.7. If no features are indicated, the related property applies for all the features unless stated otherwise.

NOTE 2:
One of the properties "externalId", "msisdn" or "externalGroupId" shall be included.


*** 3rd Change ***

5.6.2.1.7
Type: NiddConfigurationPatch
This type represents an NIDD configuration used in PATCH.
Table 5.6.2.1.7-1: Definition of type NiddConfigurationPatch
	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE)

	duration
	DateTimeRm
	0..1
	Identifies the absolute time at which the related NIDD Configuration request is considered to expire, as specified in subclause 5.13.2 of 3GPP TS 23.682 [2]. When set to null in the PATCH request, it indicates the configuration is requested to be valid forever by the SCS/AS. When omitted in the response, it indicates the configuration is set to valid forever by the SCEF.
	

	reliableDataService
	boolean
	0..1
	The reliable data service (as defined in clause 4.5.15.3 of 3GPP TS 23.682 [2]) to indicate if a reliable data service acknowledgment is enabled or not.
	

	rdsPorts
	array(RdsPort)
	0..N
	Indicates the port configuration that is used for reliable data transfer between specific applications using RDS (as defined in clause 5.2.4 and 5.2.5 of 3GPP TS 24.250 [31]).
	

	applicationIds
	Array(ApplicationId)
	0..N
	Indicates the application that is associated with port configuration specified above (as defined in subclause 5.4.2.6 of 3GPP TS 24.250 [31]).
	

	pdnEstablishmentOption
	PdnEstablishmentOptionsRm
	0..1
	Indicate what the SCEF should do if the UE has not established the PDN connection and MT non-IP data needs to be sent. (wait for the UE to establish the PDN connection, respond with an error cause, or send a device trigger; see step 2 of the MT NIDD Procedure in clause 5.13.3 of 3GPP TS 23.682 [2])
The SCEF will use the value as the default preference from the SCS/AS when handling all MT non-IP packets associated with the NIDD connection.
	

	NOTE:
Properties marked with a feature as defined in subclause 5.6.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.


*** 4th Change ***
5.6.2.2.5
Type: ApplicationId
This type represents the application identifier associated with port configuration for Reliable Data Transfer. It shall comply with the provisions defined in table 5.6.2.2.5-1.

Table 5.6.2.2.5-1: Definition of Application Id data Type

	Attribute name
	Data type
	Cardinality
	Description

	osId
	Bytes
	1
	Indicates the operating system identifier (as defined in clause 5.4.2.6.1 of 3GPP TS 24.250 [31]).

	lengthOsAppId
	Bytes
	1
	Indicates the length of the OS App ID field (as defined in clause 5.4.2.6.1 of 3GPP TS 24.250 [31]).

	osAppId
	Bytes
	1
	Indicates the OS App ID field (as defined in clause 5.4.2.6.1 of 3GPP TS 24.250 [31]).


*** 5th Change ***

5.6.2.2.6
Type: RdsPortApp
This type represents the application identifier associated with port configuration for Reliable Data Transfer. It shall comply with the provisions defined in table 5.6.2.2.6-1.

Table 5.6.2.2.2-1: Definition of RdsPortApp data Type

	Attribute name
	Data type
	Cardinality
	Description

	rdsPort
	RdsPort
	1
	Indicates the port configuration that is used for reliable data transfer between specific applications using RDS (as defined in subclause 5.2.4 and 5.2.5 of 3GPP TS 24.250 [31]).

	applicationId
	ApplicationId
	1
	Indicates the application that is associated with port configuration specified above (as defined in subclause 5.4.2.6 of 3GPP TS 24.250 [31]).


*** 6th Change ***

5.6.2.3.8
Enumeration: RdsManagePortStatus
The enumeration RdsManagePortStatus represents the status of the port management operation carried out in NIDD configuration and is specified as the Status field in the MANAGE_PORT response (as defined in clause 5.4.2.6.1 of 3GPP TS 24.250 [31]).
Table 5.6.2.3.8-1: Enumeration RdsManagePortStatus
	Enumeration value
	Description
	Applicability (NOTE)

	SUCCESS
	Operation specified by the action field was successful
	

	PORT_NOT_FREE
	Port is not free as it is already associated with an application
	

	PORT_NOT_ASSOCIATED_WITH_APPLICATION
	Port is free and is not associated with any application.
	

	PORT_INFORMATION_NOT_AVAILABLE
	Requested port information is not available
	

	.


*** 7th Change ***

5.6.3.3.4
Resource Custom Operations

5.6.3.3.4.1
Overview

Table 5.6.3.3.4.1-1: Custom operations

	Custom operation URI
	Mapped HTTP method
	Description

	{apiRoot}/3gpp-nidd/v1/{scsAsId}/configurations/{configurationId}/reservePort
	POST
	Reserve the port configuration for specified application

	{apiRoot}/3gpp-nidd/v1/{scsAsId}/configurations/{configurationId}/releasePort
	POST
	Release the port configuration for specified application

	{apiRoot}/3gpp-nidd/v1/{scsAsId}/configurations/{configurationId}/queryPort
	POST
	Query the port numbers that are reserved

	{apiRoot}/3gpp-nidd/v1/{scsAsId}/configurations/{configurationId}/notifyPort
	POST
	Notify the port numbers that are reserved


5.6.3.3.4.2
Operation: (POST) reservePort

5.6.3.3.4.2.1
Description

This operation is used to reserve the port configuration for a specific application.
5.6.3.3.4.2.2
Operation Definition

This operation shall support the request data structures specified in table 5.6.3.3.4.2.2-1 and the response data structure and response codes specified in table 5.6.3.3.4.2.2-2.

Table 5.6.3.3.4.2.2-1: Data structures supported by the (POST) reservePort Request Body on this resource 

	Data type
	P
	Cardinality
	Description

	RdsPortApp
	M
	1
	The information used for reserving the port configuration for an application


Table 5.6.3.3.4.2.2-2: Data structures supported by the (POST) reservePort Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	n/a
	
	
	204 No Content
	This case represents the reservation of port configuration for specified application is successful. 

	RdsManagePortStatus
	M
	1
	403 Forbidden
	The status of port management operation shall be set to one of the following application errors:

- PORT_NOT_FREE

See table 5.6.2.3.8 for the description of this error.


5.6.3.3.4.3
Operation: (POST) releasePort

5.6.3.3.4.3.1
Description

This operation is used to release the port configuration for a specific application.
5.6.3.3.4.3.2
Operation Definition

This operation shall support the request data structures specified in table 5.6.3.3.4.3.2-1 and the response data structure and response codes specified in table 5.6.3.3.4.3.2-2.

Table 5.6.3.3.4.3.2-1: Data structures supported by the (POST) releasePort Request Body on this resource 

	Data type
	P
	Cardinality
	Description

	RdsPortApp
	M
	1
	The information used for releasing the port configuration for an application


Table 5.6.3.3.4.3.2-2: Data structures supported by the (POST) releasePort Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	n/a
	
	
	204 No Content
	This case represents the release of port configuration for specified application is successful. 

	RdsManagePortStatus
	M
	1
	403 Forbidden
	The status of port management operation shall be set to one of the following application errors:

- PORT_NOT_ASSOCIATED_WITH_APPLICATION

See table 5.6.2.3.8 for the description of this error.


5.6.3.3.4.4
Operation: (POST) queryPort

5.6.3.3.4.4.1
Description

This operation is used to query the port numbers that are reserved for use with an application.
5.6.3.3.4.4.2
Operation Definition

This operation shall support the request data structures specified in table 5.6.3.3.4.4.2-1 and the response data structure and response codes specified in table 5.6.3.3.4.4.2-2.

Table 5.6.3.3.4.4.2-1: Data structures supported by the (POST) queryPort Request Body on this resource 

	Data type
	P
	Cardinality
	Description

	n/a
	
	
	The represents the query request to retrieve information about port numbers that are reserved for use with an application.


Table 5.6.3.3.4.4.2-2: Data structures supported by the (POST) queryPort Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	RdsPortApp
	M
	1..N
	200 OK
	This case represents that the query of reserved port configuration for use with specified application is successful. 

	RdsManagePortStatus
	M
	1
	403 Forbidden
	The status of port management operation shall be set to one of the following application errors:

- PORT_INFORMATION_NOT_AVAILABLE

See table 5.6.2.3.8 for the description of this error.


5.6.3.3.4.5
Operation: (POST) notifyPort

5.6.3.3.4.5.1
Description

This operation is used to notify the port numbers that are reserved for use with an application.
5.6.3.3.4.5.2
Operation Definition

This operation shall support the request data structures specified in table 5.6.3.3.4.5.2-1 and the response data structure and response codes specified in table 5.6.3.3.4.5.2-2.

Table 5.6.3.3.4.5.2-1: Data structures supported by the (POST) notifyPort Request Body on this resource 

	Data type
	P
	Cardinality
	Description

	RdsPortApp
	M
	1..N
	The represents the notify request to notify information about port numbers that are reserved for use with an application.


Table 5.6.3.3.4.5.2-2: Data structures supported by the (POST) queryPort Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	n/a
	
	
	204 No Content
	This case represents that the notification of reserved port configuration is successful. 


*** End of Changes ***

