Error! No text of specified style in document.
25
Error! No text of specified style in document.

3GPP TSG-CT WG1 Meeting #93 MCPTT 
C1-152854
Vancouver, 17-21 August 2015
Source:
Ericsson

Title:
Selecting floor control protocol
Spec:
3GPP TS 24.www 0.1.0 (Mission Critical Push To Talk (MCPTT) floor control Protocol specification)
Agenda item:
13.6.3
Document for:
Discussion and Agreement

1.
Introduction

The stage 2 TS provided by SA6 talks about "floor control". Floor control in a conference call makes a lot of sense. A number of people are discussing a subject and politely ask for the floor each time they believe that they have something to say. Once they get an indication that the floor is available, they start to talk. A good protocol to be used for floor control is the Binary Floor Control Protocol (BFCP) specified in RFC 4582 (An update of RFC 4582 is ongoing in IETF at the moment).

However, in mission critical applications, fire fighters, police men and medical personal do not want politely to wait for permission to talk. They are in a hurry and expect permission to talk (typically a beep sound) instantly when they press the Push-to-talk button. In principle no floor control is needed at all! But in stressed situations if many want to talk at the same time some sort of control is needed. In OMA PCPS this control is called Media Burst Control.

The objective with the media burst control is to as quickly as possible give a user permission to send a media burst. In many use cases, the user receives permission to send a media burst implicitly, i.e. no request to send an explicit request for sending media is needed. In other use cases the client can start to send media even before receiving permission to send a media burst.

The following clause shows examples using BFCP (subclause 2.1) and MBCP (subclause 2.2) for one use case when a user establishes a pre-arranged group call and for one use case when a user requests permission to send a media burst within an ongoing group call.

For MCPTT users, one of the most important performance criteria is the MCPTT access time (KPI 1). The MCPTT access time is defined as the time between when an MCPTT user request to speak (normally by pressing the MCPTT control on the MCPTT UE) and when this user gets a signal to start speaking. This time does not include confirmations from receiving users.

The flow examples include the estimated KPI 1 

The calculation of the KPI 1 is done under the following conditions:

1.
The mobile is in the ECM_CONNECTED state.

2.
Low or no load in the cell is assumed.

3.
The parameter setting for the PUCCH cycle assumed to be 10 ms which gives 5ms in average.

The requirement in 3GPP TS 22.179 subclause 6.15.3.2 is that KPI 1 shall be less than 300 ms!

In clause 3 the transport mechanism and a limited number of relevant protocol elements are compared.

The following times has been used in the calculations in clause 2:

	UE processing of the INVITE to the radio stack
	100 ms

	Send SIP INVITE over Uu
	28 ms if we send 2 TTIs (the minimum possible for an INVITE). 

	Backbone transport
	7 ms (a value assumed in many cases)

	IMS/CN processing of INVITE
	50 ms

	IMS/CN processing of 200 OK
	50 ms
(EPS bearer establishment is a parallel activity and does not stop the 200 OK)

	Backbone transport
	7 ms

	Send SIP 200 OK over Uu
	6 ms

	Total so far
	= ~250 ms

	UE processing to send "Hello"
	50 ms

	Send Hello over Uu
	14 ms (assuming it fits in one TTI)

	Backbone transport
	7 ms

	IMS/CN processing of "Hello"
	5 ms

	IMS/CN processing of "HelloAck"
	5 ms

	Backbone transport
	7 ms

	Send Hello over Uu 
	6 ms

	Total so far
	=~340 ms

	UE processing to send Floor Request
	5 ms

	Send Floor Request over Uu
	14 ms (assuming it fits into one TTI)

	Backbone transport
	7 ms

	IMS/CN processing of "FloorRequest"
	5 ms

	IMS/CN processing of "FloorRequestStatus"
	5 ms

	Backbone transport
	7 ms

	Sending FloorRequestStatus(Granted) over Uu 
	6 ms

	UE processing for signal
	10 ms

	Total
	=~400 ms


The MBCP flows are using relevant parts of the above (e.g. INVITE, 200 OK, FloorRequest, etc.).

2.
Message flows

2.1
 BFCP

RFC 4528 contains the original BFCP. That version is using TCP. The use of TCP is sometimes problematic, so work on a new version is ongoing in IETF. The latest version is documented in https://www.ietf.org/id/draft-ietf-bfcpbis-rfc4582bis-13.txt. In this new version also UDP can be used. The disadvantage with using UDP in the way the rfc4582bis does is that requests and responses requires an acknowledgment and a request/response transaction needs to be completed before next transaction can be initiated.

The https://www.ietf.org/id/draft-ietf-bfcpbis-rfc4582bis-13.txt is used in the following flow examples.

2.1.1
Establishing a pre-arranged group session

In the figure below the dotted arrows tries to illustrate "what triggers what".
Note that precondition signalling is not used. In case precondition signalling is used the KP1 will increase a lot.
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NOTE:
The step 4 and 5 are parallel actions.

Main steps of the flow are as follows.

BFCP client A:

1-7
The user at BFCP client A initiates a pre-arranged group call by selecting the group in the address book and then presses the PTT button. A SIP session is established.

8-9
When the bearer is established and 200 OK is received, the BFCP client A announces its presence by BFCP Hello/HelloAck message to the BFCP server.

10-12
The BFCP HelloAck triggers the sending of the BFCP FloorRequest message. The BFCP server sends the BFCP FloorRequestStatus (Granted) message. The BFCP client A returns the BFCP FloorRequestStatusAck message.

13-14
The BFCP FloorRequestStatus (Granted) message triggers the BFCP client A to indicate to the user to start to talk and then to start sending RTP media.

15-16
When the user releases the PTT button the BFCP client A releases the floor by means of the BFCP FloorRelease message.  

17-19
When the floor is released the implicit subscription to floor status stops and the BFCP client A subscribes to floor status by means of the BFCP FloorQuery message. The BFCP FloorStatus message indicates "idle". The BFCP FloorStatusAck message confirms the receipt of the status.

BFCP server:

A
At receipt of the INVITE request the BFCP server authorizes the user and fetches the pre-arranged group data. Since the user is authorized to establish this pre-arranged group call, the BFCP server sends the SIP 200 OK message.

B
The BFCP server invites all members in the pre-arranged group.

C
The FloorQuery message triggers the BFCP server to send the floor status, in this case "taken".

D
When receiving RTP media from the BFCP client A, the BFCP server forwards the RTP media to all connected participants (i.e. BFCP client A and B).

E
The receipt of the BFCP FloorRelease message triggers the BFCP server to send a BFCP FloorRequestStatus message to the BFCP client A and a BFCP FloorStatus message to BFCP client A and B.

BFCP client A and B:

a-g
A SIP session is established between the BFCP server and the BCFP client B/C

h-i
When a bearer is established, the BFCP client B/C announces its presence by means of BFCP Hello/HelloAck messages.

j-l
The BFCP client B/C subscribes to receiving floor status by means of BFCP FloorQuery message. The BFCP client B/C receives the BFCP FloorStatus message indicating "taken". The BFCP client B/C confirms the receipt of the floor status.

14.
The BFCP client B/C receives RTP media.

m-n
The BFCP client B/C receives the FloorStatus indicating "idle".

Estimated KPI1 i.e. the time it takes from pressing the PTT button to receiving the "start to talk" indication is estimated 400 ms under low traffic situation.
2.1.2
Requesting permission to send a burst during an ongoing session

Once a group call session is established and when the floor is idle any user can request floor. The flow below shows how a BFCP client requests the floor, is granted the floor and how media is distributed to other BFCP clients in the group call session.
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Steps:

-
The user at BFCP client B presses the PTT button.

-
The BFCP client B sends the BFCP FloorRequest message.

-
The BFCP server grants the request and sends the BFCP FloorRequestStatus message indicating "granted" to BFCP client B and the BFCP FloorStatus message indicating "taken" to BFCP client A and C.

-
When the BFCP FloorRequestStatus indicating "Granted" is received, the BFCP client B indicates that the user can start to talk.

-
BFCP client B sends RTP media.

- 
The BFCP server forwards the RTP media to the BFCP clients A and C.

Estimated KPI1 i.e. the time it takes from pressing the PTT button to receiving the "start to talk" indication is estimated 100 ms under low traffic situation.
2.1.3
Evaluation IETF Binary Floor Control Protocol (BFCP)

Pros:

+
A protocol suitable for floor control in conference calls

+
Defined by IETF and reduces the workload in 3GPP

+
UDP can be used as transport

Cons:

-
Not fault tolerant. A request/response transaction needs to be completed before next request/response transaction can be initiated. There is no other way to sync the state when network conditions are bad and messages are lost.

-
All FloorStatus messages are acknowledged which is not ok in broadcast mode.

-
KPI 1 is above the requirement when initiating the pre-arranged group call.

2.2
MBCP

2.2.1
Establishing a pre-arranged Group session

The Media Burst Control Protocol (MBCP) is specified in OMA-PCPS-TS-User_Plane-V1_0-20150220-C. The OMA-PCPS-TS-User_Plane-V1_0-20150220-C version was based on OMA Push to talk over Cellular (PoC) version 2.1.
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NOTE:
The step 4 and 5 are parallel actions.
Main steps of the flow are as follows.

MBCP client A:

1-8
The user presses the PTT button and the MBCP client A establish a call. T When the bearer is established and 200 OK is received the MBCP client A indicates to the user to start to talk (The INVITE request is an implicit "floor request" and the 200 OK contains an indication that the floor is granted). The Floor Granted message is sent just in case it contains information needed later on.

9-10
RTP media is sent by the MBCP client A.

10-11
When the user at MBCP client A releases the PTT button, the MBCP client A sends the Floor Release message.

MBCP server:

 A.
At receipt of the INVITE request the BFCP server authorizes the user and fetches the pre-arranged group data. Since the user is authorized to establish this pre-arranged group call. 

B.
The BFCP server sends a SIP 200 OK message indicating that the "floor" is granted and the Floor Request towards the MBCP client A and invites clients B and C.

C.
Whenever an invite MBCP client accepts the invitation, the MBCP server forwards RTP media towards the MBCP client. Note that the RTP media is sent as soon as the first invited MBCP client has accepted the invitation. The RTP media is buffered in the MBCP server so that the RTP media can be distributed to MBCP clients accepting the invitation late. 

D.
When the Floor Release message is received, the MBCP server sends the Floor Idle message to MBCP clients A, B and C. The RTP media buffer is released at the latest when a new Floor Request is received.

MBCP client B/C:

a-g
A SIP session is established between the MBCP server and the MBCP client B/C

h
The Media Burst Taken message is received. The message contains the identity of the user at MBCP client A, if privacy is not requested.

Estimated KPI1 i.e. the time it takes from pressing the PTT button to receiving the "start to talk" indication is estimated 250 ms under low traffic situation.

2.2.2
Requesting permission to send a burst during an ongoing session

Once a group call session is established and when the floor is idle any user can request floor. The flow below shows how a MBCP client requests the floor, is granted the floor and how media is distributed to other MBCP clients in the group call session.

The MBCP protocol offers two modes of operation: A pre-granted mode and one normal mode. The figure shows examples of both modes.
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The steps of the flow for the pre-granted mode are:

- 
The user B presses the PTT button.

-
The MBCP client B sends the Media Burst Request message and indicates to the user to start to talk. Note that if the floor is taken, media is received, the MBCP client B will not indicate to the user to start to talk. The MBCP client B may anyway send the MBCP Burst Request message if queueing is available in the MBCP server.

-
When receiving the Media Burst Request, the MBCP server sends a Floor Taken message to MBCP clients A and C.

-
When RTP media is received, the MBCP server distributes the RTP media to MBCP clients A and C. Note that the MBCP server will distribute the RTP media to the other MBCP clients regardless of if the Floor Request message is received or not.

Estimated KPI1 i.e. the time it takes from pressing the PTT button to receiving the "start to talk" indication is estimated 0 ms or very close to 0 ms.

The steps of the flow when pre-granted mode is not used are:

-
The user at MBCP client B presses the PTT button.

-
The MBCP client B sends the Floor Request message.

-
The MBCP server grants the request and sends the Floor Granted message to the MBCP client B and the Floor Taken message to the MBCP client A and C.

-
When the Floor Request message is received, the MBCP client B indicates that the user can start to talk.

-
MBCP client B sends RTP media.

- 
The MBCP server forwards the RTP media to the BFCP clients A and C.

Estimated KPI1 i.e. the time it takes from pressing the PTT button to receiving the "start to talk" indication is estimated 100 ms under low traffic situation.

2.1.3
Evaluation OMA Media Burst Control Protocol

Pros:

+
Tailor made for Push-to-Talk application

+
Fault tolerant, the protocol is not only relaying on MBCP request/responses.

+
UDP based transport, sent as part of media using RTCP experimental app as described by RFC 3550

+
Perfect for broadcast use since the participants listening will receive floor status messages (Media Burst Idle and Media Burst Taken) as part of media.

Cons:

-
Add extra work load on 3GPP CT1 working group

3.
Comparing the protocols

3.1
Transport protocol

Both MBCP and BFCP allows message to be sent unreliable. This implies that clients and servers need to implement some mechanism to understand if a sent message was received or not.

This is how BFCP has solved this issue for a few example messages:

	BFCP message sent
	1st Event after message sent
	Action

	FloorRequest
	- FloorRequestStatus received
	- Act according to status

	
	- Supervision timer expires
	- Send again

	FloorRequestStatus
	- FloorRequestStatusAck received
	- Assume FloorRequestStatus 
  received

	
	- Supervision timer expires
	- Send again

	FloorStatus
	- FloorStatusAck received
	- Assume FloorStatus received

	
	- Supervision timer expires
	- Send again

	FloorRelease
	- FloorRequestStatus received
	- Act according to status

	
	- Supervision timer expires
	- Send again


This is how MBCP has solved this issue for Media Burst Request and Media Burst Release (The same principle is applied when possible for other floor control messages):

	MBCP message sent
	1st Event after message sent or no message sent.
	Action

	Media Burst Request
	- Media Burst Granted received
	- Assume Granted

	
	- Media Burst Reject received
	- Assume Rejected

	
	- Media Burst Taken received
	- Assume Rejected

	
	- Media received
	- Assume Rejected

	
	- Supervision timer expires
	- Send again 

	Media Burst Release and stop sending media
	- Media Burst Idle
	- Assume released

	
	- Media Burst Taken
	- Assume released and floor taken by  
   other participant

	
	- Media Burst Revoked (NOTE)
	- Assume released

	
	- Media
	- Assume released

	
	- Supervision timer expires
	- Send again

	
	- Media is received
	- Assume floor taken by other participant

	<in idle state, no floor control message sent>
	- Media is received
	- Assume floor taken by other participant


3.2
Protocol messages

Both MBCP and BFCP has same type of messages corresponding the list in stage 2 and other functions e.g. chair/moderator messages.

Both protocols are prepared for extensions.

	Floor control message (Stage 2)
	MBCP
	BFCP

	Floor request (from UE to server): used to request a floor for media transfer
	Media Burst Request message
	FloorRequest

	Floor granted (from server to UE): used to indicate that a request for floor is granted and media transfer is possible.
	Media Burst Granted message


	FloorRequestStatus

- Granted

	Floor rejected (from server to UE): used to indicate that a request for the floor is rejected.
	Media Burst Deny message


	FloorRequestStatus

- Denied

	Floor idle (from server to UE): used to indicate that a session is in idle status.
	Media Burst Idle message:
	FloorStatus

	Floor release (from UE to server): used to indicate the media transfer is completed and floor is released.
	Media Burst Release message
	FloorRelease

	Floor taken (from server to UE): used to indicate the floor is given to another MCPTT user.
	Media Burst Taken:
	FloorStatus

- Granted



	Floor revoke (from server to UE): used to indicate the floor granted to MCPTT floor participant is not available anymore.
	Media Burst Revoke
	FloorRequestStatus

- Revoked

	Queue position (from server to UE): used to indicate the floor request is queued and the queue position to the floor requesting UE.
	Media Burst Request Queue Status
	FloorRequestStatus

- Accepted

- Queue position


4.
Conclusion

Both protocols can handle "floor control" as specified in stage 2.

MBCP is tailor made for mission critical applications and is focusing on allowing a participant to talk immediately. The KPI 1 required by 3GPP TS 22.279 is fulfilled even when a pre-arranged group session is initiated from scratch. The use of RTCP allows the "floor control" session to be negotiated in the same speed as the media. No extra message for establishing a floor control session is needed. Further, including floor status message (taken, idle, etc) in media is very convenient when media is broadcasted.

BFCP is focusing on floor control for conference applications, e.g. TelePresence. The KP1 in 3GPP TS 22.279 is not fulfilled when a pre-arranged group session is initiated. To fix this the RFC 4582bis needs to be updated. The use of acknowledgement for each and every message in the unreliable mode also when media is broadcasted is very problematic. 

For the reasons above it is proposed to select MBCP as the base for the floor control protocol.

4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.www.

5
Summary of change

The added "MBCP" message coding into the clause 8 subclause based on OMA-PCPS-TS-User_Plane-V1_0-20150220-C as imported by C1ah-150018 with the following modifications:

-
Terminology is updated according to stage 2 and stage 1

-
"MBCP message" is replaced with "floor control" message

-
"PoC" is replaced with MCPTT (e.g. "PoC User" is replaced with "MCPTT user", "PoC Session" is replaced with "MCPTT call", etc)

-
"PoC Server performing the Controlling function" is replaced with "floor control server"

-
"MBCP Media Burst Control <name of message>" is replaced with "Floor <name of message>"

-
Unnecessary features (i.e. parameters belonging to those features has been removed) that are not defined in stage 2 are removed

-
Rephrasing of text when needed

-
References updated to reflect MCPTT scope

-
Editorial errors corrected

-
More alignments with drafting rules and CT1 style of specifications (e.g. the extensive use of upper case letters are now changed to lower case letters, whenever applicable) 

* * * First Change * * * *

2
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3
Definitions and abbreviations

3.1
Definitions
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.179 [5] apply:
MCPTT call
MCPTT user
Floor control

Mission critical push to talk
Private call
Floor control server

Floor control client:

SIP core
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

MCPTT
Mission Critical Push To Talk

UE
User Equipment
SSRC
Synchronization source
RTP
Real-time Transport Protocol
RTCP
RTP Control Protocol
* * * Next Change * * * *

8
Coding

8.2
Floor control messages
8.2.1
Introduction
The floor control protocol is based on the RTCP Application Packets (RTCP: APP), as defined in IETF RFC 3550 [3], but the floor control messages do not conform to the rules for compound RTCP packets or RTCP packet transmission.

Each floor control message shall be one RTCP: APP packet. These RTCP: APP packets shall not be sent in compound RTCP packets, but more than one floor control message may be sent in a single IP packet. The structure of each floor control message is defined below.
Editor's note:
The transport of the floor control messages may be unicast, in which case UDP transport is appropriate, but it may also be broadcast (see 3GPP TS 23.179 [5] subclause 10.9.1.6). The impact on the coding and this specification from the broadcast is FFS.
Editor's note:
The use of SSRC as provided in the description is not compatible with the multiplexing which may occur both on broadcast channels (several call may share the same TMGI) and on unicast (when there is a NAT traversal for the media, a session is pre-established and several calls may share the same 5-tuple (IP addresses and port numbers).  Various techniques may be foreseen for the multiplexing, for example using the SSRC as a multiplexing index, or adding a MIS header extension in the RTCP packet. The impact on the coding from the multicast and NAT traversal is FFS.
Editor's note:
Some of the parameters of the message are directly imported from OMA and have little meaning in the MCPTT context. For example, the P-count is usually useless as it is not possible to have an accurate assessment of the number of participants in a broadcast context. The timestamp are not a standalone value, but a part of the location information (see 3GPP TS 22.179 [9]). The number of priority level is making the PTT not interoperable with legacy systems (like TETRA which has 4 values or P25 which is using a 3-bit field). In the case off-network, 8 levels of priorities are proposed by RAN 2. See 3GPP TS 23.179 [5] subclause 10.9.1.6. The details of parameters are FFS.
Editor's note:
As the floor control messages may carry location info or identity information, they must be able to be encrypted. In that case SRTCP should be used. The impact on the coding is FFS.
8.2.2
RTCP: APP message format

8.2.2.1
General

The definition of the fields in the RTCP APP packet is found in IETF RFC 3550 [3].

Table 8.2.2.1-1 shows the RTCP APP packet format.

Table 8.2.2.1-1: RTCP: APP message format.
0                   1                   2                   3

0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|V=2|P| subtype |   PT=APP=204  |            length             |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                           SSRC                                |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                          name (ASCII)                         |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                 application-dependent data                    |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

P

The padding bit P shall be set to 0.

Length

The length field in the RTCP header is the length of the packet in 32-bit words, not counting the first 32-bit word in which the length field resides.

NOTE 1: 
The length field can indicate message size longer than specified in this version of the protocol. This can be the case e.g. if message is of later version of this protocol.

Name

The 4-byte ASCII string in the RTCP header shall be used to define the set of floor control messages to be unique with respect to other APP packets that the application might receive.

For the floor control protocol specified in present document the ASCII name string shall be: MCPT.

NOTE 2:
The ASCII name field value i.e. MCPT does not correspond to the floor control protocol version.

Application-dependent data

The use of application dependent data is specified in the subclause where the floor control message is specified. If the length of the application dependent data is not a multiple of 4 bytes, the application dependent data shall be padded to a multiple of 4 bytes. The value of the padding bytes should be set to zero. The floor control client shall ignore the value of the padding bytes.

8.2.2.2
Handling of unknown fields and messages

When a message is received the floor control client and the floor control server shall:

-
ignore the whole message, if the subtype is unknown;

-
ignore the unspecified fields in the message (e.g. specified in future version of the floor control protocol) and

-
ignore the syntactically incorrect optional fields.

8.2.2.3
Floor control protocol specific fields

8.2.2.3.1
Introduction

This subclause describes fields specific for the floor control protocol specified in the present specification.

The floor control messages can include the floor control protocol specific fields and if included, the floor control specific fields are contained in the application-dependent data of the floor control message.

Each floor control protocol specific field consists of an 8-bit Field ID, an 8-bit octet count describing the length of the field value not including this two-octet header, and the field value.

Table 8.2.2.3.1-1 lists the available fields including the assigned Field ID.

Table 8.2.2.3.1-1: Floor control specific fields

	Field name
	Field ID
	Reference
	Description

	-
	000-099
	[3]
	Used by RTCP

	P-count
	100
	6.5.1.2.1
	participants

	T2-timer
	101
	6.5.1.2.2
	Stop talking time

	Priority-level
	102
	6.5.1.2.3
	Priority value

	Time-stamp
	103
	6.5.1.2.4
	Time stamp value

	Privacy
	105
	6.5.1.2.6
	Privacy for MCPTT user identity

	Anonymous identity
	106
	6.5.1.2.7
	Unique anonymous identity

	-
	104 and

107-255
	Future releases of the floor control protocol
	Reserved for future use


8.2.2.3.2
P-count

The P-count field shall include the value 100 (decimal) indicating that this additional information field is used to indicate the number of participants in the MCPTT call.

The P-count-length field shall include the value 2 indicating the length of this item.

The participant field shall be a 16 bits integer and it shall be used as follows:
0
The number of participant is not known.

1 - 65534
The numbers of participants in the MCPTT call including the sender.

65535
65535 or more participants connected in the MCPTT call including the sender.
8.2.2.3.3
T2-timer

The T2-timer field shall include the value 101 (decimal) indicating that this additional information field is used to indicate the T2 (Stop talking) timer value.

The T2-length field shall include the value 2 indicating the length of this item.

The value of the T2-timer value shall be a 16 bits integer and it shall be used as follows:
0
The value of T2-timer is unknown.

1 - 65534
The value of T2-timer in seconds.

65535
The value of T2-timer is infinity.
The T2-timer value is allocated by the floor control server. The T2-timer value is included in the Floor Granted message and corresponds to the value of T2 (Stop talking) timer at the time the timer is started, and therefore the value does not change while the user has the floor.
8.2.2.3.4
Priority-level

The Priority-level field shall have the value 102 (decimal).

The Priority-length field shall have the value 2 indicating the length of this item.

The Priority value field shall consist of 16 bit parameter giving a defined Media Burst request priority level.

The defined priority levels that can be included in a Floor Request message are:
1
Normal priority.
2
High priority.

3
Pre-emptive priority.
All other values are reserved and shall not be used.

8.2.2.3.5
Time-stamp

The Time-stamp field shall have the value 103 (decimal).

The Time-stamp-length field shall have the value 8 (decimal) indicating the length of this item.

The Time-stamp-value field shall consist of 8 bytes giving an NTP timestamp as specified in IETF RFC 5905[6].

8.2.2.3.6
Privacy

If used, the Privacy field shall include the value 105 (decimal) indicating that this information field is used to indicate if privacy is requested for the MCPTT user identification.

The Privacy-length field shall include the value 2 indicating the length of this item.

The Privacy request field shall be a 16 bits integer and it shall be used as follows:
0
Privacy not requested.
1
Privacy requested.

2 – 65535
Not used.
If this optional field is not included then the privacy is not requested.

8.2.2.3.7
Anonymous identity

If used, the anonymous identity field shall include the value 106 (decimal) indicating that this information field is used to indicate a unique identity for an anonymous MCPTT user.

The Identity-length field shall include the value indicating the length of this item.

The Unique anonymous identity field shall indicate the floor control server selected unique identity for an anonymous participant (e.g. anonymous-3@anonymous.invalid).
If the unique anonymous identity functionality is not used, this optional field is not included.
8.2.3
Floor Request message

The Floor Request message is a request from a floor control client to get permission to send media.

Table 8.2.3-1 shows the content of the Floor Request message.

Table 8.2.3-1: Floor Request message.

0                   1                   2                   3

0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|V=2|P|0 0 0 0 0|   PT=APP=204  |          length               |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

| SSRC of floor control client sending the Floor Request message|

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                          name=MCPT                            |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|   priority    |   priority    |        priority value         |

|  -level = 102 |  -length = 2  |                               |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|Time-stamp     | Time-stamp    |                               |

| = 103         |  -length = 8  |                               :

:                       Time stamp value                        |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

The following bit pattern in the subtype field shall be used for the Floor Request message: 00000.

SSRC:

The SSRC field shall carry the SSRC of the floor control client.

Priority:

The priority-level may be included if the floor control client and the floor control server have agreed to support queuing of floor requests.

The floor control client shall include the Priority-level field if the MCPTT user has indicated that the floor request is desired at a level other than normal priority, or if the floor control client wishes to change the Priority-level of a queued floor request.

The coding of the floor request priority is specified in subclause 8.2.2.3.4.

Time-stamp:

The Timestamp option shall be included if the floor control client and the floor control server performing the Controlling PoC Function have agreed to support time stamping of Floor Request messages as specified in 3GPP TS 24.uuu [2] and if the floor control client wishes to timestamp a particular Floor Request message.

The floor request timestamp option shall indicate when the original Floor Request message was sent, if the floor control client repeats the Floor Request message.

If a timestamp is included in a Floor Request message and the request is queued, the floor control server shall use the value of the timestamp to determine the position of the request in the floor request queue.

The request should be queued according to the timestamp value, after all other requests associated with an earlier timestamp at the same level of priority and before all other requests associated with a later timestamp at the same level of priority.

The position of the request relative to other requests at the same priority, which were not time stamped, and relative to requests at different priority levels, shall be determined according to the policy of the floor control server.

The timestamp option requires time synchronization between the floor control clients in the MCPTT call. However, the network does not define any entity that performs time synchronization between the floor control clients. Therefore, if a floor control client supports the timestamp option, it shall be provided the NTP timestamp by a timeserver located outside the network (for definition of a timeserver, see IETF RFC 5905 [6]).

NOTE:
The timeserver can be the GPS time provided by the protocols of the underlying access network.

The coding of the Timestamp is specified in subclause 8.2.2.3.5.

8.2.4
Floor Granted message

The Floor Granted message is an action from the floor control server to inform the requesting floor control client that it has been granted the permission to send media.

Table 8.2.4-1 shows the content of the Floor Grant message.

Table 8.2.4-1: Floor Granted message

0                   1                   2                   3

0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|V=2|P|0 0 0 0 1|   PT=APP=204  |          length=               |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|               SSRC of floor control server                    |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                          name=MCPT                            |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

| T2-timer = 101|T2-length = 2  |   stop talking time value     |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

| p-count = 100 |p-count-       |                               |

|               |    length = 2 |    participants               |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

The following bit pattern in the subtype field shall be used for the Floor Granted message: 00001.

SSRC:

The SSRC field shall carry the SSRC of the floor control server performing the Controlling PoC Function.

Stop talking time:

The Stop talking time item shall give the time of the T2 (Stop talking) timer.

The Stop talking timer value in the Floor Granted message corresponds to the value of timer T2 at the time the timer is started, and therefore the value does not change during the Media Burst. The floor control server performing the Controlling PoC Function may allocate the talking duration time by calculating the Requested Duration in the Media Burst Request Message.

NOTE:
The value of stop talking time should be changed to the default value after each Media Burst if the value has been modified during the Media Burst.

The coding of the stop talking time is specified in subclause 8.2.2.3.3.

Participants:

In case the optional participant item is included, it shall give the number of the participants currently in the MCPTT call. The coding of the participants is specified in subclause 8.2.2.3.2.

8.2.5
Floor Deny message
8.2.5.1
General
The Floor Deny message is sent as an action from the floor control server to the requesting floor control client to inform that the floor request was rejected.

Table 8.2.5.1-1 shows the content of the Floor Deny message.

Table 8.2.5.1-1: Floor Deny message

0                   1                   2                   3

0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|V=2|P|0 0 0 1 1|   PT=APP=204  |            length             |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                SSRC of floor control server                   |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                          name=MCPT                            |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|  reason code  |    length     |         reason phrase         |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+                               :

:                                                               :

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

The following bit pattern in the subtype field shall be used for the Floor Deny message: 00011.

Application-dependent data for the Floor Deny message includes a reason in the reason code field and possibly followed by a text-string in the reason phrase field describing why the request was rejected. Therefore the length of the packet will vary depending on the size of the application dependent field.

SSRC:

The SSRC field shall carry the SSRC of the floor control server.

Reason code and reason phrase:

The first 8 bits in the application-dependent data field is used for the reason code field.

The length field gives the length of the reason phrase field in bytes. If the length field is set to 0, there is no reason in the reason phrase field. The reason phrase field can contain a text string with additional information. The text string shall use the same encoding as the text strings in the SDES item CNAME as specified in IETF RFC 3550 [3].

The coding of reason code is specified in subclause 8.2.5.2.

8.2.5.2
Reason codes

8.2.5.2.1
Another MCPTT user has permission

The reason code "Another MCPTT user has permission" indicates that another MCPTT user has permission to send media.

The value of the reason code field shall be: 1.

8.2.5.2.2
Internal floor control server Function error

The reason code "Internal floor control server Function error" indicates that the floor control server cannot grant the Media Burst request due to an internal error.

The value of the reason code field shall be: 2.

8.2.5.2.3
Only one participant
The reason code "Only one participant" indicates that the floor control server cannot grant the floor request, because the requesting party is the only participant in the MCPTT call.

The value of the reason code field shall be: 3.

8.2.5.2.4
Retry-after timer has not expired

The reason code "Retry-after timer has not expired" indicates that the floor control server cannot grant the floor request, because timer T9 (Retry-after) has not expired after the permission to send media has been revoked.

The value of the reason code field shall be: 4.

8.2.5.2.5
Receive only

The reason code "Receive only" indicates that the floor control server cannot grant the floor request, because the requesting party only has "receive only" privilege.

The value of the reason code field shall be: 5.

8.2.5.2.6
No resources available

The reason code "No resources available" indicates that the floor control server cannot grant the floor request due to congestion.

The value of the reason code field shall be: 6.

8.2.5.2.7
Other reason

The reason code "Other reason" indicates that the floor control server does not grant the floor request due to the floor control server local policy.

The value of the Reason code field shall be: 255.

8.2.5.2.8
Queuing of floor requests support required

The reason code "Queuing of floor requests support required" indicates that the floor control server does not grant the floor request because the floor control client does not support queuing of floor requests.

The value of the Reason code field shall be: 8.

8.2.6
Floor Release message

The Floor Release message is sent as an action from the floor control client to the floor control server to inform that the floor can be released.

The Floor Release message may also be sent if the floor control client has a request in the floor request queue. In this case, the Floor Release message is sent to cancel the floor request in the queue is cancelled.
Table 8.2.6-1 shows the content of the Floor Release message.

Table 8.2.6-1: Floor Release message.

0                   1                   2                   3

0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|V=2|P|0 0 1 0 0|   PT=APP=204  |          length=3             |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|    SSRC of floor control client with permission to send media |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                          name=MCPT                            |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|sequence number of last packet |I|      padding                |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

The following bit pattern in the subtype field shall be used for the Floor Release message: 00100.

SSRC:

The SSRC field shall carry the SSRC of the floor control client with permission to send media.

Sequence number of last packet:

The application-dependent data field consists of 4 octets:

-
the first 16 (0 to 15) bits is the sequence number of the last RTP-packet sent by the UE;

-
bit 16 is the Ignore Sequence Number field; and

-
the last 15 (17-31) bits in the application-dependent data field is padding and should be set to zero. The floor control server shall ignore the value of the padding bytes.

If the floor control client does not populate the sequence number of the last packet field with a correct sequence number, the floor control client shall set the Ignore Sequence Number field to 1. If Ignore Sequence Number field is set to 1, the floor control server shall ignore the sequence number of the last packet field since the floor control client has not populated the sequence number of the last packet field with a correct value.

NOTE:
The Ignore Sequence Number field is used in case where floor control client that has a permission to send media, releases the floor and in case floor control clients that utilize radio bearers that prohibit the possibility to keep track of the RTP sequence number of the speech packets.

8.2.7
Floor Idle message

The Floor Idle message is sent as an action from the floor control server to the floor control clients indicating that no floor control client has permission to send media.

Table 8.2.7-1 shows the content of the Floor Idle message.

Table 8.2.7-1: Floor Idle message.

0                   1                   2                   3

0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|V=2|P|0 0 1 0 1|   PT=APP=204  |          length=2             |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                      SSRC of floor control server             |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                          name=MCPT                            |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|      sequence |     sequence- |                               |

| =112          |length = 2     |        sequence-number
     |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

The following bit pattern in the subtype field shall be used for the Floor Idle message: 00101.

SSRC:

The SSRC field shall carry the SSRC of the floor control server.

8.2.8
Floor Taken message

The Floor Taken message is sent as an action from the floor control server performing the Controlling PoC Function to inform non-requesting floor control client(s) that someone has been granted permission to send media.

Table 8.2.8-1 shows the content of the Floor Taken message.

Table 8.2.8-1: Floor Taken message.

0                   1                   2                   3

0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|V=2|P| subtype |   PT=APP=204  |           length              |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                SSRC of floor control server                   |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                          name=MCPTT                            |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

| SSRC of floor control client granted permission to send Media |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|         SDES item CNAME followed by SDES item NAME            |

:                                                               :

|                                                               |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

| p-count = 100 |    p-count-   |                               |

|               |    length = 2 |    participants               |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

| privacy = 105 |    privacy-   |                               |

|               |    length = 2 |    privacy request            |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

| anonymous     |    identity-  |                               |

| identity = 106|    length     |    unique anonymous identity  |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

The following bit pattern in the subtype field shall be used for the Floor Taken message: 00010, when no acknowledgement reply is expected.
The Floor Taken message may also carry the participant item, the privacy item and the anonymous identity item. Therefore the length of the packet will vary depending on number of SDES items and the size of the SDES items and existence of the optional items.
SSRC:

The SSRC field shall carry the SSRC of the floor control server.

The SSRC field in the application dependent data of the Floor Taken message shall carry, either;

1)
the SSRC of the floor control client that has been granted a permission to send media, if known by the floor control server; or

2)
the SSRC field with all 32 bits set to '1'. In this case the receiving floor control client shall ignore the SSRC field.

SDES item CNAME followed by SDES item NAME:

In the application dependent data, the Floor Taken message shall carry a SSRC field and SDES items, CNAME and may carry SDES item NAME to identify the MCPTT user that has been granted permission to send media.

The SDES item CNAME shall carry the URI of the MCPTT user that has been granted permission to send media, if privacy was not requested; or

The SDES item CNAME shall carry the Anonymous PoC Address as defined in 3GPP TS 24.uuu [2] of the MCPTT user that has been granted permission to send media, if privacy was requested.

The SDES item NAME, if known by the floor control server and the sending of nick names is supported as specified in 3GPP TS 24.uuu [2], shall carry the nick name of the MCPTT user that has been granted permission to send media.

The SDES items and the proper encoding of the URI and the nick name are specified in IETF RFC 3550 [3]. The format of the SIP URI is defined in IETF RFC 3986 [7] and IETF RFC 3261 [8].

Participants:

If the optional participants item is included, it shall give the number of the participants currently in the MCPTT call.

The coding of the participants item is specified in subclause 8.2.2.3.2.

Privacy:

The privacy item shall give the information, if privacy is requested.

The coding of the privacy item is specified in subclause 8.2.2.3.6.

Anonymous identity:

If the optional anonymous identity item is included, it shall provide the unique anonymous identity of the participant in the MCPTT call.

8.2.9
Floor Revoke message
8.2.9.1
General
The Floor Revoke message is sent from the floor control server to the floor control client with the permission to send media to inform that the permission to send media is revoked.

Table 8.2.9.1-1 shows the content of the Floor Revoke message.

Table 8.2.9.1-1: Floor Revoke message

0                   1                   2                   3

0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|V=2|P|0 0 1 1 0|   PT=APP=204  |          length               |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|               SSRC of floor control server                    |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                          name=MCPT                            |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|           reason code         |    additional information     |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

The following bit pattern in the subtype field shall be used for the Floor Revoke message: 00110.

SSRC:

The SSRC field shall carry the SSRC of the floor control server.

Reason code and additional information:

The application-dependent data field shall carry a reason in the reason code field for why the floor control server wants the floor control client to stop sending media. Also additional information can be carried in the additional information field; therefore the length of the packet can vary depending on the value of the reason code field.

The coding of reason code and additional information is specified in subclause 8.2.9.2.

8.2.9.2
Reason codes

8.2.9.2.1
General

The first 16 bits in the application-dependent data field is used for the reason code field. Thereafter additional information is added. Depending on the value of the reason code field, the number of octets conveying additional information differs.

8.2.9.2.2
Only one MCPTT user
The reason code "Only one MCPTT user" indicates that the floor control client is the only floor control client in the MCPTT call.

The value of the reason code field shall be: 1.

No additional information shall be included. Hence, the first 16 bits in the additional information field shall be populated with zeros.

8.2.9.2.3
Media too long

The reason code "Media too long" indicates that the MCPTT user has talked too long, i.e. the stop-talking timer has expired.

The value of the reason code field shall be: 2.

As additional information the additional information field carries a retry-after field where the 16 bits in the additional information field is an integer number giving the time in seconds when the floor control client can request permission to send media again. The timer length should be a few seconds longer than the timer value for the retry-after timer in the floor control server.

NOTE 1:
T12 = T9 + ? (a few seconds) where [T3 – (average round trip time from floor control client to the floor control server + average round trip time from the floor control server to floor control client)] <= ? <=T3.

Thus, a floor control client that receives a Floor Revoke message with a retry-after field that is non-zero should not try to transmit anything before the time given in the retry-after field has expired. Therefore, a retry-after timer in the floor control client is needed.

NOTE 2:
The retry-after timer functionality in the floor control server and in the floor control client is used to prevent a MCPTT user to immediately request permission to send media after it has received a Floor Revoke message.

8.2.9.2.4
No permission to send media
The reason code "No permission to send media" indicates that the floor control client does not have permission to send media even though the floor control client is in the "has permission state" and transmits RTP media packets.

Temporary loss of coverage for a floor control client with permission to send a Media Burst can result in this case of different states in the floor control client and the floor control server. This happens when the loss of coverage is longer than the timer value of the T1 (End of RTP Media) timer.

The value of the reason code field shall be: 3.

No additional information shall be included. Hence, the first 16 bits in the additional information field shall be populated with zeros.

8.2.9.2.5
Media pre-empted

The reason code "Media pre-empted" indicates that the floor control client's permission to send media is being pre-empted.

The value of the reason code field shall be: 4.

No additional information shall be included. Hence, the first 16 bits in the additional information field shall be populated with zeros.

8.2.9.2.6
Media-floor occupied too long
Editor's note:
The difference between the "Media-floor occupied too long" reason code and the reason code "Media too long" is FFS. The reason code "Media-floor occupied too long" may be related to the possibility to have several floors. The possibility to have several floors is not yet included in this version of the floor control protocol.
The reason code "Media-floor occupied too long" indicates that the floor control client has occupied the floor too long.

The floor control client is expected to release the floor using the Floor Release message.

The value of the reason code field shall be: 5.

8.2.9.2.7
No resources available

The reason code "No resources available" indicates that the floor control server cannot grant the floor any longer due to congestion.

The value of the reason code field shall be: 6.

8.2.9.2.8
Other reason

The reason code "Other reason" indicates that the floor control server does not grant the floor any longer due to the floor control server local policy.

The value of the reason code field shall be: 255.

8.2.10
Floor Queue Status Request message

The Floor Queue Status Request message is a request from a floor control client to get information about the floor control client's position in the floor request queue.

Table 8.2.10-1 shows the content of the Floor Queue Status Request message.

Table 8.2.10-1 : Media Burst Request Queue Status Request message.

0                   1                   2                   3

0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|V=2|P|0 1 0 0 0|   PT=APP=204  |          length=2             |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|   SSRC of floor control client requesting queue status info   |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                          name=MCPT                            |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

The following bit pattern in the subtype field shall be used for the Media Burst Request Queue Status Request message: 01000.

SSRC:

The SSRC field shall carry the SSRC of the floor control client that is requesting information about its position in the floor request queue.

8.2.11
Floor Queue Status message

The Floor Request Queue Status message is sent by the floor control server to notify the floor control client of its position in the floor request queue. The message is sent in response to a Floor Request message if the request is queued or as the response to the Floor Queue Status Request message. It can be sent at other times, e.g. if the floor control client is removed from the Media Burst request queue or if the position or priority of the request is changed.

Table 8.2.11-1 shows the content of the message.

Table 8.2.11-1: Floor Request Queue Status message
0                   1                   2                   3

0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|V=2|P|0 1 0 0 1|   PT=APP=204  |          length=3             |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|               SSRC of floor control server                    |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                          name=MCPT                            |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|   priority  |         queue position            |  padding    |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

The following bit pattern in the subtype field shall be used for the Floor Request Queue Status message: 01001.

SSRC:

The SSRC field shall carry the SSRC of the floor control server.

Priority:

The priority level field is a 1 byte field which defines the priority level that is currently held by the last request received. The defined priority levels that can be included in a Floor Request Queue Status message are:

-
1 – normal priority;
-
2 – high priority; and
-
3 – pre-emptive priority.
The default value if the priority option was not negotiated at MCPTT call setup shall be 1.

All other values are reserved.

Queue position:

The queue position field defines the number of floor control clients in the Floor Request Queue Status message that are ahead of the floor control client. The queue position field shall have the value 65534 if the floor control client is not queued. The queue position field shall have the max value (65535) if the floor control client is queued but the floor control server is unable to determine the queue position or if floor control server policy is not to release information of the queue position to the floor control client.

Padding:

The last 8 bits are padding bits and shall be set to zero.
3GPP
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