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Abstract
This paper tries to address the topic in the LS from SA3 (S2-082052) concerning NAT deployments and Early IMS.
NOTE: This discussion paper is also submitted to SA2, as S2-082484.

Discussion

The discussions in SA3 seem to have originated from the basic problem of segmenting an operators IP network into smaller IP network configurations, where each of these may use overlapping IP address spaces. Such configuration is already today very common, where operators may wish (due to lack of public IP addresses, security etc) to split their networks. 

When segmenting the IP network into private address spaces, today's IMS architecture in TS 23.228 have addressed this using the IMS ALG / IMS Access Gateway architecture. The solution of using the IMS ALG and IMS Access Gateway is generic for IP translation and can be used for cases such as private IPv4 to private IPv4 translation, IPv4 to IPv6 translation (c.f., TR 23.981) etc. 
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It should be noted that the current IMS architecture is functional and not physical. Hence, there is nothing that prohibits an implementation and deployment to e.g., have a P-CSCF serving two different private IP address spaces at the same time using different interfaces to the P-CSCF. An example of is shown in the Figure below. 

In the example, the operator uses two private IP networks (with possibly overlapping address spaces). The P-CSCF / IMS ALG has one interface towards the private network and one towards the core network.  The IMS Access Gateway also has an interface towards each network, including a public IP network, and can be used to handle IP translation of the media between the networks. It should be noted that in practice, one P-CSCF might serve more than one private network simultaneously. This is however a deployment option. 
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When reviewing the discussions from SA3, the following can be noted:

· In the discussion in SA3, the assumption has been to place a NAT between the GGSN and the P-CSCF. The current IMS architecture does not address this case explicitly, but instead recommends that the P-CSCF as such is part of the private network when using the IMS ALG / IMS Access Gateway (i.e., the NAT is in "parallel" to the P-CSCF). 

· The proposal in SA3 of placing the NAT between the GGSN and the P-CSCF would also have additional consequences on IMS and related functions, such as PCC where the "wrong" IP addresses would be used to PCC and the risk for fraud would increase as the IP addresses could not be verified by the P-CSCF and PCC. 

· A number of potential protocol violations would be needed to handle the special scenario described in SA3. Such as how the received parameter is handled. 

· If the IMS ALG / IMS access gateway is used, the problem described with Early IMS will not occur as the P-CSCF will receive the correct IP address of the UE. 

Conclusion

The current IMS architecture already addresses the overall problem of allowing a network to be segmented into overlapping private address spaces. The solution to this is to deploy the IMS ALG / IMS Access Gateway. This appears to address the basic problem which originated the main problem discussion in SA3. Using the current IMS ALG / IMS Access Gateway model, also removes the problem that was discussed in SA3 as the "correct" IP addresses are verified from the P-CSCF. 

It is proposed to reply to SA3, informing SA3 that there already exists a solution for operator controlled IP address translation in IMS (based on IMS ALG / IMS Access Gateway) that can be used for the scenarios discussed, and requesting SA3 to use the current solution as a base for further discussions. 

