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Abstract of the contribution: This contribution proposes adding a subclause of home link detection procedure for the DSMIPv6 initial attachment for inclusion in the TS 24.303 and identifies the associated impacts to the EPS. 

1
Introduction
As specified in TS 24.303, the DSMIPv6 initial attachment procedure is performed by the UE to establish a DSMIPv6 connection with the node acting as home agent.
2 Reason for Change
Before the UE setup a DSMIPv6 connection with the home agent, the UE shall perform home link detection procedure. If the home link detection procedure indicates the UE is at home, the UE shall not perform the initial binding registration procedure.
3 Conclusions

Adding a place holder in TS24.303 for home link detection procedure.

4 Proposal 

Based on the analysis in the previous section, the following changes are proposed against TR 24.303.
******** Start Changes ***********

5.1
Dual-Stack Mobile IPv6 initial attach

Editor’s note: This subclause will contain the UE and Home Agent procedures for DSMIPv6 initial attach. These procedures include HA address discovery, IPsec security association establishment via IKEv2, Home Address assignment, Home link detection and initial registration.
5.1.1
General

The DSMIPv6 initial attach is performed by the UE to establish a DSMIPv6 connection with the node acting as home agent. This is also known as the bootstrapping procedure as the UE establishes the security association with the home agent. The initial attach involves the following tasks:

· Discovery of the home agent address. The UE needs to discover the IPv6 address as well as the IPv4 address of the home agent.

· Security association establishment. The UE needs to establish an IPsec security association with the home agent in order to secure the DSMIPv6 signalling. IKEv2 (IETF RFC 4877 [4]) is used to establish this security association.
· IPv6 home address assignment. The UE needs to be assigned an IPv6 address to be used as home address in DSMIPv6. The home agent is responsible of assigning the home address to the UE.
· IPv4 home address assignment. Optionally, a dual-stack UE can also request to be assigned an IPv4 home address to be used for IPv4-only applications. The home agent is responsible of assigning the IPv4 home address to the UE.
· Home link detection. The UE needs to perform home link detection before initiate registration with the HA. The DSMIPv6 Home Link Detection Function is used by the UE to detect if it is attached to the Home Link from a DSMIPv6 perspective.
· Initial binding registration. The UE sends a Binding Update message to perform its initial registration with the HA.

******** Next changes ********
5.1.x
Home Link Detection

Editor’s note: This subclause contains the home link detection function for DSMIPv6 initial attach. The details of this procedure are for FFS.

******** End of the changes ********
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