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* * * First Change * * * *
[bookmark: _Toc162966337][bookmark: _Toc162966339]6.2.3.13	Application coordinated UE-to-UE communication requirements management Request to activate / de-activate multicast MBS sessions procedure
Editor’s note [WID: SEAL_Ph3, CR: 0045]:	This clause will describe the request to activate / de-activate multicast MBS sessions procedure.
6.2.3.13.1	General
This clause describes the procedure for managing the application requirements necessary for UE-to-UE coordinated communication via Uu interface.
6.2.3.13.2	Application coordinated connectivity initiation procedure
6.2.3.13.2.1	SNRM server HTTP procedures
Upon receiving an HTTP POST request message containing
a)	an Content-Type header field with “application/vnd.3gpp.seal-app-comm-requirements-info+xml" value;
the SNRM-S:
a)	shall determine the identity of the sender of the received HTTP POST request as specified in clause 6.2.1.1, and:
1)	if the identity of the sender of the received HTTP POST request is not authorized to detect MBS session quality, shall respond with an HTTP 403 (Forbidden) response to the HTTP POST request and skip rest of the steps;
b)	shall process the HTTP POST body carrying the XML specifying the application requirements for the coordinated communication as specified in clause 7.4.Y;
c)	shall determine if the source VAL UE identity shared by the SNRM-C is authorized for the coordinated UE to UE direct service communication with the UE(s) shared in the <target-val-ue-id-list> element and in case of "unauthorized” the SNRM-S shall respond with an HTTP 403 (Forbidden) response to the HTTP POST request and skip rest of the steps;
d)	shall check for the presence of service requirements in the request:
1)	if not provided, the SNRM-S shall fetch the application context of the VAL UE shared in the <target-val-ue-id-list> as specified in clause 6.2.3.13.3.1; or
2)	if provided, the SNRM-S shall wait for service requirements from the VAL UE shared in the <target-val-ue-id-list>. If already available, the SNRM-S shall process the application requirements received from the current requested SNRM-C and the one shared by the SNRM-C residing on the VAL UE shared in the <target-val-ue-id-list> to determine common requirements; and
e)	shall send the HTTP 200 (OK) response towards the SNRM-C according to IETF RFC 9110 [22]; and
f)	shall trigger the 3GPP system to establish the Uu connectivity based on the common requirements determined in d).2) above and the SNRM-S shall send the notification to the SNRM-C(s) as specified in clause 6.2.3.13.2.1 to all the SNRM-C.
6.2.3.13.2.2		SNRM client HTTP procedures
Upon receiving request from VAL application client for the application connectivity request to start a UE to UE co-ordinated communication with other VAL UE, the SNRM-C shall generate an HTTP POST request message in accordance with IETF RFC 9110 [22]. In the HTTP POST request, the SNRM-C:
a)	shall set the Request-URI to the URI corresponding to the identity of the SNRM-S;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.seal-app-comm-requirements-info+xml";
c)	shall include the XML specifying the application requirements for the coordinated communication in the HTTP POST body. The XML shall be generated as specified in clause 7.4.Y, by including root element <seal-app-comm-info> with the <app-connectivity-request> child element. The <app-connectivity-request> element:
1)	shall include a <source-val-ue-id> sub-element set to the identity of the SNRM-C acting as the VAL UE and performing the request;
2)	shall include a <source-ip-address> sub-element set to the ip-address of the SNRM-C acting as the VAL UE and performing the request;
3)	shall include a <VAL-service-id> sub-element set to the VAL service identity of the VAL application performing the request;
4)	shall include a <target-val-ue-id-list> sub-element with one or more <VAL-ue-id> child elements set to the identities of the VAL UEs for whom the UE-to-UE coordinated communication is required.
5)	may include a <app-service-requirements> sub-element that provides the application requirements for the UE to UE co-ordinated communication and shall include at least one of the below sub-elements:
i)	<packet-size> element set with the size of the packets to be transmitted;
ii)	<packet-trans-interval> element set with the transmission interval between the consecutive packets;
iii)	<packet-e2e-latency> element set with the end-to-end latency value for the packet transmission;
iv)	<packet-error-kpi> element set with the KPIs related to the packet error;
v)	<bitrate> element set with the bit rate required for the communication; and
6)	may include a <app-connectivity-context> sub-element that may include the sub-elements:
i)	<location> element set with the location coordinates information of the VAL UE as specified in clause 7.4.2 of 3GPP TS 24.545 [8];
ii)	<speed> element set with the speed information of the VAL UE;
iii)	<direction> element set with the direction information of the VAL UE; and
d)	shall send the HTTP POST request towards the SNRM-S according to IETF RFC 9110 [22].
6.2.3.13.3	Application coordinated connectivity notification procedure
6.2.3.13.3.1	SNRM server HTTP procedures
To share the application connectivity requirement notification with the SNRM-C, the SNRM-S shall generate an HTTP POST request message in accordance with IETF RFC 9110 [22]. In the HTTP POST request message, the SNRM-S:
a)	shall set the Request-URI to the URI corresponding to the identity of the SNRM-C;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.seal-app-comm-requirements-info+xml";
c)	shall include a XML representing the application connectivity notification in HTTP POST body, this notification XML shall be generated as specified in clause 7.4.Y by including the root element  as <seal-app-comm-info> with the <app-connectivity-notify> sub-element and the <app-connectivity-notify> element:
1)	shall include a <session-info> sub-element set to the session information for the application coordinated communication session;
2)	shall include a <VAL-service-id> sub-element set to the VAL service identity of the VAL application performing the request;
3)	shall include a <requestor-val-ue-id> sub-element set to the identity of the SNRM-C that requested for coordinated application communication;
4)	may include a <VAL-ue-id-list> sub-element with one or more <VAL-ue-id> child elements set to the identities of the VAL UEs accepted by the SNRM-S for the direct UE-to-UE application coordinated communication.
e)	shall send the HTTP POST request towards the SNRM-C according to IETF RFC 9110 [22].
6.2.3.13.3.2	SNRM client HTTP procedures
Upon receiving the HTTP POST request message from SNRM-S, the SNRM-C shall:
a)	check if the Content-Type header field set to "application/vnd.3gpp.seal-app-comm-requirements-info+xml";
c)	shall process the XML received in the HTTP POST request, which represents the application connectivity notification as specified in clause 7.4.Y that includes: 
1)	the session information for the established application coordinated communication;
2)	the VAL service identity, VAL UE ID associated with VAL application that requested the application coordinated communication;
3)	the optional list of those VAL UE identities accepted by the SNRM-S for the direct UE to UE application coordinated communication; and
e)	shall send the HTTP 200 (OK) response towards the SNRM-S according to IETF RFC 9110 [22].
The SNRM-C notifies the corresponding VAL client of the established application-level direct UE-to-UE connection.
6.2.3.13.4	Application connectivity context fetch procedure
6.2.3.13.4.1	SNRM server HTTP procedures
To fetch the application connectivity context of the SNRM-C, the SNRM-S shall generate an HTTP POST request message in accordance with IETF RFC 9110 [22]. In the HTTP POST request message, the SNRM-S:
a)	shall set the Request-URI to the URI corresponding to the identity of the SNRM-C;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.seal-app-comm-requirements-info+xml";
c)	shall include a XML representing the application connectivity context fetch information in HTTP POST body, the XML shall be generated as specified in clause 7.4.Y by including the root element  as <seal-app-comm-info> with the <app-connectivity-context-request> sub-element and the <app-connectivity-context-request> element:
1)	shall include a <requestor-val-ue-id> sub-element set to the identity of the SNRM-C that requested for coordinated application communication;
2)	shall include a <VAL-service-id> sub-element set to the VAL service identity associated with the request;
3)	may include a <VAL-specific-context> sub-element set to additional information required to identify the context (e.g. device type, device vendor etc.); and
e)	shall send the HTTP POST request towards the SNRM-C according to IETF RFC 9110 [22].
6.2.3.13.4.2	SNRM client HTTP procedures
Upon receiving the HTTP POST request message from SNRM-S, the SNRM-C shall:
a)	shall check if the Content-Type header field set to "application/vnd.3gpp.seal-app-comm-requirements-info+xml";
b)	shall process the XML sent in the HTTP POST request which represents the application connectivity context fetch operation part of the <app-connectivity-context-request> element as specified in clause 7.4.Y and notify the VAL client on the UE;
c)	may generate HTTP POST response body; and
1)	shall set the Content-Type header field set to "application/vnd.3gpp.seal-app-comm-requirements-info+xml" value;
2)	shall include the XML representing the application connectivity context information as specified in clause 7.4.Y. The XML shall be generated by including the root element as <seal-app-comm-info> with the <app-connectivity-context-response> sub-element that shall include the <app-connectivity-context> child element with the below sub-elements:
i)	<location> element set with the location coordinates information of the VAL UE as specified in clause 7.4.2 of 3GPP TS 24.545 [8];
ii)	<speed> element set with the speed information of the VAL UE;
iii)	<direction> element set with the direction information of the VAL UE; and
d)	send the HTTP 200 (OK) response towards the SNRM-C according to IETF RFC 9110 [22].
* * * Next Change * * * *
7.3.Y	Application communication requirements info document
The <seal-app-comm-info> element shall be the root element of the Application communication requirements info document.
The <seal-app-comm-info> element shall include one of the followings:
a)	a <app-connectivity-request> element;
b)	a <app-connectivity-notify> element;
c)	a <app-connectivity-context-request> element; and
d)	a <app-connectivity-context-response> element;
The <app-connectivity-request> element:
a)	shall include an <source-val-ue-id> element;
b)	shall include an <source-ip-address> element;
c)	shall include an <VAL-service-id> element;
d)	shall include an <target-val-ue-id-list> element;
e)	may include an <app-service-requirements> element; or
f)	may include an <app-connectivity-context> element;
The <app-service-requirements> element may include any:
a)	a <packet-size> element;
b)	a <packet-trans-interval> element;
c)	a <packet-e2e-latency> element;
d)	a <packet-error-kpi> element; or
e)	a <bitrate> element;
The <app-connectivity-context> element may include any of the following:
a)	a <location> element;
b)	a <speed> element; or
c)	a <direction> element;
The <app-connectivity-notify> element:
a)	a <session-info> element;
b)	a <VAL-service-id> element;
c)	a <requestor-val-ue-id> element; and
d)	a <target-val-ue-id-list> element;
The <app-connectivity-context-request> element:
a)	a <requestor-val-ue-id> element;
b)	a <VAL-service-id> element; and
c)	a <VAL-specific-context> element.
The <app-connectivity-context-response> element may include and an <app-connectivity-context> element.
* * * Next Change * * * *
7.4.Y	XML schema for application/vnd.3gpp.seal-app-comm-requirements-info+xml
<?xml version="1.0" encoding="UTF-8"?>
<xs:schema xmlns:xs="http://www.w3.org/2001/XMLSchema" targetNamespace="urn:3gpp:ns:sealAppCommunicationInfo:1.0" xmlns:sealappcomminfo="urn:3gpp:ns:sealAppCommunicationInfo:1.0" elementFormDefault="qualified" attributeFormDefault="unqualified" xmlns:xenc="http://www.w3.org/2001/04/xmlenc#">
  <xs:import xmlns:sealloc="urn:3gpp:ns:sealLocationInfo:1.0" schemaLocation="http://www.w3.org/2001/xml.xsd"/>
  <!-- the root element -->
  <xs:element name="seal-app-comm-info" type="sealacr:app-comm-info-Type" id="mbs"/>
  <xs:complexType name="seal-app-comm-info-Type">
    <xs:sequence>
      <xs:element name="app-connectivity-request" type="sealappcomminfo:app-connectivity-requestType" minOccurs="0"/>
      <xs:element name="app-connectivity-notify" type="sealappcomminfo:app-connectivity-notifyType" minOccurs="0"/>
      <xs:element name="app-connectivity-context-request" type="sealappcomminfo:app-connectivity-context-requestType" minOccurs="0"/>
      <xs:element name="app-connectivity-context-response" type="sealappcomminfo:app-connectivity-context-responseType" minOccurs="0"/>
      <xs:element name="version" type="xs:integer"/>
      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    </xs:sequence>
    <xs:anyAttribute namespace="##any" processContents="lax"/>
  </xs:complexType>
  <!--app-connectivity-reqType-->
  <xs:complexType name="app-connectivity-requestType">
    <xs:sequence>
      <xs:element name="source-val-ue-id" type="xs:string"/>
      <xs:element name="source-ip-address" type="xs:string"/>
      <xs:element name="VAL-service-id" type="xs:string"/>
      <xs:element name="target-val-ue-id-list" type="sealappcomminfo:VAL-ue-id-listType"/>
      <xs:element name="app-service-requirements" type="sealappcomminfo:app-service-requirementsType" minOccurs="0"/>
      <xs:element name="app-connectivity-context" type="sealappcomminfo:app-connectivity-contextType" minOccurs="0"/>
      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    </xs:sequence>
    <xs:anyAttribute namespace="##any" processContents="lax"/>
  </xs:complexType>
  <!--VAL-ue-id-listType-->
  <xs:complexType name="VAL-ue-id-listType">
    <xs:sequence>
      <xs:element name="VAL-ue-id" type="xs:string"/>
      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    </xs:sequence>
  </xs:complexType>
  <!--app-service-requirementsType-->
  <xs:complexType name="app-service-requirementsType">
    <xs:sequence>
      <xs:element name="packet-size" type="xs:integer" minOccurs="0"/>
      <xs:element name="packet-trans-interval" type="xs:integer" minOccurs="0"/>
      <xs:element name="packet-e2e-latency" type="xs:integer" minOccurs="0"/>
      <xs:element name="packet-error-kpi" type="xs:string" minOccurs="0"/>
      <xs:element name="bitrate" type="xs:integer" minOccurs="0"/>
      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    </xs:sequence>
  </xs:complexType>
  <!--app-connectivity-contextType-->
  <xs:complexType name="app-connectivity-contextType">
    <xs:sequence>
      <xs:element name="location" type="sealloc:tPointCoordinate" minOccurs="0"/>
      <xs:element name="speed" type="xs:integer" minOccurs="0"/>
      <xs:element name="direction" type="xs:string" minOccurs="0"/>
      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    </xs:sequence>
  </xs:complexType>
  <!--app-connectivity-notifyType-->
  <xs:complexType name="app-connectivity-notifyType">
    <xs:sequence>
      <xs:element name="session-info" type="xs:string"/>
      <xs:element name="VAL-service-id" type="xs:string"/>
      <xs:element name="requestor-val-ue-id" type="xs:string"/>
      <xs:element name="target-val-ue-id-list" type="xs:string"/>
      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    </xs:sequence>
  </xs:complexType>
  <!--app-connectivity-context-reqType-->
  <xs:complexType name="app-connectivity-context-requestType">
    <xs:sequence>
      <xs:element name="requestor-val-ue-id" type="xs:string"/>
      <xs:element name="VAL-service-id" type="xs:string"/>
      <xs:element name="VAL-specific-context" type="xs:string"/>
      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    </xs:sequence>
  </xs:complexType>
  <!--app-connectivity-context-responseType-->
  <xs:complexType name="app-connectivity-context-responseType">
    <xs:sequence>
      <xs:element name="app-connectivity-context" type="app-connectivity-contextType" minOccurs="0"/>
      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    </xs:sequence>
  </xs:complexType>
</xs:schema>
* * * Next Change * * * *
7.5.Y	Application communication requirements info document
The recipient of the XML ignores any unknown element and any unknown attribute. 
The <seal-app-comm-info> element is the root element of the XML document. The <seal-app-comm-info> element contains anyone of these <app-connectivity-request>, <app-connectivity-notify> element, <app-connectivity-context-request> element or <app-connectivity-context-response> as sub-element.
The <app-connectivity-request> element is used to initiate the application coordinated communication. The <app-connectivity-request> element:
a)	shall include a <source-val-ue-id> element contains the identity of the VAL Client or VAL UE initiating the application coordinated communication;
b)	shall include a <source-ip-address> element contains the identity of IP address of the VAL UE performing the request;
c)	shall include a <VAL-service-id> element which contains the VAL service identity of the VAL application;
d)	shall include a <target-val-ue-id-list> element which contain one or more <VAL-ue-id> child elements that store the VAL identity(s) of the target VAL-UE; and
e)	may include an <app-service-requirements> element that shall include any of the following sub-elements:
a)	a <packet-size> element contains an integer to specify the size of the packet;
b)	a <packet-trans-interval> element contains an integer to specify the interval;
c)	a <packet-e2e-latency> element contains an integer to specify the end-to-end latency;
d)	a <packet-error-kpi> element contains an integer to specify the KPI for packet error; or
e)	a <bitrate> element contains an integer to specify the bit rate.
f)	The <app-connectivity-context> element that shall include any of the following sub-elements:
a)	a <location> element contains an location co-ordinate as defined as "tPointCoordinate";
b)	a <speed> element contains an integer to specify the speed; or
c)	a <direction> element contains a string used to indicate the direction.
The <app-connectivity-notify> element shared contains the notification information for the application coordinated communication initiated and shall include:
a)	a <session-info> element contains a string used to identify the application communication session;
b)	a <VAL-service-id> element contains the VAL service identity of the VAL application;
c)	a <requestor-val-ue-id> element contains one <VAL-ue-id> child element that store the VAL identity of the requestor VAL-UE; and
d)	a <target-val-ue-id-list> element which contain one or more <VAL-ue-id> child elements that store the VAL identity(s) of the target VAL-UE for whom the application coordinated communication is accepted by the SNRM-S.
The <app-connectivity-context-request> element:
a)	a <requestor-val-ue-id> element contains one <VAL-ue-id> child element that store the VAL identity of the requestor VAL-UE;
b)	a <VAL-service-id> element contains the VAL service identity of the VAL application; and
c)	a <VAL-specific-context> element contains a string used to identify the context.
The <app-connectivity-context-response> element may include and an <app-connectivity-context> element that shall include any of the following sub-elements:
a)	a <location> element contains a location co-ordinate as defined as "tPointCoordinate";
b)	a <speed> element contains an integer to specify the speed; or
c)	a <direction> element contains a string used to indicate the direction.
* * * End of Changes * * * *

