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* * * First Change * * * *
6.1.3.2	Encoding of ATSSS rules
[bookmark: MCCQCTEMPBM_00000021]The ATSSS rules are encoded as shown in figure 6.1.3.2-1, to figure 6.1.3.2-6 and table 6.1.3.2-1.
	8
	7
	6
	5
	4
	3
	2
	1
	

	


ATSSS rule 1
	octet 4





octet s

	


ATSSS rule 2
	octet s+1





octet t

	
…
	octet t+1

octet u

	


ATSSS rule n
	octet u+1





octet a


[bookmark: MCCQCTEMPBM_00000022]Figure 6.1.3.2-1: ATSSS parameter contents including one or more ATSSS rules
	8
	7
	6
	5
	4
	3
	2
	1
	

	Length of ATSSS rule
	octet 4
octet 5

	ATSSS rule ID
	octet 6

	ATSSS rule operation
	octet 7

	Precedence value of ATSSS rule
	octet 8

	Length of traffic descriptor
	octet 9
octet 10

	

Traffic descriptor
	octet 11



octet f

	
Access selection descriptor
	octet f+1

octet s*



Figure 6.1.3.2-2: ATSSS rule
	Length of access selection descriptor
	octet f+1

	Steering functionality
	octet f+2

	Steering mode
	octet f+3

	Steering mode information
	octet f+4*

	Steering mode additional indicator
	octet z*
(NOTE)

	
Threshold values
	octet z+1*

octet s*

	Transport Mode
	octet s+1



[bookmark: MCCQCTEMPBM_00000017][bookmark: MCCQCTEMPBM_00000018]NOTE:	If the steering mode is defined as smallest delay, then “Steering mode information” is not present and z=f+4; otherwise, z=f+5.
Figure 6.1.3.2-3: Access selection descriptor
	0
Spare
	0
Spare
	0
Spare
	0
Spare
	0
Spare
	0
Spare
	LBPAO
	octet z*


Figure 6.1.3.2-4: Steering mode additional indicator
	Length of threshold values
	octet z+1*

	
Maximum RTT value
	octet z+2*

octet z+3*

	Maximum packet loss rate
	octet s*


Figure 6.1.3.2-5: Threshold values
	8
	7
	6
	5
	4
	3
	2
	1
	

	Transport mode value
	octet s+1


Figure 6.1.3.2-6: Transport mode
Table 6.1.3.2-1: ATSSS parameter contents including an ATSSS rule
	ATSSS rule ID (octet 6)

	The ATSSS rule ID specifies the identity of the individual ATSSS rule on which the ATSSS rule operation in octet 7 is applied.

	

	ATSSS rule operation (octet 7)

	The ATSSS rule operation is encoded as follows:

	Bits

	

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	0
	0
	0
	0
	0
	0
	0
	1
	
	Add or replace ATSSS rule

	0
	0
	0
	0
	0
	0
	1
	0
	
	Delete ATSSS rule

	All other values are spare.

	

	If "Add or replace ATSSS rule" is indicated, the ATSSS rule with identity as indicated in ATSSS rule ID and contents as indicated in the following octets of the ATSSS rule parameter is added to the set of ATSSS rules. If an ATSSS rule with the same ATSSS rule ID does not exist in the set of ATSSS rules, a new rule is created and added. If an ATSSS rule with the same ATSSS rule ID exists in the set of ATSSS rules, the old rule is replaced with the new ATSSS rule. If "Delete ATSSS rule" is indicated, the ATSSS rule with identity as indicated in the ATSSS rule ID parameter is deleted from the set of ATSSS set of rules and octets a+5 and onwards of the ATSSS rule parameter are ignored. If no ATSSS rule with identity as indicated in the ATSSS rule ID parameter exists in the set of ATSSS rules, the Delete ATSSS rule operation is successful without changes to the set of ATSSS rules.

	

	Precedence value of an ATSSS rule (octet 8)

	The precedence value of an ATSSS rule field shall be used to specify the precedence of the ATSSS rule among all ATSSS rules. This field shall include the binary encoded value of the precedence value in the range from 0 to 255 (decimal). The higher the value of the precedence value field, the lower the precedence of the ATSSS rule is.


	The traffic descriptor length field (octets 9 to 10) indicates length of the traffic descriptor field.

	

	Traffic descriptor (octets 11 to f)

	The traffic descriptor field is, as defined in table 5.2.1 in 3GPP TS 24.526 [5], of variable size and contains a variable number (at least one) of traffic descriptor components (NOTE 3). Each traffic descriptor component shall be encoded as a sequence of one octet traffic descriptor component type identifier and a traffic descriptor component value field. The traffic descriptor component type identifier shall be transmitted first.

	

	Traffic descriptor component type identifier
Bits

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	0
	0
	0
	0
	0
	0
	0
	1
	
	Match-all type

	0
	0
	0
	0
	1
	0
	0
	0
	
	OS Id + OS App Id type (NOTE 1)

	0
	0
	0
	1
	0
	0
	0
	0
	
	IPv4 remote address type

	0
	0
	1
	0
	0
	0
	0
	1
	
	IPv6 remote address/prefix length type

	0
	0
	1
	1
	0
	0
	0
	0
	
	Protocol identifier/next header type

	0
	1
	0
	1
	0
	0
	0
	0
	
	Single remote port type

	0
	1
	0
	1
	0
	0
	0
	1
	
	Remote port range type

	0
	1
	0
	1
	0
	0
	1
	0
	
	IP 3 tuple type

	0
	1
	1
	0
	0
	0
	0
	0
	
	Security parameter index type

	0
	1
	1
	1
	0
	0
	0
	0
	
	Type of service/traffic class type

	1
	0
	0
	0
	0
	0
	0
	0
	
	Flow label type

	1
	0
	0
	0
	0
	0
	0
	1
	
	Destination MAC address type

	1
	0
	0
	0
	0
	0
	1
	1
	
	802.1Q C-TAG VID type

	1
	0
	0
	0
	0
	1
	0
	0
	
	802.1Q S-TAG VID type

	1
	0
	0
	0
	0
	1
	0
	1
	
	802.1Q C-TAG PCP/DEI type

	1
	0
	0
	0
	0
	1
	1
	0
	
	802.1Q S-TAG PCP/DEI type

	1
	0
	0
	0
	0
	1
	1
	1
	
	Ethertype type

	1
	0
	0
	0
	1
	0
	0
	0
	
	DNN type

	1
	0
	0
	1
	0
	0
	0
	1
	
	Destination FQDN

	1
	0
	0
	1
	0
	0
	1
	0
	
	Regular expression

	1
	0
	1
	0
	0
	0
	0
	0
	
	OS App Id type

	1
	0
	1
	0
	0
	0
	0
	1
	
	Destination MAC address range type

	1
	0
	1
	0
	0
	0
	1
	0
	
	PIN ID type

	1
	0
	1
	0
	0
	0
	1
	1
	
	Connectivity group ID type

	All other values are spare. If received they shall be interpreted as unknown.

	

	Length of access selection descriptor (octet f+1)

	Bits

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	0
	0
	0
	0
	0
	0
	1
	1
	
	If the steering mode is smallest delay

	0
	0
	0
	0
	0
	1
	0
	0
	
	If the steering mode is not smallest delay and steering mode additional indicator is not included

	0
	0
	0
	0
	0
	1
	0
	1
	
	If the steering mode is not smallest delay and steering mode additional indicator is included

	All other values are spare.

	

	Steering functionality (octet f+2)

	The steering functionality field shall be encoded by one octet (octet f+2) as follows

	Bits

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	0
	0
	0
	0
	0
	0
	0
	1
	
	UE's supported steering functionality (NOTE 2)

	0
	0
	0
	0
	0
	0
	1
	0
	
	MPTCP functionality

	0
	0
	0
	0
	0
	0
	1
	1
	
	ATSSS-LL functionality

	0
	0
	0
	0
	0
	1
	0
	0
	
	MPQUIC functionality

	All other values are spare.
If the UE does not support the received encoded steering functionality in the ATSSS rule, the UE shall ignore the ATSSS rule.

	

	Steering mode (octet f+3)

	The steering mode descriptor field shall be encoded by one octet (octet f+3) as follows:

	Bits

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	0
	0
	0
	0
	0
	0
	0
	1
	
	Active-standby

	0
	0
	0
	0
	0
	0
	1
	0
	
	Smallest delay

	0
	0
	0
	0
	0
	0
	1
	1
	
	Load balancing

	0
	0
	0
	0
	0
	1
	0
	0
	
	Priority based

	0
	0
	0
	0
	0
	1
	0
	1
	
	Redundant

	All other values are spare.

	

	Steering mode information (octet f+4)

	If the steering mode is defined as active-standby, octet f+4 shall be defined as follows:

	Bits

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	0
	0
	0
	0
	0
	0
	0
	1
	
	Active 3GPP and no standby

	0
	0
	0
	0
	0
	0
	1
	0
	
	Active 3GPP and non-3GPP standby

	0
	0
	0
	0
	0
	0
	1
	1
	
	Active non-3GPP and no standby

	0
	0
	0
	0
	0
	1
	0
	0
	
	Active non-3GPP and 3GPP standby

	All other values are spare.

	

	If the steering mode is defined as smallest delay, Steering mode information shall not be included.

	

	If the steering mode is defined as load balancing, octet f+4 shall be encoded to show the percentage of the SDF traffic transmitted over 3GPP access and non-3GPP access as follows:

	Bits

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	0
	0
	0
	0
	0
	0
	0
	1
	
	100% over 3GPP and 0% over non-3GPP

	0
	0
	0
	0
	0
	0
	1
	0
	
	90% over 3GPP and 10% over non-3GPP

	0
	0
	0
	0
	0
	0
	1
	1
	
	80% over 3GPP and 20% over non-3GPP

	0
	0
	0
	0
	0
	1
	0
	0
	
	70% over 3GPP and 30% over non-3GPP

	0
	0
	0
	0
	0
	1
	0
	1
	
	60% over 3GPP and 40% over non-3GPP

	0
	0
	0
	0
	0
	1
	1
	0
	
	50% over 3GPP and 50% over non-3GPP

	0
	0
	0
	0
	0
	1
	1
	1
	
	40% over 3GPP and 60% over non-3GPP

	0
	0
	0
	0
	1
	0
	0
	0
	
	30% over 3GPP and 70% over non-3GPP

	0
	0
	0
	0
	1
	0
	0
	1
	
	20% over 3GPP and 80% over non-3GPP

	0
	0
	0
	0
	1
	0
	1
	0
	
	10% over 3GPP and 90% over non-3GPP

	0
	0
	0
	0
	1
	0
	1
	1
	
	0% over 3GPP and 100% over non-3GPP

	All other values are spare.

	

	If the steering mode is defined as priority-based, octet f+4 shall be encoded as:

	Bits

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	0
	0
	0
	0
	0
	0
	0
	1
	
	3GPP is high priority access

	0
	0
	0
	0
	0
	0
	1
	0
	
	non-3GPP is high priority access

	All other values are spare.

	

	If the steering mode is defined as redundant, octet f+4 shall be defined as follows:

	Bits

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	0
	0
	0
	0
	0
	0
	0
	0
	
	Primary access is not provided

	0
	0
	0
	0
	0
	0
	0
	1
	
	Primary access is 3GPP

	0
	0
	0
	0
	0
	0
	1
	0
	
	Primary access is non-3GPP

	All other values are spare.

	

	Steering mode additional indicator (octet z)

	The steering mode additional indicator provides information to adjust the traffic steering. The following operations exist.

	

	[bookmark: _Hlk128433331]LBPAO (load balancing percentages adjustment operation) (octet z, bits 2 to 1) is set as follows:

	Bit

	2
	1

	0
	0
	No additional operation

	0
	1
	Autonomous load-balance operation is allowed

	1
	0
	UE assistance operation is allowed

	1
	1
	spare

	

	Maximum RTT value (octets z+2 to z+3)

	If the steering mode is defined as load balancing, priority based or redundant (octet f+3), the maximum RTT value field indicates binary encoded value of the maximum RTT in miliseconds (NOTE 4) (NOTE 6) (NOTE 7)

	

	Maximum packet loss rate (octet s)

	If the steering mode is defined as load balancing, priority based or redundant (octet f+3), the maximum packet loss rate field indicates the allowed percentage of packet rate lost as follows (NOTE 4) (NOTE 6) (NOTE 7):

	Bits

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	0
	0
	0
	0
	0
	0
	0
	0
	
	0% packet loss rate

	0
	0
	0
	0
	0
	0
	0
	1
	
	1% packet loss rate

	
	
	
	
	to
	
	
	
	
	

	0
	1
	1
	0
	0
	1
	0
	0
	
	100% packet loss rate

	All other values are spare (NOTE 5).

	

	Transport Mode (octet s+1)

	If the steering functionality is MPQUIC functionality, this octet is used to identify the transport mode of the matching traffic (NOTE 6):

	Bits

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	0
	0
	0
	0
	0
	0
	0
	1
	
	Datagram mode 1 (NOTE 8)

	0
	0
	0
	0
	0
	0
	1
	0
	
	Datagram mode 2 (NOTE 9)

	0
	0
	0
	0
	0
	0
	1
	1
	
	Stream mode

	All other values are spare and shall be ignored.

	

	NOTE 1:	For "OS Id + OS App Id type", the traffic descriptor component value field does not specify the OS version number or the version number of the application.

	NOTE 2:	This value shall be set by the SMF if the UE supports only one steering functionality, i.e. only "ATSSS Low-Layer functionality with any steering mode". The SMF knows the UE's supported steering functionality during the MA PDU session establishment.

	NOTE 3:	Traffic descriptor components of an ATSSS rule are not required to be the same as the traffic descriptor components, defined in table 5.2.1 in 3GPP TS 24.526 [5].

	NOTE 4:	If the value is received for a steering mode other than load balancing, priority based or redundant, it shall be ignored.

	NOTE 5:	In this release of the specification if received, it shall be interpreted as the value "100% packet loss rate".

	NOTE 6:	The transport mode shall be included if the steering functionality is MPQUIC functionality. Otherwise if the steering functionality is not MPQUIC, the transport mode shall not be included.

	NOTE 7:	If the steering mode is defined as redundant, only either maximum RTT value or maximum packet loss rate may be provided and not both.

	NOTE 8:	The A value for "Context ID" as defined in IETF RFC 9298 [9E], is selected by the UE when making a connect-UDP request when using datagram mode 1 as defined in 3GPP TS 23.501 [2], and the selected "Context ID" is used in datagram mode 1 frames transported over the established QUIC connection (see clause 6.X.1). is a 62-bit integer that is encoded as a variable-length integer. All bits of "Context ID" shall be set to the value "1" when using datagram mode 1 as defined in 3GPP TS 23.501 [2].

	NOTE 9:	The "Context ID" as defined in IETF RFC 9298 [9E], is a 62-bit integer that is encoded as a variable-length integer. All bits of "Context ID" shall be set to the value "0" when using datagram mode 2 as defined in 3GPP TS 23.501 [2].



* * * Next Change * * * *
[bookmark: _Toc162903984]6.1.4.1.0	General
In order for the UE to support the MPTCP functionality, the UE shall support the TCP extensions for multipath operation specified in IETF RFC 8684 [8].
MPQUIC protocol is built on top of UDP/IP and to implement the MPQUIC functionality:
a)	the UE and the UPF shall support QUIC layer supporting QUIC protocol as defined IETF RFC 9000 [9A], IETF RFC 9001[9B], IETF RFC 9002 [9C] and the extensions defined in:
1)	IETF RFC 9221 [9D] for supporting unreliable datagram transport with QUIC; and
2)	draft-ietf-quic-multipath [9I] for supporting QUIC connections using multiple paths simultaneously; and
b)	the UE shall implement the HTTP/3 client and the UPF shall implement HTTP/3 proxy of the HTTP/3 layer, where the HTTP/3 layer support the HTTP/3 protocol defined in IETF RFC 9114 [9F] and the following extensions defined in:
1)	IETF RFC 9298 [9E] for supporting proxying UDP over HTTP;
2)	IETF RFC 9297 [9G] for supporting HTTP datagrams and the capsule protocol; and
3)	IETF RFC 9220 [9H] for supporting "Extended CONNECT" method; and
c)	the UE and the UPF shall implement support for MPQUIC transport mode datagram mode 1 as specified in clause 6.X.2..
When the QoS flow(s) of the MA PDU session is created and the MPQUIC functionality is to be used for the QoS flow(s), the UE shall establish the QUIC connection for each QoS flow of the MA PDU session. During the establishment of the QUIC connection, the network shall determine the association between the QUIC connection and QoS flow (e.g., depending on which QoS flow the QUIC handshake is performed as defined in IETF RFC 9000 [9A]). After the QUIC connection is established, the UE shall send all uplink traffic of the QUIC connection to the QoS flow associated with the QUIC connection.

* * * Next Change * * * *
6.X	MPQUIC connection transport mode requirements
6.X.1	General
ATSSS using MPQUIC supports the following transport modes for transmitting a UDP flow between UE and UPF. The selected transport mode is provided to the UE within the ATSSS rules.
-	Datagram mode 1: This transport mode is an extension of the datagram mode 2 defined in IETF RFC 9298 [9E]. It encapsulates UDP packets within QUIC Datagram frames and provides unreliable transport but with sequence numbering which enables packet reordering and deduplication;
-	Datagram mode 2: This transport mode is the mode defined in IETF RFC 9298 [9E]. It encapsulates UDP packets within QUIC Datagram frames and provides unreliable transport with no sequence numbering and no packet reordering / deduplication; and
-	Stream mode: This transport mode is readily supported by the QUIC protocol. It encapsulates UDP packets within QUIC Stream frames and provides reliable transport with sequence numbering which enables packet reordering and deduplication.
6.X.2	Datagram mode 1
If the received ATSSS rules indicate that MPQUIC with transport mode datagram mode 1 is selected, the following applies.
At establishment of the MPQUIC connection the UE shall:
-	select a "Context ID" value according to IETF RFC 9298 [9E]; and
-	in the HTTP connect request, request forwarding of a UDP connection following IETF RFC 9298 and in addition include the HTTP header field "DG-Sequence" set to the selected "Context ID" value.
Upon receiving an HTTP connect request to establish UDP forwarding including the HTTP header field "DG-Sequence", the UPF shall accept or reject the HTTP connect request according to IETF RFC 9298 [9E].
Upon negotiated use of datagram mode 1, transmitted HTTP datagrams shall use the Sequence Number Datagram format, as shown in figure 6.2-1.

	8
	7
	6
	5
	4
	3
	2
	1
	

	
Context ID
	octet 1

octet n

	
Sequence number
	octet n+1

octet n+4

	
UDP proxying payload
	octet n+5

octet m


Figure 6.X.2-1: Sequence number datagram format
Table 6.X.2-1: Sequence number datagram format
	Context ID (octet 1 to octet n): Context ID as defined in IETF RFC 9298 [9E] and encoded as defined in section 16 of IETF RFC 9000[9A].

Sequence number (octet n+1 to octet n+4): a 32-bit unsigned integer that specifies the transmission order of the datagram. Sequence number is set to zero in the first forwarded datagram after connection establishment and increased by one for each new forwarded datagram. After sending a datagram with the maximum value of sequence number, the value is reset to zero in the following datagram. The receiver can use the sequence number parameter to implement a re-ordering functionality for received datagrams.

UDP proxying payload (octet n+5 to octet m): the UDP payload of the forwarded datagram as specified for the UDP Proxying HTTP Datagram Payload structure in IETF RFC 9298 [9E].



Context ID is a variable length integer defined in IETF RFC 9298 [9E]. The selected value is announced by using the HTTP header field "DG-Sequence" in the HTTP connect request.
Editor's note:	The "DG-Sequence" HTTP header field needs to be registered with IANA based on the "Specification Required" registration policy of the Hypertext Transfer Protocol (HTTP) Field Name Registry (https://www.iana.org/assignments/http-fields/http-fields.xhtml), see clause A.X.1.1.
6.X.3	Datagram mode 2
If the received ATSSS rules indicate that MPQUIC with transport mode datagram mode 2 is selected, IETF RFC 9298 [9E] applies.
NOTE:	In the datagrams forwarded in Datagram mode 2, the Context ID of the used UDP Proxying HTTP Datagram Payload structure is set to the value zero.
6.X.4	Stream mode
If the received ATSSS rules indicate that MPQUIC with transport mode Stream mode is selected, IETF RFC 9000 [9A] applies.

* * * Next Change * * * *
A.X	IANA registration templates
A.X.1	IANA registration templates for HTTP header fields
A.X.1.1	IANA registration template for the DG-Sequence HTTP header field
Editor's note: MCC is requested to apply in IANA for registration of the DG-Sequence HTTP header field according to this template.
Header field name:
DG-Sequence
Applicable protocol:
HTTP
Status:
Standard
Author/Change controller:
a)	Author: 3GPP CT1 Working Group/3GPP_TSG_CT_WG1@LIST.ETSI.ORG
b)	Change controller: <MCC specification manager name>/<MCC specification manager email address>
Specification document(s):
3GPP TS 24.193, http://www.3gpp.org/ftp/Specs/archive/24_series/24.193/
Related information:
<None>



* * * End of Changes * * * *
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