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* * * First Change * * * *
[bookmark: _Toc86042551][bookmark: _Toc86043108][bookmark: _Toc97379617][bookmark: _Toc104710950][bookmark: _Toc162967519]3.1	Terms
For the purposes of the present document, the terms given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
example: text used to clarify abstract rules by applying them literally.
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.554 [2] apply:
Application Client
Broadcast Area
Messaging Topic
MSGin5G Client
MSGin5G Gateway Client
MSGin5G Gateway UE
MSGin5G Group
MSGin5G Service
MSGin5G Server
MSGin5G UE
Non-3GPP UE
Non-MSGin5G UE
Constrained UE


* * * Next Change * * * *
[bookmark: _Toc86042554][bookmark: _Toc86043111][bookmark: _Toc97379620][bookmark: _Toc104710953][bookmark: _Toc162967522]4	General description
The MSGin5G Service (message service for MIoT over 5G System) is basically designed and optimized for massive IoT device communication including thing-to-thing communication and person-to-thing communication. The MSGin5G Service provides messaging communication capability in 5GS including the following message communication models:
a)	Point-to-Point message;
b)	Application-to-Point message/ Point-to-Application message;
c)	Group message; and
d)	Broadcast message.
The MSGin5G Service support the message exchanging between the following UE types:
a)	MSGin5G UE:
1)	light weight Constrained UEs (e.g. sensors, actuators) and
2)	Unconstrained UEs with advanced capabilities (e.g. washing machine, micro-ovens);
b)	Legacy 3GPP UE; and
c)	Non-3GPP UE.
MSGin5G Service also provides the following capabilities to enhance the message delivery for all message communication models:
-	MSGin5G Store and Forward;
-	Message delivery based on Messaging Topic;
-	Message Aggregation;
-	Message Segmentation and Reassembly; and
-	Usage of Network Capabilities including UE reachability status monitoring and MSGin5G device triggering.
The MSGin5G Client contained in the MSGin5G UE communicates with the MSGin5G Server over the MSGin5G-1 reference point (see 3GPP TS 23.554 [2]). CoAP specified in IETF RFC 7252 [5] is used as the basic transport protocol of MSGin5G service in this reference point and shall be supported by the MSGin5G Client and MSGin5G Server.
An MSGin5G Client may reside in a Constrained UE which cannot connect to the 3GPP network directly for message exchange with MSGin5G Server (e.g. the Constrained UE is out of 3GPP RAN coverage, with or without authorization to use UE-to-Network relay). If allowed by configuration, the MSGin5G Client residing in a Constrained UE can use the options listed below to communicate with the MSGin5G Server:
-	the MSGin5G Client residing in a Constrained UE uses another UE as UE-to-Network relay. In this scenario, the MSGin5G Client residing on the Constrained UE communicates with the MSGin5G Server over the MSGin5G-1 reference point (see 3GPP TS 23.554 [2]); or
-	the MSGin5G Client residing in a Constrained UE interacts with an MSGin5G Gateway UE which supports MSGin5G Gateway Client. The MSGin5G Gateway UE provides access to multiple Constrained UEs to connect to the 3GPP network for MSGin5G services. In this scenario, the MSGin5G Client residing in the Constrained UE communicates with the MSGin5G Gateway Client residing on the MSGin5G Gateway UE over the MSGin5G-6 reference point (see 3GPP TS 23.554 [2]) for sending and receiving MSGin5G messages. The transport protocols of MSGin5G-6 reference point is also based on CoAP specified in IETF RFC 7252 [5].
An Application Client may reside on the same UE with the MSGin5G Client or reside on a different UE. The Application Client communicates with the MSGin5G Client over the MSGin5G-5 reference point (see 3GPP TS 23.554 [2]).
Additionally, the MSGin5G Client(s) may interact with SEAL Clients over the SEAL-C reference point specified for each SEAL service as specified in 3GPP TS 23.434 [3]. The MSGin5G Server(s) may interact with SEAL Servers over the SEAL-S reference point specified for each SEAL service as specified in 3GPP TS 23.434 [3]. The interaction between a SEAL Client and the corresponding SEAL Server is supported by SEAL-UU reference point specified for each SEAL service as specified in 3GPP TS 23.434 [3].
By means of using the MSGin5G-1 reference point, the following aspects can be provided:
a)	MSGin5G UE registration and de-registration towards the MSGin5G Server;
b)	MSGin5G message delivery and MSGin5G message delivery status report;
c)	Messaging Topic Subscription and UnsSubscription; and
d)	MSGin5G UE bulk registration and bulk de-registration towards the MSGin5G Server.
By means of using the MSGin5G-5 reference point, the following aspects can be provided:
a)	Application Client registration and de-registration towards the MSGin5GClient; and
b)	The exchanging of message and message delivery status report between the Application Client and the MSGin5G Server by using MSGin5G Client.
By means of using MSGin5G-6 reference point , the following aspects can be provided:
a)	Constrained UE registration and de-registration towards the MSGin5G Server by using MSGin5G Gateway UE; 
b)	The exchanging of MSGin5G message and MSGin5G message delivery status report between Constrained UE and MSGin5G Server by using MSGin5G Gateway UE; and
c)	The bulk registration and de-registration procedures from multiple Constrained UEs towards the MSGin5G Server by using MSGin5G Gateway UE.
The necessary 5GC Network Capabilities, e.g. device triggering, may be used in MSGin5G Service as specified in 3GPP TS 23.554 [2]. The device trigger is delivered to the MSGin5G Client via SCEF/NEF and the Core Network as specified in 3GPP TS 23.502 [17] and is out of scope of this document.

* * * Next Change * * * *
[bookmark: _Toc162967538]6.2.3.1	General
If multiple configuration requests from one or more the MSGin5G Clients on the Constrained UEs are received by the MSGin5G Gateway UE, the MSGin5G Gateway UE may constucts a bulk configuration request based on the service policy to the MSGin5G Server. Upon receiving the bulk configuration response from the MSGin5G Server, the MSGin5G Gateway UE splits the bulk configuration response into multiple individual configuration responses and notifies the MSGin5G Clients on the Constrained UEs separately and may include protocol conversion between JSON and XML on the MSGin5G Gateway UE.

* * * Next Change * * * *
6.2.3.2.1	Configuration initiated by Constrained UE
In order to get the MSGin5G Service configuration information, the MSGin5G Client on the Constrain UE which has established a connection for One-to-one ProSe Direct Communication as specified in 3GPP TS 23.304[9] shall send a CoAP GET request to the MSGin5G Gateway Client on MSGin5G Gateway UE. In the CoAP GET request, the MSGin5G Client on the Constrain UE:
[bookmark: _Hlk145596174][bookmark: _Hlk145596185]a)	shall set the Option header to the CoAP URI identifying the user profile document to be retrieved according to the resource API definition in clause C.3.1 of 3GPP TS 24.546 [6]:
1)	the "apiRoot" is set to the URI of the MSGin5G Gateway side;	
2)	the "valServiceId" is set to the unique service identifier of MSGin5G service; and
3)	the MSGin5G Client on the Constrain UE shall generate a GET request for the UE Configurations as described in Annex C.3.1.2.2.3.1 of 3GPP TS 24.546 [6] and shall set applicable query parameters defined in table C.3.1.2.2.3.1-1 of 3GPP TS 24.546 [6] with the clarification listed below:
[bookmark: _Hlk145597185]i)	the ue-uri is set to the MSGin5G UE ID as specified in 3GPP TS 23.554 [2]; and
ii)	optionally, the ue-vendor or the ue-type parameter or both are set to the MSGin5G UE information as specified in 3GPP TS 23.554 [2].
Upon receiving the requested MSGin5G UE configuration data, the MSGin5G Client on the Constrain UE shall store the configuration data, including MSGin5G UE Service ID, the address of MSGin5G Server and other available MSGin5G Service specific information.

* * * Next Change * * * *
[bookmark: _Toc162967540]6.2.3.3.1	Reception of the Configuration Request from Constrained UE
Upon reception of an CoAP GET request where the CoAP URI of the request identifies the UE Configurations resource as described in clause C.3.1.2.2.3.1 of 3GPP TS 24.546 [6], the MSGin5G Gateway UE shall decide whether to use bulk configuration based on the service policy as:
[bookmark: _Hlk144996334]a)	if the MSGin5G Gateway UE decides not to use bulk configuration based on the service policy, the MSGin5G Gateway UE shall forward the CoAP GET request to the MSGin5G Server without any change; and
b)	if the MSGin5G Gateway UE decides to use bulk configuration based on the service policy, the MSGin5G Gateway Client on MSGin5G Gateway UE:
1)	shall store or cache the whole CoAP GET request;
2)		shall generate a CoAP 2.05 (Content) response including:
i)	the "Content-Format" element with "50" to indicate the format of the CoAP payload is "application/json"; and
ii)	the "CoAP payload" element with "Maximum configuration time" to indicate the expected time when the Configuration Response can be received; and
3)	may start a timer associated with the "MSGin5G UE ID". Tthe expiration of the timer is set to the value of the "Maximum configuration time" element.
The MSGin5G Gateway UE may start a timer for periodic bulk configuration based on implementation, e.g. when the first configuration request for which the MSGin5G Gateway UE decided to use bulk configuration received from the constrained UE.
NOTE:	How to decide that bulk configuration is used is implementation specific and outside the scope of the present document.
* * * Next Change * * * *
[bookmark: _Toc162967543]6.2.3.4.1	Reception of the bulk Configuration Request from MSGin5G Gateway UE
Upon reception of an CoAP GET request where the CoAP URI of the request identifies the UE Configurations resource as described in clause C.3.1.2.2.3.1 of 3GPP TS 23.546 [6], the configuration management server functionality shall follow the procedures in clause 6.2.3.4 of 3GPP TS 24.546 [6] with the clarification listed below:
a)	the configuration management server functionality shall return a 2.05 (Content) response, in addition to the information elements listed in clause 6.2.1.3 of the present document, the response also includes the list of MSGin5G UE configuration information found based on the list of MSGin5G UE IDs received from the CoAP GET request payload, each MSGin5G UE configuration information:
1)	shall include the "UE Service ID" element assigned to the requesting constrain UE;
2)	shall include the "MSGin5G Server address" element to indicate the MSGin5G Server which serves this constrain UE; and
3)	may include the "MSGin5G Service specific information" element to indicate the specific information of the MSGin5G Service.

* * * Next Change * * * *
[bookmark: _Toc162967571]6.3.4.2.1	Registration initiated by Constrained UE
After the UE Service ID is configured to the MSGin5G UE, in order to register MSGin5G UE to the MSGin5G Server, the MSGin5G Client on the Constrained UE shall send a CoAP POST request to the MSGin5G Server. If the registration request is allowed to delay for bulk registration initiated by the MSGin5G Gateway Client, in the CoAP POST request, the MSGin5G Client on the Constrained UE:
a)	shall set the "T" field in the CoAP header to 0 to indicate acknowledge message required;
b)	shall include the MSGin5G Server address in the Option header of the CoAP POST request and set the Option header to a corresponding value, e.g. if the MSGin5G Server address is a URI, the Uri-Path Option is set to the value of such URI;
c)	shall set the "Content-Format" element to "50" to indicate the format of the CoAP payload is "application/json"; and
d)	shall include the following information elements in the CoAP payload encoded in JSON format:
1)	the "MSGin5G service identifier" element to indicate that this CoAP POST request is used for MSGin5G service;
2)	the "Message Type" element with a "REG" value to indicate that this CoAP POST request is used for registration;
3)	the "UE Service ID" element to indicate the MSGin5G UE initiating registration procedure;
e)	optionally, the "Registration urgent degree" element with a "false" value to indicate that this registration is not urgent;
f)	optionally, the "MSGin5G Client Profile" element to include a set of parameters describing the MSGin5G Client. This element may include the "MSGin5G Client Triggering Information" element and the "MSGin5G Client Communication Availability" element:
 i)	The "MSGin5G Client Triggering Information" element shall include:
-	the "MSGin5G UE ID" element to indicate the MSGin5G UE hosting the MSGin5G Client; and
-	either: 
-	a "MSGin5G Client Port" element to indicate the port number that the MSGin5G Client listens on for device triggers from the MSGin5G Server;or
-	a "MSGin5G Client Ports" element to indicate a List of port numbers that the MSGin5G Client listens on for device triggers from the MSGin5G Server and protocol (e.g., SMS, NIDD, etc.) associated with each port number; and
ii)	the "MSGin5G Client Communication Availability" element informs the MSGin5G Server whether the client has a specific application-level schedule/periodicity to its MSGin5G communications, which may be used in conjunction with UE reachability monitoring to determine whether and when MSGin5G communications are attempted. This element:
-	shall include the "Scheduled communication time" element to indicate the time when the UE becomes available for communication;
-	shall include the "Communication duration time" element to indicate the duration time of periodic communication;
-	may include the "Periodic communication indicator" element to identify whether the client communicates periodically or not;
-	may include the "Periodic communication interval" element to indicate the interval Time of periodic communication if "Periodic communication indicator" element is included;
-	may include the "Data size indication" element to indicate the expected data size to be exchanged during the communication duration; and
-	may include the "Store and forward option" element to indicate the UE does not request store and forward services for incoming MSGin5G requests; and
g)	optionally, the "Registration request expiration time" element to indicate the maximum validity time of the registration request; and
h)	optionally, the "waitTime" element to indicate the time the MSGin5G Gateway Client can wait with sending the (bulk-)registration request to the MSGin5G Server.

* * * Next Change * * * *
[bookmark: _Toc162967576]6.3.4.3.1	Reception of the Registration Request from Constrained UE
Upon reception of the CoAP POST request containing MSGin5G service identifier indicating that the received request is for MSGin5G service and Message Type indicating that the received request is for registration, the MSGin5G Gateway Client shall check the value of the "Registration urgent degree" element included in the CoAP POST request as:
a)	if the "Registration urgent degree" element with a "true" value is included, the MSGin5G Gateway Client shall forwards the CoAP POST request to the MSGin5G Server without any change.
b)	if the "Registration urgent degree" element with a "false" value is included, the MSGin5G Gateway Client:
1)	shall store or cache the whole CoAP POST request;
2)		shall generate a CoAP 2.01 (Created) response or CoAP 2.04 (Change) response to nofity the MSGin5G Client on the Constrained UE that the registration request is buffered for bulk registration procedure and the CoAP response includes:
i)	the CoAP "Message ID" element and the "Token" element with the same values with those in the CoAP POST request for registration; and
ii)	the "Content-Format" element with "50" to indicate the format of the CoAP payload is "application/json" . The CoAP payload shall include the "UE Service ID" element to indicate the Constrained UE initiating registration procedure. The CoAP payload may include the "Expected registration time" element to indicate the expected time when the Registration Response can be received; and
3)	may start a timer associated with the "UE Service ID". If the "Registration request expiration time" element is included in the CoAP request from the Constrained UE, the expiration of the timer is set to the value of the "Registration request expiration time" element. Else, the MSGin5G Gateway Client determines whether to start a timer and the value of the timer based on implementation.
The MSGin5G Gateway Client may start a timer for periodic bulk registration based on implementation, e.g. when the first registration request from the constrained UE the "false" value of the "Registration urgent degree" element.

* * * Next Change * * * *
[bookmark: _Toc162967577]6.3.4.3.2	Sending the Bulk Registration Request to MSGin5G Server
Based on implementation, upon:
a)	expiry of one or more timers started in 2) above; 
b)	expiry of the timer for periodic bulk registration; or
c)	excess of the maximum number of MSGin5G UE registration requests from constrained UEs,
the MSGin5G Gateway Client may initiate a CoAP POST request to the MSGin5G Server including all cached/stored MSGin5G UE registration requests from the constrained UEs. In this CoAP POST request, the MSGin5G Client in the MSGin5G Gateway Client:
a)	shall set the "T" field in the CoAP header to 0 to indicate acknowledge message required;
b)	shall include the MSGin5G Server address in the Option header of the CoAP POST request and set the Option header to a corresponding value, e.g. if the MSGin5G Server address is a URI, the Uri-Path Option is set to the value of such URI;
c)	shall set the "Content-Format" element to "50" to indicate the format of the CoAP payload is "application/json"; and
d)	shall include the following information elements in the CoAP payload encoded in JSON format as specified in clause 7.3.3.x:
1)	the "MSGin5G service identifier" element to indicate that this CoAP POST request is used for MSGin5G service;
2)	the "Message Type" element with a "BREG" value to indicate that this CoAP POST request is used for bulk registration;
3)	the "UE Service ID" element to indicate the MSGin5G UE initiating bulk registration procedure;
4)	the "Number of individual MSGin5G UE registration requests" element to indicate the total number of MSGin5G UE registration requests which are bulked in this CoAP request; and
5)	the "List of individual MSGin5G UE registration request" element to include one or more elements as specified in bullet d) of 6.3.1.1.1.
NOTE:	The MSGin5G Gateway Client should consider the value of the "Registration request expiration time" element in the individual MSGin5G UE registration request from multiple constrained UEs to avoid failure of registration.

* * * Next Change * * * *
[bookmark: _Toc86042588][bookmark: _Toc86043145][bookmark: _Toc97379663][bookmark: _Toc104710996][bookmark: _Toc162967598]6.4.1.1.4	Sending of an MSGin5G message delivery status report
In order to send a MSGin5G message delivery status report, the MSGin5G Client shall send an CoAP POST request according to procedures specified in IETF RFC 7252 [5]. In the CoAP POST request, the MSGin5G Client:
a)	shall sets the "T" field in the CoAP header to 0, i.e. indicates that this message is the type of Confirmable, to ensure that the MSGin5G message delivery status report can be received by the originator of the receiving MSGin5G message;
b)	shall include the MSGin5G Server address in an CoAP Option, e.g. if the MSGin5G Server address is a URI, includes a Uri-Path Option with the value of the URI;
c)	shall set the CoAP Content-Format to "50", i.e. application/json; and
d)	shall include the information elements specified in 3GPP TS 23.554 [2] in the CoAP payload encoded in JSON format as specified in clause 7.3.4.2:
1)	shall include an "MSGin5G service identifier" element to indicate that this CoAP POST request message is used for MSGin5G service;
2)	shall include an "Message Type" element and set it to "IMDN" to indicate that this CoAP POST request message is used for MSGin5G message delivery status report;
3)	shall include an "Originating UE Service ID" element set to the UE which requests the sending of the MSGin5G message delivery status report;
4)	shall include a "Recipient UE Service ID/AS Service ID" element if the recipient is an MSGin5G UE/Non-MSGin5G UE or an Application Server. This element indicates is the sender of the message that this message delivery status report is for;
5)	shall include the "Message ID" element copied from the MSGin5G message that is being acknowledged;
6)	shall include a "Delivery Status" element to carry the delivery status description. The delivery status can be success or failure in delivery; and
7)	may include a "Failure Cause" element to indicate the failure reason if the delivery status is failure.

* * * Next Change * * * *
[bookmark: _Toc86042593][bookmark: _Toc86043150][bookmark: _Toc97379668][bookmark: _Toc104711001][bookmark: _Toc162967603]6.4.1.1.9	Reception of a aggregated MSGin5G message delivery status report
Upon receiving an CoAP POST request containing the MSGin5G Service identifier and the "Message Type" with the value "IMDN", if a "Number of individual messages" and a "List of individual messages" are included, the MSGin5G Client concludes that this message is an aggregated MSGin5G message. The MSGin5G Client shall handle the CoAP POST request according to procedures specified in IETF RFC 7252 [5] with the clarifications listed below:
a)	The MSGin5G Client shall split the received aggregated MSGin5G message delivery status report into multiple new created individual MSGin5G message delivery status reports:
1)	all elements listed in clause 6.4.1.1.5 included in the received MSGin5G message delivery status report, except the "Message ID", are copied to each new created individual MSGin5G message delivery status report; and 
2)	each child element of the "List of individual messages" element in the received aggregated MSGin5G message is included in a new created individual MSGin5G message delivery status report. The "Message ID", "Delivery Status" and the "Failure Cause" (if present) in the child element of the "List of individual messages" are used as the same elements in the new created individual MSGin5G message; and
b)	The MSGin5G Client shall handle each individual newly created MSGin5G delivery status report according to step a) specified in clause 6.4.1.1.8.

* * * Next Change * * * *
[bookmark: _Toc86042597][bookmark: _Toc86043154][bookmark: _Toc97379672][bookmark: _Toc104711005][bookmark: _Toc162967607]6.4.1.2.3	Reception of an aggregated MSGin5G message
Upon receiving an CoAP POST request from an MSGin5G Client on an MSGin5G UE, containing the MSGin5G Service identifier and the "Message Type" with the value "MSG", if a "Number of individual messages" and a "List of individual messages" are included, the MSGin5G Server learns that this message is an aggregated MSGin5G message. The MSGin5G Server shall handle the whole aggregated MSGin5G message according to procedures specified in clause 6.4.1.2.2.
* * * Next Change * * * *
[bookmark: _Toc86042599][bookmark: _Toc86043156][bookmark: _Toc97379674][bookmark: _Toc104711007][bookmark: _Toc162967609]6.4.1.2.5	Reception of an aggregated MSGin5G delivery status report
Upon receiving an CoAP POST request from an MSGin5G Client on an MSGin5G UE, containing the MSGin5G Service identifier and the "Message Type" with the value "IMDN", if a "Number of individual messages" and a "List of individual messages" are included, the MSGin5G Server concludes that this message is an aggregated MSGin5G message. The MSGin5G Server shall handle the whole aggregated MSGin5G delivery status report according to procedures specified in clause 6.4.1.2.4.

* * * Next Change * * * *
[bookmark: _Toc86042601][bookmark: _Toc86043158][bookmark: _Toc97379676][bookmark: _Toc104711009][bookmark: _Toc162967611]6.4.1.2.7	Sending of an aggregated MSGin5G message
If the MSGin5G Server receives an aggregated MSGin5G message as specified in clause 6.4.1.2.3, and the received aggregated MSGin5G message is smaller than the supported message segment size of the recipient, it shall send it as specified in clause 6.4.1.2.6 without splitting the received aggregated message request into multiple individual MSGin5G message.
If the received aggregated MSGin5G message is larger than the supported message segment size of the recipient, the MSGin5G Server should remove the last individual message in the List of individual messages element from the aggregated message until the aggregated message is smaller than the maximum segmentation size that can be transmitted over available transport, and then send the remaining aggregated MSGin5G message as specified in clause 6.4.1.2.6. The MSGin5G messages removed from the aggregated message may be sent individually or aggregated again by the MSGin5G Server according to service configuration.
NOTE:	Aggregated MSGin5G message is supported by all MSGin5G Clients and Application Servers. MSGin5G message and MSGin5G delivery status report cannot be aggregated in the same aggregated MSGin5G message.
If the MSGin5G Server receives an MSGin5G message as specified in clause 6.4.1.2.2, it may send multiple MSGin5G messages toward the same recipient in an aggregated MSGin5G message. Before the sending of an MSGin5G message, the MSGin5G Server shall check if aggregation is allowed for this message, MSGin5G Server shall also check the message data size, and the priority level to determine if the message can be aggregated. For example, if the MSGin5G Server finds that the received messages have small payload size when compared to the maximum segment size that can be transmitted over CoAP and the messages are not high priority messages, which could be sent as per scheduling policy towards a selected target. The MSGin5G Server can decide to aggregate messages until optimal use of segment size before sending message towards MSGin5G Client.
If the message can be aggregated, the MSGin5G Server aggregates multiple MSGin5G messages, and sends the aggregated message in a single CoAP POST request message. The sending of the CoAP POST request message shall follow the procedures specified in clause 6.4.1.2.6 with the clarifications listed below:
a)	The MSGin5G Server should not segment the aggregated message, so the MSGin5G Server should ensure that the new aggregated MSGin5G message is smaller than the maximum allowed MSGin5G message segmentation size and skips the step e) in clause 6.4.1.2.6. The "Message is segmented", "Segmentation set identifier", "Total number of message segments", "Message segment number" and "Last segment flag" elements should not be included in the aggregated MSGin5G message.
b)	In addition to the elements specified in clause 6.4.1.2.6, the MSGin5G Server should include a "Number of individual messages" element in this message to indicate the total number of messages which are aggregated into this single message.
c)	In addition to the elements specified in clause 6.4.1.2.6, the MSGin5G Server should include a "List of individual messages" element in this message. Each child element of this "List of individual messages" element contains information elements listed below:
1)	an "Message ID" to identify the individual message;
2)	a "Payload" which carries the application payload that is transferred by the individual MSGin5G message;
3)	one or more optional "Application ID" element(s);
4)	an optional "Delivery status required" element; and
5)	an optional "Priority type" element.

* * * End of Change * * * *

