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1. Reason for Change
[bookmark: _GoBack]Stage 2 defines a new SEALDD server discovery and selection procedure (see 3GPP TS 24.433). This procedure needs to be added to 3GPP TS 24.543 for defining the required stage 3 details.
2. Proposal
It is proposed to agree the following changes to 3GPP TS 24.543 v0.1.0.
3. Revision history
-	

[bookmark: _Hlk61529092]* * * First Change * * * *
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* * * Next Change * * * *
6.2.4	SEALDD server discovery and selection procedure
Editor’s note:	This clause will describe the details of the procedure.
In an edge data network (EDN), the SDDM-C can use edge applications over 3GPP services (see clause x) to obtain the EES, which supports the SDMM-S and the VAL server, and after that to obtain the SDMM-S address and the VAL server address.
NOTE 1:	The Eecs_ServiceProvisioning service to obtain the EES, which supports the SDMM-S and the VAL sever, and the Eees_EASDiscovery service to obtain the SDMM-S address and the VAL server address are specified in clause 7.2 and clause 5.3 of 3GPP TS 24.558 [r24558] respectively.
In a non-edge data network (EDN), the SDDM-C can obtain the SDDM-S address and the VAL server address from the VAL client or the NAS.
NOTE 2:	ECS address provisioning over NAS to get ECS configuration information and EAS discovery to get EAS information are specified in 3GPP TS 24.501 [r24501].
* * * End of Changes * * * *

