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	Reason for change:
	As specified, all Optional IEs in Payload container entry is a Type 4 IE of format TLV, see below: 
[image: ]
If receiving an unknown Optional IE, the UE can ignore the IE based on Type 4 IE of format TLV. But the text below is very misleading:
For each payload container entry, the payload container type field represents the payload container type value as described in subclause 9.11.3.40, the coding of payload container contents field is dependent on the particular application, and the number of optional IEs field represents the total number of optional IEs associated with the payload container entry contents field in the payload container entry. The error handlings for optional IEs specified in subclauses 7.6.1, 7.6.3 and 7.7.1 shall apply to the optional IEs included in the payload container entry.

And subclauses 7.6.1 is as below:
[bookmark: _Toc20232869][bookmark: _Toc27746973][bookmark: _Toc36213157][bookmark: _Toc36657334][bookmark: _Toc45286999][bookmark: _Toc51948268][bookmark: _Toc51949360][bookmark: _Toc131396310]7.6.1	IEIs unknown in the message
The UE shall ignore all IEs with an IEI unknown in a message which are not encoded as "comprehension required" (see 3GPP TS 24.007 [11]).
And TS 24.007 specfies as below:
Unless otherwise specified in the protocol specification, the receiver shall assume that IE with unknown IEI are TV formatted type 1, T formatted type 2, TLV formatted type 4 or TLV-E formatted type 6 standard IEs.
[bookmark: _GoBack]The quoted text indicates if receiving an unknown Optional IE, the UE shall first determines the format of information element based on the first receiving unknown one octet. The specified rule TS 24.007 is:
Bit 8 of the IEI octet is set to "1" indicates a TV formatted type 1 standard IE or a T formatted type 2 IEs. Hence, a 1 valued bit 8 indicates that the whole IE is one octet long.
Bit 8 of the IEI octet set to "0" and bits 7 to 5 set to "1" indicates a TLV-E formatted type 6 IE, i.e. the following two octets are length octets. Bit 8 of the IEI octet set to "0" and bit 7 to 5 set to any other bit combination indicates a TLV formatted type 4 IE, i.e. the following octet is a length octet.
According to the rule above, the green type will be wrongly considered as TV formatted type 1 or T formatted type 2. See below:
[image: ]
The resulting erroneous result will be the UE only needs to skip one octect.
To avoid misleading UE implementers, it is proposed to improve the incorrect handling part. 

	
	

	Summary of change:
	It is proposed to remove the incorrect handling text: The error handlings for optional IEs specified in subclauses 7.6.1 shall apply to the optional IEs included in the payload container entry, and propose the UE shall ignore the unknown optional IE in a message.

	
	

	Consequences if not approved:
	UE may skip the incorrect octect(s) if receving an unknown Optional IE.
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[bookmark: _Toc20125194][bookmark: _Toc27486391][bookmark: _Toc36210444][bookmark: _Toc45096303][bookmark: _Toc45882336][bookmark: _Toc51762132][bookmark: _Toc83313318][bookmark: _Toc131688073]*****First change *****
[bookmark: _Toc20233253][bookmark: _Toc27747388][bookmark: _Toc36213579][bookmark: _Toc36657756][bookmark: _Toc45287431][bookmark: _Toc51948706][bookmark: _Toc51949798][bookmark: _Toc131396864]9.11.3.39	Payload container
The purpose of the Payload container information element is to transport one or multiple payloads. If multiple payloads are transported, the associated information of each payload are also transported together with the payload.
The Payload container information element is coded as shown in figure 9.11.3.39.1, figure 9.11.3.39.1A, figure 9.11.3.39.1B, figure 9.11.3.39.2, figure 9.11.3.39.3, figure 9.11.3.39.4 and table 9.11.3.39.1.
The Payload container information element is a type 6 information element with a minimum length of 4 octets and a maximum length of 65538 octets.
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	Payload container IEI
	octet 1

	
Length of payload container contents
	octet 2
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	Payload container contents
	

	
	octet n


Figure 9.11.3.39.1: Payload container information element
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	Number of event notification indicators
	octet 4

	
Event notification indicator 1
	octet 5

octet j

	
Event notification indicator 2
	octet j+1*

octet k*

	
…
	octet k+1*
…
octet l*

	
Event notification indicator n
	octet l+1*

octet m*


Figure 9.11.3.39.1A: Payload container contents with Payload container type "Event notification"
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	Type of event notification indicator n
	octet l+1

	Length of event notification indicator n
	octet l+2

	
Value of event notification indicator n
	octet l+3*

octet m*


Figure 9.11.3.39.1B: Even notification indicator n
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	Number of entries
	octet 4

	
Payload container entry 1
	octet 5

octet x2

	
Payload container entry 2
	octet x2+1

octet x3

	……
	…

	
Payload container entry i
	octet xi +1

octet n


Figure 9.11.3.39.2: Payload container contents with Payload container type "Multiple payloads"
	8
	7
	6
	5
	4
	3
	2
	1
	

	Length of Payload container entry
	octet xi +1
octet xi +2

	Number of optional IEs
	Payload container type
	octet xi +3

	
Optional IE 1
	octet xi +4

octet y2

	
Optional IE 2
	octet y2+1

octet y3

	…
	


	
Optional IE j
	octet yj+1

octet z

	
Payload container entry contents
	octet z+1

octet n


Figure 9.11.3.39.3: Payload container entry
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	Type of optional IE
	octet xi +4


	Length of optional IE
	octet xi +5


	
Value of optional IE
	octet xi +6

octet y2


Figure 9.11.3.39.4: Optional IE
Table 9.11.3.39.1: Payload container information element
	Payload container contents (octet 4 to octet n); max value of 65535 octets

	
If the payload container type is set to "N1 SM information" and is included in the UL NAS TRANSPORT or DL NAS TRANSPORT message, the payload container contents contain a 5GSM message as defined in subclause 8.3.

If the payload container type is set to "SOR transparent container" and is included in the DL NAS TRANSPORT message, the payload container contents are coded the same way as the contents of the SOR transparent container IE (see subclause 9.11.3.51) for SOR data type is set to value "0" except that the first three octets are not included.

If the payload container type is set to "SOR transparent container" and is included in the UL NAS TRANSPORT message, the payload container contents are coded the same way as the contents of the SOR transparent container IE (see subclause 9.11.3.51) for SOR data type is set to value "1" except that the first three octets are not included.

If the payload container type is set to "UE policy container" and is included in the DL NAS TRANSPORT, UL NAS TRANSPORT or REGISTRATION REQUEST message, the payload container contents are coded as defined in subclause Annex D.

If the payload container type is set to "UE parameters update transparent container" and is included in the DL NAS TRANSPORT message, the payload container contents are coded the same way as the contents of the UE parameters update transparent container IE (see subclause 9.11.3.53A) for UE parameters update data type is set to value "0" except that the first three octets are not included.

If the payload container type is set to "UE parameters update transparent container" and is included in the UL NAS TRANSPORT message, the payload container contents are coded the same way as the contents of the UE parameters update transparent container IE (see subclause 9.11.3.53A) for UE parameters update data type is set to value "1" except that the first three octets are not included.

If the payload container type is set to "SMS" and is included in the UL NAS TRANSPORT or DL NAS TRANSPORT message, the payload container contents contain an SMS message (i.e. CP-DATA, CP-ACK or CP-ERROR) as defined in subclause 7.2 in 3GPP TS 24.011 [13].

If the payload container type is set to "CIoT user data container" and is included in the UL NAS TRANSPORT, DL NAS TRANSPORT or CONTROL PLANE SERVICE REQUEST message, the payload container contents are coded the same way as the contents of the user data container IE (see subclause 9.9.4.24 in 3GPP TS 24.301 [15]) except that the first three octets are not included.

If the payload container type is set to "SMS" and is included in the CONTROL PLANE SERVICE REQUEST message, the payload container contents are coded the same way as the contents of the NAS message container IE (see subclause 9.9.3.22 in 3GPP TS 24.301 [15]) except that the first two octets are not included.

If the payload container type is set to "Location services message container" and is included in the UL NAS TRANSPORT, DL NAS TRANSPORT or CONTROL PLANE SERVICE REQUEST message, the payload container contents include location services message payload.

If the payload container type is set to "LTE Positioning Protocol (LPP) message container" and is included in the UL NAS TRANSPORT or DL NAS TRANSPORT message, the payload container contents include LPP message payload.

If the payload container type is set to "Service-level-AA container" and is included in the UL NAS TRANSPORT or DL NAS TRANSPORT message, the payload container contents are coded the same way as the contents of service-level-AA container (see subclause 9.11.2.10).

If the payload container type is set to "Event notification", the payload container contents include one or more event notification indicators.


	Type of event notification indicator n (octet l+1)
Bits

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	0
	0
	0
	0
	0
	0
	0
	0
	
	"SRVCC handover cancelled, IMS session re-establishment required" indicator

	0
	0
	0
	0
	0
	0
	0
	1
	
	

	to
	
	Unused, shall be ignored if received by the UE

	1
	1
	1
	1
	1
	1
	1
	1
	
	

	

	If the type of an event notification indicator is set to "SRVCC handover cancelled, IMS session re-establishment required" indicator, the value of the event notification indicator shall not be included.

	

	If the payload container type is set to "User plane positioning information container" and is included in the UL NAS TRANSPORT or DL NAS TRANSPORT message, the payload container contents include user plane positioning information payload.

	Editor’s note [CR#5215, 5G_eLCS_Ph3]:	The content of user plane positioning information payload is FFS and inputs from SA3 and CT4 are required.

	If the payload container type is set to "Multiple payloads", the number of entries field represents the total number of payload container entries, and the payload container entry contents field is coded as a list of payload container entry according to figure 9.11.3.39.2, with each payload container entry is coded according to figure 9.11.3.39.3 and figure 9.11.3.39.4.

	

	The coding of Payload container contents is dependent on the particular application.

	

	Payload container entry

For each payload container entry, the payload container type field represents the payload container type value as described in subclause 9.11.3.40, the coding of payload container contents field is dependent on the particular application, and the number of optional IEs field represents the total number of optional IEs associated with the payload container entry contents field in the payload container entry. The error handlings for optional IEs specified in subclauses 7.6.1, 7.6.3 and 7.7.1 shall apply to the optional IEs included in the payload container entry. The UE shall ignore the unknown optional IE in a message.


	Optional IEs

Type of optional IE (octet xi +4)
This field contains the IEI of the optional IE.

Length of optional IE (octet xi+5)
This field indicates binary coded length of the value of the optional IE entry.

Value of optional IE (octet xi+6 to octet y2)
This field contains the value of the optional IE entry with the value part of the referred information element based on following optional IE reference. If the Request type is included, the value part of the Request type shall be encoded in the bits 1 to 4 and bits 5 to 8 shall be coded as zero. If the Release assistance indication is included, the value part of the Release assistance indication shall be encoded in the bits 1 to 4 and bits 5 to 8 shall be coded as zero. If the MA PDU session information is included, the value part of the MA PDU session information shall be encoded in the bits 1 to 4 and bits 5 to 8 shall be coded as zero.


	IEI 
	Optional IE name
	Optional IE reference

	12
	PDU session ID
	PDU session identity 2 (see subclause 9.11.3.41)

	24
	Additional information
	Additional information (see subclause 9.11.2.1)

	58
	5GMM cause
	5GMM cause (see subclause 9.11.3.2)

	37
	Back-off timer value
	GPRS timer 3 (see subclause 9.11.2.5)

	59
	Old PDU session ID
	PDU session identity 2 (see subclause 9.11.3.41)

	80
	Request type
	Request type (see subclause 9.11.3.47)

	22
	S-NSSAI
	S-NSSAI (see subclause 9.11.2.8)

	25
	DNN
	DNN (see subclause 9.11.2.1B)

	F0
	Release assistance indication
	Release assistance indication (see subclause 9.11.3.46A)

	A0
	MA PDU session information
	MA PDU session information (see subclause 9.11.3.31A)



***** End of changes *****
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