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1	Introduction
This paper provides an overview of additions for MPS priority for MPS subscribed UEs connecting to an EPC through a WLAN. In scope are trusted and untrusted WLANs for access and transport priority priority.

[bookmark: _Hlk142636381]Requirements from 3GPP TS 23.402 will be used to inform each change outlined below. The changes in the corresponding CRs are indicated in the present document with a blue font.

The paper covers the following CRs, one of which is associated with each change described in this paper:
· EPC attach - TS 24.302 changes
· EPC untrusted - TS 29.273 changes for untrusted attach process 
· EPC trusted - TS 29.273 changes for trusted attach process 
· EPC transport priority - TS 24.302 changes 
· EPC congestion exemptions - TS 24.302 changes 
· EPC congestion exemptions for Multi-connection mode (MCM) - TS 24.244 changes
· EPC DSCP - TS 29.274 changes

The document is organized as follows:
· Clause 2 includes the main content of the discussion paper
· Clause 2.1 is on Untrusted Access
· Clause 2.1.1 is only relevant for CT4
· Clause 2.1.2 is only relevant for CT1
· Clauses 2.1.3, 2.1.4 and 2.1.5 are only relevant for CT4
· Clause 2.2 is on Trusted Access
· Clause 2.2.1 is only relevant for CT1
· Clauses 2.2.2, 2.2.3, 2.2.4 are only relevant for CT4
· Clause 2.3 is on Transport priority 
· Clause 2.3.1 is on Untrusted
· Clause 2.3.2 is on Trusted and is only relevant for CT1
· Clause 2.4 is on Overload 
· Clause 3 summarizes the conclusions  
2	Access Priority
[bookmark: _Ref132640107]2.1	Untrusted access


[bookmark: _Ref131594380][bookmark: _Ref131594383]Figure 1: Untrusted Non-3GPP Access Attach to EPC
Figure 1 will be used as a reference for clause 2.1.1 below. Steps 4 and 5 convey the UE’s MPS subscription indicator from the UE’s USIM to network components. Steps 12 and 13 convey the UE’s MPS subscription indicator from the HSS to network components. Both MPS indications, that from the UE's USIM and that from the HSS, are used by the network components to give priority to the UE. 
2.1.1	Step 1
2.1.1.1	Requirements
In 3GPP TS 23.402 § 7.2.4:
For GTP, and WLAN access, the Attach procedure as in Figure 7.2.1-1, before step (A), has the following additions:
-	In Step 1, the subscription data that is provided to the Non-3GPP IP Access by the HSS/AAA shall also include the MPS subscription, if any.
"Step 1" in the above paragraph refers to step 1 in TS 23.402, Figure 7.2.1-1.
2.1.1.2	Changes
In 3GPP TS 29.273 § 4.1.2.1.2 (second change in the EPC untrusted CR) 
Based on operator policy, the 3GPP AAA Server shall include the MPS-Priority AVP with the MPS-EPS-Priority bit set in the EAP-Success message if the 3GPP AAA Server has received an MPS-Priority AVP with the MPS-EPS-Priority bit set from the HSS. The 3GPP AAA Server shall treat the message and all subsequent messages for the UE with priority as specified in Annex C and Annex D until the 3GPP AAA Server receives a Non-3GPP-User-Data AVP without an MPS-priority AVP with the MPS-EPS-Priority bit set and the 3GPP AAA Server has not received a DER command from the ePDG containing a High-Priority-Access-Info AVP with the HPA_Configured bit set.
2.1.2	Step 4
2.1.2.1	Requirements
In 3GPP TS 23.402 § 7.2.4:
-	In Step 2, when the IKEv2 tunnel establishment procedure is started by the UE, a UE having a USIM with MPS subscription and supports MPS over untrusted WLAN feature shall indicate in a notification part of the IKEv2 authentication request that it has an MPS subscription.
NOTE 1:	Based on operator policy, the MPS subscription indication can be used by the ePDG to give priority to this UE immediately upon receipt of the notification from the UE. In this case, the ePDG forwards the message to the 3GPP AAA Server with priority and the ePDG and HSS/AAA handle all subsequent messages with priority. Alternatively, the ePDG may give priority to this UE after the network has successfully authenticated the UE, at which time the ePDG and HSS/AAA handle all subsequent messages with priority.
2.1.2.2	Changes
In 3GPP TS 24.302 § 7.2.2.1 (third change in the EPC attach CR), add:
If the UE's USIM indicates that the UE is a UE configured for high priority access in selected PLMN as specified in 3GPP TS 31.102 [35], the UE shall send the HPA_INFO Notify payload, as defined in clause 8.1.2.3, within the IKE_AUTH request message, with the HPA_INFO field bits set as defined in clause 8.2.9.x.
In 3GPP TS 24.302 § 7.4.1.1 (fourth change in the EPC attach CR) 
Upon receipt of an IKE_AUTH request message with the HPA_INFO field in the HPA_INFO Notify payload (see clause 8.1.2.3) indicating high priority access, based on operator policy, the ePDG should treat the UE with priority, e.g., with overload control for Diameter messages as defined in Annex C and Annex D in 3GPP TS 29.273 [17].
NOTE 1:	Alternatively, the ePDG can give priority to this UE after the network has successfully authenticated the UE as described in 3GPP TS 29.273 [17], at which time the ePDG handles all subsequent messages with priority.
Add 3GPP TS 24.302 § 7.4.y "Overload control" (fifth change in the EPC attach CR):
Based on operator policy, under general overload conditions the ePDG may reject requests from UEs. The ePDG should not reject requests from UEs which the ePDG is treating with high priority access according to clause 7.1.2.1.4, up to the point where further exemption would cause network instability.
2.1.3	Step 5
2.1.3.1	Requirements
In 3GPP TS 23.402 § 7.2.4:
NOTE 1:	Based on operator policy, the MPS subscription indication can be used by the ePDG to give priority to this UE immediately upon receipt of the notification from the UE. In this case, the ePDG forwards the message to the 3GPP AAA Server with priority and the ePDG and HSS/AAA handle all subsequent messages with priority. Alternatively, the ePDG may give priority to this UE after the network has successfully authenticated the UE, at which time the ePDG and HSS/AAA handle all subsequent messages with priority.
[bookmark: _Toc20213372][bookmark: _Toc36043853][bookmark: _Toc44872229][bookmark: _Toc120027531]2.1.3.2	Changes
In 3GPP TS 29.273 § 7.1.2.1.2	(ninth change in the EPC untrusted CR, first part):
If 3GPP AAA Server receives a DER command from the ePDG containing a High-Priority-Access-Info AVP with the HPA_Configured bit set, if allowed by operator policy, the 3GPP AAA Server shall treat the message and all subsequent messages for the UE with priority as specified in Annex C and Annex D.
NOTE 3:	Alternatively, the 3GPP AAA Server can give priority to this UE after the 3GPP AAA Server has successfully authenticated the UE as described in clause 8.1.2.3.3, at which time the 3GPP AAA Server handles all subsequent messages with priority.
In 3GPP TS 29.273 § 7.1.2.1.4 (tenth change in the EPC untrusted CR, first part): 
When sending a DER command to the 3GPP AAA Server, if the ePDG had received an indication that the UE has access priority in an IKE_AUTH request message as described in 3GPP TS 24.302 [26] and if allowed by operator policy, the ePDG may add a High-Priority-Access-Info AVP with the HPA_Configured bit set, to the DER command.
2.1.4	Step 12
2.1.4.1	Requirements
In 3GPP TS 23.402 § 12.1.1:
The HSS responds with a UE Registration Ack (User Identity, Subscription Data). … The subscription data shall also include an indication of MPS subscription, if the user has an MPS subscription.
In 3GPP TS 23.402 § 16.2.1:
In addition, the Subscription data that is provided to the TWAN by the HSS/AAA shall also include an indication of MPS subscription, if the UE has an MPS subscription.
2.1.4.2	Changes
In 3GPP TS 29.273 § 8.1.2.3.3 (fourteenth change in the EPC untrusted CR):
Based on operator policy, if the 3GPP AAA Server receives from the HSS a non-3GPP-User-Data AVP with an MPS-Priority AVP with the MPS-EPS-Priority bit set, the 3GPP AAA Server shall treat commands for the UE with priority as specified in Annex C and Annex D. If the 3GPP AAA Server receives a Non-3GPP-User-Data AVP without an MPS-Priority AVP with the MPS-EPS-Priority bit set and if the last DER command received by the 3GPP AAA Server from the ePDG or the TWAN did not contain a High-Priority-Access-Info AVP with the HPA_Configured bit set, the 3GPP AAA Server shall discontinue priority treatment of commands for the UE.
In 3GPP TS 29.273 § 8.2.3.1 (sixteenth change in the EPC untrusted CR), in the data from the HSS:
The MPS-Priority AVP shall be present if an MPS subscription exists in the HSS for the UE.

2.1.5	Step 13
2.1.5.1	Requirements
In 3GPP TS 23.402 § 7.2.4:
In Step 1, the subscription data that is provided to the Non-3GPP IP Access by the HSS/AAA shall also include the MPS subscription, if any. 
and
upon a successful authorization, the 3GPP AAA server returns the following additional information, regardless of which protocol variant the ePDG will select on S2b: APN-AMBR, static QoS Profile, MPS subscription
and
NOTE 4:	Similar to 3GPP-access, sending the MPS subscription to the ePDG enables the ePDG to handle this UE with priority.
"Step 1" in the first paragraph above refers to step 1 in 3GPP TS 23.402, Figure 7.2.1-1.
2.1.5.2	Changes
In 3GPP TS 29.273 § 7.1.2.1.2	(ninth change in the EPC untrusted CR, second part):
Based on operator policy, the 3GPP AAA Server shall include the MPS-priority AVP with the MPS-EPS-Priority bit set with the DEA command if the HSS has indicated an MPS subscription for the UE.
In 3GPP TS 29.273 § 7.1.2.1.4 (tenth change in the EPC untrusted CR, second part): 
If the ePDG receives a DEA command with the MPS-Priority AVP with the MPS-EPS-Priority bit set, the ePDG shall treat the message and all subsequent messages for the UE with priority as specified in Annex C and Annex D until the ePDG receives an MPS-Priority AVP without the MPS-EPS-Priority bit set but only if the ePDG has not received an indication that the UE has access priority from the UE in an IKE_AUTH message as described in 3GPP TS 24.302 [26].
2.2	Trusted access


[bookmark: _Ref132641144]Figure 2: Trusted Non-3GPP Access Attach to EPC
Figure 2 will be used as a reference for clause 2.2.1 below. Steps 2 and 3 convey the UE’s MPS subscription indicator from the UE’s USIM to network components. Steps 11 and 12 convey the UE’s MPS subscription indicator from the HSS to network components. Both network indications are used by the network components to give priority to the UE.
2.2.1	Step 2
2.2.1.1	Requirements
In 3GPP TS 23.402 § 16.2.1:
Similar to 3GPP access, at the start of the EAP authentication procedure, a UE with MPS subscription as provisioned on the USIM with special Access Class(es) that supports MPS over trusted WLAN feature shall indicate its priority subscription in the username part of the NAI as per TS 23.003 [16]. When receiving the first EAP message from the UE including an indication of MPS subscription, based on operator policy, the TWAN transfers it to the AAA server with priority and the AAA server shall handle this message with priority. 
2.2.1.2	Changes
In 3GPP TS 24.302 § 6.4.2.3 (second change in the EPC attach CR) 
If the UE's USIM file indicates that the UE is a UE configured for high priority access in selected PLMN as specified in 3GPP TS 31.102 [35], the UE shall inform the TWAN by returning an AT_HPA_INFO element in the EAP-response as defined in clause 8.2.y.
[bookmark: _Hlk140556813]The approach used to convey the priority indication in clause 2.1.2.2 above cannot be used here because in this trusted WLAN scenario there is no IKE_AUTH request message. Use of the NAI to convey the priority indication as specified in TS 23.402 cannot be used because it is not backward compatible.
2.2.2	Step 3
2.2.2.1	Requirements
In 3GPP TS 23.402 § 16.2.1:
When receiving the first EAP message from the UE including an indication of MPS subscription, based on operator policy, the TWAN transfers it to the AAA server with priority and the AAA server shall handle this message with priority. 
[bookmark: aaa]2.2.2.2	Changes
In 3GPP TS 29.273 § 5.1.2.1.2 (second change in the EPC trusted CR, first part):
[bookmark: _Hlk138842899]Based on operator policy, if the 3GPP AAA Server receives a DER command with a High-Priority-Access-Info AVP with the HPA_Configured bit set from the TWAN, the 3GPP AAA server shall treat the message with priority as specified in Annex C and Annex D.
NOTE 5:	Alternatively, the 3GPP AAA Server can give priority to this UE after the network has successfully authenticated the UE as described in clause 8.1.2.3.3, at which time the 3GPP AAA Server handles all subsequent messages with priority.
In 3GPP TS 29.273 § 5.1.2.1.4 (third change in the EPC trusted CR, first part):
Based on operator policy, when sending a DER command, the TWAN shall add a High-Priority-Access-Info AVP with the HPA_Configured bit set if the TWAN had received an indication from the UE that the UE has access priority in an EAP Response/Identity message as described in 3GPP TS 24.302 [26]. The TWAN shall treat the message and all subsequent messages for the UE with priority as specified in Annex C and Annex D.
NOTE 2:	Alternatively, the TWAN can give priority to this UE after the network has successfully authenticated the UE as described in clause 8.1.2.3.3, at which time the TWAN handles all subsequent messages with priority.
2.2.3	Step 11
2.2.3.1	Requirements
In 3GPP TS 23.402 § 16.2.1:
In addition, the Subscription data that is provided to the TWAN by the HSS/AAA shall also include an indication of MPS subscription, if the UE has an MPS subscription.
2.2.3.2	Changes
The change is also listed in clause 2.1.4.2 above…
In 3GPP TS 29.273 § 8.2.3.1 (sixteenth change in the EPC untrusted CR):
The MPS-Priority AVP shall be present if an MPS subscription exists in the HSS for the UE.
2.2.4	Step 12
2.2.4.1	Requirements
Implied by the requirements in clauses 2.2.1.1 and 2.2.2.1. If the subscription indication from the USIM on the UE causes the AAA to prioritize activity for the UE, then a subscription in the HSS would also cause the AAA to prioritize activity for the UE. 
2.2.4.2	Changes
In 3GPP TS 29.273 § 5.1.2.1.2 (second change in the EPC trusted CR, second part):
Based on operator policy, the 3GPP AAA Server may include within the DEA command the MPS-priority AVP with the MPS-EPS-Priority bit set to the TWAN if the 3GPP AAA Server has received an MPS-priority AVP with the MPS-EPS-Priority bit set from the HSS. The 3GPP AAA Server shall treat the message and all subsequent messages for the UE with priority as specified in Annex C and Annex D until the 3GPP AAA Server receives a Non-3GPP-User-Data AVP from the HSS without the MPS-priority AVP with the MPS-EPS-Priority bit set and the last DER command received by the 3GPP AAA Server from the WLAN did not contain a High-Priority-Access-Info AVP with the HPA_Configured bit set.
In 3GPP TS 29.273 § 5.1.2.1.4 (third change in the EPC trusted CR, second part):
Based on operator policy, upon receiving a DEA command marked with a success code and with the MPS-Priority AVP with the MPS-EPS-Priority bit set, the TWAN shall treat the UE with priority, e.g., as defined in Annex B, Annex C and Annex D until the TWAN receives a DEA command without the MPS-Priority AVP with the MPS-EPS-Priority bit set and the last DER command received by the TWAN did not contain an indication from the UE that the UE has access priority in an EAP Response/Identity  message as described in 3GPP TS 24.302 [26].
2.3	Transport priority
2.3.1	Untrusted
[bookmark: _Hlk131599551]2.3.1.1	Requirements
In 3GPP TS 23.402 § 4.3.4:
The functionality of ePDG includes the following:
…
-	Transport level packet marking for downlink packets, e.g., based on DiffServ Code Points on S2b, and for uplink packets, e.g. by setting a DiffServ Code Point based on the receipt of the MPS subscription notification from the UE, per clause 7.2.4, or based on QCI, and optionally the ARP priority level;
[bookmark: _Hlk132011978]In 3GPP TS 23.402 § 4.10.5.2:
To support QoS differentiation,
[bookmark: _Hlk131770273]-	for downlink packets, if the ePDG sets the DSCP, the ePDG shall use the QCI, and optionally the ARP, of the S2b bearer via which the downlink packet was received to derive the DSCP value for downlink packets. If the ePDG sets the DSCP field, it may also set it in the outer IP header of the ESP packet.
NOTE 1: 	The ePDG maintains the mapping of DSCP values used on S2b and the outer ESP tunnel to the UE. 
[bookmark: _Hlk131770160]NOTE 2:	Based on operator policy and/or regional/national regulations, the ePDG can apply a different DSCP value to the outer ESP tunnel packet than the DSCP value of the inner IP packet.
[bookmark: _Hlk132012302]-	for uplink packets, the UE shall either use the DSCP value that it received from the ePDG, or the QCI in dedicated bearer QoS information to set the DSCP value for uplink packets. The mapping of QoS class to DSCP could be configurable in the UE and as an example can use the recommended mappings specified in 3GPP (mapping between standardized QCIs and Release 99 QoS parameter value in TS 23.401 [4]), IEEE Std. 802.11-2012 [64], and the Wi-Fi WMM-multimedia certification profile [86]. The UE may also use information included in dedicated QoS information for local aspects of admission control (e.g. application traffic shaping), however this is out of scope for this document.
2.3.1.2	Changes
In 3GPP TS 24.302 § 7.2.7.4.2 (second change in the EPC transport priority CR)
The UE shall use either the DSCP received from the ePDG or the QCI in the EPS QoS of the bearer context to derive the DSCP value for uplink packets and set the DSCP field as specified in IETF RFC 2474 [75] of the outer IP header of the ESP packet.
…
The UE shall set the DSCP field as specified in IETF RFC 2474 [75] of the outer IP header of the ESP packet to either the DSCP value received from the ePDG or the DSCP value in a QoS mapping with the QCI indicated in the EPS QoS of the bearer context without the TFT.
NOTE 3:	Whether the UE determines DSCP based on the DSCP value received from the ePDG or on the QoS mapping is left to the implementation. 
NOTE 4:	The UE can apply a different DSCP value in the outer IP header than the DSCP value applied in the inner IP header. This might be important for, for example, to protect the privacy of the user in case packets are routed over the internet.
In 3GPP TS 24.302 § 7.4.6.4.2 (third change in the EPC transport priority CR)
The ePDG shall use either the DSCP from the received downlink packet or the QCI and ARP of S2b bearer via which the downlink packet was received to derive the DSCP value for downlink packets and set the DSCP field as specified in IETF RFC 2474 [75] of the outer IP header of the ESP packet.
…
NOTE 2:	Based on operator policy and/or regional/national regulations, the ePDG can apply a different DSCP value to the outer ESP tunnel packet than the DSCP value of the inner IP packet. This might be important for, for example, to protect the privacy of the user when packets are routed over the internet.
In 3GPP TS 29.274 § 10.3 (first change in the EPC DSCP CR)
Based on operator policy, the ePDG and TWAN may use the following to derive the DSCP value for uplink packets:
-	the MPS subscription information from the 3GPP AAA server/HSS as described in 3GPP TS 29.273 [17]; 
-	the QCI and the ARP of the S2b bearer via which the uplink packet was received; or
-	the HPA_INFO of a received IKE_AUTH request message or EAP-response message (see 3GPP TS 24.302 [63]).

2.3.2	Trusted
2.3.2.1	Requirements
In 3GPP TS 23.402 § 16.1.6.2:
[bookmark: _Hlk132011200]The TWAG routes uplink packets to the different bearers based on the incoming WLCP bearer and the corresponding S2a bearer. The TWAG may set a DiffServ Code Point for uplink packets based on the receipt of the MPS subscription notification from the UE, as per clause 7.2.4, or based on QCI, and optionally the ARP priority level.
…
To support QoS differentiation,
[bookmark: _Hlk132011229]-	for downlink packets, if the TWAG sets the DSCP, the TWAG may use the QCI, and optionally the ARP, in WLCP bearer level QoS information to derive the DSCP value for downlink packets.
NOTE 1: 	The TWAG maintains the mapping of DSCP values used on S2a and the WLCP bearers. 
NOTE 2:	Based on operator policy and/or regional/national regulations, the TWAG can apply a different DSCP value to downstream packets than the DSCP value received from the 3GPP system.
-	for uplink packets, the UE shall either use the DSCP value that it received from the TWAG, or the QCI in dedicated bearer QoS information to set the DSCP value for uplink packets. The mapping of QoS class to DSCP could be configurable in the UE and as an example can use the recommended mappings specified in 3GPP (mapping between standardized QCIs and Release 99 QoS parameter value in TS 23.401 [4]) and IEEE Std. 802.11-2012 [64]. The UE may also use information included in dedicated QoS information for local aspects of admission control (e.g. application traffic shaping) however this is out of scope for this document.
2.3.2.2	Changes
In 3GPP TS 24.302 § 4.8.2.3 (first change in the EPC transport priority CR)
-	The UE shall then use either the DSCP value received from the TWAG or the QCI in WLCP bearer level QoS information to derive the DSCP value for uplink packets.
…
NOTE 2:	The UE can send the same DSCP as that received in the downlink, in case the privacy of the user is to be protected.
NOTE 3:	Whether the UE determines DSCP based on the DSCP value received from the ePDG or on the QoS mapping is left to the implementation.
-	For uplink packets, based on operator policy, the TWAG may determine the DSCP values based on a received priority indication in the EAP Response/Identity message (see clause 6.4.2.3), or based on MPS subscription information from the 3GPP AAA server/HSS as described in 3GPP TS 29.273 [17], or based on the QCI and the ARP priority level.
…
-	The TWAG shall also use either the DSCP value received from the 3GPP system or the QCI and the ARP in WLCP bearer level QoS information to derive the DSCP value for downlink packets.
…
NOTE 4:	The TWAG can apply a different DSCP value to downlink packets than the DSCP value received from the 3GPP system. This might be important for, for example, to protect the privacy of the user when packets are routed over the internet.
2.4	Overload
2.4.1	Requirements
In 3GPP TS 23.402 § 4.5.9.2:
In the case of WLAN access, MPS shall be exempted from overload controls up to the point where further exemptions cause network instability. In this case, the TWAN/ePDG should not reject PDN connection requests, reduce/throttle messages towards the PDN GWs, or apply other implementation specific overload control mechanisms outside the scope of 3GPP. For UEs indicating MPS subscription, as provisioned on the USIM, based on operator policy, the TWAN/ePDG should not reject attach requests, either during authentication, or immediately after the UE has been successfully authenticated by the network. The TWAN/ePDG should not apply congestion control for termination requests related with an ARP associated with MPS. In addition, during an overload situation, the TWAN/ePDG should attempt to maintain MPS sessions. 
2.4.2	Changes
In 3GPP TS 24.302 § 6.4.3.5.2 (first change in the EPC congestion exemptions CR), add:
If the UE is a UE configured for high priority access as specified in clause 6.4.2.3, if allowed by operator policy, the 3GPP AAA server shall not deny the authorization for the requested connectivity due to a #26 "Insufficient resources" failure unless doing so would cause system instability.
and
if the initial attach, or the handover attach is requested, the cause of failure is #26 "Insufficient resources" and a value of backoff timer is to be provided to the UE for the PDN connection, include a Tw1 item according to clause 8.1.4.16. If the UE is a UE configured for high priority access as specified in clause 6.4.2.3, if allowed by operator policy, the 3GPP AAA server should not include a Tw1 item in the message;
In 3GPP TS 24.302 § 7.4.1.2 (second change in the EPC congestion exemptions CR), add:
During the tunnel establishment procedures when the ePDG is congested, if the UE is a UE configured for high priority access as specified in clause 6.4.2.3, and if allowed by operator policy, the ePDG shall attempt to complete the procedure unless doing so would cause system instability.

In 3GPP TS 24.244 § 5.1.6 (first change in the EPC congestion exemptions for MCM CR), add:
[bookmark: _Hlk139447748][bookmark: _Hlk140592486]As specified in subclause 5.2.4, TWAG can reject PDN connection request for an APN from a UE and provide a Tw1 timer value to the UE. If allowed by operator policy, the network should not reject a PDN connection request from a UE configured for high priority as described in 3GPP TS 24.302 [3], clause 6.4.2.3 unless doing so would cause system instability.
In 3GPP TS 24.244 § 5.2.4 (second change in the EPC congestion exemptions for MCM CR), add:
If the cause value is #26 "insufficient resources", and the request type is different from "emergency" and from "handover of emergency bearer services", the network may include a value for timer Tw1 in the PDN CONNECTIVITY REJECT message. If the request type is "emergency" or "handover of emergency bearer services", or if the network had received an indication that the UE is a UE configured for high priority as described in 3GPP TS 24.302 [3], clause 6.4.2.3 and if allowed by operator policy, the network shall not include the timer Tw1 in the PDN CONNECTIVITY REJECT message.
3	Conclusions
The solutions provide MPS priority between the WLAN connected UE and the EPC for UEs with an MPS subscription in the USIM or HSS. The solutions provide conveyance of the MPS subscription indicator from the UE and from the HSS to intermediate network nodes such as the TWAN, 3GPP AAA server and ePDG. The intermediate network nodes both pass along the MPS indicator as well as treat the UE and its subsequent traffic with priority.
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