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[bookmark: _Hlk118471422]***** First change *****
7.3.y	Procedures for UE connected to the 5G-RG 
In a wireline access, the 5G-RG can provide connectivity for a UE connected to the 5G-RG to an N3IWF, to access the 5GS via untrusted non-3GPP access.
For the 5G-RG to provide connectivity to the UE connected to it to access the 5GS via untrusted non-3GPP access:
a)	if the 5G-RG is connected to the 5GC through W-AGF, the 5G-RG shall first establish signalling connection using the W-CP protocol as described in clause 6.3.1. Afterwards, the 5G-RG shall register to the 5GC and shall establish a PDU session as described in 3GPP TS 23.316 [40]; or
b)	if the 5G-RG is connected to the 5GC through NG-RAN, the 5G-RG shall register to the 5GC and shall establish a PDU session as described in 3GPP TS 23.316 [40];
where the control and user plane packets of the UE connected to the 5G-RG are transported using the 5G-RG established PDU session as described in 3GPP TS 23.316 [40].
The exchange of EAP messages between the UE connected to the 5G-RG and the N3IWF is handled as specified from clause 7.3.1 till clause 7.3.5.
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