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1. Background
[bookmark: _heading=h.gjdgxs]There are two layers of traffic filters for the uplink traffic sent over the non-3GPP access in N1 mode:
1) QoS rule (TS 24.501 sub-clauses 6.2.5.1.1 and  9.11.4.13) 
In a PDU session of IP or Ethernet PDU session type, the NAS protocol enables different forwarding treatments of UL traffic in one or more QoS flows based on the QoS rules. The packet filter of the QoS rule checks the header of the PDU payloads and can include the following components:
[for IP packets]
· IP address
· Port number
· Protocol
· SPI (Security Parameter Index)
· ToS (Type of Service)
[for Ethernet packets]
· MAC address
· Ethertype
· C-TAG/S-TAG VID/PCP/DEI
· IP packet filter set (if ethertype indicates IP traffic)

2) Traffic Selector (RFC7296 sub-clause 3.13)
The IKEv2 protocol allows peers to identify packet flows for processing by IPsec tunnels. The Traffic Selector checks the inner IP header and can include the following components:
· IP address (range)
· Port number (range)
· Protocol

2. Observations
1) Observation#1: Traffic Selector is not necessary for differentiated QoS treatments
As shown in Fig 1 below, the PDU payload traffic is well filtered by the QoS rules (packet filters) and then the lower layer just needs to associate the QoS flows with the corresponding IPsec child SA. The Traffic Selector for further inner IP filtering is unnecessary at all.


Figure 1. Principle for user plane traffic classification 

2) Observation#2: Overhead introduced by considering Traffic Selector 
There are many scenarios where changes of Traffic Selector of the IPsec child SA are expected, e.g.,
· Add/remove a QoS flow to the child SA
· Add/remove/modify the QoS rule of an existing QoS flow
· Change the association between the QoS flow and the IPsec child SA
· Change the indication of whether the child SA is the default child SA 
· …etc
In the current RFC7296, there’s no mechanism to change/update the Traffic Selector after the child SA has been established. One potential solution to change the Traffic Selector is to establish new child SAs and delete the obsoleted child SAs. 
However, this potential solution may have obvious drawbacks, e.g.,
· Large amount of signalling overhead 
· May impact the service continuity (e.g., packet drop over the obsoleted child SA)
· Network effort to update the Traffic Selector
· Potential UE complexity to check the collision between Traffic Selectors/QoS rules
· … etc
3. Proposals
Based on the observations discussed in the previous section:
· Observation#1: Traffic Selector is not necessary for differentiated QoS treatments
· Observation#2: Overhead introduced by considering Traffic Selector
we would like to propose 2 solutions:
· Solution#1: UE ignores the Traffic Selector provided by the network for the child SA
· Solution#2: Network set the Traffic Selector to any protocol/IP address/port 
Note that in RFC7296 subclause 2.8, it is allowed for multiple child SAa having identical Traffic Selectors:
	[RFC7296 subclause 2.8]
Note that IKEv2 deliberately allows parallel SAs with the same Traffic Selectors between common endpoints.



This discussion paper is proposed to discuss the issue and the way forward. A CR for Solution#1 (specifying that the UE shall ignore the Traffic Selector) is proposed in C1-233530 as a placeholder.
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