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1. Introduction
This p-CR provide the procedure to receive PUSH notification messages to 3GPP TS 24.542 to the notification management of SEAL services
2. Reason for Change
The p-CR defines the procedures to enable a notification management server to push the notification messages towards the notification management client
3. Proposal
It is proposed to agree the following changes to 3GPP TS 24.542 v0.2.0

[bookmark: _Hlk61529092]* * * First Change * * * *
[bookmark: _Toc133322819]5	Functional Entities
[bookmark: _Toc133322820]5.1	SEAL notification management client (SNM-C)
The SNM-C is a functional entity that acts as the application client for notification management.
To be compliant with the HTTP procedures in the present document, the SNM-C:
a)	shall support the procedures of creating, opening and deleting notification channel as per clause 6.2; and
b)	shall support the procedure to receive PUSH notification message from the SNM-S as per clause 6.2.3.1
[bookmark: _Toc133322821]5.2	SEAL notification management server (SNM-S)
The SNM-S functional entity provides notification management support within the vertical application layer.
To be compliant with the HTTP procedures in the present document, the SNM-S:
a)	shall support the procedures of creating, opening and deleting notification channel as per clause 6.2;
b)	shall support the procedure to receive notification message from the VAL server as per clause 6.2; and
c)	shall support the procedure to send PUSH notification message to the SNM-C as per clause 6.2.3.2
[bookmark: _Toc133322824]

* * * Next Change * * * *
6.2.	On-network procedures
6.2.3	Notification Message delivery
6.2.3.1	Receiving PUSH notification messages procedure
Upon receiving the HTTP POST request over a call back URI which was given to SNM-S at the time of notification channel creation, the SNM-C:
a)	shall match identifier received in the channel identifier parameter of the HTTP POST request with the locally stored channel identifier. If channel identifier is not matching, then:
1)	send an HTTP 406 (Not Acceptable) response to SNM-S and skip rest of the steps;
b)	shall send an HTTP 200 (OK) response to SNM-S; and
c)	shall process the VAL notification message list parameter received in HTTP request entity-body as specified in clause A.X.2 and deliver each received notification message to the appropriate VAL client on UE that matches the VAL id cluster info parameter received with each message.
6.2.3.2	Sending PUSH notification messages procedure
To send the PUSH notification messages received from the VAL server to the SNM-C, the SNM-S:
a)	shall check whether an PUSH notification channel exists with the SNM-C to receive the notification messages matching to the VAL identities (VAL UE or VAL user ID, VAL service ID, VAL application ID) shared by VAL server; if there is no channel created then skip rest of the steps;
b)	shall generate an HTTP POST message to send notification messages received from the VAL server. In the HTTP POST message:
1)	shall set request URI to the call back URI received at the time of creating channel;
2)	shall set Content-Type header to "application/vnd.3gpp.seal-notification-payload/json";
3)	shall generate the notification message payload as specified in clause A.X.2:
i)	shall set the channel identifier associated with the SNM-C;
ii)	shall generate the notification message list for the messaged received from VAL servers as specified in clause A.X.2-2; and
4)	shall include an HTTP request entity-body with the parameters specified in clause A.X.2 serialized into a JavaScript Object Notation (JSON) structure as specified in IETF RFC 7159 [5]; and
c)	shall send the HTTP POST request towards SNM-C.

* * * Next Change * * * *
[bookmark: _Toc34062207][bookmark: _Toc34394648][bookmark: _Toc45274441][bookmark: _Toc51932980][bookmark: _Toc58513710][bookmark: _Toc92304780][bookmark: _Toc123645298][bookmark: _Toc133322832]Annex A (normative): Parameters for different operations
A.X	Receive notification messages
A.X.1	General
The information in this annex provides a normative description of the parameters which will be sent by SNM-S to the SNM-C, while sending notification messages over notification channel.
[bookmark: _Toc34062211][bookmark: _Toc34394652][bookmark: _Toc45274445][bookmark: _Toc51932984][bookmark: _Toc58513714][bookmark: _Toc92304784][bookmark: _Toc123645302][bookmark: _Toc133322836]A.X.2	Server side parameters
The SNM-S shall convey the following parameters while sending the notification messages over notification channel.
Table A.X.2-1: Server side parameters for notification message payload
	Parameter
	Description

	Channel Identifier
	REQUIRED. Represents the identifier of the notification channel corresponding to the SNM-C

	VAL Notification Message List
	REQUIRED. Represents a list of notification messages. Each notification message represents the message received from VAL servers which is encoded by SNM-S as specified in Table A.X.2-2



Table A.X.2-2: VAL Notification Message
	Parameter
	Description

	VAL Id Cluster Info
	REQUIRED. Represents the VAL identities shared by VAL server along with the VAL notification message which is encoded as specified in Table A.1.2-3.

	VAL Notification Message Type
	REQUIRED. Represents the content type of the VAL notification message as shared by the VAL server.

	VAL Notification Message Length
	REQUIRED. Represents the length of the VAL notification message.

	VAL Notification Message
	REQUIRED. Represents the message received from the VAL server to be notified to the SNM-C.



* * * End of Changes * * * *
