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1. Reason for Change
PIN elements can indicate the list of services it is offering at the time of joining the PIN by listing them as part of the PIN client profile. here could be scenarios wherein the PIN element may not be able to continue to provide the service(s) it indicated while joining or there could be scenarios where the PIN element may want to offer some more new services which were not supported earlier at the time of joining the PIN. This clause describes the procedures for managing the PIN services enabling the PIN elements to register or de-register the services.
PIN services management is defined in clause 8.5.11 of TS 23.542, which should be captured in stage-3 spec.
2. Proposal
It is proposed to agree the following changes to 3GPP TS 24.583 v0.1.0.

[bookmark: _Hlk61529092]* * * First Change * * * *
[bookmark: _Toc133330109]5.4.1	General
The following procedures are defined for PIN Management:
a)	PIN creation procedure as specified in clause 5.4.2;
b)	PIN deletion procedure as specified in clause 5.4.3;
c)	PIN discovery procedure as specified in clause 5.4.4;
d)	PIN modification procedure as specified in clause 5.4.5;
e)	PIN status subscription procedure as specified in clause 5.4.6;
f)	PINE management procedure as specified in clause 5.4.7;
g)	Multiple PEMCs or PEGCs procedure as specified in clause 5.4.8;
h)	PIN profile recovery procedure as specified in clause 5.4.9; and
i)	Credential provision procedure as specified in clause 5.4.10; and
k)	PIN services management procedure as specified in clause 5.4.12.
* * * First Change * * * *
5.4.12	PIN services management
5.4.12.1	PEAE-C registers new service
5.4.12.1.1	PEAE-C procedure
When the PEAE-C needs to register a new service in a PIN, the PEAE-C shall generate an HTTP POST request according to procedures as specified in IETF RFC 72S31 [4]. In the HTTP POST request, the PEAE-C:
a)	shall set the Request-URI to the URI of the PMAE-C;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
c)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-service-registration-request> element in the <pinapp-info> root element:
1)	shall include a <pin-id> element set to the identity of the involved PIN;
2)	shall include a <requesting-pine-id> element set to the identity of the PEAE-C;
3)	shall include a <service-type> element set to the type of the requesting new service(s). More than one new service can be included;
4)	shall include a <service-id> element set to the identity of the requesting new service(s); and
5)	shall include a <service-description> element set to human readable description of the service. 
The PEAE-C shall send the generated HTTP POST request towards the PMAE-C according to IETF RFC 7231 [4].
Upon reception of an HTTP 200 (OK) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-service-registration-accept> element in the <pinapp-info> root element,
the PEAE-C shall consider the new service(s) has successfully been registered in the PIN.
Upon reception of an HTTP 403 (Forbidden) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-service-registration-reject> element in the <pinapp-info> root element,
the PEAE-C shall consider the new service(s) is reject to be registered in the PIN.
5.4.12.1.2	PMAE-C procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-service-registration-request> element in the <pinapp-info> root element,
the PMAE-C shall determine whether the PEAE-C is allowed to register new service(s) or not and whether the new service(s) are allowed to be offered by the PIN or not.
If the PEAE-C is allowed to register the new service(s) and all the new services are allowed to be offered by the PIN, the PMAE-C shall:
a)	generate an HTTP 200 (OK) response according to IETF RFC 7231 [4]. In the HTTP 200 (OK) response message, the PMAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml";
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-service-registration-accept> element in the <pinapp-info> root element:
i)	shall include a <pin-id> element set to the PIN ID of the PIN; and
ii)	shall include a <requesting-pine-id> element set to the identity of the PEAE-C;
b)	send the HTTP 200 (OK) response towards the PEAE-C; and
c)	initiate a PIN status notify procedure towards PAE-S and PIN peer(s) in the PIN as specified in clause 5.4.6.3 to update the PIN profile.
If the PEAE-C is not allowed to register the new service(s) or at least one new service is not allowed to be offered by the PIN, the PMAE-C shall:
a)	generate an HTTP 403 (Forbidden) response according to IETF RFC 7231 [4]. In the HTTP 403 (Forbidden) response message, the PMAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-service-registration-reject> element in the <pinapp-info> root element:
i)	shall include a <pin-id> element set to the PIN ID of the PIN;
ii)	shall include a <requesting-pine-id> element set to the identity of the PEAE-C; and
iii)	shall include a <cause> element set to an appropriate cause for PIN service registration failure; and
b)	send the HTTP 403 (Forbidden) response towards the PEAE-C.
5.4.12.2	PEAE-C de-registers existing service
5.4.12.2.1	PEAE-C procedure
When the PEAE-C needs to de-register the existing service(s) in a PIN, the PEAE-C shall generate an HTTP POST request according to procedures as specified in IETF RFC 72S31 [4]. In the HTTP POST request, the PEAE-C:
a)	shall set the Request-URI to the URI of the PMAE-C;
b)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
c)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-service-deregistration-request> element in the <pinapp-info> root element:
1)	shall include a <pin-id> element set to the identity of the involved PIN;
2)	shall include a <requesting-pine-id> element set to the identity of the PEAE-C;
3)	shall include a <service-type> element set to the type of the requesting service(s). More than one service can be included;
4)	shall include a <service-id> element set to the identity for each requesting service(s); and
5)	shall include a <service-description> element set to human readable description for each requesting service(s). 
The PEAE-C shall send the generated HTTP POST request towards the PMAE-C according to IETF RFC 7231 [4].
Upon reception of an HTTP 200 (OK) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-service-deregistration-accept> element in the <pinapp-info> root element,
the PEAE-C shall consider the service(s) has successfully been de-registered in the PIN.
Upon reception of an HTTP 403 (Forbidden) response message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-service-deregistration-reject> element in the <pinapp-info> root element,
the PEAE-C shall consider the service(s) is reject to be deregistered in the PIN.
5.4.12.2.2	PMAE-C procedure
Upon reception of an HTTP POST request message containing:
a)	a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
b)	an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-service-deregistration-request> element in the <pinapp-info> root element,
the PMAE-C shall determine whether the PEAE-C is allowed to deregister all the requesting service(s) or not.
If the PEAE-C is allowed to deregister all the requesting service(s), the PMAE-C shall:
a)	generate an HTTP 200 (OK) response according to IETF RFC 7231 [4]. In the HTTP 200 (OK) response message, the PMAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml";
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-service-deregistration-accept> element in the <pinapp-info> root element:
i)	shall include a <pin-id> element set to the PIN ID of the PIN; and
ii)	shall include a <requesting-pine-id> element set to the identity of the PEAE-C;
b)	send the HTTP 200 (OK) response towards the PEAE-C; and
c)	initiate a PIN status notify procedure towards PAE-S and PIN peer(s) in the PIN as specified in clause 5.4.6.3 to update the PIN profile.
If the PEAE-C is not allowed to deregister at least one requesting service(s), the PMAE-C shall:
a)	generate an HTTP 403 (Forbidden) response according to IETF RFC 7231 [4]. In the HTTP 403 (Forbidden) response message, the PMAE-C:
1)	shall include a Content-Type header field set to "application/vnd.3gpp.pinapp-info+xml"; and
2)	shall include an application/vnd.3gpp.pinapp-info+xml MIME body with a <pin-service-deregistration-reject> element in the <pinapp-info> root element:
i)	shall include a <pin-id> element set to the PIN ID of the PIN;
ii)	shall include a <requesting-pine-id> element set to the identity of the PEAE-C; and
iii)	shall include a <cause> element set to an appropriate cause for PIN service deregistration failure; and
b)	send the HTTP 403 (Forbidden) response towards the PEAE-C.
* * * End of Changes * * * *

