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* * * First Change * * * *
[bookmark: _Toc51936545][bookmark: _Toc58230215][bookmark: _Toc131293654][bookmark: _Toc20212065][bookmark: _Toc27744948][bookmark: _Toc36114749][bookmark: _Toc45271343][bookmark: _Toc51936601][bookmark: _Toc58230271][bookmark: _Toc131293721][bookmark: _Toc45286854][bookmark: _Toc51948123][bookmark: _Toc51949215][bookmark: _Toc131396147][bookmark: _Toc131692849][bookmark: _Toc123644892][bookmark: _Toc114863109][bookmark: _Toc114476508][bookmark: _Toc20232828][bookmark: _Toc27746931][bookmark: _Toc36213115][bookmark: _Toc36657292][bookmark: _Toc45286957][bookmark: _Toc51948226][bookmark: _Toc51949318][bookmark: _Toc106796341][bookmark: _Toc20232839][bookmark: _Toc27746943][bookmark: _Toc36213127][bookmark: _Toc36657304][bookmark: _Toc45286969][bookmark: _Toc51948238][bookmark: _Toc51949330][bookmark: _Toc106796353][bookmark: _Toc20232810][bookmark: _Toc27746913][bookmark: _Toc36213097][bookmark: _Toc36657274][bookmark: _Toc45286939][bookmark: _Toc51948208][bookmark: _Toc51949300][bookmark: _Toc106796323][bookmark: _Toc20232861][bookmark: _Toc27746965][bookmark: _Toc36213149][bookmark: _Toc36657326][bookmark: _Toc45286991][bookmark: _Toc51948260][bookmark: _Toc51949352][bookmark: _Toc106796381][bookmark: _Toc98350607][bookmark: _Toc20218092][bookmark: _Toc27743977][bookmark: _Toc35959548][bookmark: _Toc45202981][bookmark: _Toc45700357][bookmark: _Toc51920093][bookmark: _Toc68251153][bookmark: _Toc99061319][bookmark: _Toc20233212][bookmark: _Toc27747336][bookmark: _Toc36213527][bookmark: _Toc36657704][bookmark: _Toc45287379][bookmark: _Toc51948654][bookmark: _Toc51949746][bookmark: _Toc98754128]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
5GCN	5G Core Network
5GS	5G System
5G-AN	5G Access Network
5QI	5G QoS Identifier
AMF	Access and Mobility Management Function
AN	Access Network
ANDS	Access Network Discovery and Selection
ANDSP	Access Network Discovery and Selection Policy
AUSF	Authentication Server Function
CP	Control Plane
CRG	Cable Residential Gateway
DHCP	Dynamic Host Configuration Protocol
DL	Downlink
DNS	Domain Name System
DSCP	Differentiated Services Code Point
ePDG	Evolved Packet Data Gateway
ESP	Encapsulating Security Payload
FQDN	Fully Qualified Domain Name
H-PCF	A PCF in the HPLMN
IP	Internet Protocol
IPsec	Internet Protocol Security
N3AN	Non-3GPP Access Network
N3IWF	Non-3GPP InterWorking Function
N5CW	Non 5G Capable over WLAN
N5GC	Non-5G Capable
NAI	Network Access Identifier
NAPTR	Naming Authority Pointer
NAS	Non Access Stratum
NID	Network Identifier
NSWO	Non-Seamless WLAN Offload
PCF	Policy control Function
PDU	Protocol Data Unit
QFI	QoS Flow Identifier
RQI	Reflective QoS Indicator
SA	Security Association 
SNPN	Stand-alone Non-Public Network
SPI	Security Parameters Index
SUPI	Subscription Permanent Identifier
SUCI	Subscription Concealed Identifier
TCP	Transmission Control Protocol
TNAN	Trusted Non-3GPP Access Network
TNAP	Trusted Non-3GPP Access Point
TNGF	Trusted Non-3GPP Gateway Function
TWAN	Trusted WLAN Access Network
TWAP	Trusted WLAN Access Point
TWIF	Trusted WLAN Interworking Function
UL	Uplink
UP	User Plane
UPF	User Plane Function
V-PCF	A PCF in the VPLMN
WLAN	Wireless Local Area Network
WLANSP	WLAN Selection Policy

* * * Next Change * * * *
7.2.1	General
The UE performs N3AN node selection procedure based on:
a) the N3AN node configuration information provisioned to the UE by the HPLMN, based on the UE's knowledge of the country the UE is located in and the PLMN the UE is registered to via 3GPP access and based on the list of "forbidden PLMNs for non-3GPP access to 5GCN"; or
b) the N3IWF identifier information provided to the UE in the REGISTRATION REJECT message, if any, when the UE has indicated its support for slice-based N3IWF selection to the AMF as specified in 3GPP TS 24.501 [4].
Clauses 7.2.1, 7.2.2, 7.2.3, 7.2.4 and 7.2.6 are applicable to a UE selecting an N3AN node in a PLMN. For a UE accessing PLMN services via an SNPN, restrictions on N3IWF FQDN are specified in clause 4.3.2. As part of N3AN node selection, the UE also selects an PLMN for non-3GPP access.
Clause 7.2.5 is applicable to a UE selecting an N3AN node in an SNPN. As part of N3AN node selection, the UE also selects an SNPN for non-3GPP access.
Clause 7.2.6 is applicable to a UE selecting an N3AN node for case b) above.
Clause 7.2.x 8 is applicable to a UE selecting an N3IWF for onboarding SNPN.
* * * Next Change * * * *
[bookmark: _Toc20212178][bookmark: _Toc27745064][bookmark: _Toc36114870][bookmark: _Toc45271465][bookmark: _Toc51936724][bookmark: _Toc58230394][bookmark: _Toc131293848]9.2.1	GUAMI
The purpose of the GUAMI information element is to provide the globally unique AMF ID.
The GUAMI information element is coded as shown in figures 9.2.1-1 and table 9.2.1-1.
The GUAMI is a type 3 information element with a length of 7 octets.
	8
	7
	6
	5
	4
	3
	2
	1
	

	GUAMI IEI
	octet 1

	MCC digit 2
	MCC digit 1
	octet 2

	MNC digit 3
	MCC digit 3
	octet 3

	MNC digit 2
	MNC digit 1
	octet 4

	AMF region ID
	octet 5

	AMF set ID
	octet 6

	AMF set ID (continued)
	AMF pointer
	octet 7


Figure 9.2.1-1: GUAMI information element
Table 9.2.1-1: GUAMI information element
	MCC, Mobile country code (octet 2, octet 3 bits 1 to 4)
The MCC field is coded as in ITU-T Recommendation E.212 [21], Annex A.


	MNC, Mobile network code (octet 4, octet 3 bits 5 to 8).
The coding of this field is the responsibility of each administration but BCD coding shall be used. The MNC shall consist of 2 or 3 digits. If a network operator decides to use only two digits in the MNC, bits 5 to 8 of octet 3 shall be coded as "1111".


	AMF Region ID (octet 5)
This field contains the binary encoding of the AMF Region ID. Bit 8 of octet 5 is the most significant bit and bit 1 of octet 5 is the least significant bit.


	AMF Set ID (octet 6, octet 7 bits 7 to 8)
This field contains the binary encoding of the AMF Set ID. Bit 8 of octet 6 is the most significant bit and bit 7 of octet 7 is the least significant bit. 


	AMF Pointer (octet 7 bits 1 to 6)
This field contains the binary encoding of the AMF Pointer. Bit 6 of octet 7 is the most significant bit and bit 1 of octet 7 is the least significant bit.




* * * Next Change * * * *
[bookmark: _Toc20212179][bookmark: _Toc27745065][bookmark: _Toc36114871][bookmark: _Toc45271466][bookmark: _Toc51936725][bookmark: _Toc58230395][bookmark: _Toc131293849]9.2.2	Establishment cause for non-3GPP access
The purpose of the Establishment cause for non-3GPP access information element is to provide the establishment cause for non-3GPP access.
The Establishment cause for non-3GPP access information element is coded as shown in figures 9.2.2-1 and table 9.2.2-1.
The Establishment cause for non-3GPP access is a type 3 information element with length of 2 octets.
	8
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	Establishment cause for non-3GPP access IEI
	octet 1

	0
Spare
	0
Spare
	0
Spare
	0
Spare
	N3AEC
	octet 2


Figure 9.2.2-1: Establishment cause for non-3GPP access information element
Table 9.2.2-1: Establishment cause for non-3GPP access information element
	Establishment cause for non-3GPP access (N3AEC) (octet 2 bits 1 to 4)
Bits
4 3 2 1
0 0 0 0	emergency
0 0 0 1	highPriorityAccess
0 0 1 1	mo-Signalling
0 1 0 0	mo-Data
1 0 0 0	mps-PriorityAccess
1 0 0 1	mcs-PriorityAccess
1 0 1 0	mo-SMS
1 0 1 1	mo-VoiceCall
1 1 0 0	mo-VideoCall

All other values are spare values. The receiving entity shall treat a spare value as 0100, "mo-Data".



* * * End of Changes * * * *
