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1. Introduction
This p-CR provide the procedure to authenticate the HTTP requests part of SEAL notification management services
2. Reason for Change
The pCR defines the procedures to authenticate a HTTP request received by the notification management server from the notification management client
3. Conclusions
It is proposed to agree the following changes to 3GPP TS 24.542 v0.1.0.

[bookmark: _Hlk61529092]* * * First Change * * * *
[bookmark: _Toc128999751][bookmark: _Toc128999749]6.2.	On-network procedures
[bookmark: _Toc22042891][bookmark: _Toc34303565][bookmark: _Toc34403847][bookmark: _Toc45281869][bookmark: _Toc51933097][bookmark: _Toc114863346]6.2.1	General
[bookmark: _Toc25305672][bookmark: _Toc26190248][bookmark: _Toc26190841][bookmark: _Toc34062145][bookmark: _Toc34394586][bookmark: _Toc45274390][bookmark: _Toc51932929][bookmark: _Toc58513656][bookmark: _Toc92304723][bookmark: _Toc123645202]6.2.1.X	Authenticated identity in HTTP request
Upon receiving an HTTP request, the SNM-S shall authenticate the identity of the sender of the HTTP request as specified in 3GPP TS 24.547 [5], and if authentication is successful, the SNM-S shall use the identity of the sender of the HTTP request as an authenticated identity.
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