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	Reason for change:
	During CT1#139 the following EN was added to clause 5.3D.4.1 specifying how the UE constructs the NAI for authentication with the highest priority SNPN is for further study:
Editor’s Note [WI: eNPN_Ph2, CR#0217]:	How the UE constructs the NAI for authentication with the highest priority SNPN is for further study. 
3GPP TS 23.502 clause 4.12a.2 specifies in Figure 4.12a.2.2-1 step 2-3 that the NAI provided by the UE operating in SNPN access mode indicates that the UE request “5G connectivity” to a specific SNPN (e.g. NAI = "<any_username>@nai.5gc. nid<NID>.mnc<MNC>.mcc<MCC>.3gppnetwork.org"):
“[..]. The NAI provided by the UE operating in SNPN access mode indicates that the UE request “5G connectivity” to a specific SNPN (e.g. NAI = "<any_username>@nai.5gc. nid<NID>.mnc<MNC>.mcc<MCC>.3gppnetwork.org").[..]”
Furthermore, 3GPP TS 23.502 clause 4.12b.2 specifies in Figure 4.12b.2-1 steps 1-10 that when the N5CW device is not registered over 3GPP access the NAI includes the SUCI as specified in clause 28.7.7 of TS 23.003. When the N5CW device is registered over 3GPP access to 5GC then the NAI includes the 5G-GUTI assigned to N5CW device over 3GPP access. The NAI provided by the N5CW indicates that the N5CW device wants "5G connectivity-without-NAS" (5gc-nn) for example NAI=<5G-GUTI>@nai.5gc-nn.mnc123.mcc45.3gppnetwork.org.
[..]
“	If the N5CW device has not registered over 3GPP access to 5GC of the selected PLMN or SNPN when the above procedure is initiated, then the NAI includes the SUCI as specified in clause 28.7.7 of TS 23.003 [33]. For example, when accessing a PLMN the NAI can have the following format: NAI=type1.rid678.schid0.useriduser17@nai.5gc-nn.mnc123.mcc45.3gppnetwork.org.
	If the N5CW device has registered to 5GC over 3GPP access to 5GC of the selected PLMN or SNPN (i.e. it is also a 5G UE) when the above procedure is initiated, then the NAI includes the 5G-GUTI assigned to N5CW device over 3GPP access. This enables the TWIF in step 4a below to select the same AMF as the one serving the N5CW device over 3GPP access.
	The NAI provided by the N5CW device in step 2b indicates that the N5CW device wants "5G connectivity-without-NAS" towards a specific PLMN or SNPN (i.e. the PLMN or SNPN selected in step 0). For example, when accessing a PLMN, the NAI can have the following format: NAI=<5G-GUTI>@nai.5gc-nn.mnc123.mcc45.3gppnetwork.org, the N5CW device indicating that it wants "5G connectivity-without-NAS" (5gc-nn) to the PLMN with MCC=45 and MNC=123.
[..]

Accordingly, this CR adds support for constructing the NAI for SNPN autentication.

	
	

	Summary of change:
	Add support for constructing the NAI for SNPN autentication.

	
	

	Consequences if not approved:
	How the UE constructs the NAI for authentication with an SNPN remains unspecified.
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[bookmark: _Toc123635572]5.3D.4.1	General
The purpose of this procedure is for the UE operating in SNPN access operation mode to:
-	select an SNPN over WLAN; and
-	construct a NAI for use with authentication signalling with the selected SNPN in order for the UE to be authorised to use the WLAN.
The UE shall select one entry in the "list of subscriber data", if any, or the PLMN subscription, if any, to be used for automatic mode SNPN selection. How the UE selects the entry in the "list of subscriber data" or the PLMN subscription is UE implementation specific.
Until the highest priority SNPN is found, the UE shall verify if a SNPN available over a WLAN of the selected WLAN(s) is the highest priority SNPN:
1)	using the SNPNs which are available for WLAN as described in clause 5.3AD.2, the UE uses the realms of the SNPN in the remaining steps of this clause;
2)	if the UE is registered over 3GPP access, the realm of the RSNPN of the 3GPP access is included in the list of realms created in clause 5.3AD.2, if the realm of the RSNPN of the 3GPP access does not match a realm converted from any SNPN ID in the "temporarily forbidden SNPNs" list for non-3GPP access or "permanently forbidden SNPNs" list for non-3GPP access associated with the selected entry of the "list of subscriber data" or the selected PLMN subscription, then the UE shall select the RSNPN of the 3GPP access;
3)	if the condition in step 2) is not satisfied, the UE shall select, in priority order, an SNPN from the list of realms created in clause 5.3AD.2, if:
i)	the SNPN identified by an SNPN identity of the subscribed SNPN in the selected entry of the "list of subscriber data";
ii)	if the UE supports access to an SNPN using credentials from a credentials holder, using the SNPN selection parameters in the selected entry of the "list of subscriber data" or associated with the selected PLMN subscription:
I)	each SNPN indicating that access using credentials from a credentials holder is supported and which is identified by an SNPN identity contained in the user controlled prioritized list of preferred SNPNs (in priority order);
II)	each SNPN indicating that access using credentials from a credentials holder is supported and which is identified by an SNPN identity contained in the credentials holder controlled prioritized list of preferred SNPNs (in priority order);
III)	each SNPN indicating that access using credentials from a credentials holder is supported and indicating a GIN contained in the credentials holder controlled prioritized list of GINs (in priority order). If more than one such SNPN indicate the same GIN, the priority order is UE implementation specific;
III)	each SNPN identified by an SNPN identity which is included neither in the SNPN selection parameters of the entries of the "list of subscriber data" nor in the SNPN selection parameters associated with the PLMN subscription, which does not indicate a GIN which is included in the credentials holder controlled prioritized list of GINs, and which indicates that the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN. If more than one such SNPN is available, the order in which the UE attempts registration on those SNPNs is UE implementation specific.
[bookmark: _Hlk119568295]The UE shall construct a NAI for authentication with the highest priority SNPN as follows:
1)	if the selected type of trusted connectivity is 5G connectivity using trusted non-3GPP access and:
i)	the selected SNPN is from a list of SNPNs obtained from the SNPN List with trusted 5G Connectivity IE (see annex H of 3GPP TS 24.302 [7]); or
ii)	 the selected SNPN is from a list of realms obtained using IETF RFC 4284 [31];
	then the UE constructs a NAI as specified in clause 28.7.6 of 3GPP TS 23.003 [8]; or
2)	if the selected type of trusted connectivity is 5G connectivity without NAS using trusted non-3GPP access and:
i)	the selected SNPN is from a list of SNPNs obtained from the SNPN List with trusted 5G Connectivity-without-NAS IE (see annex H of 3GPP TS 24.302 [7]); or
ii)	the selected SNPN is from a list of realms obtained using IETF RFC 4284 [31];
	then the UE constructs a NAI as specified in clause 28.7.7 of 3GPP TS 23.003 [8].
Editor’s Note [WI: eNPN_Ph2, CR#0217]:	How the UE constructs the NAI for authentication with the highest priority SNPN is for further study. 
NOTE 1:	UE implementations can optimize the steps described above, e.g. by combining the ANQP procedures described in clause 5.3C.2 with the ANQP procedures in clause 5.3.2.3.
NOTE 2:	Selecting a WLAN from multiple WLANs advertising support for the selected SNPN is UE implementation specific. 
*** End change ***

