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[bookmark: _Toc122612169]10.1.1.2	MC service configuration for migration to partner MC system
Figure 10.1.1.2‑1 depicts a general MC service configuration time sequence of the data related to MC service, representing the general lifecycle of MC service UE which obtains MC service when migrated to a partner MC system. The MC service user can only receive MC service from one MC system at a time.


Figure 10.1.1.2-1 MC service UE configuration sequence for migration
The MC service user and MC service UE first follow the MC service UE configuration and MC service user authorization steps described in subclause 10.1.1.1 to obtain one or more MC service user profiles from the primary MC system. Each user profile received from the primary MC system contains a list of partner MC systems to which migration is permitted using that user profile, together with the access information needed to communicate with the application plane servers of the partner MC system. See Annex A.3 for more information. The MC service user also obtains the necessary security parameters needed to authenticate and become service authorized on the partner MC system; the process for this is specified in 3GPP TS 33.180 [25].  At this point, the MC UE is configured sufficiently for the partner system so that the MC service user is capable of utilizing "limited services" as described in 3GPP TS 33.180 [25].
NOTE 1:	The above steps which enable migration to take place may be carried out some time in advance of migration. The MC service user could repeatedly obtain migrated MC service, e.g. on successive days while located in the area of the partner MC system, without needing to obtain the initial configuration afresh in advance of each period of migrated MC service. The user profile from the primary MC system must be retained to provide the access information to permit this.
To initiate migration, the desired partner system from those listed in the chosen user profile is selected, and the access information provided in the user profile is used to initiate communication with the partner MC system. 
NOTE 2:	Selection of the relevant partner MC system could be performed as a result of a manual action by the user or automatically by an application in the MC service UE, e.g. according to the current location of the MC service UE or according to the serving PLMN of the MC service UE.
The MC service user performs user authentication to the partner MC system as specified in 3GPP TS 33.180 [25]. The MC service UE performs signalling plane migration.
NOTE 3:	The security aspects of the signalling plane migration are outside the scope of the present document.
The user profile or profiles for that MC service user which are to be used for service when migrated to the partner MC system are then downloaded to the configuration management client in the MC service UE by the partner MC system, and these downloaded profile or profiles are used by the MC service user during the ensuing period of MC service on the partner MC system. 
NOTE 4:	The user profile obtained from the primary MC system is simply used to provice access information for the partner MC system and is not otherwise used by the MC service client during migrated MC service.
Group configuration for the MC service groups listed in the user profile are then obtained by the group management client in the MC service UE. After these configuration steps, the MC service user obtains service authorization on the partner MC system.
Once service authorized, further configuration changes may be provided by the partner MC system during the period of operational MC service, in accordance with subclause 10.1.1.1. The partner MC system enforces the use of the user profiles and group configuration that have been provided by the configuration process described in this subclause. 
<snap>
In order to implement the stage 2 requirement in stage 3, the MC service configuration for migration to partner MC system needs to be specified. To be more specific, the general description on time sequence for the migration needs to be specified in TS 24.484.
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* * * First Change * * *
[bookmark: _Toc20212221][bookmark: _Toc27731576][bookmark: _Toc36127354][bookmark: _Toc45214460][bookmark: _Toc51937599][bookmark: _Toc51937908][bookmark: _Toc92291095][bookmark: _Toc123652328]4.2.2.1	General
4.2.2.1.1	MCS UE configuration on primary MC system
The format of the MCS UE initial configuration MO downloaded to the MCS UE during online configuration is defined in 3GPP TS 24.483 [4].
The format of the MCS group document downloaded to the MCS UE during online configuration is defined in 3GPP TS 24.481 [5].
Figure 4.2.2.1.1-1 shows the MCPTT UE online configuration time sequence. 


Figure 4.2.2.1.1-1 MCS UE online configuration time sequence
If the MCS UE initial configuration MO has changed from the version stored in the MCS UE, the updated MCS UE initial configuration MO is downloaded to the MCPTT UE. 
If the MCS UE initial configuration MO contains a <default-user-profile> element and the identified default MCS user profile configuration MO(s) have changed from the version stored in the MCS UE, the updated default MCS user profile configuration MO(s) are downloaded to the MCS UE.
NOTE 1:	The default MCS user profile configuration MO(s) define the default identity(s) for the enabled mission critical service(s) and the profile of services available to the user (e.g. emergency MCPTT services) prior to user authentication.
The MCS UE contacts the identity management server using the HTTPS URI stored in the MCS UE initial configuration MO and performs MCS User authentication as specified in 3GPP TS 24.482 [6].
The MCS UE, using the identities obtained during MCS user authentication, subscribes to the MCS UE configuration document, the MCS user profile configuration document and the MCS service configuration document for each enabled MCS using the procedure for subscribing to multiple documents simultaneously using the subscription proxy function specified in clause 6.3.13.2.2 (i.e., the CMS acts as a Subscription Proxy) and subscribes to the MCS group document using the procedure specified in 3GPP TS 24.481 [5]. If these documents have been updated since the current version stored in the MCS UE, then the MCS UE will receive a SIP NOTIFY request with an XCAP Diff document (see IETF RFC 5875 [11]), in which case the CMC updates its local document copies . Retrieval by the MCS UE using the notified HTTPS URI of the MCS group document is performed as specified in 3GPP TS 24.481 [5].
NOTE 2:	The MCS UE can be notified of changes to a configuration document at any time while using the MCS. 
* * * Next Change * * *
[bookmark: _Hlk531255219]4.2.2.1.2	MCS UE configuration for migration to a partner MC system
4.2.2.1.2.1	General
Figure 4.2.2.1.2-1 shows the time sequence for MCS UE online configuration for migration to a partner MC system.


Figure 4.2.2.1.2-1 MCS UE online configuration time sequence for migration to a partner MC system
In order to migrate to a partner MCS, the MCS UE needs to be configured by the primary MC system with at least one MCS user profile configuration document containing information on partner MC systems to which the MCS UE can migrate. The information on partner MC systems to which the MCS UE can migrate consists of a list of entries, where an entry includes:
-	the identity of a partner MC system; and
-	an MCS UE initial configuration document for the partner MC system.
Based on the information on partner MC systems to which the MCS UE can migrate, if there is a need for migration to a partner system (e.g., due to the change in the registered PLMN), the MCS UE selects a partner MC system as specified in clause 4.2.2.1.2.2  and then an MCS user profile configuration document as specified in clause 4.2.2.1.2.3.
Then, the MCS UE contacts the identity management server in the selected partner MC system using:
-	the HTTPS URI stored in the MCS UE initial configuration document in the entry for the selected partner MC system in the selected MCS user profile configuration document; and
-	the security token obtained from the identity management server in the primary MC system;
and performs MCS user authentication to the selected partner MC system as specified in 3GPP TS 24.482 [6].
The MCS UE, using the identities obtained during the MCS user authentication to the selected partner MC system, subscribes to the MCS UE configuration document, the MCS user profile configuration document, and the MCS service configuration document for each enabled MCS using the procedure for subscribing to multiple documents simultaneously using the subscription proxy function specified in clause 6.3.13.2.2 (i.e., the CMS acts as a Subscription Proxy) and subscribes to the MCS group document using the procedure specified in 3GPP TS 24.481 [5]. If these documents have been updated since the current version stored in the MCS UE, then the MCS UE will receive a SIP NOTIFY request with an XCAP Diff document (see IETF RFC 5875 [11]), in which case the CMC updates its local document copies. Retrieval by the MCS UE using the notified HTTPS URI of the MCS group document is performed as specified in 3GPP TS 24.481 [5].
NOTE 1:	The MCS user profile configuration document to which the MCS UE subscribes is different from the MCS user profile configuration document selected by the MCS UE which was used to access the selected partner MC system.
NOTE 2:	The MCS UE can be notified of changes to a configuration document at any time while using the MCS in the partner MC system.
4.2.2.1.2.2	Partner MC system selection
4.2.2.1.2.2.1	General
An MCS UE selects a partner MC system either automatically or manually. By default an MCS UE selects a partner MC system automatically.
An MCS UE shall provide the user with a means to switch between automatic partner MC system selection and manual partner MC system selection. If there has been no input from the user or the user has switched from manual partner MC system selection to automatic partner MC system selection, the MCS UE shall select a partner MC system as described in clause 4.2.2.1.2.2.2. If the user has switched from automatic partner MC system selection to manual partner MC system selection, the MCS UE shall select a partner MC system as described in clause 4.2.2.1.2.2.3.
4.2.2.1.2.2.2	Automatic partner MC system selection
The MCS UE shall select a partner MC system satisfying the following conditions:
1)	the identity of the selected partner MC system shall be included in an entry of the list (i.e., information on partner MC systems to which the MCS UE can migrate) in an MCS user profile configuration document configured by the primary MC system;
2)	the entry in condition 1) shall also contain the PLMN code of the registered PLMN; and
3)	if the PLMN code in condition 2) is associated with an S-NSSAI and the MCS UE is registered to a PLMN via 5GS, the associated S-NSSAI shall be included in the allowed NSSAI; otherwise, this condition shall be ignored.
If there are more than one partner MC system satisfying the conditions above, the MCS UE shall select a partner MC system among the partner MC system satisfying the conditions above in an implementation-specific way.
4.2.2.1.2.2.3	Manual partner MC system selection
The MCS UE shall indicate, to the user, the identities of all partner MC systems satisfying conditions 1) - 3) in clause 4.2.2.1.2.2.2. If there are more than one partner MC system satisfying the conditions above, the order of the indicated identities shall be implementation-dependent.
Upon receiving the identity of the partner MC system selected by the user, the MCS UE shall select the partner MC system identified by the identity of a partner MC system selected by the user.
4.2.2.1.2.3	MCS user profile configuration document selection
After selecting a partner MC system, the MCS UE shall select an MCS user profile configuration document configured by the primary MC system satisfying the following conditions:
1)	the entry for the selected MC partner system in the list (i.e., information on partner MC systems to which the MCS UE can migrate) of the selected MCS user profile configuration document configured by the primary MC system shall contain the PLMN code of the registered PLMN; and
2)	if the PLMN code in condition 1) is associated with an S-NSSAI and the MCS UE is registered to a PLMN via 5GS, the associated S-NSSAI shall be included in the allowed NSSAI; otherwise, this condition shall be ignored.
If there are more than one MCS user profile configuration document satisfying the conditions above, the MCS UE shall select an MCS user profile configuration document among the MCS user profile configuration documents satisfying the conditions above in an implementation-specific way.
* * * End of Change(s) * * *
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