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* * * Begin Change * * * *
[bookmark: _Toc24562257][bookmark: _Toc26195478][bookmark: _Toc34396891][bookmark: _Toc45188485][bookmark: _Toc51922608][bookmark: _Toc59002834][bookmark: _Toc99031520]4.3	Emergency alerts
Support for Emergency alerts in the MCData plane is described in clause X.
* * * Next Change * * * *

[bookmark: _Toc25220017][bookmark: _Toc26196177][bookmark: _Toc27732147][bookmark: _Toc51921933][bookmark: _Toc51922249][bookmark: _Toc51922565][bookmark: _Toc106998400]X	Emergency alert
[bookmark: _Toc25220018][bookmark: _Toc26196178][bookmark: _Toc27732148][bookmark: _Toc51921934][bookmark: _Toc51922250][bookmark: _Toc51922566][bookmark: _Toc106998401]X.1	IWF performing the participating role procedures
[bookmark: _Toc25220019][bookmark: _Toc26196179][bookmark: _Toc27732149][bookmark: _Toc51921935][bookmark: _Toc51922251][bookmark: _Toc51922567][bookmark: _Toc106998402]X.1.1	IWF to send SIP MESSAGE request for emergency notification 
When the IWF performing originating participating role needs to send a SIP MESSAGE request for emergency notification, the IWF:
1)	void;
2)	void
3)	if the MCData ID for which the SIP MESSAGE is sent is not affiliated with the MCData group as determined by clause 8.3.2.11 shall perform the actions specified in clause 8.3.2.12 for implicit affiliation;
4)	if the actions for implicit affiliation specified in step 3) above were performed but not successful, shall skip the rest of the steps.
5)	shall determine the public service identity of the controlling MCData function associated with the group identity in the received request for emergency notification;
6)	shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33];
7)	shall set the Request-URI of the outgoing SIP MESSAGE request to the public service identity of the controlling MCData function associated with the MCData group; 
8)	shall include an application/vnd.3gpp.mcdata-info+xml MIME body as specified in 3GPP TS 24.282 [82], clause D.1 in the outgoing SIP MESSAGE request based on information received from the originating LMR user and its network entities;
9)	shall set the <mcdata-calling-user-id> element of the <mcdatainfo> element containing the <mcdata-Params> element to the MCData ID of the user homed in the IWF;
10)	if location information is available in the received request for emergency notification, include an application/vnd.3gpp.mcdata-location-info+xml MIME body as specified in 3GPP TS 24.282 [82], clause D.4 in the outgoing SIP MESSAGE request;
11)	shall set the P-Asserted-Identity in the outgoing SIP MESSAGE request to the public service identity of the IWF; and
12)	shall send the SIP MESSAGE request as specified in 3GPP TS 24.229 [4].
Upon receipt of a SIP 2xx response to the SIP MESSAGE request:
1)	if the procedures of clause 8.3.2.12 for implicit affiliation were performed in the present clause, shall complete the implicit affiliation by performing the procedures of clause 8.3.2.13.
Upon receipt of a SIP 4xx, 5xx or 6xx response to the sent SIP MESSAGE request and if the implicit affiliation procedures of clause 8.3.2.12 were invoked in the present clause, the IWF shall perform the procedures of clause 8.3.2.14.
[bookmark: _Toc25220020][bookmark: _Toc26196180][bookmark: _Toc27732150][bookmark: _Toc51921936][bookmark: _Toc51922252][bookmark: _Toc51922568][bookmark: _Toc106998403]X.1.2	Receipt of a SIP MESSAGE request for emergency notification for terminating LMR user
In the procedures in this clause:
1)	emergency indication in an incoming SIP MESSAGE request refers to the <emergency-ind> element of the application/vnd.3gpp.mcdata-info+xml MIME body; and
2)	alert indication in an incoming SIP MESSAGE request refers to the <alert-ind> element of the application/vnd.3gpp.mcdata-info+xml MIME body.
Upon receipt of a "SIP MESSAGE request for emergency notification for terminating participating MCData function", the IWF performing the participating role:
1)	if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP MESSAGE request with a SIP 500 (Server Internal Error) response. The IWF performing the participating role may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24] and skip the rest of the steps;
NOTE 1:	if the SIP MESSAGE request contains an emergency indication set to a value of "true" or an alert indication set to a value of "true", the IWF can by means beyond the scope of this specification choose to accept the request.
2)	shall use the MCData ID present in the <mcdata-request-uri> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the incoming SIP MESSAGE request to determine the terminating target; and
3)	if the terminating target is not served by the IWF the IWF shall reject the SIP MESSAGE request with a SIP 404 (Not Found) response.
NOTE 2:	LMR specific signalling is outside the scope of this specification.
The IWF shall generate s SIP 2xx response and follow the procedures specified in 3GPP TS 24.229 [4].
[bookmark: _Toc25220021][bookmark: _Toc26196181][bookmark: _Toc27732151][bookmark: _Toc51921937][bookmark: _Toc51922253][bookmark: _Toc51922569][bookmark: _Toc106998404]X.1.3	Receipt of a SIP MESSAGE request indicating successful delivery of emergency notification
Upon receipt of an indication for successful delivery of an emergency notification, internal actions performed by the IWF performing the terminating participating role are out of scope of the present document.
[bookmark: _Toc25220022][bookmark: _Toc26196182][bookmark: _Toc27732152][bookmark: _Toc51921938][bookmark: _Toc51922254][bookmark: _Toc51922570][bookmark: _Toc106998405]X.2	IWF controlling role procedures
[bookmark: _Toc25220023][bookmark: _Toc26196183][bookmark: _Toc27732153][bookmark: _Toc51921939][bookmark: _Toc51922255][bookmark: _Toc51922571][bookmark: _Toc106998406]X.2.1	Handling of a SIP MESSAGE request for emergency notification 
Upon receipt of a "SIP MESSAGE request for emergency notification for controlling MCData function", the IWF performing the controlling role:
1)	if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP MESSAGE request with a SIP 500 (Server Internal Error) response. The IWF performing the controlling role may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24]. Otherwise, continue with the rest of the steps;
NOTE:	If the SIP MESSAGE request contains an alert indication set to a value of "true", the IWF performing the controlling role can, according to local policy, choose to accept the request.
2)	shall reject the SIP request with a SIP 403 (Forbidden) response and not process the remaining steps if an Accept-Contact header field does not include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata", "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" or "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd";
3)	if the received SIP MESSAGE request contains an application/vnd.3gpp.mcdata-info+xml MIME body with the <alert-ind> element set to a value of "false", shall perform the procedures specified in clause X.2.2 and skip the rest of the steps; and
4)	if the received SIP MESSAGE request contains an application/vnd.3gpp.mcdata-info+xml MIME body with the <alert-ind> element set to a value of "true":
a)	if the received SIP MESSAGE request is an unauthorised request for an MCData emergency alert as specified in 3GPP TS 24.282 [82] clause 6.3.7.2.1 shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response to the SIP MESSAGE request as specified in 3GPP TS 24.229 [4] with the following clarifications:
i)	shall include in the SIP 403 (Forbidden) response an application/vnd.3gpp.mcdata-info+xml MIME body as specified in 3GPP TS 24.282 [82], clause D.1 of 3GPP TS 24.282 [82] with the <mcdatainfo> element containing the <mcdata-Params> element with the <alert-ind> element set to a value of "false"; and
ii)	shall send the SIP 403 (Forbidden) response as specified in 3GPP TS 24.229 [4] and skip the rest of the steps; and
b)	if the received SIP MESSAGE request is an authorised request for an MCData emergency alert as specified in 3GPP TS 24.282 [82] clause 6.3.7.2.1:
i)	if the sending MCData user identified by the <mcdata-calling-user-id> element included in the application/vnd.3gpp.mcdata-info+xml MIME body is not affiliated with the MCData group identified by the <mcdata-request-uri> element of the MIME body as determined by the procedures of clause 6.3.5:
I)	shall check if the MCData user is eligible to be implicitly affiliated with the MCData group as determined by clause 8.3.3.6;
II)	if the MCData user is determined not to be eligible to be implicitly affiliated to the MCData group shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response with the warning text set to "120 user is not affiliated to this group" in a Warning header field as specified in clause 4.7 and skip the rest of the steps below; or
III)	if the procedures of clause 8.3.3.6 determined the MCData user to be eligible to be implicitly affiliated to the MCData group shall, perform the implicit affiliation as specified in clause 8.3.3.7;
ii)	for each of the other affiliated members of the group: 
A)	generate an outgoing SIP MESSAGE request notification of the MCData user's emergency alert indication as specified in 3GPP TS 24.282 [82], clause 6.3.7.1.2, with the IWF acting as the controlling MCData function, with the clarifications of clause 6.3.7.1.3;
B)	shall include in the application/vnd.3gpp.mcdata-info+xml MIME body with the <mcdatainfo> element containing the <mcdata-Params> element with the <mcdata-calling-user-id> element set to the value of the <mcdata-calling-user-id> element in the received SIP MESSAGE request; and
C)	send the SIP MESSAGE request according to according to rules and procedures of 3GPP TS 24.229 [4];
iii)	shall generate a SIP 200 (OK) response to the received SIP MESSAGE request as specified in 3GPP TS 24.229 [4] with the following clarifications:
A)	shall cache the information that the MCData user has initiated an MCData emergency alert;
iv)	shall send the SIP 200 (OK) response to the received SIP MESSAGE according to rules and procedures of 3GPP TS 24.229 [4].
v)	shall generate a SIP MESSAGE request as described in 3GPP TS 24.282 [82], clause 6.3.7.1.5, with the IWF acting as the controlling MCData function, to indicate successful receipt of an emergency alert, and shall include in the application/vnd.3gpp.mcdata-info+xml MIME body:
A)	the <alert-ind> element set to a value of "true"; 
B)	the <alert-ind-rcvd> element set to a value of true; and
C)	the <mcdata-client-id> element with the MCData client ID that was included in the incoming SIP MESSAGE request; and
vi)	shall send the SIP MESSAGE request according to according to rules and procedures of 3GPP TS 24.229 [4].
Upon receipt of SIP 2xx responses to the outgoing SIP MESSAGE requests, the IWF performing the controlling role shall follow the procedures specified in 3GPP TS 24.229 [4].
[bookmark: _Toc25220024][bookmark: _Toc26196184][bookmark: _Toc27732154][bookmark: _Toc51921940][bookmark: _Toc51922256][bookmark: _Toc51922572][bookmark: _Toc106998407]X.2.2	Handling of a SIP MESSAGE request for emergency alert cancellation
Upon receipt of a "SIP MESSAGE request for emergency notification for controlling MCData function" containing an application/vnd.3gpp.mcdata-info+xml MIME body with the <alert-ind> element set to a value of "false", the IWF performing the controlling role:
1)	if the received SIP MESSAGE request is an unauthorised request for an MCData emergency alert cancellation as specified in 3GPP TS 24.282 [82] clause 6.3.7.2.2
a)	and if the received SIP MESSAGE request does not contain an <emergency-ind> element or is an unauthorised request for an MCData emergency call cancellation as specified in 3GPP TS 24.282 [82] clause 6.3.7.2.3, shall reject the SIP MESSAGE request with a SIP 403 (Forbidden) response to the SIP MESSAGE request as specified in 3GPP TS 24.229 [4] with the following clarifications:
i)	shall include in the SIP 403 (Forbidden) response an application/vnd.3gpp.mcdata-info+xml MIME body as specified in 3GPP TS 24.282 [82] clause D.1 with the <mcdatainfo> element containing the <mcdata-Params> element with the <alert-ind> element set to a value of "true";
ii)	if the received SIP MESSAGE request contains an <emergency-ind> element of the <mcdatainfo> element set to a value of "false" and if the in-progress emergency state of the group is set to a value of "true" and this is an unauthorised request for an MCData emergency communication cancellation as determined in step i) above, shall include an <emergency-ind> element set to a value of "true" in the application/vnd.3gpp.mcdata-info+xml MIME body in the SIP 403 (Forbidden) response; and
iii)	shall send the SIP 403 (Forbidden) response according to rules and procedures of 3GPP TS 24.229 [4] and skip the rest of the steps; and
b)	and if the received SIP MESSAGE request contains an <emergency-ind> element and is an authorised request for an MCData emergency call cancellation as specified in 3GPP TS 24.282 [82] clause 6.3.7.2.3 and the in-progress emergency state of the MCData group is set to a value of "true":
i)	shall set the in-progress emergency state of the group to a value of "false";
ii)	shall clear the cache of the MCData ID of the MCData user that triggered the setting of the in-progress emergency state of the MCData group to "true";
iii)	shall generate SIP re-INVITE request to the other affiliated and joined members of the MCData group as specified in 3GPP TS 24.282 [82] clause 6.3.7.1.1. The IWF performing the controlling role:
A)	for each affiliated and joined member shall send the SIP re-INVITE request towards the MCData client as specified in 3GPP TS 24.229 [4]; and
iv)	for each of the affiliated but not joined members of the group:
A)	generate a SIP MESSAGE request notification of the cancellation of the MCData user's emergency call as specified in 3GPP TS 24.282 [82], clause 6.3.7.1.2 with the IWF acting as the controlling MCData function;
B)	shall include in the application/vnd.3gpp.mcdata-info+xml MIME body with the <mcdatainfo> element containing the <mcdata-Params> element with the <mcdata-calling-user-id> element set to the value of the <mcdata-calling-user-id> element in the received SIP MESSAGE request;
C)	shall include an <emergency-ind> element set to a value of "false" in the application/vnd.3gpp.mcdata-info+xml MIME body in the outgoing SIP MESSAGE request; and
D)	send the SIP MESSAGE request according to rules and procedures of 3GPP TS 24.229 [4];
v)	shall generate a SIP 200 (OK) response to the received SIP MESSAGE request as specified in 3GPP TS 24.229 [4];
vi)	shall send the SIP 200 (OK) response to the received SIP MESSAGE as specified in 3GPP TS 24.229 [4] and skip the rest of the steps;
vii)	shall generate a SIP MESSAGE request as described in 3GPP TS 24.282 [82], clause 6.3.7.1.5 with the IWF acting as the controlling MCData function to indicate successful receipt of the request for emergency alert cancellation
viii)	shall include in the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP MESSAGE request:
A)	the <alert-ind> element set to a value of "true";
B)	the <alert-ind-rcvd> element set to a value of true;
C)	the <emergency-ind> element set to a value of "false"; and
D)	the <mcdata-client-id> element with the MCData client ID that was included in the incoming SIP MESSAGE request; and
ix)	shall send the SIP MESSAGE request according to rules and procedures of 3GPP TS 24.229 [4]; and
2)	if the received SIP MESSAGE request is an authorised request for an MCData emergency alert cancellation as specified in 3GPP TS 24.282 [82] clause 6.3.7.2.2:
a)	if the received SIP MESSAGE request contains an <originated-by> element in the application/vnd.3gpp.mcdata-info+xml MIME body, shall clear the cache of the MCDataID of the MCData user identified by the <originated-by> element as having an outstanding MCData emergency alert;
b)	if the received SIP MESSAGE request does not contain an <originated-by> element in the application/vnd.3gpp.mcdata-info+xml MIME body, clear the cache of the MCData ID of the sender of the SIP MESSAGE request as having an outstanding MCData emergency alert;
c)	if the received SIP MESSAGE request does not contain an <emergency-ind> element or is an unauthorised request for an MCData emergency communication cancellation as specified in 3GPP TS 24.282 [82] clause 6.3.7.2.3, for each of the affiliated but not joined members of the group:
i)	shall generate a SIP MESSAGE "SIP MESSAGE request for emergency notification for terminating participating MCData function" to cancel the MCData user's emergency alert as specified in 3GPP TS 24.282 [82], clause 6.3.7.1.2 with the IWF acting as the controlling MCData function;
ii)	shall include in the application/vnd.3gpp.mcdata-info+xml MIME body with the <mcdatainfo> element containing the <mcdata-Params> element with the <mcdata-calling-user-id> element set to the value of the <mcdata-calling-user-id> element in the received SIP MESSAGE request;
iii)	if the received SIP MESSAGE request contains an <originated-by> element in the application/vnd.3gpp.mcdata-info+xml MIME body, shall copy the contents of the received <originated-by> element to an <originated-by> element in the application/vnd.3gpp.mcdata-info+xml MIME body in the outgoing SIP MESSAGE request;
iv)	shall include an <alert-ind> element set to a value of "false" in the application/vnd.3gpp.mcdata-info+xml MIME body in the outgoing SIP MESSAGE request; and
v)	send the SIP MESSAGE request as specified in 3GPP TS 24.229 [4];
d)	if the received SIP MESSAGE request contains an <emergency-ind> element and is an authorised request for an MCData emergency communication cancellation as specified in 3GPP TS 24.282 [82], clause 6.3.7.2.3 and the in-progress emergency state of the MCData group is set to a value of "true":
i)	shall set the in-progress emergency state of the group to a value of "false";
ii)	cache the information that the MCData user has cancelled the outstanding in-progress emergency state of the group;
iii)	shall generate SIP re-INVITES requests to the other affiliated and joined members of the MCData group as specified in 3GPP TS 24.282 [82], clause 6.3.7.1.1 with theIWF acting as the MCData controlling function:
A)	for each affiliated and joined member shall send the SIP re-INVITE request towards the MCData client as specified in 3GPP TS 24.229 [4]; and
iv)	for each of the affiliated but not joined members of the group shall:
[bookmark: _Hlk127792960]A)	generate a SIP MESSAGE request notification of the cancellation of the MCData user's emergency call as specified in 3GPP TS 24.282 [82], clause 6.3.7.1.2 with the IWF acting as the controlling MCData function;
B)	include in the application/vnd.3gpp.mcdata-info+xml MIME body with the <mcdatainfo> element containing the <mcdata-Params> element with the <mcdata-calling-user-id> element set to the value of the <mcdata-calling-user-id> element in the received SIP MESSAGE request;
C)	if the received SIP MESSAGE request contains an <originated-by> element in the application/vnd.3gpp.mcdata-info+xml MIME body, copy the contents of the received <originated-by> element to an <originated-by> element in the application/vnd.3gpp.mcdata-info+xml MIME body in the outgoing SIP MESSAGE request;
D)	include in the application/vnd.3gpp.mcdata-info+xml MIME body an <alert-ind> element set to a value of "false";
E)	shall include an <emergency-ind> element set to a value of "false" in the application/vnd.3gpp.mcdata-info+xml MIME body in the outgoing SIP MESSAGE request; and
F)	send the SIP MESSAGE request according to rules and procedures of 3GPP TS 24.229 [5];
e)	shall generate a SIP 200 (OK) response to the received SIP MESSAGE request as specified in 3GPP TS 24.229 [4];
f)	shall send the SIP 200 (OK) response to the received SIP MESSAGE as specified in 3GPP TS 24.229 [4].
g)	shall generate a SIP MESSAGE request as described in 3GPP TS 24.282 [82], clause 6.3.7.1.5 with the IWF acting as the controlling MCData function to indicate successful receipt of the request for emergency alert cancellation;
h)	shall include in the application/vnd.3gpp.mcdata-info+xml MIME body, the <alert-ind> element set to a value of "false" and the <alert-ind-rcvd> set to "true";
i)	shall populate the <mcdata-client-id> element with the MCData client ID that was included in the incoming SIP MESSAGE request;
j)	if the received SIP MESSAGE request contains an <emergency-ind> element of the <mcdatainfo> element set to a value of "false"; and
i)	if this is an authorised request for an MCData emergency communication cancellation as specified in 3GPP TS 24.282 [82], clause 6.3.7.2.3, shall include an <emergency-ind> element set to a value of "false" in the application/vnd.3gpp.mcdata-info+xml MIME body in the outgoing SIP MESSAGE request; and
ii)	otherwise, if this is an unauthorised request for an MCData emergency communication cancellation as specified in 3GPP TS 24.282 [82], clause 6.3.7.2.3, and the in-progress emergency state of the group is set to a value of "true", shall include an <emergency-ind> element set to a value of "true" in the application/vnd.3gpp.mcdata-info+xml MIME body in the outgoing SIP MESSAGE request; and
k)	shall send the SIP MESSAGE request according to the rules and procedures of 3GPP TS 24.229 [4].
Upon receipt of SIP 2xx responses to the outgoing SIP MESSAGE requests, the IWF performing the controlling role shall follow the procedures specified in 3GPP TS 24.229 [4].

