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* * * 2nd Change * * * *
3.2	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
CID	Context ID
CSK	Client-Server Key
ECGI	E-UTRAN Cell Global Identification
IPEG	In-Progress Emergency Group
IPEPC	In-Progress Emergency Private Call
IPIG	In-Progress Imminent peril Group
MBMS	Multimedia Broadcast and Multicast Service
MBS	Multicast/Broadcast Service
MBSFN	Multimedia Broadcast multicast service Single Frequency Network
MCPTT	Mission Critical Push To Talk
MCPTT group ID	MCPTT group Identity
MC	Mission Critical
MCS	Mission Critical Service
MEA	MCPTT Emergency Alert
MEG	MCPTT Emergency Group
MEGC	MCPTT Emergency Group Call
MEPC	MCPTT Emergency Private Call
MEPP	MCPTT Emergency Private Priority
MES	MCPTT Emergency State
MIME	Multipurpose Internet Mail Extensions
MIG	MCPTT Imminent peril Group
MIGC	MCPTT Imminent peril Group Call
MONP	MCPTT Off-Network Protocol
MPEA	MCPTT Private Emergency Alert
NAT	Network Address Translation
PCC	Policy and Charging Control
PCCB	Private Call Call-Back
PLMN	Public Land Mobile Network
QCI	QoS Class Identifier
ROHC	Robust Header Compression
RTP	Real-time Transport Protocol
SAI	Service Area Identifier
SDP	Session Description Protocol
SIP	Session Initiation Protocol
SPK	Signalling Protection Key
SSRC	Synchronization SouRCe
TGI	Temporary MCPTT Group Identity
TMGI	Temporary Mobile Group Identity
UE	User Equipment
URI	Uniform Resource Identifier
XPK	XML Protection Key

[bookmark: _Toc20156371][bookmark: _Toc27501529][bookmark: _Toc36049655][bookmark: _Toc45210421][bookmark: _Toc51861248][bookmark: _Toc114756199]* * * 3rd Change * * * *
14B	5G MBS transmission usage procedure
[bookmark: _Toc20156372][bookmark: _Toc27501530][bookmark: _Toc36049656][bookmark: _Toc45210422][bookmark: _Toc51861249][bookmark: _Toc114756200]14B.1	General
This clause describes the participating MCPTT function and the MCPTT client procedure for:
1) MBS session announcement;
2) UE session join notification;
3) MBS session listening status; and
4) MBS session de-announcement.
[bookmark: _Toc20156373][bookmark: _Toc27501531][bookmark: _Toc36049657][bookmark: _Toc45210423][bookmark: _Toc51861250][bookmark: _Toc114756201]14B.2	Participating MCPTT function MBS usage procedures
[bookmark: _Toc20156374][bookmark: _Toc27501532][bookmark: _Toc36049658][bookmark: _Toc45210424][bookmark: _Toc51861251][bookmark: _Toc114756202]14B.2.1	General
This clause describes the procedures in the participating MCPTT function for:
1) sending an MBS session announcement to the MCPTT client;
2) receiving a UE session join notification from the MCPTT client;
3) receiving an MBS session listening status from the MCPTT client; and
4) receiving an MBS session de-announcement acknowledgement from the MCPTT client.
[bookmark: _Toc20156375][bookmark: _Toc27501533][bookmark: _Toc36049659][bookmark: _Toc45210425][bookmark: _Toc51861252][bookmark: _Toc114756203]14B.2.2	Sending MBS session announcement procedures
14B.2.2.1	General
The participating MCPTT function follows the procedure in clause 14.2.2.1 with the terminology mapping specified in clause L.3.4.
[bookmark: _Toc20156377][bookmark: _Toc27501535][bookmark: _Toc36049661][bookmark: _Toc45210427][bookmark: _Toc51861254][bookmark: _Toc114756205]14B.2.2.2	Sending an initial MBS session announcement procedure
Shall generate a SIP MESSAGE request as specified in clause 14.2.2.2 with the following clarifications/exceptions.
All steps of clause 14.2.2.2 apply also for MBS except step 6), with the clarification that terminology mapping specified in clause L.3.4 applies.
In place of step 6) of clause 14.2.2.2, the following step 6) shall be used:
6) shall include an application/vnd.3gpp.mcptt-mbs-usage-info+xml MIME body defined in clause F.2A with the <version> element set to "1" and one or more <announcement> elements associated with the pre-activated MBS sessions. Each set of an <announcement> element:
a)	in case of the MCPTT server is able to provide the MC services to the client over 5G MBS sessions (either broadcast or multicast), shall include <mbs-session-infoType> providing the MBS session related information:
i)		shall include an MBS session ID value in the <mbs-session-id> element;
NOTE 1:	The identity of the MBS session used to deliver MC service group communication data. It is either TMGI for broadcast MBS and multicast MBS sessions, or source specific IP multicast address for multicast MBS session.
ii)		shall include the <mbs-session-mode> element and set it to "multicast" value or the "broadcast" value;
iii)	shall include a MC service group ID value in the <mc-service-group-id> element;
iv)	if the MBS sessions is carrying the general purpose MBS subchannel, shall include one <GPMS>element, giving the number of the "m=application" media line in the application/sdp MIME body generated in above to be used for the general purpose MBS subchannel;
v)	may include one or more MBS service area IDs in <mbs-service-area-id> elements in the <mbs-service-areas> element;
vi)	for multicast MBS session, may include the <report-ue-session-join-notification> element and set it to "true" value or the "false" value;
vii)	may include <multicast-mbs-session-related-info>, additional information to be used by the MC service client to join the multicast MBS session such as PLMN ID of the default PLMN service provider in case of source specific IP multicast address, DNN, and SNSSAI of the PDU session associated with the multicast MBS session;
NOTE 2:	Such information may be pre-configured in the MC service UE, or provided in any other implementation specific way.
viii)	for broadcast MBS session, shall include an MBS Frequency Selection Area ID value in the <mbs-fsa-id> element;
ix)	if multiple carriers are supported, shall include the frequency to be used in the <frequency> element; and
NOTE 3:	In the current release if the <frequency> element is included, the frequency in the <frequency> element is the same as the frequency used for unicast.
x)	may include the <mbs-session-de-announcement-acknowledgement> element and set it to "true" value or the "false" value;
b)	in case of LTE eMBMS and 5G MBS co-existence, shall include <eMBMS-bearer-infoType> providing the 4G eMBMS bearer related information:
i)	may include a list of additional alternative TMGI which may be used in roaming scenarios in the <Alternative-TMGI> element; and
ii)	the remaining elements are generated as specified in step 6) of clause 14.2.2.2.
[bookmark: _Toc20156378][bookmark: _Toc27501536][bookmark: _Toc36049662][bookmark: _Toc45210428][bookmark: _Toc51861255][bookmark: _Toc114756206]14B.2.2.3	Updating an MBS session announcement
When the participating MCPTT function wants to update a previously sent announcement, the participating MCPTT function sends an MBS session announcement in a SIP MESSAGE request as specified in clause 14B.2.2.2 where the participating MCPTT function in the <announcement> element to be updated:
1)	<mbs-session-infoType> to be updated as specified in clause 14.2.2.3 with the terminology mapping specified in clause L.3.4; and
2)	<eMBMS-bearer-infoType> to be updated as specified in clause 14.2.2.3.
[bookmark: _Toc20156379][bookmark: _Toc27501537][bookmark: _Toc36049663][bookmark: _Toc45210429][bookmark: _Toc51861256][bookmark: _Toc114756207]14B.2.2.4	Cancelling an MBS session announcement
When the participating MCPTT function wants to cancel an MBS session announcement associated with an <announcement> element, the participating MCPTT function sends an MBS session announcement as specified in clause 14B.2.2.2 where the participating MCPTT function in the <announcement> element to be cancelled:
1)	<mbs-session-infoType> to be cancelled as specified in clause 14.2.2.4 with the terminology mapping specified in clause L.3.4; and
2)	<eMBMS-bearer-infoType> to be cancelled as specified in clause 14.2.2.4.
[bookmark: _Toc20156380][bookmark: _Toc27501538][bookmark: _Toc36049664][bookmark: _Toc45210430][bookmark: _Toc51861257][bookmark: _Toc114756208]14B.2.2.5	Sending a MuSiK download message
[bookmark: _Toc20156381][bookmark: _Toc27501539][bookmark: _Toc36049665][bookmark: _Toc45210431][bookmark: _Toc51861258][bookmark: _Toc123644402]The participating MCPTT function follows the procedure in clause 14.2.2.5 with the terminology mapping specified in clause L.3.4.
14B.2.3	Receiving an MBS session listening status or MBS session de-announcement acknowledgement from an MCPTT client
If the SIP MESSAGE request contains:
1)	an application/vnd.3gpp.mcptt-mbs-usage-info+xml MIME body with an <mbs-listening-status> element; and
2)	an application/vnd.3gpp.mcptt-info+xml MIME body containing an MCPTT ID in the <mcptt-request-uri> served by the participating MCPTT function;
then the participating MCPTT function follows the procedure "MBMS bearer listening status" in clause 14.2.3 with the terminology mapping specified in clause L.3.4.
If the SIP MESSAGE request contains:
1)	an application/vnd.3gpp.mcptt-mbs-usage-info+xml MIME body with an <mbs-session-de-announcement-status> element; and
2)	an application/vnd.3gpp.mcptt-info+xml MIME body containing an MCPTT ID in the <mcptt-request-uri> served by the participating MCPTT function;
then the participating MCPTT function:
1)	shall verify that the public user identity in the P-Asserted-Identity header field is bound to the MCPTT ID in the <mcptt-request-uri> element in the application/vnd.3gpp.mcptt-info+xml MIME body, and if that is the case:
a)	if the <mbs-session-de-announcement-status> element is set to "deleting":
i)	shall consider that the MBS session identified by the <de-announcement-mbs-session-id> element is about to be deleted and that the reduction or elimination of traffic on that MBS session and/or on some of the MBS sessions indicated in the <other-mbs-session-id> elements can potentially avoid the deletion; and
ii)	may take implementation/configuration specific immediate action for the MCPTT client that reports the deletion as well as other MCPTT clients that listen to the same MBS session(e.g. moving traffic to unicast delivery), reducing transmission rate, eliminating traffic, modifying pre-emption priority); or
b)	if the <mbs-session-de-announcement-status> element is set to "not-deleting":
i)	shall consider that the MBS session identified by the <de-announcement-mbs-session-id> element is no longer about to be deleted; and
ii)	may take implementation/configuration specific immediate action for the MCPTT client that reports the deletion as well as other MCPTT clients that listen to the same MBS session(e.g. restoring traffic previously reduced or eliminated from MBS session upon reception of deletion information).
[bookmark: _Toc20156382][bookmark: _Toc27501540][bookmark: _Toc36049666][bookmark: _Toc45210432][bookmark: _Toc51861259][bookmark: _Toc123644403]14B.2.4	Abnormal cases
Upon receipt of a SIP MESSAGE request with an application/vnd.3gpp.mcptt-mbs-usage-info+xml MIME body, then the participating MCPTT function follows the procedure in clause 14.2.4 with the terminology mapping specified in clause L.3.4.
14B.2.5	Receiving a UE session join notification from an MCPTT client
Upon receiving a "SIP MESSAGE request for a UE session join notification", the participating MCPTT function shall handle the request in accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33].
If the SIP MESSAGE request contains:
1)	an application/vnd.3gpp.mcptt-mbs-usage-info+xml MIME body with an <mbs-multicast-joining-status> element; and
2)	an application/vnd.3gpp.mcptt-info+xml MIME body containing an MCPTT ID in the <mcptt-request-uri> served by the participating MCPTT function;
then the participating MCPTT function:
1)	shall verify that the public user identity in the P-Asserted-Identity header field is bound to the MCPTT ID in the <mcptt-request-uri> element in the application/vnd.3gpp.mcptt-info+xml MIME body, and if that is the case:
a)	if the <mbs-multicast-joining-status> element is set to "ue-session-join":
i)	if a <session-id> element is included, shall indicate to the media plane that the MCPTT client in the session identified by the <session-id> element wants to receive multicast data identified by a specific MBS session ID; and
b)	if the <mbs-multicast-joining-status> element is set to "ue-session-leave":
i)	if a <session-id> element is included, shall indicate to the media plane that the MCPTT client in the sessions identified by the <session-id> elements no longer wants to receive multicast data identified by a specific MBS session ID;
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This clause describes the procedures in the MCPTT client for:
1) receiving an MBS session announcement from the participating MCPTT function;
2) sending a UE session join notification to the participating MCPTT function;
3) sending an MBS session listening status report to the participating MCPTT function; and
4) sending an MBS session de-announcement acknowledgement to the participating MCPTT function.
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The participating MCPTT client follows the procedure in clause 14.3.2 with the terminology mapping specified in clause L.3.4.
When the MCPTT client for each <announcement> element in the application/vnd.3gpp.mcptt-mbs-usage-info+xml MIME body:
1)	if the <mbs-service-areas> element is present:
a)	if an <announcement> element with the same value of the <mbs-session-id> element is already stored:
i)	shall replace the old <announcement> element with the <announcement> element received in the application/vnd.3gpp.mcptt-mbs-usage-info+xml MIME body;
b)	if there is no <announcement> element with the same value of the <mbs-session-id> element stored:
i)	shall store the received <announcement> element;
c)	the remaining parts in step 1) of clause 14.3.2 applies also for MBS, with the clarification that terminology mapping specified in clause L.3.4 applies.
2)	if no <mbs-service-areas> element is present:
a)	shall discard a previously stored <announcement> element identified by the value of the <mbs-session-id>; and
b)	the remaining parts in step 2) of clause 14.3.2 applies also for MBS, with the clarification that terminology mapping specified in clause L.3.4 applies;
3)	for 5G MBS and 4G MBMS co-existence, the <eMBMS-bearer-infoType> is performed as specified in clause 14.3.2.
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If one of the following conditions is fulfilled:
1)	if the MCPTT client:
a)	receives a Map Group To Session Stream message over the general purpose MBS channel;
b)	participates in a group session identified by the Map Group To Session Stream message; and
c)	the status "listening" is not already reported; or
2)	if the MCPTT client:
a)	receives an announcement as described in clause 14B.3.2;
b)	for multicast MBS session, sends a UE session join notification as described in clause 14B.3.5;
c)	enters an MBS service area where a specific MBS session stream is available; and
d)	experiences good MBS session radio condition;
then the MCPTT client shall report that the MCPTT client is listening to the MBS session as specified in clause 14B.3.3.2.
If one of the following conditions is fulfilled:
1)	if the MCPTT client:
a)	receives an MBS session announcement as described in the clause 14B.3.2;
b)	the MBS session announcement contains a cancellation of an <announcement> element identified by the same MBS session ID value as received in a Map Group To Session Stream message in an ongoing conversation; and
c)	the status "not-listening" is not already reported;
2)	if the MCPTT client:
a)	receives an MBS session announcement as described in the clause 14B.3.2;
b)	the MBS session announcement contains a cancellation of an <announcement> element;
c)	does not participate in an ongoing conversation;
d)	the MCPTT client has reported the "listening" status due to the availability of the general purpose MBS subchannel in the <announcement> element; and
e)	the status "not-listening" is not already reported; or
3)	if the MCPTT client:
a)	suffers from bad MBS session radio condition,
then the MCPTT client shall report that the MCPTT client is not listening to the MBS session stream as specified in clause 14B.3.3.2.
If all the following conditions are fulfilled:
1)	the MCPTT client has reported "listening" as the most recent listening status relative to an MBS session; and
2)	the MCPTT client has not received a MBS session announcement containing a <mbs-session-de-announcement-acknowledgement> element set to "false",
then the MCPTT client shall report that the MBS session is about to be deleted, as specified in clause 14B.3.3.2.
If all the following conditions are fulfilled:
1)	the MCPTT client has reported "listening" as the most recent listening status relative to an MBS session;
2)	the MCPTT client has reported that the MBS session is about to be deleted, but the deletion of the MBS session has not been detected yet by the MCPTT client; and
3)	the MCPTT client has not received a MBS session announcement containing a <mbs-session-de-announcement-acknowledgement> element set to "false",
then the MCPTT client shall report that the MBS session is no longer to be deleted, as specified in clause 14B.3.3.2.
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When the MCPTT client wants to report the MBS session listening status, the MCPTT client shall generate a SIP MESSAGE request as specified "MBMS bearer listening status" in clause 14.3.3.2 with the terminology mapping specified in clause L.3.4 applise;
When the MCPTT client meets all the conditions specified in clause 14B.3.3.1 for reporting a change in an MBS session de-announcement status, the MCPTT client shall generate a SIP MESSAGE request as specified "MBMS bearer suspension status" in clause 14.3.3.2 with the terminology mapping specified in clause L.3.4 applise with the following clarifications/exceptions:
1)	in step f) of clause 14.2.2.2 1) with the exception that if at least one MBS session is about to be deleted, the application/vnd.3gpp.mcptt-mbs-usage-info+xml MIME body:
i)	shall include an <mbs-session-de-announcement-status> element set to "deleting";
ii)	shall set the <number-of-reported-sessions> element to the total number of the included <deleted-mbs-session-id> elements and <other-mbs-session-id> elements;
iii)	shall include <deleted-mbs-session-id> element(s) set to the MBS session ID value for each of the MBS sessions about to be deleted; and
 iv)	may include <other-mbs-session-id> elements, if available, corresponding to the MBS session ID values for other MBS sessions to be deleted;
2)	in step g) of clause 14.2.2.2 1) with the exception that if the MBS session is no longer about to be deleted, the application/vnd.3gpp.mcptt-mbs-usage-info+xml MIME body:
i)	shall include an <mbs-session-de-announcement-status> element set to "not-deleting";
ii)	shall set the <number-of-reported-sessions> element to the number of included <deleted-mbs-session-id> elements; and
iii)	shall include a <deleted-mbs-session-id> element set to the corresponding MBS session ID value for each of the MBS sessions that are no longer about to be deleted.
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The MCPTT client follows the procedure in clause 14.3.4 with the terminology mapping specified in clause L.3.4.
14B.3.5	The UE session join notification
14B.3.5.1	Conditions for sending the UE session join notification
For multicast MBS sessions, if one of the following conditions is fulfilled:
1)	if the MCPTT client:
a)	receives a Map Group To Session Stream message over the general purpose MBS channel;
b)	participates in a group session identified by the Map Group To Session Stream message; and
c)	the status "ue-session-join" is not already reported; or
2)	if the MCPTT client:
a)	receives an announcement as described in clause 14B.3.2;
b)	enters an MBS service area where a specific MBS session stream is available; and
c)	experiences good MBS session radio condition;
then the MCPTT client shall report that the MCPTT client indicates to MCPTT server that such MCPTT client wants to receive multicast data identified by a specific MBS session ID, as specified in clause 14B.3.5.2.
For multicast MBS sessions, if one of the following conditions is fulfilled:
1)	if the MCPTT client:
a)	receives an MBS session announcement as described in the clause 14B.3.2;
b)	the MBS session announcement contains a cancellation of an <announcement> element identified by the same MBS session ID value as received in a Map Group To Session Stream message in an ongoing conversation; and
c)	the status "ue-session-leave" is not already reported;
2)	if the MCPTT client:
a)	receives an MBS session announcement as described in the clause 14B.3.2;
b)	the MBS session announcement contains a cancellation of an <announcement> element;
c)	does not participate in an ongoing conversation;
d)	the MCPTT client has reported the "ue-session-join" status due to the availability of the general purpose MBS subchannel in the <announcement> element; and
e)	the status "ue-session-leave" is not already reported; or
3)	if the MCPTT client:
a)	suffers from bad MBS session radio condition,
then the MCPTT client shall report that the MCPTT client no longer wants to receive multicast data identified by a specific MBS session ID, as specified in clause 14B.3.3.2.
14B.3.5.2	Sending the UE session join notification
When the MCPTT client wants to send the UE session join notification, the MCPTT client:
1)	shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33] and
a)	shall include in the Request-URI the MBS public service identity of the participating MCPTT function received in the P-Asserted-Identity header field of the announcement message;
b)	shall include an Accept-Contact header field with the g.3gpp.icsi-ref media-feature tag with the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with parameters "require" and "explicit" according to IETF RFC 3841 [6];
c)	should include a public user identity in the P-Preferred-Identity header field as specified in 3GPP TS 24.229 [4];
d)	shall include a P-Preferred-Service header field with the value "urn:urn-7:3gpp-service.ims.icsi.mcptt";
e)	shall include an application/vnd.3gpp.mcptt-mbs-usage-info+xml MIME body with the <version> element set to "1";
f)	if the MCPTT client is successfully joining a certain multicast MBS session procedure, the application/vnd.3gpp.mcptt-mbs-usage-info+xml MIME body:
i)	shall include an <mbs-multicast-joining-status> element set to "ue-session-join";
ii)	if the intention is to report that the MCPTT client is joining a certain multicast MBS session procedure, shall include the MCPTT session identity of the ongoing conversation in a <session-id> element; and
iii)	shall include one or more <mbs-session-id> elements for which the listening status applies;
g)	if the MCPTT client is not joining a certain multicast MBS session procedure, the application/vnd.3gpp.mcptt-mbs-usage-info+xml MIME body:
i)	shall include an <mbs-multicast-joining-status> element set to "ue-session-leave";
ii)	if the intention is to report that the MCPTT client is not joining a certain multicast MBS session procedure, shall include the MCPTT session identity in a <session-id> element; and
iii)	shall include one or more <mbs-session-id> elements for which the listening status applies;
h)	shall include an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcptt-request-uri> set to the MCPTT ID; and
2)	shall send the SIP MESSAGE request according to 3GPP TS 24.229 [4].
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F.2A	XML schema for MBS usage information
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This clause defines XML schema and MIME type for application/vnd.3gpp.mcptt-mbs-usage-info+xml.
F.2A.2	XML schema
<?xml version="1.0" encoding="utf-8"?>
<xs:schema attributeFormDefault="unqualified" elementFormDefault="qualified" 
xmlns:xs="http://www.w3.org/2001/XMLSchema" 
targetNamespace="urn:3gpp:ns:mcpttMbsUsage:1.0"
xmlns:mcpttmbs="urn:3gpp:ns:mcpttMbsUsage:1.0">
	<!-- the root element -->
	<xs:element name="mcptt-mbs-usage-info" type="mcpttmbs:mcptt-mbs-usage-info-Type" id="mbs"/>
	<xs:complexType name="mcptt-mbs-usage-info-Type">
		<xs:sequence>
			<xs:element name="mbs-listening-status" type="mcpttmbs:mbs-listening-statusType" minOccurs="0"/>
			<xs:element name="mbs-session-de-announcement-status" type="mcpttmbs:mbs-session-de-announcement-statusType" minOccurs="0"/>
			<xs:element name="ue-session-join-notification" type="mcpttmbs:ue-session-join-notificationType" minOccurs="0"/>
			<xs:element name="announcement" type="mcpttmbs:announcementTypeParams" minOccurs="0"/>
			<xs:element name="version" type="xs:integer"/>
			<xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
			<xs:element name="anyExt" type="mcpttmbs:anyExtType" minOccurs="0"/>
		</xs:sequence>
		<xs:anyAttribute namespace="##any" processContents="lax"/>
	</xs:complexType>
	<xs:complexType name="mbs-listening-statusType">
		<xs:sequence>
			<xs:element name="mbs-listening-status" type="xs:string"/>
			<xs:element name="unicast-listening-status" type="xs:string"/>
			<xs:element name="session-id" type="xs:anyURI" minOccurs="0"/>
			<xs:element name="general-purpose" type="xs:boolean" minOccurs="0"/>
			<xs:element name="mbs-session-id" type="xs:hexBinary" maxOccurs="unbounded"/>
			<xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
			<xs:element name="anyExt" type="mcpttmbs:anyExtType" minOccurs="0"/>
		</xs:sequence>
		<xs:anyAttribute namespace="##any" processContents="lax"/>
	</xs:complexType>
	<xs:complexType name="mbs-session-de-announcement-statusType">
		<xs:sequence>
			<xs:element name="mbs-session-de-announcement-status" type="xs:string" minOccurs="0"/>
			<xs:element name="number-of-reported-sessions" type="xs:integer" minOccurs="0"/>
			<xs:element name="deleted-mbs-session-id" type="xs:hexBinary" minOccurs="0"/>
			<xs:element name="other-mbs-session-id" type="xs:hexBinary" minOccurs="0" maxOccurs="unbounded"/>
			<xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
			<xs:element name="anyExt" type="mcpttmbs:anyExtType" minOccurs="0"/>
		</xs:sequence>
		<xs:anyAttribute namespace="##any" processContents="lax"/>
	</xs:complexType>
	<xs:complexType name="ue-session-join-notificationType">
		<xs:sequence>
			<xs:element name="mbs-multicast-joining-status" type="xs:string"/>
			<xs:element name="mbs-session-id" type="xs:hexBinary"/>
			<xs:element name="session-id" type="xs:anyURI" minOccurs="0"/>
			<xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
			<xs:element name="anyExt" type="mcpttmbs:anyExtType" minOccurs="0"/>
		</xs:sequence>
		<xs:anyAttribute namespace="##any" processContents="lax"/>
	</xs:complexType>
	<xs:complexType name="announcementTypeParams">
		<xs:sequence>
			<xs:element name="mbs-session-info" type="mcpttmbs:mbs-session-infoType" minOccurs="0"/>
			<xs:element name="eMBMS-bearer-info" type="mcpttmbs:eMBMS-bearer-infoType" minOccurs="0"/>
			<xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
			<xs:element name="anyExt" type="mcpttmbs:anyExtType" minOccurs="0"/>
		</xs:sequence>
		<xs:anyAttribute namespace="##any" processContents="lax"/>
	</xs:complexType>
	<xs:complexType name="mbs-session-infoType">
		<xs:sequence>
			<xs:element name="mbs-session-id" type="xs:hexBinary"/>
			<xs:element name="mbs-session-mode" type="mcpttmbs:sessionType"/>
			<xs:element name="mc-service-group-id" type="xs:integer" minOccurs="0"/>
			<xs:element name="frequency" type="xs:unsignedLong" minOccurs="0"/>
			<xs:element name="GPMS" type="xs:positiveInteger" minOccurs="0"/>
			<xs:element name="mbs-service-areas" type="mcpttmbs:mbs-service-areasType" minOccurs="0"/>
			<xs:element name="report-ue-session-join-notification" type="xs:boolean" minOccurs="0"/>
			<xs:element name="multicast-mbs-session-related-info" type="mcpttmbs:multicast-mbs-session-related-infoType"/>
			<xs:element name="mbs-fsa-id" type="xs:hexBinary" minOccurs="0" maxOccurs="unbounded"/>
			<xs:element name="mbs-session-de-announcement-acknowledgement" type="xs:boolean" minOccurs="0" maxOccurs="1"/>
			<xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
			<xs:element name="anyExt" type="mcpttmbs:anyExtType" minOccurs="0"/>
		</xs:sequence>
		<xs:anyAttribute namespace="##any" processContents="lax"/>
	</xs:complexType>
	<xs:complexType name="eMBMS-bearer-infoType">
		<xs:sequence>
			<xs:element name="TMGI" type="xs:hexBinary"/>
			<xs:element name="Alternative-TMGI" type="mcpttmbs:Alternative-TMGI-Type" minOccurs="0"/>
			<xs:element name="QCI" type="xs:integer" minOccurs="0"/>
			<xs:element name="frequency" type="xs:unsignedLong" minOccurs="0"/>
			<xs:element name="mbms-service-areas" type="mcpttmbs:mbms-service-areasType" minOccurs="0"/>
			<xs:element name="GPMS" type="xs:positiveInteger" minOccurs="0"/>
			<xs:element name="report-suspension" type="xs:boolean" minOccurs="0"/>
			<xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
			<xs:element name="anyExt" type="mcpttmbs:anyExtType" minOccurs="0"/>
		</xs:sequence>
		<xs:anyAttribute namespace="##any" processContents="lax"/>
	</xs:complexType>
	<!-- anyEXT elements for the eMBMS announcement element – begin -->
	<xs:element name="mcptt-mbs-rohc" type="mcpttmbs:emptyType"/>
	<!-- empty complex type -->
	<xs:complexType name="emptyType"/>
	<xs:element name="max-cid" type="mcpttmbs:max-cidType"/>
	<xs:simpleType name="max-cidType">
		<xs:restriction base="xs:integer">
			<xs:minInclusive value="1"/>
			<xs:maxInclusive value="16383"/>
		</xs:restriction>
	</xs:simpleType>
	<!-- anyEXT elements for the eMBMS announcement element – end -->
	<xs:simpleType name="sessionType">
		<xs:restriction base="xs:string">
			<xs:enumeration value="multicast"/>
			<xs:enumeration value="broadcast"/>
		</xs:restriction>
	</xs:simpleType>
	<xs:complexType name="Alternative-TMGI-Type">
		<xs:sequence>
			<xs:element name="Alternative-TMGI-id" type="xs:hexBinary" maxOccurs="unbounded"/>
			<xs:element name="anyExt" type="mcpttmbs:anyExtType" minOccurs="0"/>
		</xs:sequence>
		<xs:anyAttribute/>
	</xs:complexType>
	<xs:complexType name="mbs-service-areasType">
		<xs:sequence>
			<xs:element name="mbs-service-area-id" type="xs:hexBinary" maxOccurs="unbounded"/>
			<xs:element name="anyExt" type="mcpttmbs:anyExtType" minOccurs="0"/>
		</xs:sequence>
		<xs:anyAttribute/>
	</xs:complexType>
	<xs:complexType name="mbms-service-areasType">
		<xs:sequence>
			<xs:element name="mbms-service-area-id" type="xs:hexBinary" maxOccurs="unbounded"/>
			<xs:element name="anyExt" type="mcpttmbs:anyExtType" minOccurs="0"/>
		</xs:sequence>
		<xs:anyAttribute/>
	</xs:complexType>
	<xs:complexType name="multicast-mbs-session-related-infoType">
		<xs:sequence>
			<xs:element name="PlmnId" type="mcpttmbs:tPlmnIdentity" minOccurs="0" maxOccurs="unbounded"/>
			<xs:element name="DNN" type="xs:string" minOccurs="0"/>
			<xs:element name="IPInformation" type="mcpttmbs:IPInformationType" minOccurs="0"/>
			<xs:element name="MC-ID-ref-SNSSAI" type="xs:string" minOccurs="0"/>
			<xs:element name="anyExt" type="mcpttmbs:anyExtType" minOccurs="0"/>
		</xs:sequence>
		<xs:anyAttribute/>
	</xs:complexType>
	<xs:simpleType name="tPlmnIdentityFormat">
		<xs:restriction base="xs:string">
			<xs:pattern value="\d{3}\d{3}"/>
		</xs:restriction>
	</xs:simpleType>
	<xs:complexType name="tPlmnIdentity">
		<xs:simpleContent>
			<xs:extension base="mcpttmbs:tPlmnIdentityFormat">
				<xs:attribute name="TriggerId" type="xs:string" use="required"/>
			</xs:extension>
		</xs:simpleContent>
	</xs:complexType>
	<xs:complexType name="IPInformationType">
		<xs:sequence>
			<xs:element name="IPInformationListEntry" type="mcpttmbs:IPInformationListEntryType" maxOccurs="unbounded"/>
			<xs:element name="anyExt" type="mcpttmbs:anyExtType" minOccurs="0"/>
			<xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
		</xs:sequence>
		<xs:anyAttribute namespace="##any" processContents="lax"/>
	</xs:complexType>
	<xs:complexType name="IPInformationListEntryType">
		<xs:choice>
			<xs:element name="IPv4Address" type="xs:token"/>
			<xs:element name="IPv6Address" type="xs:token"/>
			<xs:element name="FQDN" type="xs:anyURI"/>
			<xs:element name="anyExt" type="mcpttmbs:anyExtType" minOccurs="0"/>
			<xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
		</xs:choice>
		<xs:anyAttribute namespace="##any" processContents="lax"/>
	</xs:complexType>
	<xs:complexType name="anyExtType">
		<xs:sequence>
			<xs:any namespace="##any" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
		</xs:sequence>
	</xs:complexType>
	<!-- anyEXT elements for the mcptt-mbs-usage-info – begin -->
	<xs:element name="mbs-defaultMuSiK-download" type="mcpttmbs:mbs-default-ctrlkey-downloadType"/>
	<xs:complexType name="mbs-default-ctrlkey-downloadType">
		<xs:sequence>
			<xs:element name="group" type="xs:anyURI" minOccurs="0" maxOccurs="unbounded"/>
			<xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
			<xs:element name="anyExt" type="mcpttmbs:anyExtType" minOccurs="0"/>
		</xs:sequence>
		<xs:anyAttribute namespace="##any" processContents="lax"/>
	</xs:complexType>
	<xs:element name="mbs-explicitMuSiK-download" type="mcpttmbs:mbs-explicit-ctrlkey-downloadType"/>
	<xs:complexType name="mbs-explicit-ctrlkey-downloadType">
		<xs:sequence>
			<xs:element name="group" type="xs:anyURI" maxOccurs="unbounded"/>
			<xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
			<xs:element name="anyExt" type="mcpttmbs:anyExtType" minOccurs="0"/>
		</xs:sequence>
		<xs:anyAttribute namespace="##any" processContents="lax"/>
	</xs:complexType>
	<!-- anyEXT elements for the mcptt-mbs-usage-info – end -->
</xs:schema>
F.2A.3	Semantic
The <mcptt-mbs-usage-info> element is the root element of the XML document. The <mcptt-mbs-usage-info> element contains the subelements:
1)	<mbs-listening-status> contains subelements as specified <mbms-listening-status> in clause F.2.3 with the terminology mapping specified in clause L.3.4;
2)	<mbs-session-de-announcement-status>: contains the following subelements:
a)	<mbs-session-de-announcement-status>: element is a string used to indicate the MBS sessions intended deletion status:
-	The value "deleting" indicates that the MC client UE has decided to stop monitoring the broadcast MBS session or leaves the multicast MBS session.
-	The value "not-deleting" indicates that the MC client UE has decided to revoke its decision to stop monitoring the broadcast MBS session or leaves the multicast MBS session.
b)	<number-of-reported-sessions>: a hex binary number denoting the total number of occurrences of the <deleted-mbs-session-id> and <other-mbs-session-id> elements reported as part of the MBS session de-announcement status;
c)	<deleted-mbs-session-id>: contains a MBS session ID that is being reported as about to be deleted or as no longer about to be deleted; and
d)	<other-mbs-session-id>: contains a MBS session ID that is not being reported as about to be deleted or as no longer about to be deleted;
3)	<ue-session-join-notification> containing the following elements:
a)	<mbs-multicast-joining-status> element contains a string used to indicate the MCPTT join MBS session status:
-	The value "ue-session-join" indicates that a MCPTT client joins an MBS session, i.e. the MCPTT client indicates to MCPTT server that such MCPTT client wants to receive multicast data identified by a specific MBS session ID.
-	The value "ue-session-leave" indicates that a MCPTT client leaves a MBS session, i.e. the MCPTT client no longer wants to receive multicast data identified by a specific MBS session ID.
b)	<mbs-session-id>: element is coded as described in 3GPP TS 23.247 [91] clause 6.5.1. The MBS session ID is used to identify a Multicast/Broadcast MBS session by the 5G system on external interface towards AF and between AF and UE, and towards the UE;
c)	<session-id> element contains the value of the URI received in the Contact header field received from the controlling MCPTT function when an on-demand session was established, or from the participating MCPTT function in the Connect message when the session was established over a pre-established session. This element is mandatory if the <mbs-multicast-joining-status> element is not present in the application/vnd.3gpp.mcptt-mms-usage-info+xml MIME body.
4)	<announcement> element containing <mbs-session-infoType> and <eMBMS-bearer-infoType>.
a)	<mbs-session-infoType> element containing the following elements:
i)	<mbs-session-id>: element is coded as described in 3GPP TS 23.247 [91] clause 6.5.1. The MBS session ID is used to identify a Multicast/Broadcast MBS Session by the 5G system on external interface towards AF and between AF and UE, and towards the UE;
ii)	<mbs-session-mode>: element is a string used to indicate the service type of the MBS session, either a multicast MBS session or a broadcast MBS session:
iii)	<mc-service-group-id>: element is a string used to indicate the MC service group ID associated to the MBS session;
iv)	<GPMS>	element is a positive integer that gives the number of the media line containing the general purpose MBS subchannel in the application/sdp MIME body attached to the SIP MESSAGE request containing the MBS announcement;
v)	<mbs-service-areas>: element is a list of MBS service area IDs for the applicable MBS multicast area as specified in 3GPP TS 23.247 [91] for Service Area Identifier (SAI);
vi)	<report-ue-session-join-notification>: element is a boolean with the following meaning:
-	True indicates that the MC service server requires a notification from the MC service client once it has joined the multicast MBS session.
-	False indicates that the MC service server not requires a notification from the MC service client once it has joined the multicast MBS session; and
vii)	<multicast-mbs-session-related-info> that can contain:
-	shall contain an optional element specifying a PLMN Id which when exited triggers a location report. Contains a mandatory <TriggerId> attribute that shall be set to a unique string;
-	shall contain an <IPInformation> element containing (see the MCPTT user profile document in 3GPP TS 24.484 [50]);
-	shall contain a <DNN> element (see the MCPTT user profile document in 3GPP TS 24.484 [50]); and
-	shall containan a <MC-ID-ref-SNSSAI> element (see the MCPTT user profile document in 3GPP TS 24.484 [50]); 
viii)	<mbs-fsa-id>: contains the MBS Frequency Selection Area ID. The <mbs-fsa-id> element is coded as described in 3GPP TS 23.247 [91] clause 6.5.4. The MBS Frequency Selection Area (FSA) ID is used for broadcast MBS session to guide the frequency selection of the UE.MBS FSA ID identifies a preconfigured area within, and in proximity to, which the cell(s) announces the MBS FSA ID and the associating frequency. MBS FSA ID and their mapping to frequencies are provided to RAN nodes via OAM;
ix)	<frequency>: element containing identification of frequency in case of multi carrier support. The <frequency> element is coded as specified in 3GPP TS 29.468 [42]; and
NOTE 1:	In the current release the frequency in the <frequency> element is the same as the frequency used for unicast.
x)	<mbs-session-de-announcement-acknowledgement>: element is a boolean with the following meaning:
-	True indicates that the MCPTT client is instructed to notify the MCPTT server when it becomes aware of an intended change in the de-announcement status of a listened MBS session.
-	False indicates that the MCPTT client is instructed not to notify the MCPTT server if it becomes aware of an intended change in the de-announcement status of a listened MBS session.
b)	<eMBMS-bearer-infoType> element as specified in clause F.2.3 <announcement> elements with the following clarifications/exceptions:
i)	<Alternative-TMGI>: contains a list of additional alternative TMGI which may be included and used in roaming scenarios;
[bookmark: _Toc20156503][bookmark: _Toc27501694][bookmark: _Toc36049825][bookmark: _Toc45210595][bookmark: _Toc51861422][bookmark: _Toc114756374]F.2A.4	IANA registration template
Editor’s note: The MIME type "application/vnd.3gpp.mcptt-mbs-usage-info+xml" as defined in this subclause is to be registered in the IANA registry for Application Media Types based upon the following template. The registration is to be started after completion of release 18.
Your Name:
<MCC name>
Your Email Address:
<MCC email address>
Media Type Name:
Application
Subtype name:
vnd.3gpp.mcptt-mbs-usage-info+xml
Required parameters:
None
Optional parameters:
"charset"	the parameter has identical semantics to the charset parameter of the "application/xml" media type as specified in section 9.1 of IETF RFC 7303.
Encoding considerations:
binary.
Security considerations:
Same as general security considerations for application/xml media type as specified in section 9.1 of IETF RFC 7303. In addition, this media type provides a format for exchanging information in SIP, so the security considerations from IETF RFC 3261 apply.
The information transported in this media type does not include active or executable content.
Mechanisms for privacy and integrity protection of protocol parameters exist. Those mechanisms as well as authentication and further security mechanisms are described in 3GPP TS 24.229.
This media type does not include provisions for directives that institute actions on a recipient's files or other resources.
This media type does not include provisions for directives that institute actions that, while not directly harmful to the recipient, may result in disclosure of information that either facilitates a subsequent attack or else violates a recipient's privacy in any way.
This media type does not employ compression.
Interoperability considerations:
Same as general interoperability considerations for application/xml media type as specified in section 9.1 of IETF RFC 7303. Any unknown XML elements and any unknown XML attributes are to be ignored by recipient of the MIME body.
Published specification:
3GPP TS 24.379 "Mission Critical Push To Talk (MCPTT) call control" version 18.x.x, available via http://www.3gpp.org/specs/numbering.htm.
Applications which use this media type:
Applications supporting the mission critical push to talk as described in the published specification.
Fragment identifier considerations:
The handling in section 5 of IETF RFC 7303 applies.
Restrictions on usage:
None
Provisional registration? (standards tree only):
N/A
Additional information:
1.	Deprecated alias names for this type: none
2.	Magic number(s): none
3.	File extension(s): none
4.	Macintosh File Type Code(s): none
5.	Object Identifier(s) or OID(s): none
Intended usage:
Common
Person to contact for further information:
-	Name: <MCC name>
-	Email: <MCC email address>
-	Author/Change controller:
i)	Author: 3GPP CT1 Working Group/3GPP_TSG_CT_WG1@LIST.ETSI.ORG
ii)	Change controller: <MCC name>/<MCC email address>

* * * 5h Change * * * *
L.3.4	Mapping of MBMS terms to MBS
In the EPS, using the MBMS procedures, in the 5GS or eMBMS and 5G MBS co- existence, using the MBS procedures;
-	in the MBS procedures, references to 4G "MBMS" is understood to be references to 5G "MBS";
-	in the MBS procedures, references to 4G "TMGI" is understood to be references to 5G "MBS session ID";
-	in the MBS procedures, references to 4G "application/vnd.3gpp.mcptt-mbms-usage-info+xml" is understood to be references to 5G "application/vnd.3gpp.mcptt-mbs-usage-info+xml";
-	in the MBS procedures, references to 4G "MBMS suspension" corresponds to 5G "MBS session de-announcement"; and
-	in the MBS procedures, "Map Group To Session Stream" corresponds to the "Map Group To Bearer" in eMBMS, as specified in 3GPP TS 23.289 [92].

* * * End Change* * *
