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* * * First Change * * * *
[bookmark: _Toc123566919]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
[bookmark: OLE_LINK2][bookmark: OLE_LINK3][bookmark: OLE_LINK1][bookmark: OLE_LINK4]-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[3]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[4]	3GPP TS 23.316: "Wireless and wireline convergence access support for the 5G System (5GS)".
[5]	3GPP TS 24.526: "UE policies for 5G System (5GS); Stage 3".
[6]	3GPP TS 24.501: "Non-Access-Stratum (NAS) protocol for 5G System (5GS); Stage 3".
[7]	3GPP TS 24.502: "Access to the 3GPP 5G System (5GS) via non-3GPP access networks; Stage 3".
[8]	IETF RFC 8684: "TCP Extensions for Multipath Operation with Multiple Addresses".
[9]	IETF RFC 8803: "0-RTT TCP Convert Protocol".
[10]	3GPP TS 24.301: "Non-Access-Stratum (NAS) protocol for Evolved Packet System (EPS); Stage 3".
[11]	IEEE Std 802-2014: "IEEE Standard for Local and Metropolitan Area Networks: Overview and Architecture".
[12]	IEEE 802.3-2018: "IEEE Standard for Ethernet".
[13]	3GPP TS 24.007: "Mobile radio interface signalling layer 3; General aspects".
[14]	3GPP TS 33.501: "Security architecture and procedures for 5G system".
[15]	3GPP TS 37.324: "E-UTRA and NR; Service Data Adaptation Protocol (SDAP) specification".
[16]	3GPP TS 29.244: "Interface between the Control Plane and the User Plane Nodes; Stage 3".
[xx]	3GPP TS 24.302: "Access to the 3GPP Evolved Packet Core (EPC) via non-3GPP access networks; Stage 3".

* * * Next Change * * * *
[bookmark: _Toc123566930]4.x	MA PDU session establishment with untrusted non-3GPP access connected to EPC and 3GPP access connected to 5GCN
A UE can establish an MA PDU session via 3GPP access connected to 5GCN and via untrusted non-3GPP access connected to EPC as specified in clause 4.22.2.4 of 3GPP TS 23.502 [3].
When establishing a PDN connection to EPS via untrusted non-3GPP access network, the UE can indicate that the PDN connection is to be used as a user-plane resource associated with:
a)	a new MA PDU session; or
b)	an existing MA PDU session established in 3GPP access connected to 5GCN.
Clause 5.3a specifies the session management procedures of MA PDU session established with untrusted non-3GPP access connected to EPC and 3GPP access connected to 5GCN.
[bookmark: _Toc123566940]* * * Next Change * * * *
5.3a	Multi-access PDU connectivity over untrusted non-3GPP access network to EPC and 3GPP access to 5GCN
[bookmark: _Toc123566941][bookmark: _Toc43398898][bookmark: _Toc42897383][bookmark: _Toc59196284][bookmark: _Toc51771977]5.3a.1	General
[bookmark: _Hlk71787042]If the UE supports MA PDU session and procedures for PDN connection establishment over untrusted non-3GPP access network as specified in 3GPP TS 24.302 [xx], then the UE shall also support handling as described in clause 5.3a.2 and clause 5.3a.3.
[bookmark: _Toc123566942]5.3a.2	UE establishing a PDN connection over untrusted non-3GPP access network as a user-plane resource of an MA PDU session to be established
In order to establish a PDN connection over untrusted non-3GPP access network as a user-plane resource of an MA PDU session to be established, the UE shall initiate the IPsec tunnel establishment procedure using the IKEv2 protocol according to 3GPP TS 24.302 [xx].
In the IKE_AUTH request message to the ePDG:
a)	the UE shall provide an indication about Attach Type, which indicates Initial Attach as specified in 3GPP TS 24.302 [xx]; and
NOTE 1:	According to 3GPP TS 24.302 [xx], a newly generated PDU session ID is included in N1_MODE_CAPABILITY Notify payload.
b)	the UE shall include ATSSS_REQUEST Notify payload as specified in clause 8.2.9.xx of 3GPP TS 24.302 [xx] and:
1)	if the UE supports ATSSS Low-Layer functionality with any steering mode as specified in clause 5.32.6 of 3GPP TS 23.501 [2], the UE shall set the ATSSS request information field of the ATSSS_REQUEST Notify payload to "ATSSS Low-Layer functionality with any steering mode supported";
2)	if the UE supports MPTCP functionality with any steering mode and ATSSS-LL functionality with only active-standby steering mode as specified in clause 5.32.6 of 3GPP TS 23.501 [2], the UE shall set the ATSSS request information field of ATSSS_REQUEST Notify payload to "MPTCP functionality with any steering mode and ATSSS-LL functionality with only active-standby steering mode supported"; or
3)	if the UE supports MPTCP functionality with any steering mode and ATSSS-LL functionality with any steering mode as specified in clause 5.32.6 of 3GPP TS 23.501 [2], the UE shall set the ATSSS request information field of ATSSS_REQUEST Notify payload to "MPTCP functionality with any steering mode and ATSSS-LL functionality with any steering mode supported".
Editor's note [WI: ATSSS_Ph3, CR#0102]:	The case for support of MPQUIC functionality will be added later on.
Upon receipt of IKE_AUTH response message as specified in 3GPP TS 24.302 [xx] containing the ATSSS_RESPONSE Notify payload:
a)	the UE shall consider that the MA PDU session is established based on parameters in the IKE_AUTH response message, as follows:
1)	the PDN type shall be mapped to the PDU session type of the MA PDU session as follows:
i)	if the CFG_REPLY contains the INTERNAL_IP4_ADDRESS attribute, the PDU session type is set to "IPv4";
ii)	if the CFG_REPLY contains the INTERNAL_IP6_SUBNET attribute or INTERNAL_IP6_ADDRESS attribute, the PDU session type is set to "IPv6"; or
iii)	if the CFG_REPLY contains the INTERNAL_IP4_ADDRESS attribute and INTERNAL_IP6_SUBNET attributes, or the INTERNAL_IP4_ADDRESS attribute and INTERNAL_IP6_ADDRESS attribute, the PDU session type is set to "IPv4v6";
NOTE 2:	PDN connections with PDN type "Ethernet" or PDN type "non-IP" are not supported over ePDG.
2)	the PDN address shall be mapped to PDU address of the MA PDU session;
3)	the APN of the PDN connection shall be mapped to the DNN of the MA PDU session;
4)	the PDU session identity of the MA PDU session shall be set to the PDU session identity included by the UE in the PDU Session ID field of the N1_MODE_CAPABILITY Notify payload in the IKE_AUTH request message;
5)	the S-NSSAI of the MA PDU session shall be set to the S-NSSAI included by the network in the S-NSSAI Value field of the N1_MODE INFORMATION Notify payload in the IKE_AUTH response message, if the PDN connection is a non-emergency PDN connection;
6)	the SSC mode of the MA PDU session shall be set to "SSC mode 1";
[bookmark: _Toc43398899][bookmark: _Toc42897384][bookmark: _Toc51771978]7)	state of the PDU session shall be set to PDU SESSION ACTIVE; and
8)	the Private Notify Message Status Types, if received, shall be mapped to the 5GSM cause of the MA PDU session as follows:
i)	if a PDN_TYPE_IPv4_ONLY_ALLOWED Notify payload is received, the 5GSM cause of the MA PDU session is set to #50 "PDU session type IPv4 only allowed"; or
ii)	if a PDN_TYPE_IPv6_ONLY_ALLOWED Notify payload is received, the 5GSM cause of the MA PDU session is set to #51 "PDU session type IPv6 only allowed";
	and that the PDN connection over untrusted non-3GPP access network is established as a user-plane resource of the MA PDU session;
b)	if the network steering functionalities information is included in the ATSSS response information field of the ATSSS_RESPONSE Notify payload, the UE shall use the network steering functionalities information; and
c)	if the measurement assistance information is included in ATSSS response information field of the ATSSS_RESPONSE Notify payload, the UE shall use the measurement assistance information.
Editor's note [WI: ATSSS_Ph3, CR#0102]:	Whether ATSSS rules need to be included in ATSSS_RESPONSE Notify payload is FFS.
If the UE receives:
a)	a IKE_AUTH response message including a Notify payload with a Private Notify Message Type as specified in  clause 7.2.2.2 of 3GPP TS 24.302 [xx]; or
b)	no IKE_AUTH response message including the ATSSS_RESPONSE Notify payload;
the UE shall consider that the MA PDU session is not established and the PDN connection over untrusted non-3GPP access network is not established as a user-plane resource of the MA PDU session.
[bookmark: _Toc123566943]5.3a.3	UE establishing a PDN connection over untrusted non-3GPP access network as a user-plane resource of an already established MA PDU session
In order to establish a PDN connection over untrusted non-3GPP access network as a user-plane resource of an already established MA PDU session, the UE shall initiate the IPsec tunnel establishment procedure using the IKEv2 protocol according to 3GPP TS 24.302 [xx].
In the IKE_AUTH request message to the ePDG:
a)	the CFG_REQUEST configuration payload shall include the INTERNAL_IP4_ADDRESS attribute, the INTERNAL_IP6_ADDRESS attribute or both, indicating the PDU session address of the established MA PDU session;
b)	the IDr payload shall be set to the APN mapped from the DNN of the established MA PDU session;
c)	the PDU Session ID field of the N1_MODE_CAPABILITY Notify payload shall be set to the PDU session identity of the establish MA PDU session;
d)	the S-NSSAI Value field of the N1_MODE INFORMATION Notify payload  shall be set to the S-NSSAI of the established MA PDU session; and
e)	the ATSSS_REQUEST Notify payload shall be included as specified in clause 8.2.9.xx of 3GPP TS 24.302 [xx].
Upon receipt of the IKE_AUTH response as specified in clause 7.2.2.1 of 3GPP TS 24.302 [xx], the UE shall consider that the PDN connection over untrusted non-3GPP access network is established as a user-plane resource of the MA PDU session.
Upon receipt of an IKE_AUTH response message including a Notify payload with a Private Notify Message Type as specified in clause 7.2.2.2 of 3GPP TS 24.302 [xx], the UE shall consider that the PDN connection over non-3GPP access network is not established as a user-plane resource of the MA PDU session.
[bookmark: _Toc123566945]5.3a.4	Release of user-plane resource(s)
For an MA PDU session which has a PDN connection over untrusted non-3GPP access network established as a user-plane resource, if:
a)	the UE needs to release the PDN connection over untrusted non-3GPP access network established as a user-plane resource of the MA PDU session, the UE shall use the tunnel disconnection procedure as specified in clause 7.2.4 of 3GPP TS 24.302 [xx]; or
b)	the UE needs to release the user-plane resources, if any, established on 3GPP access of the MA PDU session, the UE shall initiate the UE-requested PDU session release procedure as specified in clause 6.4.3.2 of 3GPP TS 24.501 [6] by sending the PDU SESSION RELEASE REQUEST message to the network.
For an MA PDU session which has a PDN connection over untrusted non-3GPP access network established as a user-plane resource, if:
a)	the ePDG needs to release the PDN connection over untrusted non-3GPP access network established as a user-plane resource of the MA PDU session, the ePDG shall shall use the tunnel disconnection procedure as specified in clause 7.4.3 of 3GPP TS 24.302 [xx]; or
b)	the network needs to release the user-plane resources, if any, established on 3GPP access of the MA PDU session, the network shall initiate the network-requested PDU session release procedure as specified in clause 6.3.3.2 of 3GPP TS 24.501 [6] by sending the PDU SESSION RELEASE COMMAND message to the UE.

* * * End of Changes * * * *

