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[bookmark: _Hlk118471422]***** First change *****
[bookmark: _Toc20209058][bookmark: _Toc27581303][bookmark: _Toc36113454][bookmark: _Toc45212712][bookmark: _Toc51932225][bookmark: _Toc123644826]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
5GCN	5G Core Network
5GS	5G System
ANDSP	Access Network Discovery and Selection Policy
DNN	Data Network Name
ePDG	evolved Packet Data Gateway
FQDN	Fully Qualified Domain Name
H-PCF	A PCF in the HPLMN
IMS	IP Multimedia Subsystem
LADN	Local Area Data Network
MCC	Mobile Country Code
ME	Mobile Equipment
MMS	Multimedia Messaging Service
MNC	Mobile Network Code
N3AN	Non-3GPP Access Network
N3IWF	Non-3GPP InterWorking Function
OS	Operating System
PCF	Policy Control Function
ProSeP	5G ProSe Policy
RSN	Redundancy Sequence Number
S-NSSAI	Single Network Slice Selection Assistance Information
SSC	Session and Service Continuity
SUPI	Subscriber Permanent Identifier
SUPL	Secure User Plane Location
TNGF	Trusted Non-3GPP Gateway Function
URSP	UE Route Selection Policy
USIM	User Services Identity Module
V-PCF	A PCF in the VPLMN
V2XP	V2X Policy
WLANSP	WLAN Selection Policy
***** Next change *****
[bookmark: _Toc20209066][bookmark: _Toc27581314][bookmark: _Toc36113465][bookmark: _Toc45212723][bookmark: _Toc51932236][bookmark: _Toc123644837]4.3.1	Overview
The ANDSP is used to control the UE behaviour related to access network discovery and selection over non-3GPP access network.
The ANDSP consists of:
-	WLAN Selection Policy (WLANSP) which is described in clause 4.3.2.; and
-	non-3GPP access network (N3AN) node configuration information which is described in clause 4.3.3.; and
-	Extended WLAN Selection Policy (Extended WLANSP) which is described in clause 4.3.x.
The 5G-RG or a W-AGF acting on behalf of the FN-RG shall ignore any ANDSP information, if received.
***** Next change *****
[bookmark: _Toc20209067][bookmark: _Toc27581315][bookmark: _Toc36113466][bookmark: _Toc45212724][bookmark: _Toc51932237][bookmark: _Toc123644838]4.3.x	Extended WLAN selection policy (Extended WLANSP)
[bookmark: _Toc20209068][bookmark: _Toc27581316][bookmark: _Toc36113467][bookmark: _Toc45212725][bookmark: _Toc51932238][bookmark: _Toc123644839]4.3.x.1	General
The extended WLANSP is used to indicate the association of the set of slices that the UE is allowed to access to with SSID(s) and TNGF ID(s).
The extended WLANSP consists of zero or more extended WLANSP entries.
Each extended WLANSP entry consists of:
-	TNGF ID;
-	S-NSSAI list; and
-	SSID list.
The S-NSSAI list indicates the list of S-NSSAI(s) that are supported by the indicated TNGF. The SSID list indicates the list of SSID(s) through which the indicated TNGF can be reached.
[bookmark: _Toc20209069][bookmark: _Toc27581317][bookmark: _Toc36113468][bookmark: _Toc45212726][bookmark: _Toc51932239][bookmark: _Toc123644840]4.3.x.2	Extended WLANSP role in WLAN access selection
The role of the extended WLANSP in the WLAN access selection procedure by the UE is specified in 3GPP TS 24.502 [3].
The 5G-RG and the W-AGF acting on behalf of an FN-RG shall ignore the extended WLAN selection policy, if received.

***** Next change *****
[bookmark: _Toc20209077][bookmark: _Toc27581325][bookmark: _Toc36113476][bookmark: _Toc45212734][bookmark: _Toc51932247][bookmark: _Toc123644848]5.1	Overview
The content of UE policies is included in the UE policy part contents defined in annex D.6.2 of 3GPP TS 24.501 [11].
The UE policy part contents include URSP or ANDSP.
For URSP definition, the encoding is defined in clause 5.2.
For ANDSP definition, it includes encoding of WLANSP, and encoding of N3AN node configuration information and encoding of extended WLANSP. The encoding of WLANSP is defined in clause 5.3.2. The encoding of N3AN node configuration information is defined in clause 5.3.3. The encoding of extended WLANSP is defined in clause 5.3.y.
***** Next change *****
[bookmark: _Toc20209080][bookmark: _Toc27581328][bookmark: _Toc36113479][bookmark: _Toc45212737][bookmark: _Toc51932250][bookmark: _Toc123644851]5.3.1	General
The purpose of the ANDSP is to indicate the WLAN Selection Policy (WLANSP), and non-3GPP access network (N3AN) node configuration information and the extended WLAN Selection Policy (Extended WLANSP) related to access network discovery and selection and N3AN node selection for non-3GPP access network.
The ANDSP is encoded as shown in figures 5.3.1.1 to 5.3.1.3 and table 5.3.1.1 according to UE policy part top level format (see Annex D of 3GPP TS 24.501 [11]).
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UE policy part contents length

	octet 1

octet 2

	0
	0
	0
	0
	UE policy part type={ANDSP}
	octet 3

	Spare
	
	

	
UE policy part contents={ANDSP contents}


	octet 4


octet x


Figure 5.3.1.1: UE policy part when UE policy part type = {ANDSP}
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ANDSP info #1
	octet 4



octet a

	

ANDSP info #2
	octet a+1



octet b

	
…
	octet b+1

octet w

	

ANDSP info #n
	octet w+1



octet x


Figure 5.3.1.2: ANDSP contents
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	0
	ANDSP Info type
	octet k

	Spare
	
	

	
Length of ANDSP info contents

	octet k+1

octet k+2

	
ANDSP info contents

	octet k+3

octet l


Figure 5.3.1.3: ANDSP Info
Table 5.3.1.1: ANDSP information format
	UE policy part type field is set to '00000010' (=ANDSP) as specified in 3GPP TS 24.501 [4] Annex D.

	

	UE policy part contents length field indicate the length of the ANDSP contents in octets.


	ANDSP contents (octets 4 to x)

	

	ANDSP contents consist of 1 or more ANDSP info (see figure 5.3.1.2).

	

	ANDSP Info type (bit 1 to 4 of octet k) shall be set according to the following:

	Bits

	4
	3
	2
	1
	

	0
	0
	0
	0
	Reserved

	0
	0
	0
	1
	WLANSP

	0
	0
	1
	0
	N3AN node configuration information

	0
	0
	1
	1
	Extended WLANSP

	All other values are reserved.

	

	Bits 8 to 5 of octet k are spare and shall be encoded as zero.

	

	Length of ANDSP info contents (octets k+1 to k+2) indicates the length of the ANDSP info contents field.

	

	ANDSP info contents (octets k+3 to l) can be WLANSP (see clause 5.3.2), or N3AN node configuration information (see clause 5.3.3) or extended WLANSP (see clause 5.3.y).



***** Next change *****
[bookmark: _Toc20209081][bookmark: _Toc27581329][bookmark: _Toc36113480][bookmark: _Toc45212738][bookmark: _Toc51932251][bookmark: _Toc123644852]5.3.y	Encoding of extended WLANSP
The purpose of the extended WLANSP field is to indicate the association of the set of slices that the UE is allowed to access to with SSID(s) and TNGF ID(s).
The extended WLANSP field is encoded as shown in figures 5.3.y.1 to 5.3.y.4 and table 5.3.y.1.
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	7
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	0
	0
	0
	0
	ANDSP Info type={Extended WLANSP}
	octet 1

	Spare
	
	

	
Length of ANDSP info contents

	octet 2

octet 3

	

ANDSP info contents={Extended WLANSP contents }
	octet 4



octet x


Figure 5.3.y.1: ANDSP Info = {Extended WLANSP}
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Extended WLANSP entry 1
	octet 4

octet u

	
Extended WLANSP entry 2
	octet u+1*

octet v*

	
…
	octet v+1*

octet w*

	
Extended WLANSP entry n
	octet w+1*

octet x*


Figure 5.3.y.2:Extended WLANSP contents
	Length of extended WLANSP entry
	octet 4

	TNGF ID length
	octet 5

	
TNGF ID

	octet 6

octet s

	
S-NSSAI list

	octet s+1

octet k

	
SSID list
	octet k+1

octet r


Figure 5.3.y.3:Extended WLANSP entry
	Number of SSIDs
	octet k+1

	Length of SSID 1
	octet k+2

	
SSID 1
	octet k+3

octet i

	Length of SSID 2
	octet i+1*

	
SSID 2
	octet i+2*

octet j*

	
…
	octet j+1*

octet l*

	Length of SSID n
	octet l+1*

	
SSID n
	octet l+2*

octet m*


Figure 5.3.y.4: SSID list
Table 5.3.y.1:Extended WLANSP
	TNGF ID length (octet 5) indicates the length of the TNGF ID field.

	TNGF ID (octets 6 to s)

	The TNGF ID field is an octet string that indicates the TNGF ID. The format of the TNGF ID is out of scope of this specification.

	

	S-NSSAI list (octets s+1 to k)

	The S-NSSAI list indicates the list of S-NSSAI(s) that are supported by the indicated TNGF. The content of each S-NSSAI list is coded as the NSSAI IE in 3GPP TS 24.501 [11] starting from octet 2

	

	Number of SSIDs (octet k+1)

	The Number of SSIDs indicates the numbers of SSID entries, where each SSID entry consists of a Length of SSID field and an SSID field.

	

	SSID length (octet k+2) indicates the length of the SSID field.

	SSID (octets k+3 to i)

	The SSID field is an octet string which shall have a maximum length of 32 octets (see IEEE Std 802.11 [8]).
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