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1. Introduction
This paper discusses the maximum number of PVS IP address(es) and/or PVS FQDN(s) for remote provisioning in onboarding network. The following sections give the more detailed analysis.

2. Discussion:
2.1 remote provisioning in onboarding network in stage 2
[bookmark: OLE_LINK1]In Rel 17, SNPN is enhanced by introducing onboarding mechanism to allow the UE to obtain new credentials from PVS for accessing desired SNPN. In such case, the SMF may send to the UE the PVS IP address(es) and/or PVS FQDN(s) via PCO. SA2 CR 3623 (S2-2204732) added two NOTEs, one was to specify how the UE uses received PVS IP address(es) and/or PVS FQDN(s), the other one was to control the number of PVS IP address(es) and/or PVS FQDN(s) sent to the UE for achieving efficient NAS/PCO design and signaling.

Quoting from TS 23.501 as following:
+++++
NOTE 1:	If there are multiple PVS IP addresses and/or PVS FQDNs in the UE, how the UE uses this information is up to UE implementation.
NOTE 2:	The maximum number of PVS IP address(es) and/or PVS FQDN(s) allowed to be provided to the UE via Protocol Configuration Options (PCO) is specified in TS 24.501 [47].
+++++
[bookmark: _Hlk127525811]Observation1: According to the specification of stage 2, it is specified in stage 3 for the maximum number of the PVS IP address(es) and/or PVS FQDN(s) need to be provided to the UE.

2.2 remote provisioning in onboarding network in stage 3
To implement the stage 2 requirement, CT1 CR 4445 (C1-225353) clarified the precedence between received PVS IP address(es) and/or PVS FQDN(s), which only implemented NOTE 1 from stage 2. The requirement on the maximum of number of PVS IP address(es) and/or PVS FQDN(s) from stage 2 was not implemented.

Quoting from TS 24.501 as following:
+++++
The UE upon receiving one or more PVS IP address(es), if any, one or more the PVS name(s), if any, or both shall pass them to the upper layers.
NOTE 24:	If several PVS IP addresses, several PVS name(s), or one or more PVS IP addresses and one or more PVS name(s) are received, how the UE uses this information is up to UE implementation.
+++++
Observation2: According to the specification of stage 3, it is not specified in stage 3 for the maximum number of the PVS IP address(es) and/or PVS FQDN(s) need to be provided to the UE.
Based on the above analysis, the following observation can be obtained.
Observation3: There is inconsistency between stage 2 specification and stage 3 specification for the number of PVS IP address(es) and/or PVS FQDN(s) need to be provided to the UE.

2.3 the option to remove the inconsistency
The SMF may send to the UE PVS IP address(es), PVS FQDN(s) or both in the ePCO IE in the PDU SESSION ESTABLISHMENT ACCEPT message. However it is not confirmed on the detailed content sent from the SMF to the UE. CT1 is not able to determine the number of PVS IP address(es) and/or PVS FQDN(s).
Observation4: CT1 is not able to determine the number of PVS IP address(es) and/or PVS FQDN(s) due to ambiguous contents sent to UE;
The PVS IP address(es) and/or PVS FQDN(s) are encapsulated in container contents field of ePCO IE (detailed coding is copied in Annex). Consider the maximum size of the container as below:
· The size of container is 3 octets if the container contents field is empty;
· [bookmark: OLE_LINK33][bookmark: OLE_LINK34]The maximum size of a PVS IPv4 Address is 115 octets, including:
· the size of PVS IPv4 address is 4 octets;
· the size of S-NSSAI and DNN indication is 1 octet;
· the maximum size of DNN is 101 octets based on DNN IE in TS 24.501;
· the maximum size of S-NSSAI is 9 octets based on S-NSSAI IE in TS 24.501;
· The maximum size of a PVS IPv6 Address is 127 octets, including:
· the size of PVS IPv4 address is 16 octets;
· the size of S-NSSAI and DNN indication is 1 octet;
· the maximum size of DNN is 101 octets based on DNN IE in TS 24.501;
· the maximum size of S-NSSAI is 9 octets based on S-NSSAI IE in TS 24.501;
· The maximum size of a PVS name is 366 octets, including;
· the size of PVS name length is 1 octet;
· the maximum size of PVS name is 254 octets based on the maximum length of FQDN in TS 24.008;
· the size of S-NSSAI and DNN indication is 1 octet;
· the maximum size of DNN is 101 octets based on DNN IE in TS 24.501;
· the maximum size of S-NSSAI is 9 octets based on S-NSSAI IE in TS 24.501;
Based on the above, the maximum size of a container is 369 octets if the PVS name with the maximum length is sent to the UE.
Given that the maximum length of ePCO IE is 65538 octets, there is enough space for the transmission of PVS IP address(es) and/or PVS FQDN(s) even if multiple containers with maximum length are sent to the UE.
Observation5: There is enough space for the ePCO even if multiple PVS names with maximum length are sent to the UE.
[bookmark: OLE_LINK17]3. Observation and Proposal
Observation3: There is inconsistency between stage 2 specification and stage 3 specification for the number of PVS IP address(es) and/or PVS FQDN(s) need to be provided to the UE.
Observation4: CT1 is not able to determine the number of PVS IP address(es) and/or PVS FQDN(s) due to ambiguous contents sent to UE;
Observation5: There is enough space for the ePCO even if multiple PVS names with maximum length are sent to the UE.

Based on the above analysis, the following proposal can be obtained.
Proposal: It is proposed to not specify the maximum number of PVS IP address(es) and/or PVS FQDN(s) sent to the UE.

4. Conclusion
[bookmark: OLE_LINK92][bookmark: _GoBack]If CT1 can reach an agreement on the proposal, it is proposed to agree the associated LS OUT C1-230481 (To SA2) to request SA2 to remove the NOTE in TS 23.501.

5 Annex:
TS 24.008:
	Protocol configuration options IEI
	octet 1

	Length of protocol config. options contents
	octet 2

	1
ext
	0	0	0	0
Spare
	Configuration
protocol
	octet 3

	…
	

	Container ID 1
	octet w+1
octet w+2

	Length of container ID 1 contents
	octet w+3

	Container ID 1 contents
	octet w+4

octet x

	
…
	octet x+1

octet y

	Container ID n+1
	octet z+1
octet z+2

	Length of container ID n+1 contents (see NOTE)
	octet z+3
octet z+4

	Container ID n+1 contents
	octet z+5

octet za

	NOTE:	If the container ID is:
-	0023H (QoS rules with the length of two octets);
-	0024H (QoS flow descriptions with the length of two octets);
-	0030H (ATSSS response with the length of two octets);
-	0031H (DNS server security information with length of two octets);
-	0032H (ECS address with the length of two octets);
-	0041H (Service-level-AA container with the length of two octets); or
-	00YYH (SDNAEPC EAP message with the length of two octets)
	for network to MS direction, then the octet z+3 and octet z+4 indicate the length of container ID contents.
	If the container ID is:
-	0041H (Service-level-AA container with the length of two octets); or
-	00YYH (SDNAEPC EAP message with the length of two octets)
	for MS to network direction, then the octet z+3 and octet z+4 indicate the length of container ID contents.


Figure 10.5.136/3GPP TS 24.008: Protocol configuration options information element 
Table 10.5.154/3GPP TS 24.008: Protocol configuration options information element
	…
When the container identifier indicates PVS information request, the container identifier contents field is empty and the length of container identifier contents indicates a length equal to zero. If the container identifier contents field is not empty, it shall be ignored. This information indicates that the MS requests PVS information as specified in 3GPP TS 23.501 [166].
When the container identifier indicates PVS IPv4 Address, the container identifier contents field contains parameters for PVS IPv4 Address information. The container contents are coded as described in subclause 10.5.6.3.10d. When there is a need to include more than one PVS IPv4 address, then more logical units with the container identifier indicating PVS IPv4 Address are used.
When the container identifier indicates PVS IPv6 Address, the container identifier contents field contains parameters for PVS IPv6 Address information. The container contents are coded as described in subclause 10.5.6.3.11. When there is a need to include more than one PVS IPv6 address, then more logical units with the container identifier indicating PVS IPv6 Address are used.
When the container identifier indicates PVS name, the container identifier contents field contains parameters for fully qualified domain name information. The container contents are coded as described in subclause 10.5.6.3.12. When there is a need to include more than one PVS name, then more logical units with the container identifier indicating PVS name are used.
…
When the container identifier indicates EAS rediscovery indication with impacted EAS FQDN, the container identifier contents field contains one EAS FQDN. EAS rediscovery indication with impacted EAS FQDN indicates an FQDN of EAS information as specified in 3GPP TS 23.548 [182] which needs to be refreshed. The FQDN is constructed as specified in subclause 19.4.2 of 3GPP TS 23.003 [10]. When there is a need to include EAS rediscovery indications with more impacted EAS FQDNs, then more logical units with the container identifier indicating EAS rediscovery indication with impacted EAS FQDN are used. The usage of EAS rediscovery indication with impacted EAS FQDN is specified in 3GPP TS 24.501 [167]. See NOTE 5.
…

	NOTE 1: The additional parameters list and the configuration protocol options list are logically separated since they carry different type of information. The beginning of the additional parameters list is marked by a logical unit, which has an identifier (i.e. the first two octets) equal to a container identifier (i.e. it is not a protocol identifier).
NOTE 2:	If the QoS rules with the length of two octets, the QoS flow descriptions with the length of two octets, ATSSS response with the length of two octets, DNS server security information with length of two octets, ECS address with the length of two octets, the service-level-AA container with the length of two octets is included, or SDNAEPC EAP message with the length of two octets, then extended protocol configuration options as specified in the subclause 10.5.6.3A shall be used.
NOTE 3:	If PAP/CHAP protocol is supported by the UE in N1 mode, the UE can use the PAP/CHAP protocol identifiers in the extended protocol configuration options information element in N1 mode.
NOTE 4:	The MS operating in single-registration mode shall indicate the support of Local address in TFT in N1 mode as specified in subclause 6.4.1.2 of 3GPP TS 24.501 [167].
NOTE 5: 	The maximum length of an FQDN is 254 octets.
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Figure 10.5.6.3.10-1/3GPP TS 24.008: PVS IPv4 Address 
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Figure 10.5.6.3.11-1/3GPP TS 24.008: PVS IPv6 Address 
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