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1. Introduction
A minimum support for discontinuous coverage (e.g., SIB32 and expected UE behaviour) has been already addressed in IoT NTN Rel-17 specs to facilitate, among others, cost-effective deployments of IoT NTN services with sparse LEO constellations. However, Rel-17 specifications for IoT NTN, for EPS, were developed under the assumption that satellites offer transparent payload during the satellite coverage.

The assumption of the transparent payload fails in cost-efficient sparse LEO constellations having limited number of ground stations. The satellite IoT NTN system may consist of embarking all the network functionality (eNB, MME and S/P-GW) in the satellite and this satellite can communicate with IoT NTN devices when flying over but in its current position the satellite has no simultaneous connection to NTN GW on the ground (e.g., incl. HSS).

Therefore, in addition to discontinuous coverage, another important dimension is the possibility for satellite operators to provide sufficient service to delay-tolerant IoT devices even when their satellites are not simultaneously connected to the ground network via a feeder link. This would allow a cost-efficient sparse LEO constellation with a limited number of ground stations to provide an operational service for delay tolerant IoT devices.

Observation#1: Rel-17 IoT NTN solution is developed in assumption that satellites offer transparent payload during the satellite coverage.

Observation#2: Rel-17 IoT NTN solution does not support cost-efficient deployments with limited number of ground stations that should provide sufficient operational service for delay-tolerant IoT devices.

One of the most critical procedures is the initial attach to an EPC for packet services in EPS. The attach consists of the attach procedure itself and additional procedures for authorization and security including e.g.:
- Attach Request
- Identity request/response
- Authentication request/response
- NAS Security Mode Command request/response
- Attach Accept/Complete.
See 3GPP TS 23.401 sc. 5.3.2.1) Figure 5.3.2.1-1: Attach procedure as "Annex A" in this discussion paper.

If no UE context for the UE exists in the network, if the Attach Request was not integrity protected, or if the check of the integrity failed, then authentication procedure and NAS security mode command procedure to activate integrity protection and NAS ciphering are mandatory. This means the initial attach cannot be concluded during the satellite cell fly over if e.g., authentication vectors are not available in the network (i.e., within the satellite) and the network must retrieve the information from a HSS located on the ground.

Proposal#1: To support IoT NTN deployments having sparse LEO constellations and limited number of ground stations, at least minimum modifications (i.e., support for initial attach) need to be addressed in Rel-18.


2. Proposed modifications in Rel-18 scope
If a NAS signalling procedure, e.g., an initial attach procedure, starts during a satellite pass between the UE and the satellite and this procedure cannot be concluded because temporarily some UE information missing in the satellite (e.g. authentication vectors are not available within the satellite and should be retrieved from a HSS on the ground) and there is no feeder link to get such information at that moment:
- 	the network should be able to suspend the procedure and provide the UE with a proper rejection cause indicating the procedure is suspended.
-	At reception of the rejection cause the UE supporting the new reject cause shall wait until the end of the current pass and retry the procedure in a next pass of the satellite.
-	Meanwhile, the network should be able to store the UE context created (including e.g. UE identity) and to upload the required authentication vectors of the UE into the satellite.
-	In the next pass the UE re-initiates the attach procedure, the authentication vectors are available in the network and the attach can be completed with the UE.

Proposal#2: To allow the network to inform the UE that a procedure cannot be concluded but must be suspended by the network, the network can reject the procedure with a new EMM reject cause.


3. Conclusion
Observation#1: Rel-17 IoT NTN solution is developed in assumption that satellites offer transparent payload during the satellite coverage.

Observation#2: Rel-17 IoT NTN solution does not support cost-efficient deployments with limited number of ground stations that should provide sufficient service for delay-tolerant IoT devices.

Proposal#1: To support IoT NTN deployments having sparse LEO constellations and limited number of ground stations, at least minimum modifications to support the most critical procedures (e.g., initial attach) need to be addressed in Rel-18.

Proposal#2: In Rel-18, to allow the network to inform the UE that a procedure cannot be concluded but must be suspended by the network, the network can reject the procedure with a new EMM reject cause.

Further considerations e.g., need of architectural changes or enhancements for the S&F operation mode can be addressed in Rel-19 in Study on satellite access - Phase 3 led by SA1.

Proposed modifications in Rel-18 scope to 3GPP TS 24.301 are introduced in CR C1-230377 "Attach suspend/resume for delay tolerant IoT devices".
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