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Abstract of the contribution: This contribution evaluates the CT1 responsibility in specification of a solution for “Support of providing VPLMN network slice information to a roaming UE” and proposes to request additional information from SA2 and SA3. 

1. Background
1.1 General
Normative work has started in SA2 for slicing enhancements in Rel-18. To determine the expected impact for CT WGs, the current status is assessed.

1.2 eNS_Ph3 in SA2
In SA2 the FS_eNS_Ph3 SI [1] has been concluded, work on TR 23.700-41 [3] is finalized and the eNS_Ph3 WI [2] has been approved. The agreement on what solutions are recommended for inclusion in normative specification is captured in the Conclusions clause of TR 23.700-41. For most KIs normative stage 2 specification in SA2 is expected before stage 3 work in CT WGs can start. However, for KI#2, “Support of providing VPLMN network slice information to a roaming UE”, it is concluded that stage 2 specification under CT1 remit is expected to be impacted:


[bookmark: _Toc120166660]8.2	Conclusions for KI#2
The following principles are concluded for KI#2.
1.	A slice based SoR mechanism to deliver enhanced slice-aware SoR information will reuse the current SoR mechanism defined in TS 23.122 [7] for SoR information delivery. The encoding of the enhanced slice-aware SoR information is in the CT1 remit.
2.	The SoR container (which is used also to carry the enhanced slice-aware SoR information) from the UDM to the UE is security protected.
NOTE 1:	SA WG3 may further define any upgrade of security protection mechanism of the SoR mechanism, if it was needed.
3.	UDM requires knowing the support of the enhanced SoR information by theUE to deliver the enhanced slice-aware SoR information to the UE.
NOTE 2:	Whether the UE provides additional assistance information (refer TR 23700-41) and which kind of additional assistance information need to be discussed in CT1. Any UE assistance information is transparently forwarded by UDM to SoR-AF during the triggering procedure by UDM. The SoR-AF should not attempt to fetch any assistance information if not provided by the UE. UE assistance information can either implicitly or explicitly indicate that the UE supports slice based SoR feature.
4.	Only a UE supporting slice based SoR feature can receive the enhanced slice-aware SoR information via UDM, the enhanced slice aware information include preferred PLMNs for specific S-NSSAIs in the UE subscription (a preferred PLMN list may be also be a single PLMN that is known by HPLMN to support the S-NSSAI, or a list of PLMNs in preference order that differs from the order of the basic SoR information that is also provided).
NOTE 3:	It is left to CT1 to decide whether to apply weighted approach or alternative approach for the PLMN selection procedure, when more than one S-NSSAI has slice aware information and all these S-NSSAIs are needed by the UE
5.	The UE will perform the PLMN selection based on the received enhanced slice-aware SoR information.
6.	As for the current SoR information, It shall be possible for the HPLMN to update the enhanced slice-aware SoR information when it is required by HPLMN, e.g., change in the UE subscription or other HPLMN trigger.
7.	The SoR AF can take into account Subscribed S-NSSAIs of the UE. the SoR AF can get Subscribed S-NSSAIs using existing UDM services. This can also be used to generate enhanced slice-aware SoR information and legacy SoR information.

Even if a conclusion in a SA2 TR cannot be seen as mandatory for CT1 to follow, it is a clear indication of the SA2 intended architecture solution of which parts belong to CT1 stage 2 responsibility. The stage 2 parts under CT1 will need to be assessed and agreed in CT1 and other solutions or conclusions than what is captured in 23.700-41 cannot be excluded. The normative stage 1 requirements are what shall be the basis for a solution, and these can be found in TS 22.261 [4], clause 6.1.2.1:

For a roaming UE activating a service/application requiring a network slice not offered by the serving network but available in the area from other network(s), the HPLMN shall be able to provide the UE with prioritization information of the VPLMNs with which the UE may register for the network slice.

Following what is required in TS 22.261 and the SA2 architecture solution outlined in 23.700-41, CT1 can evaluate whether and how stage 2 specification under CT1 remit can be updated to achieve such solution.

2. Discussion
2.1 CT1 solution characteristics
The stage 1 requirements as copied above are what stage 2, including PLMN selection and SOR, should implement. Given that SA2 has discussed the stage 1 requirements and agreed an architecture solution conclusion as part of FS_eNS_Ph3, it is reasonable that CT1 considers the SA2 conclusions to evaluate feasibility to update stage 2 under CT1 remit in line with this. The following observations can be made as basis for the CT1 stage 2 work.

Observation 1: SOR shall be updated for HPLMN to provide the UE with slice-aware SOR information.

Observation 2: UE shall indicate support of slice-aware SOR information to HPLMN.

Observation 3: The UE may provide additional assistance information for slice-aware SOR to HPLMN, transparently forwarded from UDM to SOR-AF.

Observation 4: The SOR container is security protected between the HPLMN and UE.

Observation 5: The encoding of the enhanced slice-aware SOR information is in the CT1 remit.

Observation 6: PLMN Selection shall be updated to take slice-aware SOR information into account.

Observation 7: Update of slice-aware SOR information from HPLMN to UE shall be possible at any time.

Proposal 1: It is proposed to discuss Observations 1 to 7 and agree a basis for the updates of PLMN Selection and SOR to support providing VPLMN network slice information to a roaming UE.


[bookmark: _Hlk115269849]2.2 CT1 solution details
Based on the current SOR stage 2 requirements in TS 23.221 [5] and how SOR was enhanced for additional functionality (SOR-CMCI), the following proposals are made.

Proposal 2: Existing security check of SOR container content shall be reused.

Proposal 2 is justified by current SOR procedures in that SOR security is established and used for checking of the DL SOR container at initial registration accept. This security checking is available for subsequent DL SOR container signaling.


Proposal 3: UE support of slice-aware SOR information indication and possible additional assistance information for slice-aware SOR is included in the UL SOR transparent container included in the registration complete message.

Proposal 3 is justified by the HPLMN-UE security check is available only at registration accept and UE UL information in current SOR framework is available only at Registration complete. The UE support indication and possible assistance information is to be signaled to the HPLM, the first possible UL message from the UE to carry this is the registration complete message. As an alternative, a solution can be possible where the UE provides support indication and possible assistance information in the registration request message which then will be non-transparent to VPLMN AMF. In such solution an anti-tampering mechanism can be introduced by replay in the first DL SOR container which can trigger selecting a different VPLMN if tampering is detected. However, as the possible assistance information could be sensitive it should not be visible to the VPLMN and a solution including UL slice aware information in the SOR framework is proposed. In addition this solution proposal follows the principles agreed for support of SOR-CMCI. 


Proposal 4: Slice-aware SOR information is provided to the UE from HPLMN after successful VPLMN registration.

Proposal 4 is justified by the slice-aware SOR indication and possible assistance information is provided in registration complete and as the SOR-AF can provide slice-aware SOR information only after receiving this information, this can occur using Nudm_SDM_Notification service operation/DL NAS TRANSPORT. The consequence is that the HPLMN needs to provide legacy SOR information in the registration procedure and the enhanced slice-aware SOR information part after registration procedure completion in a dedicated additional procedure. Such solution is proposed as it will result in the most robust signaling where information between UE and HPLMN is within the SOR framework and transparent to the VPLMN and only after sufficient level of support is indicated. As it is required that slice-aware SOR information can be updated at any time, supporting slice-aware SOR information via Nudm_SDM_Notification service operation/DL NAS TRANSPORT will be needed.


Proposal 5: The encoding of the slice-aware SOR information needs to efficiently provide the UE with information on what S-NSSAIs are supported in the PLMNs available to the UE and the encoding needs to be further studied in detail by CT1.

Proposal 5 is justified by the CT1 expertise in PLMN selection which is impacted by the UE assessment of the slice-aware SOR information in combination with other slicing related information and preferences at the UE. As the expected outcome of considering slice-aware SOR information is a decision to trigger PLMN selection, the encoding and information in slice-aware SOR information needs to take current requirements and parameters into account for efficient processing. Alternatives need to be further studied by CT1 and examples, not exhaustive, could be a list of PLMNs with supported S-NSSAI or a list of S-NSSAIs with supporting PLMNs.


Proposal 6: Once the supporting UE receives slice-aware SOR information a PLMN selection can be triggered taking slice-aware SOR information and the S-NSSAIs required by the UE into account.

Proposal 6 is justified by PLMNs supporting S-NSSAIs included in the slice-aware SOR information, and if the S-NSSAIs required by the UE are not all supported by the registered PLMN. Details on how the UE determines PLMN to select in case there are multiple PLMNs supporting all the S-NSSAIs or same or different subset of the S-NSSAIs and how this corresponds to triggering PLMN selection needs to be further assessed in the normative CT1 work.


2.3 Required additional information.
A solution for slice-aware SOR information includes UE support indication and possible assistance information. A support indication is straight-forward but what type of information would be part of assistance information is not further specified in TR 23.700-41 conclusions. There are hints in the different solutions and examples of possible assistance information content. Given that the assistance information is to be used by the SOR-AF to create the slice-aware SOR information provided to the UE, it does not fall under CT1 responsibility to determine what is included but only to ensure that the information can be signaled from UE to UDM/SOR-AF using the SOR framework. It is therefore proposed that CT1 requests SA2 to provide details on the assistance information.

In current SOR framework the UL SOR container is not security protected. It needs to be determined whether the UL slice-aware SOR information needs to be integrity protected and encrypted. Therefore it is proposed that CT1 requests SA2 to determine whether the UL slice-aware SOR information needs to be security checked by UDM/SOR-AF and whether it needs to be encrypted. In addition for this topic it is proposed to include SA3 to take the SA2 feedback into account for a possible security solution.

Proposal 7: It is proposed to request SA2 clarification and requirements on UL slice-aware SOR information regarding contents and need for security protecton.

Proposal 8: It is proposed to request SA3 assess SA2 response on protection of UL slice-aware SOR information and evaluate a possible security solution.


Conclusion
In the above the following observations were made:

Observation 1: SOR shall be updated for HPLMN to provide the UE with slice-aware SOR information.

Observation 2: UE shall indicate support of slice-aware SOR information to HPLMN.

Observation 3: The UE may provide additional assistance information for slice-aware SOR to HPLMN, transparently forwarded from UDM to SOR-AF.

Observation 4: The SOR container is security protected between the HPLMN and UE.

Observation 5: The encoding of the enhanced slice-aware SOR information is in the CT1 remit.

Observation 6: PLMN Selection shall be updated to take slice-aware SOR information into account.

Observation 7: Update of slice-aware SOR information from HPLMN to UE shall be possible at any time.


Based on these observations, the following is proposed:

Proposal 1: It is proposed to discuss Observations 1 to 7 and agree a basis for the updates of PLMN Selection and SOR to support providing VPLMN network slice information to a roaming UE.

Proposal 2: Existing SOR container security protection shall be reused.

Proposal 3: UE support of slice-aware SOR information indication and possible additional assistance information for slice-aware SOR is included in the UL SOR transparent container included in the registration complete message.

Proposal 4: Slice-aware SOR information is provided to the UE from HPLMN after successful VPLMN registration.

Proposal 5: The encoding of the slice-aware SOR information needs to efficiently provide the UE with information on what S-NSSAIs are supported in the PLMNs available to the UE and the encoding needs to be further studied in detail by CT1.

Proposal 6: Once the supporting UE receives slice-aware SOR information a PLMN selection can be triggered taking slice-aware SOR information and the S-NSSAIs required by the UE into account.

Proposal 7: It is proposed to request SA2 clarification and requirements on UL slice-aware SOR information regarding contents and need for security protecton.

Proposal 8: It is proposed to request SA3 assess SA2 response on protection of UL slice-aware SOR information and evaluate a possible security solution.

Given the assessment of this paper Ericsson has prepared an LS to SA2, SA3 and CT4 to outline the CT1 agreements for enhancement of PLMN selection and SOR which is available in C1-230338.
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