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[bookmark: _Hlk121753701]* * * First Change * * * *
[bookmark: _Toc106888695][bookmark: _Toc20156502][bookmark: _Toc27501693][bookmark: _Toc36049824][bookmark: _Toc45210594][bookmark: _Toc51861421][bookmark: _Toc99187216]5.2.14	In-call access update
If the P-CSCF supports the in-call access update procedure, has received the g.3gpp.in-call-access-update feature-capability indicator during session set-up, and determines that the UE has changed location, then the P-CSCF shall generate a MESSAGE request populated as follows:
NOTE: This procedure can be used for both reporting change of IP-CAN and reporting change of PLMN.
1)	the Request URI set to the stored value of the g.3gpp.in-call-access-update feature-capability indicator;
2)	a From header field set to the FQDN of the P-CSCF sending the request;
3)	a To header field, set to the same value as the Request-URI;
4)	a P-Asserted-Identity header field set to the default public user identity of the served user;
5)	a P-Charging-Vector header field with the "icid-value" header field parameter populated with the ICID value used for the dialog related to the access change and a type 1 "orig-ioi" header field parameter. The P-CSCF shall set the type 1 "orig-ioi" header field parameter to a value that identifies the sending network of the request. The P-CSCF shall not include the type 1 "term-ioi" header field parameter;
6)	a P-Access-Network-Info header field including network-provided location information;
7)	a P-Visited-Network-ID header field;
8)	if PLMN has changed, include a Handover-Info header field informing about the encryption policy of the new PLMN; and
89)	if the MESSAGE request is to be sent via the S-CSCF, a Route header field with the S-CSCF address as received in the Service-Route header field during registration.
If the procedure above leads to a re-authentication from the user, the P-CSCF shall after a successful re-authentication, i.e. on receipt of the 200 (OK) response to the REGISTER request, send another MESSAGE request including a Handover-Info header field, defined in subclause 7.2.x, set to "Handover-Completed".
[bookmark: _Toc106888876][bookmark: _Hlk121754522]* * * Next Change * * * *
[bookmark: _Toc106888723]5.4.1.2.2	Protected REGISTER with IMS AKA as a security mechanism
Upon receipt of a REGISTER request with the "integrity-protected" header field parameter in the Authorization header field set to "yes" or to "tls-connected", the S-CSCF shall identify the user by the public user identity as received in the To header field and the private user identity as received in the Authorization header field of the REGISTER request, and:
If the maximum number of simultaneously registration flows allowed for the related public user identity for the used UE (i.e. linked to the same private user identity and instance ID) is reached, then the S-CSCF shall reject the REGISTER by generating a 403 (Forbidden) response. If not, the S-CSCF shall continue with rest of the procedures of this subclause;
In the case that there is no authentication currently ongoing for this user (i.e. no timer reg-await-auth is running):
1)	check if the user needs to be re-authenticated.
	The S-CSCF may require authentication of the user for any REGISTER request, and shall always require authentication for REGISTER requests received without the "integrity-protected" header field parameter in the Authorization header field set to "yes" or "tls-connected".
	If the user needs to be re-authenticated, the S-CSCF shall proceed with the procedures as described for the unprotected REGISTER in subclause 5.4.1.2.1, beginning with step 3). If the user does not need to be re-authenticated, the S-CSCF shall proceed with the following steps in this paragraph; and
2)	check whether a registration expiration interval value is included in the REGISTER request and its value. If the registration expiration interval value indicates a zero value, the S-CSCF shall perform the deregistration procedures as described in subclause 5.4.1.4. If the registration expiration interval value does not indicate zero, the S-CSCF:
-	if the REGISTER request does not contain a "reg-id" header field parameter and the contact address indicated in the Contact header field was not previously registered, send a 403 (Forbidden) response to the UE; and
NOTE 1:	New contact address is always registered via an initial registration.
3)	check whether the public user identity received in the To header field is already registered. If it is not registered, the S-CSCF shall proceed beginning with step 4B below. Otherwise, the S-CSCF shall:
-	send a 439 (First Hop Lacks Outbound Support) response to the UE, if the REGISTER request contains the "reg-id" Contact header field parameter and the "outbound" option tag in a Supported header field, but the first URI in the Path header field does not have an "ob" URI parameter; or
-	otherwise proceed beginning with step 6 below.
In the case that a timer reg-await-auth is running for this user the S-CSCF shall:
1)	check if the Call-ID of the request matches with the Call-ID of the 401 (Unauthorized) response which carried the last challenge. The S-CSCF shall only proceed further if the Call-IDs match;
2)	stop timer reg-await-auth;
3)	check whether an Authorization header field is included, containing:
a)	the private user identity of the user in the "username" header field parameter;
b)	if the "integrity-protected" header field parameter is set to "yes", the "algorithm" header field parameter set to "AKAv2-SHA-256" or "AKAv1-MD5";
c)	if the "integrity-protected" header field parameter is set to "tls-connected", the "algorithm" header field parameter set to "AKAv2-SHA-256" if the S-CSCF supports the IMS AKA using HTTP Digest AKAv2 without IPSec security association; and
d)	the authentication challenge response needed for the authentication procedure in the "response" header field parameter.
	The S-CSCF shall only proceed with the following steps in this paragraph if the authentication challenge response was included;
4)	check whether the received authentication challenge response and the expected authentication challenge response (calculated by the S-CSCF using XRES and other parameters as described in RFC 3310 [49] when AKAv1 is used or as described in RFC 4169 [227] when AKAv2 is used) match. The XRES parameter was received from the HSS as part of the Authentication Vector. The S-CSCF shall only proceed with the following steps if the challenge response received from the UE and the expected response calculated by the S-CSCF match;
4A)	if the Contact header field of the REGISTER request does not contain a "reg-id" header field parameter (i.e., the multiple registrations mechanism is not used), and there are public user identities (including the public user identity being registered, if previously registered) that belong to this user that have been previously registered with the same private user identity, and with an old contact address different from the one received in the REGISTER request and if the previous registrations have not expired:
a)	terminate all dialogs, associated with the previously registered public user identities (including the public user identity being registered, if previously registered), with a status code 480 (Temporarily Unavailable) in the Reason header field of the BYE request, as specified in subclause 5.4.5.1.2;
b)	send a NOTIFY request, to the subscribers to the registration event package of the previously registered public user identities, that indicates that all previously registered public user identities (excluding the public user identity being registered) belonging to this user identified with its private user identity, have been deregistered, as described in subclause 5.4.2.1.2. For the public user identity being registered, the NOTIFY request contains the new contact information; and
NOTE 2:	The last dialog to be terminated will be the dialog established by the UE subscribing to the reg event package. When sending the NOTIFY request to the UE over this dialog, the S-CSCF will terminate this dialog by setting in the NOTIFY request the Subscription-State header field to the value of "terminated".
c)	delete all information associated with the previously registered public user identities;
NOTE 3:	Contact related to emergency registration is not affected. The S-CSCF is not able to deregister contact related to emergency registration and will not delete it.
4B)	if the REGISTER request contains the "reg-id" Contact header field parameter and the "outbound" option tag in a Supported header field, but the first URI in the Path header field does not have an "ob" URI parameter, send a 439 (First Hop Lacks Outbound Support) response to the UE;
5)	after performing the S-CSCF Registration/deregistration notification procedure with the HSS, as described in 3GPP TS 29.228 [14], store the following information in the local data:
a)	the list of public user identities, including the registered own public user identity and its associated set of implicitly registered public user identities and wildcarded public user identities due to the received REGISTER request. Each public user identity is identified as either barred or non-barred;
b)	all the service profile(s) corresponding to the public user identities being registered (explicitly or implicitly), including initial Filter Criteria(the initial Filter Criteria for the Registered and common parts is stored and the unregistered part is retained for possible use later - in the case of the S-CSCF is retained if the user becomes unregistered);
c)	if S-CSCF restoration procedures are supported, the restoration information if received as specified in 3GPP TS 29.228 [14]; and
d)	if PCRF based P-CSCF restoration procedures are supported, all the user profile(s) corresponding to the public user identities being registered (explicitly or implicitly), including the IMSI, if available;
NOTE 4:	There might be more than one set of initial Filter Criteria received because some implicitly registered public user identities that are part of the same implicit registration set belong to different service profiles.
6)	update registration bindings:
a)	if the Contact URI in the Contact header field does not contains a "bnc" URI parameter, then bind to each non-barred registered public user identity all registered contact information including all header field parameters contained in the Contact header field and all associated SIP URI parameters, with the exception of the "pub-gruu" and "temp-gruu" header field parameters as specified in RFC 5627 [93], and store information for future use;
b)	if the Contact URI in the Contact header field contains a "bnc" URI parameter, as a network option bind each non-barred registered public user identity to a contact address generated according to the procedures of RFC 6140 [191].
NOTE 5:	It is assumed that when the Contact header field contains a "bnc" parameter, the associated public user identities obtained from the HSS are all of a form compatible with registration procedures as specified in RFC 6140 [191]; i.e. the set consists only of distinct public user identities contain global numbers in the international format or wildcarded public user identities representing multiple global numbers in the international format. The S-CSCF procedures for handling the error case where an associated public user identity is incompatible with RFC 6140 [191] is out of scope of this specification.
c)	if the Contact URI in the Contact header field does not contain a "bnc" URI parameter, then for each binding that contains a "+sip.instance" Contact header field parameter, assign a new temporary GRUU, as specified in subclause 5.4.7A.3;
d)	if the Contact header field of the REGISTER request contained a "+sip.instance" and a "reg-id" header field parameter, and the SIP URI in the Path header field inserted by the P-CSCF contained an "ob" SIP URI parameter header field, and:
-	if the public user identity has not previously been registered with the same "+sip.instance" and "reg-id" Contact header field parameter values, then create the registration flow in addition to any existing registration flow; or
-	if the public user identity has previously been registered with the same "+sip.instance" and "reg-id" header field parameter values, then determine whether the request refreshes or replaces an existing registration flow. If the request:
i)	refreshes an existing registration flow, then the S-CSCF shall leave the flow intact; or
ii)	replaces the existing registration flow with a new flow, then the S-CSCF shall:
a)	terminate any dialog, as specified in subclause 5.4.5.1.2, with a status code 480 (Temporarily Unavailable) in the Reason header field of the BYE request, associated with the registration flow being replaced; and
b)	send a NOTIFY request to the subscribers to the registration event package for the public user identity indicated in the REGISTER request, as described in subclause 5.4.2.1.2;
NOTE 6:	The S-CSCF determines whether this REGISTER request replaces or refreshes an existing registration flow by examining the SIP URI in the Path header field inserted into the request by the P-CSCF (see subclause 5.2.2.1).
NOTE 7:	The way the S-CSCF identifies the dialogs associated with the registration flow being replaced is implementation specific.
NOTE 8:	There might be more than one contact information available for one public user identity.
NOTE 9:	The barred public user identities are not bound to the contact information.
NOTE 10:	Contact related to emergency registration is not affected. S-CSCF is not able deregister contact related to emergency registration and will not delete that.
7)	check whether a Path header field was included in the REGISTER request and construct a list of preloaded Route header fields from the list of entries in the received Path header field. The S-CSCF shall preserve the order of the preloaded Route header fields and bind them either to the contact address of the UE or the registration flow and the associated contact address (if the multiple registration mechanism is used) and the contact information that was received in the REGISTER request;
NOTE 11:	If this registration is a reregistration or an initial registration (i.e., there are previously registered public user identities belonging to the user that have not been deregistered or expired), then a list of pre-loaded Route header fields will already exist. If multiple registration mechanism was not used, then the existing list of pre-loaded Route header fields is bound to a respective contact address of the UE. However, if multiple registration mechanism was used, then the existing list of pre-loaded Route header fields is bound to a registration flow and the associated contact address that was used to send the REGISTER request. In either case, the new list replaces the old list.
8)	determine the duration of the registration by checking the value of the registration expiration interval value in the received REGISTER request and bind it either to the respective contact address of the UE or to the registration flow and the associated contact address (if the multiple registration mechanism is used). Based on local policy, the S-CSCF may reduce the duration of the registration or send back a 423 (Interval Too Brief) response specifying the minimum allowed time for registration. The local policy can take into account specific criteria such as the used authentication mechanism to determine the allowed registration duration;
9)	store the "icid-value" header field parameter received in the P-Charging-Vector header field;
10)	if an "orig-ioi" header field parameter is received in the P-Charging-Vector header field, store the value of the received "orig-ioi" header field parameter; and
NOTE 12:	Any received "orig-ioi" header field parameter will be a type 1 IOI. The type 1 IOI identifies the network from which the request was sent.
11)	create and send a 200 (OK) response for the REGISTER request as specified in subclause 5.4.1.2.2F.
[bookmark: _Toc106888724]5.4.1.2.2A	Protected REGISTER with SIP digest as a security mechanism
Upon receipt of a REGISTER request with the "integrity-protected" header field parameter in the Authorization header field set to "tls-pending", "tls-yes", "ip-assoc-pending", or "ip-assoc-yes", the S-CSCF shall identify the user by the public user identity as received in the To header field and the private user identity as received in the Authorization header field of the REGISTER request, and:
NOTE 1:	Although the REGISTER request with the "integrity-protected" header field parameter set to "ip-assoc-pending" or "ip-assoc-yes" is handled as protected REGISTER request, the integrity of the request is actually not protected by SIP digest.
If the maximum number of simultaneously registration flows allowed for the related public user identity for the used UE (i.e. linked to the same private user identity and instance ID) is reached, then the S-CSCF shall reject the REGISTER by generating a 403 (Forbidden) response. If not, the S-CSCF shall continue with rest of the procedures of this subclause;
In the case that there is no authentication currently ongoing for this user (i.e. no timer reg-await-auth is running):
1)	check if the user needs to be re-authenticated. The S-CSCF may require authentication of the user for any REGISTER request, and shall always require authentication for REGISTER requests received without the "integrity-protected" header field parameter in the Authorization header field set to "tls-yes".
	If the user needs to be re-authenticated and the REGISTER did not include an Authorization header field with a digest response, the S-CSCF shall proceed with the authentication procedures as described for the initial REGISTER in subclause 5.4.1.2.1 and subclause 5.4.1.2.1B.
	If the user needs to be re-authenticated and the REGISTER included an Authorization header field with a digest response, the S-CSCF shall proceed with the authentication procedures as described for the initial REGISTER in subclause 5.4.1.2.1 and subclause 5.4.1.2.1B and include the "stale" header field parameter with value "true" in the WWW-Authenticate header field.
In the case that a timer reg-await-auth is running for this user the S-CSCF shall:
1)	check if the Call-ID of the request matches with the Call-ID of the 401 (Unauthorized) response which carried the last challenge. The S-CSCF shall only proceed further if the Call-IDs match;
2)	stop timer reg-await-auth;
3)	in the case the algorithm is "SHA2-256", "SHA2-512/256" or "MD5", check the following additional fields:
NOTE 2:	The MD5 algorithm is only supported for backward compatibility.
-	a "realm" header field parameter matching the "realm" header field parameter in the authentication challenge;
-	an "algorithm" header field parameter which matches the "algorithm" header field parameter sent in the authentication challenge;
-	"nonce" header field parameter matching the "nonce" header field parameter in the authentication challenge;
-	a "cnonce" header field parameter; and
-	a "nc" header field parameter.
	The S-CSCF shall only proceed with the following steps in this paragraph if the authentication challenge response was included;
4)	check whether the received authentication challenge response and the expected authentication challenge response match. The expected response is calculated by the S-CSCF as described in RFC 7616 [286] and RFC 8760 [287] using the H(A1) value provided by the HSS. If the received authentication challenge response and the expected authentication challenge response match, then the UE is considered authenticated. If the UE is considered authenticated, and if the "integrity-protected" header field parameter in the Authorization header field is set to the value "tls-pending" or "tls-yes", then the S-CSCF shall associate the registration with the local state of "tls-protected";
NOTE 3:	The S-CSCF can have a local security policy to treat messages other than initial REGISTER requests, messages relating to emergency services, and error messages, differently depending on whether the registration is associated with the state "tls-protected".
4A)	if the REGISTER request contains the "reg-id" Contact header field parameter and the "outbound" option tag in a Supported header field, but the first URI in the Path header does not have an "ob" URI parameter, send a 439 (First Hop Lacks Outbound Support) response to the UE;
5)	after performing the S-CSCF Registration/deregistration notification procedure with the HSS, as described in 3GPP TS 29.228 [14], store the following information in the local data:
a)	the list of public user identities, including the registered own public user identity and its associated set of implicitly registered public user identities and wildcarded public user identities due to the received REGISTER request. Each public user identity is identified as either barred or non-barred;
b)	all the service profile(s) corresponding to the public user identities being registered (explicitly or implicitly), including initial Filter Criteria(the initial Filter Criteria for the Registered and common parts is stored and the unregistered part is retained for possible use later - in the case of the S-CSCF is retained if the user becomes unregistered);
c)	if S-CSCF restoration procedures are supported, the restoration information, if received, as specified in 3GPP TS 29.228 [14]; and
d)	if PCRF based P-CSCF restoration procedures are supported, all the user profile(s) corresponding to the public user identities being registered (explicitly or implicitly), including the IMSI, if available;
NOTE 4:	There might be more than one set of initial Filter Criteria received because some implicitly registered public user identities that are part of the same implicit registration set belong to different service profiles.
6)	update registration bindings:
a)	if the Contact URI in the Contact header field does not contains a "bnc" URI parameter, then bind to each non-barred registered public user identity all registered contact information including all header field parameters contained in the Contact header field and all associated URI parameters, with the exception of the "pub-gruu" and "temp-gruu" header field parameters as specified in RFC 5627 [93], and store information for future use;
b)	if the Contact URI in the Contact header field contains a "bnc" URI parameter, as a network option bind each non-barred registered public user identity to a contact address as specified in RFC 6140 [191].
NOTE 5:	It is assumed that when the Contact header field contains a "bnc" parameter, the associated public user identities obtained from the HSS are all of a form compatible with registration procedures as specified in RFC 6140 [191]; i.e. the set consists only of distinct public user identities contain global numbers in the international format or wildcarded public user identities representing multiple global numbers in the international format. The S-CSCF procedures for handling the error case where an associated public user identity is incompatible with RFC 6140 [191] is out of scope of this specification.
c)	if the Contact URI in the Contact header field does not contain a "bnc" URI parameter, then for each binding that contains a "+sip.instance" Contact header field parameter, assign a new temporary GRUU, as specified in subclause 5.4.7A.3;
d)	if the Contact header field of the REGISTER request does not contain a "reg-id" header field parameter (i.e., the multiple registrations mechanism is not used), and there are public user identities (including the public user identity being registered, if previously registered) that belong to this user that have been previously registered with the same private user identity, and with an old contact address different from the one received in the REGISTER request and if the previous registrations have not expired:
-	terminate all dialogs, associated with the previously registered public user identities (including the public user identity being registered, if previously registered), with a status code 480 (Temporarily Unavailable) in the Reason header field of the BYE request, as specified in subclause 5.4.5.1.2;
-	send a NOTIFY request, to the subscribers to the registration event package of the previously registered public user identities, that indicates that all previously registered public user identities (excluding the public user identity being registered) belonging to this user identified with its private user identity, have been deregistered, as described in subclause 5.4.2.1.2. For the public user identity being registered, the NOTIFY request contains the new contact information; and
NOTE 6:	The last dialog to be terminated will be the dialog established by the UE subscribing to the reg event package. When sending the NOTIFY request to the UE over this dialog, the S-CSCF will terminate this dialog by setting in the NOTIFY request the Subscription-State header field to the value of "terminated".
-	delete all information associated with the previously registered public user identities;
NOTE 7:	Contact related to emergency registration is not affected. The S-CSCF is not able to deregister contact related to emergency registration and will not delete it.
e)	if the Contact header field of the REGISTER request contained a "+sip.instance" and a "reg-id" header field parameter, and the SIP URI in the Path header field inserted by the P-CSCF contained an "ob" SIP URI parameter header field, and:
-	if the public user identity has not previously been registered with the same "+sip.instance" and "reg-id" Contact header field parameter values, then create the registration flow in addition to any existing registration flow; or
-	if the public user identity has previously been registered with the same "+sip.instance" and "reg-id" header field parameter values, then determine whether the request refreshes or replaces an existing registration flow. If the request:
i)	refreshes an existing registration flow, then the S-CSCF shall leave the flow intact; or
ii)	replaces the existing registration flow with a new flow, then the S-CSCF shall:
a)	terminate any dialog, as specified in subclause 5.4.5.1.2, with a status code 480 (Temporarily Unavailable) in the Reason header field of the BYE request, associated with the registration flow being replaced; and
b)	send a NOTIFY request to the subscribers to the registration event package for the public user identity indicated in the REGISTER request, as described in subclause 5.4.2.1.2; and
f)	store the used nonce as a valid nonce for this registration or registration flow (if multiple registration mechanism is used) for an operator configured duration.
NOTE 8:	The S-CSCF determines whether this REGISTER request replaces or refreshes an existing registration flow by examining the SIP URI in the Path header field inserted into the request by the P-CSCF (see subclause 5.2.2.1).
NOTE 9:	The way the S-CSCF identifies the dialogs associated with the registration flow being replaced is implementation specific.
NOTE 10:	There might be more than one contact information available for one public user identity.
NOTE 11:	The barred public user identities are not bound to the contact information.
NOTE 12:	Contact related to emergency registration is not affected. S-CSCF is not able deregister contact related to emergency registration and will not delete that.
7)	check whether a Path header field was included in the REGISTER request and construct a list of preloaded Route header fields from the list of entries in the received Path header field. The S-CSCF shall preserve the order of the preloaded Route header fields and bind them to either the contact address of the UE or the registration flow and the associated contact address (if the multiple registration mechanism is used) and contact information that was received in the REGISTER request;
NOTE 13:	If this registration is a reregistration or an initial registration (i.e., there are previously registered public user identities belonging to the user that have not been deregistered or expired), then a list of pre-loaded Route header fields will already exist. If multiple registration mechanism was not used, then the existing list of pre-loaded Route header fields is bound to a respective contact address of the UE. However, if multiple registration mechanism was used, then the existing list of pre-loaded Route header fields is bound to a registration flow and the associated contact address that was used to send the REGISTER request. In either case, the new list replaces the old list.
8)	determine the duration of the registration by checking the value of the registration expiration interval value in the received REGISTER request and bind it either to the respective contact address of the UE or to the registration flow and the associated contact address (if the multiple registration mechanism is used). Based on local policy, the S-CSCF may reduce the duration of the registration or send back a 423 (Interval Too Brief) response specifying the minimum allowed time for registration. The local policy can take into account specific criteria such as the used authentication mechanism to determine the allowed registration duration;
9)	store the "icid-value" header field parameter received in the P-Charging-Vector header field;
10)	if an "orig-ioi" header field parameter is received in the P-Charging-Vector header field, store the value of the received "orig-ioi" header field parameter; and
NOTE 14:	Any received "orig-ioi" header field parameter will be a type 1 IOI. The type 1 IOI identifies the network from which the request was sent.
11)	create and send a 200 (OK) response for the REGISTER request as specified in subclause 5.4.1.2.2F. The S-CSCF shall also store the nonce-count value in the received REGISTER request and include an Authentication-Info header field containing the fields described in RFC 7616 [286] and RFC 8760 [287] as follows:
-	a "nextnonce" header field parameter if the S-CSCF requires a new nonce for subsequent authentication responses from the UE. In that case, the S-CSCF shall consider this nonce as a valid nonce for this registration or registration flow (if multiple registration mechanism is used) for an operator configured duration;
-	a "qop" header field parameter matching the "qop" Authorization header field parameter sent by the UE;
-	a "rspauth" header field parameter with a response-digest calculated as described in RFC 7616 [286] and RFC 8760 [287];
-	a "cnonce" header field parameter matching the "cnonce" Authorization header field parameter sent by the UE; and
-	a "nc" header field parameter matching the "nc" Authorization header field parameter sent by the UE.
[bookmark: _Toc106888736]5.4.1.3	Authentication and re-authentication
Authentication and re-authentication is performed by the registration procedures as described in subclause 5.4.1.2.
[bookmark: _Toc106888744]5.4.1.6	Network-initiated re-authentication
The S-CSCF may request a subscriber to re-authenticate at any time, based on a number of possible operator settable triggers.
NOTE 1:	Triggers for re-authentication include e.g. a current registration of the UE is set to expire at a predetermined time; one or more error conditions in the S-CSCF; the S-CSCF mistrusts the UE, the S-CSCF receives an in-call access update specified in subclause 5.2.14.
If the S-CSCF is informed that a private user identity needs to be re-authenticated, the S-CSCF shall generate a NOTIFY request on all dialogs which have been established due to subscription to the reg event package of that user. For each NOTIFY request the S-CSCF shall:
1)	set the Request-URI and Route header field to the saved route information during subscription;
2)	set the Event header field to the "reg" value;
3)	in the body of the NOTIFY request, include as many <registration> elements as many public user identities the S-CSCF is aware of the user owns:
a)	set the <uri> sub-element inside the <contact> sub-element of each <registration> element to the contact address provided by the UE;
b)	set the aor attribute within each <registration> element to one public user identity;
c)	set the state attribute within each <registration> element to "active";
d)	set the state attribute within each <contact> element to "active";
e)	set the event attribute within each <contact> element that was registered by this UE to "shortened";
f)	set the expiry attribute within each <contact> element that was registered by this UE to an operator defined value; and
g)	if the Contact URI did not contain a "bnc" SIP URI parameter then set the <pub-gruu> and <temp-gruu> sub-elements within each <contact> element as specified in subclause 5.4.2.1.2; and
NOTE 2:	There might be more than one contact information available for one public user identity. The S-CSCF will only modify the <contact> elements that were originally registered by this UE using its private user identity. The S-CSCF will not modify the <contact> elements for the same public user identitity, if registered by another UE using different private user identity.
4)	set a P-Charging-Vector header field with the "icid-value" header field parameter set to the value populated in the initial request for the dialog and a type 1 "orig-ioi" header field parameter. The S-CSCF shall set the type 1 "orig-ioi" header field parameter to a value that identifies the sending network of the request. The S-CSCF shall not include the type 1 "term-ioi" header field parameter.
Afterwards the S-CSCF shall wait for the user to re-authenticate (see subclause 5.4.1.2).
NOTE 3:	Network initiated re-authentication can occur due to internal processing within the S-CSCF.
The S-CSCF shall only include the non-barred public user identities in the NOTIFY request.
When generating the NOTIFY request, the S-CSCF shall shorten the validity of all registration lifetimes associated with this private user identity to an operator defined value that will allow the user to be re-authenticated.
[bookmark: _Toc106888794]5.4.8.5	Network-initiated emergency re-authentication
If a given public user identity and the associated contact address have been registered via emergency registration, the S-CSCF shall not re-authenticate this public user identity.
[bookmark: _Toc106888877]5.7.1.27.1	General
The AS can indicate that it supports in-call access update procedures by sending a feature-capability indicator including a public service identity indicating to where to send the updates.
When the AS receives a MESSAGE request with a P-Charging-Vector header field containing an "icid-value" header field parameter matching the "icid-value" header field parameter of an existing dialog, the AS can use the location information in the received MESSAGE request to update the location information for the dialog identified by the Call-Id.
[bookmark: _Toc106888878]5.7.1.27.2	Originating procedures
If the AS supports in-call access update procedures and the AS is interested in receiving updates of changes of IP-CAN or PLMN the AS shall include in responses to an initial INVITE request a g.3gpp.in-call-access-update feature-capability indicator with a value set to a public service identity resolving to the AS.
If the AS after a PLMN handover of the UE is aware that the originating UE has re-authenticated, the AS shall send an INVITE or UPDATE request towards the originating UE including an SDP offer with the previous SDP, including the same version parameter, and the Handover-Info header field, defined in subclause 7.2.x, with the "Role" header field value set to a value "session-initiator".
[bookmark: _Toc106888879]5.7.1.27.3	Terminating procedures
If the AS supports in-call access update procedures and the AS is interested in receiving updates of changes of IP-CAN or PLMN the AS shall include in the INVITE request a g.3gpp.in-call-access-update feature-capability indicator with a value set to a public service identity resolving to the AS.
If the AS after a PLMN handover of the UE is aware that the terminating UE has re-authenticated, the AS shall send an INVITE or UPDATE request towards the terminating UE including an SDP offer with the previous SDP, including the same version parameter, and the Handover-Info header field, defined in subclause 7.2.x, with the "Role" header field value set to a value "session-receiver".
* * * Next Change * * * *
[bookmark: _Toc106889174]7.2.21.5	Procedures at the proxy
A SIP proxy that supports this extension and receives a request may as part of its procedures insert a Priority-Verstat header field prior to forwarding the request. The header field is populated as specified in table 7.2.x21-1.
* * * Next Change * * * *
7.2.X	Definition of Handover-Info header field
Editor's note: [WI: TEI18, CR #] as per RFC 5727 an IETF expert review is needed in order to obtain the IANA registration of this header field.
[bookmark: _Toc106889175]7.2.X.1	Introduction
IANA registry: Header Fields registry for the Session Initiation Protocol (SIP)
Header field name: Handover-Info
Usage: The Handover-Info header field is used only for informative purposes.
Header field specification reference: 3GPP TS 24.229, http://www.3gpp.org/ftp/Specs/archive/24_series/24.229/
The Handover-Info header field can be used in two situations. When a border node detects that a UE has changed network during an ongoing session, the node can inform downstream nodes about the network change. This information can contain an indication that the new network does not use encryption of signalling.
A service node that has been aware that a UE during an ongoing session has re-registered, e.g., to change encryption, can use the Handover-Info header field to inform downstream nodes about the role of the terminating UE in the original session set-up.

[bookmark: _Toc106889176]7.2.X.2	Applicability statement for the Handover-Info header field
The Handover-Info header field is applicable within a single private administrative domain.
[bookmark: _Toc106889177]7.2.X.3	Usage of the Handover-Info header field
The Handover-Info header field is used to indicate the verification status of the Resource-Priority header field and optionally the header field value "psap-callback" of the Priority header field.
[bookmark: _Toc106889178]7.2.X.4	Procedures at the UA
There are no specific procedures specified for a UA.
[bookmark: _Toc106889179]7.2.X.5	Procedures at the proxy
A SIP proxy that supports this extension and receives a request may as part of its procedures insert a Handover-Info header field prior to forwarding the request. The header field is populated as specified in table 7.2.x-1.
[bookmark: _Toc106889180]7.2.X.6	Security considerations
A UE is not expected to receive this information.
[bookmark: _Toc106889181]7.2.X.7	Syntax
The syntax for Handover-Info header field is specified in table 7.2.X-1.
Table 7.2.X-1: Syntax of Handover-Info

Handover-Info   = "Handover-Info" HCOLON info-element / role
info-element    = "Null-Encrypt-Supported" / "Handover-Completed" /
                   other-value
role            = "Role" EQUAL "session-initiator" / "session-receiver"
other-value     =  token

[bookmark: _Toc106889182]7.2.X.8	Examples of usage
The Handover-Info header field is used in networks where UEs can roam into other networks but where the SIP functions are all in the home network. The header field is used to inform the core nodes in the home network about the change of network and to inform the home network about a possible re-authentication. The home network can use the header field to update nodes supporting the target UE about session details.
* * * End of Changes * * * *


