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*** First Change ***
[bookmark: _Toc25306433][bookmark: _Toc26192756][bookmark: _Toc34137015][bookmark: _Toc34137329][bookmark: _Toc34138477][bookmark: _Toc34138720][bookmark: _Toc34395057][bookmark: _Toc45264287][bookmark: _Toc123645360]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.434: "Service Enabler Architecture Layer for Verticals (SEAL); Functional architecture and information flows;".
[3]	IETF RFC 4825: "The Extensible Markup Language (XML) Configuration Access Protocol (XCAP)".
[4]	OMA OMA-TS-XDM_Core-V2_1-20120403-A: "XML Document Management (XDM) Specification".
[5]	3GPP TS 24.547: "Identity management - Service Enabler Architecture Layer for Verticals (SEAL); Protocol specification;".
[6]	IETF RFC 6750: "The OAuth 2.0 Authorization Framework: Bearer Token Usage".
[7]	IETF RFC 7159: "The JavaScript Object Notation (JSON) Data Interchange Format".
[bookmark: definitions][8]	3GPP TS 24.229: "IP multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3".
[9]	IETF RFC 5875: "An Extensible Markup Language (XML) Configuration Access Protocol (XCAP) Diff Event Package".
[10]	IETF RFC 6050 (November 2010): "A Session Initiation Protocol (SIP) Extension for the Identification of Services".
[11]	IETF RFC 6665 (July 2012): "SIP-Specific Event Notification".
[12]	IETF RFC 7252: "The Constrained Application Protocol (CoAP)".
[13]	IETF RFC 7959: "Block-Wise Transfers in the Constrained Application Protocol (CoAP) ".
[14]	IETF RFC 7641: "Observing Resources in the Constrained Application Protocol (CoAP)".
[15]	IETF RFC 8323: "CoAP (Constrained Application Protocol) over TCP, TLS, and WebSockets".
[16]	Void.IETF RFC 8516: ""Too Many Requests" Response Code for the Constrained Application Protocol".
[17]	IETF RFC 8949: "Concise Binary Object Representation (CBOR)".
[18]	IETF RFC 8610: "Concise Data Definition Language (CDDL): A Notational Convention to Express Concise Binary Object Representation (CBOR) and JSON Data Structures".
[19]	Constrained RESTful Environments (CoRE) Parameters at IANA, https://www.iana.org/assignments/core-parameters/core-parameters.xhtml
[20]	IETF RFC 9290: "Concise Problem Details for Constrained Application Protocol (CoAP) APIs".
[21]	Internet draft draft-ietf-core-new-block-14: "Constrained Application Protocol (CoAP) Block-Wise Transfer Options Supporting Robust Transmission". 
[22]	IETF RFC 3986: "Uniform Resource Identifier (URI): Generic Syntax".
[23]	3GPP TS 29.501: "Principles and Guidelines for Services Definition".
[24]	3GPP  TS  23.682: "Architecture Enhancements to facilitate communications with Packet Data Networks and Applications".
[25]	IETF RFC 3339: "Date and Time on the Internet: Timestamps".
[26]	3GPP TS 23.003: "Numbering, addressing and identification".
[27]	Void.IETF RFC 8132: "PATCH and FETCH Methods for the Constrained Application Protocol (CoAP)".
[28]	3GPP TS 24.008: "Mobile Radio Interface Layer 3 specification; Core Network Protocols; Stage 3".

*** Next Change ***
6.2.2.1.1.2	Create subscription
In order to subscribe to notification of changes of one or more group documents of VAL groups identified by VAL group IDs, a SCM-C shall send an initial SIP SUBSCRIBE request to the network according to the UE originating procedures specified in 3GPP TS 24.229 [8] and IETF RFC 5875 [9]. In the initial SIP SUBSCRIBE request, the SCM-C:
a)	shall set the Request-URI to the configured public service identity for performing subscription proxy function of the SCM-S;
b)	shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.seal" (coded as specified in 3GPP TS 24.229 [8]), in a P-Preferred-Service header field according to IETF RFC 6050 [10];
c)	shall include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.seal" in the Contact header field;
d)	shall include an application/resource-lists+xml MIME body. In the application/resource-lists+xml MIME body, the SCM-C shall include one <entry> element for each configuration document to be subscribed to, such that the "uri" attribute of the <entry> element contains a relative path reference to XCAP URI identifying an XML document to be subscribed to; and
e)	if the VAL server wants to fetch the current state only, shall set the Expires header field according to IETF RFC 6665 [11], to zero. Otherwise, shall set the Expires header field to the duration for which VAL user has requested for subscription.; 
Upon reception of an initial SIP SUBSCRIBE request:
a)	with the Event header field set to xcap-diff;
b)	with the Request-URI set to own public service identity for performing subscription proxy function of the SCM-S;
c)	with an application/resource-lists+xml MIME body; and
d)	with the ICSI value "urn:urn-7:3gpp-service.ims.icsi.seal" (coded as specified in 3GPP TS 24 229 [8]), in a P-Asserted-Service header field according to IETF RFC 6050 [10];
the SCM-S:
ad)	shall identify the originating VAL user ID and shall use the originating VAL user ID as an authenticated identity when performing the authorization;
b)	if the authenticated identity is not authorized to subscribe to notification of changes of any resource in the application/resource-lists+xml MIME body, shall reject the request with a SIP 403 (Forbidden) response and shall not continue with rest of the steps; and
ce)	act as a notifier according to IETF RFC 5875 [9].

*** Next Change ***
6.2.2.1.1.3	Modify subscription
In order to modify or refresh subscription, the SCM-C shall send SIP re-SUBSCRIBE request on the same dialog as the existing subscription, and with the same "Event" header. The SCM-C shall follow the steps specified in clause 6.2.2.1.1.2.1 to create SIP SUBSCRIBE request.
Upon reception of a SIP re-SUBSCRIBE request:
a)	with the Event header field set to xcap-diff; and
b)	with an application/resource-lists+xml MIME body;
the SCM-S:
a)	act as a notifier according to IETF RFC 5875 [9].

*** Next Change ***
6.2.2.1.1.4	Delete subscription
In order to delete the subscription, the SCM-C shall send SIP re-SUBSCRIBE request on the same dialog as the existing subscription, and with the same "Event" header. The SCM-C shall follow the steps specified in clause 6.2.2.1.1.2.1 to create SIP SUBSCRIBE request with following clarification:
a)	shall set the Expires header field to zero.
Upon reception of a SIP re-SUBSCRIBE request:
a)	with the Event header field set to xcap-diff; and
b)	with Expires header field set to zero;
the SCM-S:
a)	act as a notifier according to IETF RFC 5875 [9].

*** Next Change ***
[bookmark: _Toc34137035][bookmark: _Toc34137349][bookmark: _Toc34138497][bookmark: _Toc34138740][bookmark: _Toc34395077]6.2.2.1.2.2	Modify a subscription
Upon receiving a request from VAL user to modify existing subscription identified with unique subscription identity, the SCM-C:
a)	shall generate an HTTP PUT request. In the HTTP PUT request:
1)	shall set the Request URI to the same Request URI used while creating subscription in clause 6.2.2.1.2.1.1 appended with subscription identity;
2)	shall include the Host header with the public user identity of SCM-S;
3)	shall include an Authorization header field with the "Bearer" authentication scheme set to an access token of the "bearer" token type as specified in IETF RFC 6750 [6]; and
4)	include the parameters specified in clause A.1.2 serialized into a JavaScript Object Notation (JSON) structure as specified in IETF RFC 7159 [7]; and.
b)	shall send the HTTP PUT request to the SCM-S.
Upon reception of an HTTP PUT request from the SCM-C where the Request-URI of the HTTP PUT request contains "/configurationEventsSubscription" appended with subscription identity, the SCM-S:
a)	shall determine the identity of the sender of the received HTTP PUT request as specified in clause 6.2.1.1, and:
1)	if the identity of the sender of the received HTTP PUT request is not authorized user, shall respond with an HTTP 403 (Forbidden) response to the HTTP PUT request and skip rest of the steps;
b)	shall determine whether subscription for configuration events exists or not based on received subscription identity in request URI,; and:
1)	if subscription does not exist, shall respond with an HTTP 406 (Not Acceptable) response to the HTTP PUT request and skip rest of the steps;
c)	shall update the subscription details based on received parameters from the HTTP PUT request; and
d)	shall send an HTTP 200 (OK) response including parameters specified in clause A.1.3.

*** Next Change ***
[bookmark: _Toc34137038][bookmark: _Toc34137352][bookmark: _Toc34138500][bookmark: _Toc34138743][bookmark: _Toc34395080]6.2.2.1.2.3	Delete a subscription
Upon receiving a request from VAL user to delete existing subscription identified with unique subscription identity, the SCM-C:
a)	shall generate an HTTP DELETE request. In the HTTP DELETE request:
1)	shall set the Request URI to the same Request URI used while creating subscription in clause 6.2.2.1.2.1.1 appended with subscription identity;
2)	shall include the Host header with the public user identity of the SCM-S; and
3)	shall include an Authorization header field with the "Bearer" authentication scheme set to an access token of the "bearer" token type as specified in IETF RFC 6750 [6]; and
b)	shall send the HTTP DELETE request to the SCM-S.
Upon reception of an HTTP DELETE request from the SCM-C where the Request-URI of the HTTP DELETE request contains "/configurationEventsSubscription" appended with subscription identity, the SCM-S:
a)	shall determine the identity of the sender of the received HTTP DELETE request as specified in clause 6.2.1.1, and:
1)	if the identity of the sender of the received HTTP DELETE request is not authorized user, shall respond with an HTTP 403 (Forbidden) response to the HTTP DELETE request and skip rest of the steps;
b)	shall determine whether subscription for configuration events exists or not based on received subscription identity in request URI,; and:
1)	if subscription does not exist, shall respond with an HTTP 406 (Not Acceptable) response to the HTTP DELETE request and skip rest of the steps;
c)	shall delete the subscription details based on received parameters from the HTTP DELETE request; and
d)	shall send an HTTP 200 (OK) response to the SCM-C.

*** Next Change ***
6.2.2.1.3.2	Create a subscription
In order to subscribe to changes of a configuration document the SCM-C shall send an extended CoAP GET request with the CoAP URI set to the URI of an observable configuration document and with the Observe option set to 0 (Register) as specified in IETF RFC 7641 [14].
Upon reception of such an extended CoAP request from SCM-C where the CoAP URI of the request points at an observable configuration document and with the Observe option set to 0 (Register), the SCM-S:
a)	shall perform the steps as for a normal CoAP GET request for a configuration document as defined in clause 6.2.34.4 for VAL UE configuration and in clause 6.2.4.4 for VAL user profile;
b)	shall register the SCM-C as an observer as per IETF RFC 7641 [14]; and
c)	shall send a CoAP 2.05 (Content) response including the current content of the resource and the Observer option with the initial sequence number of the notifications.

*** Next Change ***
6.2.2.1.3.3	Delete a subscription
In order to unsubscribe from changes of a configuration document the SCM-C shall send a CoAP GET request matching the CoAP GET request used to create the subscription but with the Observe option set to 1 (Deregister) as specified in IETF  RFC  7641  [14].
Upon reception of a CoAP GET that matches an active subscription but with the Observe option set to 1 (Deregister), the SCM-S:
a)	shall perform the steps as for a normal CoAP GET request for a configuration document as defined in clause 6.2.34.4 for VAL UE configuration and in clause 6.2.4.4 for VAL user profile;
b)	shall deregister the SCM-C as an observer as per IETF  RFC  7641  [14]; and
c)	shall send a CoAP 2.05 (Content) response including the current content of the resource and shall not include the Observer option.

*** Next Change ***
6.2.2.2.1.1	Client procedure
Upon receiving a SIP NOTIFY request associated with a subscription created as result of the sent initial SIP SUBSCRIBE request, the SCM-CS:
a)	shall handle the SIP NOTIFY request according to IETF RFC 5875 [9].

*** Next Change ***
[bookmark: _Toc123645386]6.2.3.3	SCM client CoAP procedure
Upon receiving a request from the VAL user to retrieve a VAL UE configuration data, the SCM-C shall send a CoAP GET request to the SCM-S. In the CoAP GET request, the SCM-C:
a)	shall set the CoAP URI identifying the user profile document to be retrieved according to the resource API definition in clause Annex C.3.1:
1)	the "apiRoot" is set to the SCM-S URI;
2)	the "valServiceId" is set to specific VAL service; 
3)	if the SCM-C does not know the "ueConfigDocId" of the UE configuration document at the SGM-S, the SCM-C shall make a GET request for the UE Configurations resource as described in clause Annex C.3.1.2.2.3.1 and shall set applicable query parameters defined in table C.3.1.2.2.3.1-1; and
4)	if the SCM-C knows the "ueConfigDocId" of the UE configuration document at the SGM-S, the SCM-C shall make a GET request for the Individual UE Configuration resource as described in clause Annex C.3.1.2.3.3.1, and shall set "ueConfigDocId" to point to the VAL UE configuration document; and
b)	shall send the request protected with the relevant ACE profile (OSCORE profile or DTLS profile) as described in 3GPP TS 24.547 [5].

*** Next Change ***
[bookmark: _Toc123645387]6.2.3.4	SCM server CoAP procedure
Upon reception of an CoAP GET request where the CoAP URI of the request identifies the UE Configurations resource as described in clauseAnnex C.3.1.2.2.3.1, the SCM-S:
a)	shall determine the identity of the sender of the received CoAP GET request as specified in clause 6.2.1.2, and:
1)	if the sender is not authorized to fetch the requested UE configuration document(s), shall respond with a CoAP 4.03 (Forbidden) response to the CoAP GET request and skip rest of the steps;
b)	shall support handling a CoAP GET request from a SCM-C according to procedures specified in IETF RFC 7252 [12];
c)	shall check if the resource exists for the given VAL service, and:
1)	if the resource does not exist, shall return a 4.04 (Not found) response and skip rest of the steps; and
d)	shall return a 2.05 (Content) response including all the UE configuration documents found for the given values of the query parameters defined in table  C.3.1.2.2.3.1-1.
Upon reception of an CoAP GET request where the CoAP URI of the request identifies the Individual UE Configuration resource as described in clauseAnnex C.3.1.2.3.3.1, the SCM-S:
a)	shall determine the identity of the sender of the received CoAP GET request as specified in clause 6.2.1.2, and:
1)	if the sender is not authorized to fetch the requested UE configuration document, shall respond with a CoAP 4.03 (Forbidden) response to the CoAP GET request and skip rest of the steps;
b)	shall support handling a CoAP GET request from a SCM-C according to procedures specified in IETF RFC 7252 [12]; and
c)	shall check if the resource pointed at by the CoAP URI exists and:
1)	if it exists, shall return the UE configuration document in a 2.05 (Content) response; or
2)	otherwise, shall return a 4.04 (Not found) response.

*** Next Change ***
[bookmark: _Toc123645391]6.2.4.3	SCM client CoAP procedure
Upon receiving a request from the VAL user to retrieve a VAL user profile data, the SCM-C shall send a CoAP GET request to the SCM-S. In the CoAP GET request, the SCM-C:
a)	shall set the CoAP URI identifying the user profile document to be retrieved according to the resource API definition in clauseAnnex C.2.1:
1)	the "apiRoot" is set to the SCM-S URI;
2)	the "valServiceId" is set to specific VAL service;
3)	if the SCM-C does not know the "profileDocId" of the user profile document at the SGM-S, the SCM-C shall use the User Profiles resource GET, as described in clauseAnnex C.2.1.2.2.3.1, and shall set the val-tgt-ue query parameter to either the VAL user identity or VAL UE identity; and
4)	if the SCM-C knows the "profileDocId" of the user profile document at the SGM-S, the SCM-C shall use the Individual User Profile resource GET, as described in clauseAnnex C.2.1.2.3.3.1, and shall set "profileDocId" to point to the VAL user profile document; and
b)	shall send the request protected with the relevant ACE profile (OSCORE profile or DTLS profile) as described in 3GPP TS 24.547 [5].

*** Next Change ***
[bookmark: _Toc123645392]6.2.4.4	SCM server CoAP procedure
Upon reception of an CoAP GET request where the CoAP URI of the request identifies the User Profiles resource as described in clauseAnnex C.2.1.2.2.3.1, the SCM-S:
a)	shall determine the identity of the sender of the received CoAP GET request as specified in clause 6.2.1.2, and:
1)	if the identity of the sender of the received CoAP GET request is not authorized to fetch requested user profile document(s), shall respond with a CoAP 4.03 (Forbidden) response to the CoAP GET request and skip rest of the steps;
b)	shall support handling a CoAP GET request from a SCM-C according to procedures specified in IETF RFC 7252 [12]; and
c)	shall check if the resource exists for the given VAL service, and:
1)	if the resource does not exist, shall return a 4.04 (Not found) response and skip rest of the steps; and
d)	shall return a 2.05 (Content) response including all the user profile documents found for the given VAL user or VAL UE given in the query parameter.
Upon reception of an CoAP GET request where the CoAP URI of the request identifies the Individual User Profile resource as described in clauseAnnex C.2.1.2.3.3.1, the SCM-S:
a)	shall determine the identity of the sender of the received CoAP GET request as specified in clause 6.2.1.2, and:
1)	if the identity of the sender of the received CoAP GET request is not authorized to fetch requested user profile document, shall respond with a CoAP 4.03 (Forbidden) response to the CoAP GET request and skip rest of the steps;
b)	shall support handling a CoAP GET request from a SCM-C according to procedures specified in IETF RFC 7252 [12]; and
c)	shall check if the resource pointed at by the CoAP URI exists and:
1)	if it exists, shall return the user profile document in the 2.05 (Content) response; or
2)	otherwise, shall return a 4.04 (Not found) response.

*** Next Change ***
[bookmark: _Toc123645397]6.2.5.4	SCM server CoAP procedure
[bookmark: _Hlk127543404]Upon reception of an CoAP PUT request where the CoAP URI of the request identifies the Individual User Profile resource as described in clauseAnnex C.2.1.2.3.3.2, the SCM-S:
a)	shall determine the identity of the sender of the received CoAP PUT request as specified in clause 6.2.1.2, and:
1)	if the identity of the sender of the received CoAP PUT request is not authorized to update requested user profile document(s), shall respond with a CoAP 4.03 (Forbidden) response to the CoAP PUT request and skip rest of the steps;
b)	shall support handling an CoAP PUT request from a SCM-C according to procedures specified in IETF RFC 7252  [12]; and
c)	shall replace the user profile documents pointed at by the CoAP URI with the "ProfileDoc" received in the request.

*** Next Change ***
[bookmark: _Toc25306460][bookmark: _Toc26192783][bookmark: _Toc34137062][bookmark: _Toc34137376][bookmark: _Toc34138524][bookmark: _Toc34138767][bookmark: _Toc34395104][bookmark: _Toc45264321][bookmark: _Toc123645403]7.1.3	Data structure
The <seal-user-profile> element shall be the root element of the VAL user-profile configuration document.
The <seal-user-profile> element:
a)	may include a <ProfileName> element;
b)	shall include a <Status> element;
c)	may include a <Pre-selected-indication> element;
d)	shall include a <user-profile-index> element;
e)	shall include a <profile-configuration> element which:;
1)	may include a <Common> element;
2)	may include a <OnNetwork> element; and
3)	may include a <OffNetwork> element; and
f)	may include any other attribute for the purposes of extensibility.

*** Next Change ***
[bookmark: _Toc24868466][bookmark: _Toc34153974][bookmark: _Toc36040918][bookmark: _Toc36041231][bookmark: _Toc43196515][bookmark: _Toc43481285][bookmark: _Toc45134562][bookmark: _Toc51189094][bookmark: _Toc51763770][bookmark: _Toc57206002][bookmark: _Toc59019343][bookmark: _Toc123645433]C.1.4.2	Referenced structured data types
Table C.1.4.2-1 lists structured data types referenced by multiple CoAP resource representations and defined in this specification or in other specifications.
Table C.1.4.2-1: Referenced Structured Data Types
	Data type
	Reference
	Description

	ValTargetUe
	Clause  C.2.1.34.2.4
	Information identifying a VAL user ID or VAL UE ID.

	ScheduledCommunicationTime
	Clause  C.1.4.4.1
	Defines time schedule for communication.




*** Next Change ***
[bookmark: _Toc24868467][bookmark: _Toc34153975][bookmark: _Toc36040919][bookmark: _Toc36041232][bookmark: _Toc43196516][bookmark: _Toc43481286][bookmark: _Toc45134563][bookmark: _Toc51189095][bookmark: _Toc51763771][bookmark: _Toc57206003][bookmark: _Toc59019344][bookmark: _Toc123645434]C.1.4.3	Referenced simple data types and enumerations
The simple datatypes based on the CBOR types are defined in table C.1.4.3-1 and the simple data types defined in table C.1.4.35.2.1.3.2-2 apply to multiple SEAL-UU APIs.
Table C.1.4.3-1: CBOR-based data types
	Type name
	Description

	bytes
	Is a "byte string" as defined in IETF RFC 8949 [17].

	boolean
	Is a type which has 2 values "false" and "true" with the values as defined in IETF RFC 8949 [17].

	integer
	As defined in IETF RFC 8949 [17].

	number
	Is any number as defined in IETF RFC 8949 [17]. Precision format (half-precision, single-precision, and double-precision) can be indicated.

	string
	Is a "text string" as defined in IETF RFC 8949 [17].



Table C.1.4.3-2: Simple data types applicable to multiple CoAP resource representations
	Type name
	Description

	Altitude
	Number indicating value of altitude in the range from minimum value -32767 to maximum value 32767.

	Angle
	Integer indicating a value of the angle in the range from minimum value 0 to maximum value 360.

	CellId
	String containing a unique identifier of a cell.

	Confidence
	Integer indicating a value of confidence in the range from minimum value 0 to maximum value 100.

	ExternalGroupId
	String containing a local identifier followed by "@" and a domain identifier. Both the local identifier and the domain identifier shall be encoded as strings that do not contain any "@" characters. See cClauses  4.6.2 and 4.6.3 of 3GPP TS 23.682 [24] for more information.

	DateTime
	Is a string in the standard format described by the "date-time" production in IETF RFC3339 [25].

	DayOfWeek
	Integer between and including 1 and 7 denoting a weekday. 1 shall indicate Monday, and the subsequent weekdays shall be indicated with the next higher numbers. 7 shall indicate Sunday.

	GeographicalAreaId
	String identifying a geographical area.

	InnerRadius
	Integer indicating a value of the inner radius in the range from minimum value 0 to maximum value 327675.

	MbmsSaId
	String containing a unique identifier of a MBMS serving area.

	MbsfnAreaId
	String containing a unique identifier of a MBSFN area.

	Orientation
	Integer indicating a value of orientation angle in the range from minimum value 0 to maximum value 180.

	PlmnId
	String containing a unique identifier of a PLMN.

	TaId
	String containing a unique identifier of a tracking area.

	Tmgi
	Byte string containing an identifier of Temporary Mobile Group Identity. The contents of Tmgi are coded as octet 3 and above of Temporary Mobile Group Identity (TMGI) IE as defined in 3GPP TS 24.008 [28] clause 10.5.6.13.

	TimeOfDay
	String with format partial-time or full-time as defined in clause  5.6 of IETF RFC 3339 [25]. Examples, 20:15:00, 20:15:00-08:00 (for 8 hours behind UTC).

	Uinteger
	Unsigned integer, i.e. only value 0 and values above 0 are permissible.

	Uncertainty
	Number indicating value of uncertainty with minimum value 0.

	Uri
	String providing an URI formatted according to IETF RFC 3986 [22]. 



Table C.1.4.3-3 lists simple data types and enumerations referenced by multiple CoAP resource representations defined in this specification or in other specifications.
Table C.1.4.3-3: Enumerations applicable to multiple CoAP resource representations
	Type name
	Reference
	Description

	ConfigType
	C.2.1.34.3.1
	Represents the type of configuration.




*** Next Change ***
[bookmark: _Toc123645475]C.2.1.5.2	CDDL document
;;; ProfileDoc
;;+ Represents user profile information associated with a VAL user ID or a VAL UE ID.

ProfileDoc = {
 ? profileDocId: text
 profileInformation: ProfileInfo
 valTgtUe: ValTargetUe
}

;;; ValTargetUe
;;+ Represents information identifying a VAL user ID or a VAL UE ID.

ValTargetUe = {
 (
 valUserId: text                 ; Unique identifier of a VAL user.
 //
 valUeId: text                   ; Unique identifier of a VAL UE.
 )
}

;;; ProfileInfo
;;+ User profile information.

ProfileInfo = {
 ? profileName: text             ; Name of the profile
 status: bool                    ; Indicates whether the user profile is enabled or disabled.
? profileConfigs: [+ ProfileConfig]
 ? isDefault: bool               ; Indicates whether the user profile is the default profile for VAL user or not.
}

;;; ProfileConfig
;;+ Profile configuration.

ProfileConfig = {
 configType: ConfigType
 configData: text                ; Actual user profile configuration data.
}

;;; ConfigType
;;+ Indicates the type of the configuration.

ConfigType = "COMMON" / "ON_NETWORK" / "OFF_NETWORK" / text ; text value provides forward-compatibility with future extensions to the enumeration but is not used to encode content defined in the present version of this API.



*** Next Change ***
[bookmark: _Toc123645492]C.3.1.3.1	General
Table C.3.1.3.1-1 specifies the data types defined specifically for the SU_UeConfig resource representation.
Table C.3.1.3.1-1: SU_UeConfig API specific data types
	Data type
	Section defined
	Description
	Applicability

	UeConfigDoc
	C.3.1.34.2.1
	UE configuration document.
	

	UeConfig
	C.3.1.34.2.2
	UE configuration including configuration data.
	

	ValUeIds
	C.3.1.34.2.3
	VAL UE identifiers.
	

	ImeiRange
	C.3.1.3.2.4
	Range of IMEIs.
	

	SnrRange
	C.3.1.3.2.5
	Range of UE serial numbers.
	

	SerialNumber
	C.3.1.3.3.1
	Serial number of a UE.
	

	TypeAllocationCode
	C.3.1.3.3.1
	Type allocation code.
	



Table C.3.1.3.1-2 specifies data types re-used by the SU_UeConfigSS_Events API service: 
Table C.3.1.3.1-2: Reused data types
	Data type
	Reference
	Comments
	Applicability

	ConfigType
	C.2.1.3.3.1
	Configuration type.
	

	Uri
	C.1.4.3
	Unified resource identifier.
	




*** Next Change ***
[bookmark: _Toc123645504]C.3.1.5.2	CDDL document
;;; UeConfigDoc
;;+ Represents UE configuration information associated with a VAL service.

UeConfigDoc = {
 ? UeConfigDocId: text
 ? configName: text             ; Name of the config
 valServiceDomain: text
 ? valServiceId: text
 ? valUeIds: ValUeIds
 ? ueConfigs: [+ UeConfig]
}

;;; UeConfig
;;+ UE configuration.

UeConfig = {
 configType: ConfigType
 configData: text                ; Actual UE configuration  data.
}

;;; ConfigType
;;+ Indicates the type of the UE configuration.

ConfigType = "COMMON" / "ON_NETWORK" / text ; text value provides forward-compatibility with future extensions to the enumeration but is not used to encode content defined in the present version of this API.

;;; ValUeIds
;;+ VAL UE identities for which the UE configuration is applicable.

ValUeIds = {
 ? uris: [+ Uri]
 ? imeiRanges: [+ ImeiRange]
}

;;; ImeiRange
;;+ Defines a range of IMEIs.

ImeiRange = {
 tac: TypeAllocationCode
 ? snrs: [+ SerialNumber]
 ? snrRange: SnrRange
}

;;; SnrRange
;;+ Defines a range of SerialNumbers.

SnrRange = {
 low: SerialNumber
 high: SerialNumber
}

;;; TypeAllocationCode
;;+ Type Allocation Code.

TypeAllocationCode = text .regexp "[0-9]{8}"

;;; SerialNumber
;;+ Serial Number.

SerialNumber = text .regexp "[0-9]{1,6}" ;

;;; Uri
;;+ URI

Uri = text          ; formatted according to RFC 3986

*** End of Changes ***

