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\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*Change 1\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

## 3.2 Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

SCEF Service Capability Exposure Function

SEAL Service Enabler Architecture Layer for Verticals

SLM-C SEAL Location Management Client

SLM-S SEAL Location Management Server

VAL Vertical Application Layer

\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*Change 2\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

#### 6.2.1.3 Authenticated identity in CoAP request

Upon receiving a CoAP request, the SLM-S shall authenticate the identity of the sender of the CoAP request as specified in 3GPP TS 24.547 [6], and if authentication is successful, the SLM-S shall use the identity of the sender of the CoAP request as an authenticated identity.

\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*Change 3\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

#### 6.2.2.5 SLM server CoAP procedure

\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*Change 4\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

#### 6.2.3.2 SLM server HTTP procedure

If the SLM-S needs to request the SLM-C to report its location, the SLM-S shall generate an HTTP POST request according to procedures specified in IETF RFC 7231 [16]. The SLM-S:

a) shall include a Request-URI set to the URI corresponding to the identity of the SLM-C;

b) shall include an Accept header field set to "application/vnd.3gpp.seal-location-info+xml";

c) shall include a Content-Type header field set to "application/vnd.3gpp.seal-location-info+xml";

d) shall include an application/vnd.3gpp.seal-location-info+xml MIME body and in the <location-info> root element:

1) shall include a <requested-identity> element with a <VAL-user-id> child element set to the identity of the VAL user whose location is requested;

2) shall include a <request> element; and

e) shall send the HTTP POST request as specified in IETF RFC 7231 [16].

NOTE: Push notification service can be used to send HTTP POST request to the client. Details about the push notification service are out of scope this specification.

\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*Change 5\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

#### 6.2.3.3 SLM client CoAP procedure

Upon receiving a CoAP GET request where the CoAP URI of the CoAP GET request identifies the location resource as specified in Annex B.4.1.2.2.3.1, and containing:

a) an Accept option set to "application/vnd.3gpp.seal-location-info+cbor",

the SLM-C shall generate a CoAP 2.05 (Content) response according to IETF RFC 7252 [21]. In the CoAP 2.05 (Content) response message, the SLM-C:

a) shall include a Content-Format option set to "application/vnd.3gpp.seal-location-info+cbor";

b) shall include a "LocationReport" object:

1) shall include a "locInfo" object containing the location information; and

c) shall send the CoAP 2.05 (Content) response towards the SLM-S.

\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*Change 6\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

#### 6.2.4.3 SLM client CoAP procedure

Upon receiving a request from a VAL user to obtain the location information of another VAL user, the SLM-C shall:

a) if trigger configuration is provided, send a CoAP FETCH request according to procedures specified in IETF RFC 8132 [24] to SLM-S to observe the location information of another VAL user; and

b) otherwise, send a CoAP GET request according to procedure specified in IETF RFC 7252 [21] to SLM-S to retrieve the location information of another VAL user.

In the CoAP FETCH request, the SLM-C shall:

a) set the CoAP URI identifying the location information to be observed according to the resource definition in Annex B.3.1.2.4.3.1;

1) the "apiRoot" is set to the SLM-S URI;

b) include an Accept option set to "application/vnd.3gpp.seal-location-info+cbor";

c) set an Observe option to 0 (Register);

d) set a Content-Format option set to "application/vnd.3gpp.seal-location-configuration+cbor";

e) include a "LocationReportConfiguration" object:

1) shall include a "valTgtUes" object set to the identity of the observed VAL users;

2) shall include a "locationType" attribute which is requested; and

3) shall include at least one of the following:

i) a "triggeringCriteria" object which provides the triggers for the SLM-C to request a location report as described in Annex X; and

ii) a "minimum-interval-length" attribute specifying the minimum time between consecutive reports. The value is given in seconds; and

f) shall send the request protected with the relevant ACE profile (OSCORE profile or DTLS profile) as described in 3GPP TS 24.547 [6].

In the CoAP GET request, the SLM-C shall:

a) set the CoAP URI identifying the location information to be fetched according to the resource definition in Annex B.3.1.2.4.3.2;

1) the "apiRoot" is set to the SLM-S URI; and

2) the "val-tgt-ue" query option is set to either the VAL user identity or VAL UE identity for which the location is requested;

b) include an Accept option set to "application/vnd.3gpp.seal-location-info+cbor"; and

c) send the request protected with the relevant ACE profile (OSCORE profile or DTLS profile) as described in 3GPP TS 24.547 [6].

Upon receiving a CoAP 2.05 (Content) response from the SLM-S containing:

a) a Content-Format option set to "application/vnd.3gpp.seal-location-info+cbor"; and

b) including one or more "LocationReport" objects,

the SLM-C:

a) shall store the content of the received "LocationReport" object(s).

\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*Change 7\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

#### 6.2.5.3 VAL Server procedure

The VAL Server (or authorized VAL user) may cancel the location reporting triggers configuration for the SLM-C by generating an HTTP POST request message according to procedures specified in IETF RFC 7231 [16]. The VAL server:

a) shall include a Request-URI set to the URI corresponding to the identity of the SLM-S;

b) shall include a Content-Type header field set to "application/vnd.3gpp.seal-location-info+xml";

c) shall include an application/vnd.3gpp.seal-location-info+xml MIME body and in the <location-info> root element:

1) shall include a <VAL-user-id> element set to the identity of the VAL user for location reporting event triggers configuration cancellation;

2) shall include a <configuration> element which shall not include any child element; and

d) shall send the HTTP POST request as specified in IETF RFC 7231 [16].

\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*Change 8\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

#### 6.2.7.2 SLM server HTTP or SIP procedure

In order to notify the subscriber about the location information report, the SLM-S:

a) shall generate an application/vnd.3gpp.seal-location-info+xml MIME body containing:

1) an <identity> element with a <VAL-user-id> child element set to the identity of the VAL user which subscribed to location of another VAL user or VAL UE; and

2) a <notification> element which shall include:

i) an <identities-list> element with one or more <VAL-user-id> child elements set to the identities of the VAL users whose location information needs to be notified;

ii) a <trigger-id> element set to the value of each <trigger-id> value of the triggers that have been met; and

iii) a <reports> element containing one or more <loc-info-report> elements. The <loc-info-report> shall include:

A) a <VAL-user-id> element set to the identity of the VAL user whose location information needs to be notified; and

B) the latest location information corresponding to the VAL user; and

b) if SLM-C supports SIP, shall send a SIP NOTIFY request according to 3GPP TS 24.229 [5] and IETF RFC 6665 [11] with the constructed application/vnd.3gpp.seal-location-info+xml MIME body;

c) if SLM-C does not support SIP, shall send an HTTP POST request message to the SLM-C according to procedures specified in IETF RFC 7231 [16] with the constructed application/vnd.3gpp.seal-location-info+xml MIME body and an Content-Type header field set to "application/vnd.3gpp.seal-location-info+xml".