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**1. Overall Description:**

CT1 would like to thank RAN5 for their LS on V2X PC5 link for unicast communication with null security algorithms.

CT1 has reviewed the content of the LS and relevant specifications and would like to indicate that according to CT1 specification the use of null security protection algorithm (i.e., in 5GS NEA0 and NIA0) are in fact security protection algorithms used for integrity protecting and ciphering of the PC5 messages. However, when applied they cannot provide any integrity protection or ciphering for the PC5 messages. Therefore if the null security protection algorithms, i.e. integrity protection and ciphering using null security protection, are activated as a result of successful security control mode procedure, the PC5 messages are transmitted unprotected.

CT1 has updated their specification TS 24.587 to clarify the use of null and non-null security protection algorithms in order to avoid any misunderstanding (see attached file).

**2. Actions:**

**To 3GPP RAN WG5 group.**

**ACTION:** CT1 kindly asks RAN5 to take the above information into account in their discussion about formal conformance testing of the null security algorithms for V2X.

**3. Date of Next CT1 Meetings:**

CT1#137e 18th - 26th August 2022 e-meeting

CT1#138e 10th - 14th October 2022 e-meeting