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\* \* \* First Change \* \* \* \*

#### 6.2.2.2 SNSCE client HTTP procedure

In order to request for the network slice adaptation, the SNSCE-C shall send an HTTP PUT request message according to procedures specified in IETF RFC 7231 [7]. In the HTTP PUT request message, the SNSCE-C:

NOTE: How the requested network slice is known by the SNSCE-C is out of scope of this release.

a) shall set the Request-URI to the URI identifying the SNSCE-S according to the pattern"{apiRoot}/su\_nsc/val-services/{valServiceId}/configurations/{configurationId}", where:

1) {valServiceId} set to the identity of "VAL service ID" of the VAL application; and

2) {configurationId}set to the identity of "slice adaptation" configuration,

b) shall set the "Host" header field to the URI identifying of SNSCE-S and the port information;

c) shall include an Authorization header field with the "Bearer" authentication scheme set to an access token of the "bearer" token type as specified in IETF RFC 6750 [8];

d) shall include the parameters for:

1) VAL UEs of the VAL UE List; and

2) requested S-NSSAI,

 as specified in table A.2-1 of annex A serialized into a JavaScript Object Notation (JSON) structure as specified in IETF RFC 8259 [9]; and

e) may include the parameters for:

1) requested DNN; and

2) configuration cause,

 as specified in table A.2-1 of annex A serialized into a JavaScript Object Notation (JSON) structure as specified in IETF RFC 8259 [9].

\* \* \* End of Changes \* \* \* \*