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	Reason for change:
	The spec contains the following statement, whenever it talks about the encoding of the MCC and MNC parameters:

The contents of the MCC and MNC digits are coded as octets 6 to 8 of the Temporary Mobile Group Identity IE in Figure 10.5.154/3GPP TS 24.008.

It was discussed within the handling of C1-222032 in CT1#134-e, that this statement can be wrongly understood as if it indicates that the contents (i.e. the values) of the MCC and MNC are the same as the contents of the MCC and MNC that are inside the Temporary mobile group identity (TMGI), specially that the IE modified in C1-222032 is related to MBS and already contains a TMGI parameter. 
But this is not the intention of this statement, i.e. the intention of the statement is just to indicate that the "way of encoding MCC/MNC" is the same, not the content. i.e. the MCC/MNC look like the following:

	
MCC digit 2
	
MCC digit 1

	
MNC digit 3
	
MCC digit 3

	
MNC digit 2
	
MNC digit 1



Hence it is better to rephrase that statement to remove any confusion and to avoid any misinterpretation.


	
	

	Summary of change:
	Rephrasing the following statement, wherever it is mentioned:

The contents of the MCC and MNC digits are coded as octets 6 to 8 of the Temporary Mobile Group Identity IE in Figure 10.5.154/3GPP TS 24.008.
by removing the word "contents" from it.
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***** First change *****
[bookmark: _Toc98350449]10.5.1.4	Mobile Identity
The purpose of the Mobile Identity information element is to provide either the international mobile subscriber identity, IMSI, the temporary mobile subscriber identity, TMSI/P-TMSI/M-TMSI, the international mobile equipment identity, IMEI, the international mobile equipment identity together with the software version number, IMEISV, or the temporary mobile group identity (TMGI), associated with the optional MBMS Session Identity.
The IMSI shall not exceed 15 digits, the TMSI/P-TMSI/M-TMSI is 4 octets long, and the IMEI is composed of 15 digits, the IMEISV is 16 digits (see 3GPP TS 23.003 [10]). The TMGI is at maximum 6 octets long and is defined in subclause 10.5.6.13. The MBMS Session Identity, if included, is 1 octet long (see 3GPP TS 48.018 [86]).
For packet paging the network shall select the mobile identity type with the following priority:
1-	P-TMSI: The P-TMSI shall be used if it is available.
2-	IMSI: The IMSI shall be used in cases where no P-TMSI is available.
For MBMS (pre-)notification (see 3GPP TS 44.018 [84] and 3GPP TS 44.060 [76]) the network shall select the mobile identity type "TMGI and optional MBMS Session Identity".
NOTE 1:	The type of identity "TMGI and optional MBMS Session Identity" is only used by the MBMS (pre‑)notification procedure in of A/Gb mode.
For all other transactions with the following exceptions:
-	emergency call establishment, emergency call re-establishment, mobile terminated call establishment, the identification procedure, the GMM identification procedure, the GMM authentication, GPRS attach, routing area updating, and ciphering procedure and the ciphering mode setting procedure; and
-	location updating when the MS is configured for "AttachWithIMSI" as specified in 3GPP TS 24.368 [135] or 3GPP TS 31.102 [112] and the selected PLMN is neither the registered PLMN nor in the list of equivalent PLMNs;
the mobile station and the network shall select the mobile identity type with the following priority:
1-	TMSI: The TMSI shall be used if it is available.
2-	IMSI: The IMSI shall be used in cases where no TMSI is available.
For mobile terminated call establishment the mobile station shall select the same mobile identity type as received from the network in the PAGING REQUEST message. In case of enhanced DTM CS establishment (see 3GPP TS 44.018 [84]) the mobile station shall select the mobile identity type with the following priority in the PAGING RESPONSE message:
1-	TMSI: The TMSI shall be used if it is available.
2-	IMSI: The IMSI shall be used in cases where no TMSI is available.
For the PAGING RESPONSE message sent as a response to a paging for CS fallback, the MS shall:
-	select the TMSI as mobile identity type if the network has, in E-UTRAN, 
-	paged the MS for CS fallback using the S-TMSI; or
-	indicated TMSI in the CS SERVICE NOTIFICATION message (see 3GPP TS 24.301 [120]);
-	select the IMSI as mobile identity type if the network has, in E-UTRAN,
-	paged the MS for CS fallback using the IMSI; or
-	indicated IMSI in the CS SERVICE NOTIFICATION message (see 3GPP TS 24.301 [120]).
For emergency call establishment and re-establishment the mobile station shall select the mobile identity type with the following priority:
1-	TMSI: The TMSI shall be used if it is available and if the location update status is UPDATED, and the stored LAI is equal to the one received on the BCCH from the current serving cell.
2-	IMSI: The IMSI shall be used in cases where no TMSI is available or TMSI is available but either the update status is different from UPDATED, or the stored LAI is different from the one received on the BCCH from the current serving cell.
3-	IMEI: The IMEI shall be used in cases where no SIM/USIM is available or the SIM/USIM is considered as not valid by the mobile station or no IMSI or TMSI is available.
In the identification procedure and in the GMM identification procedure the mobile station shall select the mobile identity type which was requested by the network, if available. If the requested identity is not available, then the mobile station shall indicate the identity type "No Identity".
In the ciphering mode setting procedure and in the GMM authentication and ciphering procedure the mobile shall select the IMEISV.
The Mobile Identity information element is coded as shown in figure 10.5.4/3GPP TS 24.008 and table 10.5.4/3GPP TS 24.008.
The Mobile Identity is a type 4 information element with a minimum length of 3 octet and 11 octets length maximal. Further restriction on the length may be applied, e.g. number plans.
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Figure 10.5.4/3GPP TS 24.008 Mobile Identity information element
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Figure 10.5.4a/3GPP TS 24.008: Mobile Identity information element for type of identity "TMGI and optional MBMS Session Identity"

Table 10.5.4/3GPP TS 24.008: Mobile Identity information element
	Type of identity (octet 3)
Bits

	3
	2
	1
	

	0
	0
	1
	IMSI

	0
	1
	0
	IMEI

	0
	1
	1
	IMEISV

	1
	0
	0
	TMSI/P-TMSI/M-TMSI

	1
	0
	1
	TMGI and optional MBMS Session Identity

	0
	0
	0
	No Identity (note 1)

	
All other values are reserved.

	

	Odd/even indication (octet 3)
Bit

	4
	
	
	

	0
	
	
	even number of identity digits and also when the TMSI/P-TMSI or TMGI and optional MBMS Session Identity is used

	1
	
	
	odd number of identity digits

	

	Identity digits (octet 3 etc)

For the IMSI, IMEI and IMEISV this field is coded using BCD coding. If the number of identity digits is even then bits 5 to 8 of the last octet shall be filled with an end mark coded as "1111".

For Type of identity "No Identity", the Identity digit bits shall be encoded with all 0s and the Length of mobile identity contents parameter shall be set to one of the following values:
-	"1" if the identification procedure is used (see subclause 9.2.11);
-	"3" if the GMM identification procedure is used (see subclause 9.4.13)
-	"3" if the EMM identification procedure is used (see 3GPP TS 24.301 [120])

If the mobile identity is the TMSI/P-TMSI/M-TMSI then bits 5 to 8 of octet 3 are coded as "1111" and bit 8 of octet4 is the most significant bit and bit 1 of the last octet the least significant bit. The coding of the TMSI/P-TMSI is left open for each administration.

For type of identity "TMGI and optional MBMS Session Identity" the coding of octet 3 etc is as follows:

	

	MCC/MNC indication (octet 3)
Bit

	5
	
	
	

	0
	
	
	MCC/MNC is not present

	1
	
	
	MCC/MNC is present

	

	MBMS Session Identity indication (octet 3)
Bit

	6
	
	
	

	0
	
	
	MBMS Session Identity is not present

	1
	
	
	MBMS Session Identity is present

	MBMS Service ID (octet 4, 5 and 6)

The contents of the MBMS Service ID field are coded as octets 3 to 5 of the Temporary Mobile Group Identity IE in Figure 10.5.154/3GPP TS 24.008. Therefore, bit 8 of octet 4 is the most significant bit and bit 1 of octet 6 the least significant bit. The coding of the MBMS Service ID is the responsibility of each administration. Coding using full hexadecimal representation may be used. The MBMS Service ID consists of 3 octets.

	

	MCC, Mobile country code (octet 6a, octet 6b bits 1 to 4)

The MCC field is coded as in ITU-T Rec. E.212 [46], Annex A.

	

	MNC, Mobile network code (octet 6b bits 5 to 8, octet 6c)

The coding of this field is the responsibility of each administration but BCD coding shall be used. The MNC shall consist of 2 or 3 digits. If a network operator decides to use only two digits in the MNC, bits 5 to 8 of octet 6b shall be coded as "1111".

The contents of the MCC and MNC digits are coded as octets 6 to 8 of the Temporary Mobile Group Identity IE in Figure 10.5.154/3GPP TS 24.008.

	

	MBMS Session Identity (octet 7)

The MBMS Session Identity field is encoded as the value part of the MBMS Session Identity IE as specified in 3GPP TS 48.018 [86].

	

	NOTE 1:	This can be used in the case when a fill paging message without any valid identity has to be sent on the paging subchannel and when the requested identity is not available at the mobile station during the identity request procedure.



***** End of changes *****

