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	Reason for change:
	The spec indicates the following requirement in clause 6.1.2.7.4:

After receiving the DIRECT LINK SECURITY MODE COMPLETE message, the initiating UE shall delete the old security context it has for the target UE.

But the PC5 unicast link security mode control procedure can be triggered within either a PC5 unicast link establishment procedure OR a PC5 unicast link re-keying procedure.

If PC5 unicast link security mode control procedure is triggered within a PC5 unicast link establishment procedure, then it is used to establish a new security context for that new V2X PC5 direct link, where there is no old security context to be deleted.

Hence the above statement in YELLOW needs to be adapted to reflect that there may not be always an old security context to be deleted.

	
	

	Summary of change:
	Specifying that, the old security context shall be deleted only if there is any, i.e., it is not always mandatory to have an old security context.

	
	

	Consequences if not approved:
	Wrong requirement stays in the spec, that there must be always an old security context to delete.
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***** First change *****
[bookmark: _Toc75734769][bookmark: _Toc99178903]6.1.2.7.4	PC5 unicast link security mode control procedure completion by the initiating UE
Upon receiving a DIRECT LINK SECURITY MODE COMPLETE message, the initiating UE shall stop timer T5007. If the selected integrity protection algorithm is not the null integrity protection algorithm, the UE checks the integrity of the DIRECT LINK SECURITY MODE COMPLETE message. If the integrity check passes, the initiating UE shall then continue the procedure which triggered the PC5 unicast link security mode control procedure. If the selected integrity protection algorithm is the null integrity protection algorithm, the UE continues the procedure without checking the integrity protection.
After receiving the DIRECT LINK SECURITY MODE COMPLETE message, the initiating UE shall delete the old security context it has for the target UE, if any.
***** End of changes *****

