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[bookmark: _Hlk61529092]* * * First Change * * * *
[bookmark: _Toc97295814]5.2.5	Configuration parameters for 5G ProSe UE-to-network relay 
The configuration parameters for the role of a ProSe UE-to-network relay UE over PC5 reference point consist of:
a)	a validity timer for the validity of the configuration parameter for 5G ProSe UE-to-network relay over PC5 interface;
b)	a list of PLMNs in which the UE is authorised to relay traffic for 5G ProSe layer-3 remote UEs when the UE is served by NG-RAN, and in each PLMN;
c)	a list of PLMNs in which the UE is authorised to relay traffic for 5G ProSe layer-2 remote UEs when the UE is served by NG-RAN, and in each PLMN;
d)	the default destination layer-2 ID(s) for sending the discovery signalling for announcement and additional information, and for receiving the discovery signalling for solicitation;
NOTE 1:	Which default destination layer-2 ID is selected is up to UE implementation when there are more than one default destination layer-2 ID. 
e)	a User info ID for the UE-to-network relay discovery;
f)	one or more relay service code(s) for the UE-to-network relay discovery, and for each relay service code:
1)	security related content for 5G ProSe relay discovery;
2)	an indication of whether the relay service code is offering 5G ProSe layer-2 or layer-3 UE-to-network relay service; and
3)	for 5G ProSe layer-3 UE-to-network relay UE, a set of PDU session parameters: 
i)	PDU Session type;
ii)	optionally, DNN;
iii)	optionally, SSC Mode;
iv)	optionally, S-NSSAI; and
v)	optionally, access type preference;
4)	for 5G ProSe layer-3 UE-to-network relay UE, security policies for UE-to-network relay direct communication:
i)	the signalling integrity protection policy;
ii)	the signalling ciphering policy;
iii)	the user plane integrity protection policy; and
iv)	the user plane ciphering policy;
g)	for 5G ProSe layer-3 UE-to-network relay UE, QoS mapping rules including: 
1)	a mapping between a 5QI value and a 5G ProSe PQI value over PC5 for traffic relayed over the PC5 interface;
2)	a PDB adjustment factor of the standardized PDB identified by the PQI; and
3)	optionally, the relay service code(s) associated with the QoS mapping rule;
h)	the radio parameters of the 5G ProSe UE-to-network relay discovery applicable per geographical area with an indication of whether these radio parameters are "operator managed" or "non-operator managed" when the UE is not served by NG-RAN;
i)	for 5G ProSe layer-3 UE-to-network relay UE, for Ethernet and Unstructured traffic using IP type PDU session, a list of ProSe identifier(s) to ProSe application server address mapping rule. Each mapping rule contains one or more ProSe identifier(s) and IP address/FQDN and transport layer port number; and
j)	the radio parameters of the 5G ProSe direct communication applicable per geographical area with an indication of whether these radio parameters are "operator managed" or "non-operator managed" when the UE is not served by NG-RAN; and
k)	optionally, the ProSe key management function (PKMF) address; and
l)	optionally, an indication that the control plane security solution is configured for the ProSe configuration information.
NOTE 1A:	If the indication that the control plane security solution is configured is not present, the UE performs the user plane security solution.
The configuration parameters for the role of a 5G ProSe remote UE consist of:
a)	a validity timer for the validity of the configuration parameters for 5G ProSe remote UE;
b)	an indication whether the UE is authorized to use a 5G ProSe layer-3 UE-to-network relay UE;
c)	a list of PLMNs in which the UE is authorized to use a 5G ProSe layer-2 UE-to-network relay UE;
d)	default destination layer-2 ID(s) for sending the discovery signalling for solicitation, and for receiving the discovery signalling for announcement and additional information;
NOTE 2:	Which default destination layer-2 ID is selected is up to UE implementation when there are more than one default destination layer-2 ID.
e)	a User info ID for the UE-to-network relay discovery;
f)	one or more relay service code(s) for the UE-to-network relay discovery, and for each relay service code:
1)	security related content for 5G ProSe relay discovery;
2)	an indication of whether the relay service code is offering 5G ProSe layer-2 or layer-3 UE-to-network relay service; and
3)	for 5G ProSe remote UE using 5G ProSe layer-3 UE-to-network relays, one of the following:
i)	a set of PDU session parameters for the relayed traffic without using N3IWF access: 
A)	PDU Session type;
B)	optionally, DNN;
C)	optionally, SSC Mode;
D)	optionally, S-NSSAI; and
E)	optionally, access type preference; or
ii)	an indication of using N3IWF access for the relayed traffic; 
4)	for 5G ProSe remote UE using 5G ProSe layer-3 UE-to-network relays, security policies for UE-to-network relay direct communication:
i)	the signalling integrity protection policy;
ii)	the signalling ciphering policy;
iii)	the user plane integrity protection policy; and
iv)	the user plane ciphering policy;
g)	the radio parameters of the 5G ProSe Relay Discovery applicable per geographical area with an indication of whether these radio parameters are "operator managed" or "non-operator managed" when the UE is not served by NG-RAN;
h)	the radio parameters of the 5G ProSe direct communication applicable per geographical area with an indication of whether these radio parameters are "operator managed" or "non-operator managed" when the UE is not served by NG-RAN;
NOTE 3:	Whether a frequency band is "operator managed" or "non-operator managed" in a given Geographical Area is defined by local regulations.
i)	the N3IWF selection information for 5G ProSe layer-3 remote UE:
1)	N3IWF identifier configuration (either FQDN or IP address); and
2)	5G ProSe layer-3 UE-to-network relays, access node selection information consists of a prioritized list of PLMNs for N3IWF selection and an indication that the selection of an N3IWF in a PLMN should be based on Tracking Area Identity FQDN or on Operator Identifier FQDN; and
j)	optionally, the PKMF address; and
k)	optionally, an indication that the control plane security solution is configured for the ProSe configuration information.
NOTE 3A:	If the indication that the control plane security solution is configured is not present, the UE performs the user plane security solution.
* * * Next Change * * * *
[bookmark: _Toc68196218][bookmark: _Toc59208890][bookmark: _Toc97295990]7.2.2.5	5G ProSe direct link establishment procedure not accepted by the target UE
If the PROSE DIRECT LINK ESTABLISHMENT REQUEST message cannot be accepted, the target UE shall send a PROSE DIRECT LINK ESTABLISHMENT REJECT message. The PROSE DIRECT LINK ESTABLISHMENT REJECT message contains a PC5 signalling protocol cause IE set to one of the following cause values:
#1	direct communication to the target UE not allowed;
#3	conflict of layer-2 ID for unicast communication is detected;
#5	lack of resources for 5G ProSe direct link;
#13	congestion situation; 
#xx	security configuration mismatch; or
#111	protocol error, unspecified.
If the target UE is not allowed to accept the PROSE DIRECT LINK ESTABLISHMENT REQUEST message, e.g., based on operator policy or configuration parameters for ProSe direct communication over PC5 as specified in clause 5.2, or the target UE is acting as a layer-3 relay UE, is in non-allowed area of its serving PLMN, and the corresponding relay service code is not associated with an emergency services or high priority access as defined in clause 5.3.5 of 3GPP TS 24.501 [11], the target UE shall send a PROSE DIRECT LINK ESTABLISHMENT REJECT message containing PC5 signalling protocol cause value #1 "direct communication to the target UE not allowed".
For a received PROSE DIRECT LINK ESTABLISHMENT REQUEST message from a layer-2 ID (for unicast communication), if the target UE already has an existing link established to a UE using this layer-2 ID or is currently processing a PROSE DIRECT LINK ESTABLISHMENT REQUEST message from the same layer-2 ID, and with one of following parameters different from the existing link or the link for which the link establishment is in progress:
a)	the source user info;
b)	type of data (e.g., IP or non-IP); or
c)	security policy,
the target UE shall send a PROSE DIRECT LINK ESTABLISHMENT REJECT message containing PC5 signalling protocol cause value #3 "conflict of layer-2 ID for unicast communication is detected".
NOTE 1:	The type of data (e.g., IP or non-IP) is indicated by the optional IP address configuration IE included in the corresponding DIRECT LINK SECURITY MODE COMPLETE message, i.e., the type of data for the requested link is IP type if this IE is included, and the type of data for the requested link is non-IP if this IE is not included.
If the 5G ProSe direct link establishment fails due to the implementation-specific maximum number of established 5G ProSe direct links has been reached, or other temporary lower layer problems causing resource constraints, the target UE shall send a PROSE DIRECT LINK ESTABLISHMENT REJECT message containing PC5 signalling protocol cause value #5 "lack of resources for 5G ProSe direct link".
If the 5G ProSe direct link establishment request is for relaying and:
a)	the NAS level mobility management congestion control as specified in clause 5.3.9 of TS 24.501 [11] is activated at the target UE; or
b)	the target UE is under congestion;
the target UE shall send a PROSE DIRECT LINK ESTABLISHMENT REJECT message containing PC5 signalling protocol cause value #13 "congestion situation". The target UE may provide a back-off timer value to the initiating UE in the PROSE DIRECT LINK ESTABLISHMENT REJECT message. The target UE shall not accept any 5G ProSe direct link establishment request for relaying if the back-off timer for NAS level mobility management congestion control is running.
NOTE 2:	How the target UE determines that it is under congestion is implementation specific (e.g., any relaying related operational overhead, etc).
NOTE 3:	In case the target UE is under the NAS level mobility management congestion control, it is an implementation option that the provided back-off timer value to the initiating UE is set to the remaining time of the mobility management back-off timer T3346 or with an additional offset value.
If the target UE is configured to perform the control plane security solution and the PRUK ID or the KNRP freshness parameter 1 is included in the PROSE DIRECT LINK ESTABLISHMENT REQUEST message, or if the target UE is configured to perform the user plane security solution and the PRUK ID or the KNRP freshness parameter 1 is not included in the PROSE DIRECT LINK ESTABLISHMENT REQUEST message, the target UE shall send a PROSE DIRECT LINK ESTABLISHMENT REJECT message containing PC5 signalling protocol cause value #xx "security configuration mismatch".
If the 5G ProSe direct link establishment fails due to other reasons, the target UE shall send a PROSE DIRECT LINK ESTABLISHMENT REJECT message containing PC5 signalling protocol cause value #111 "protocol error, unspecified". 
After sending the PROSE DIRECT LINK ESTABLISHMENT REJECT message, the target UE shall provide the following information along with the initiating UE's layer-2 ID for unicast communication and the target UE's layer-2 ID for unicast communication to the lower layer:
a)	an indication of deactivation of the PC5 unicast security protection and deletion of security context for the 5G ProSe direct link, if applicable.
Upon receipt of the PROSE DIRECT LINK ESTABLISHMENT REJECT message, the initiating UE shall stop timer T5080 and abort the 5G ProSe direct link establishment procedure. If the PC5 signalling protocol cause value in the PROSE DIRECT LINK ESTABLISHMENT REJECT message is #1 "direct communication to the target UE not allowed" or #5 "lack of resources for 5G ProSe direct link", then the initiating UE shall not attempt to start the 5G ProSe direct link establishment procedure with the same target UE at least for a time period T. If the PC5 signalling protocol cause value in the PROSE DIRECT LINK ESTABLISHMENT REJECT message is #13 "congestion situation" and a back-off timer value is provided in the PROSE DIRECT LINK ESTABLISHMENT REJECT message, the initiating UE shall start timer T5088 associated with the layer-2 ID of the target UE and set its value to the provided timer value. If the initiating UE is the remote UE and the PC5 signalling protocol cause value in the PROSE DIRECT LINK ESTABLISHMENT REJECT message is #xx "security configuration mismatch", then the initiating UE shall not attempt to start the 5G ProSe direct link establishment procedure with the same target UE and performs the UE-to-network relay reselection procedure as specified in subclause 8.2.3.
NOTE 4:	The length of time period T is UE implementation specific and can be different for the case when the UE receives PC5 signalling protocol cause value #1 "direct communication to the target UE not allowed" or when the UE receives PC5 signalling protocol cause value #5 "lack of resources for 5G ProSe direct link".
After receiving the PROSE DIRECT LINK ESTABLISHMENT REJECT message, the initiating UE shall provide the following information along with the initiating UE's layer-2 ID for unicast communication and the target UE's layer-2 ID for unicast communication to the lower layer:
a)	an indication of deactivation of the PC5 unicast security protection and deletion of security context for the 5G ProSe direct link, if applicable.
* * * Next Change * * * *
[bookmark: _Toc68190857][bookmark: _Toc59198706][bookmark: _Toc525231306][bookmark: _Toc97296118]8.2.3.2	UE-to-network relay reselection procedure initiation
The remote UE shall trigger the UE-to-network relay reselection procedure if one of the following conditions is met:
a)	the UE has received a lower layers indication that the serving 5G ProSe UE-to-network relay UE no longer fulfills the lower layers criteria as specified in 3GPP TS 38.331 [13];
b)	the parameters related to 5G ProSe UE-to-network relay in the configuration parameters for 5G ProSe UE-to-network relay as specified in clause 5.2.5 (e.g., relay service code, User info ID, etc.) have been updated and the serving 5G ProSe UE-to-network relay UE no longer fulfills the conditions specified in clause 8.2.1.2.2;
c)	the UE has received a PROSE DIRECT LINK ESTABLISHMENT REJECT message from the 5G ProSe UE-to-network relay UE with the PC5 signalling protocol cause value #1 "direct communication to the target UE not allowed";
d)	the UE has received a PROSE DIRECT LINK RELEASE REQUEST message from the 5G ProSe UE-to-network relay UE with the PC5 signalling protocol cause value #1 "direct communication to the target UE not allowed";
e)	the UE has received a PROSE DIRECT LINK RELEASE REQUEST message from the 5G ProSe UE-to-network relay UE with the PC5 signalling protocol cause value #4 "direct connection is not available anymore";
f)	the UE has not received any response from the 5G ProSe UE-to-network relay UE after M consecutive retransmissions of PROSE DIRECT LINK ESTABLISHMENT REQUEST or PROSE DIRECT LINK KEEPALIVE REQUEST messages; 
g)	the UE has not received any response from the 5G ProSe UE-to-network relay UE after M consecutive retransmissions of PROSE PC5 DISCOVERY message for UE-to-network relay discovery solicitation used to trigger the PROSE PC5 DISCOVERY message signal strength measurement between the UE and the 5G ProSe UE-to-network relay UE with which the UE has a link established;
h)	the UE has received a PROSE DIRECT LINK ESTABLISHMENT REJECT message from the ProSe UE-to-network relay UE with the cause value #13 "congestion situation"; or
i)	the UE has received a PROSE DIRECT LINK RELEASE REQUEST message from the ProSe UE-to-network relay UE with the cause value #13 "congestion situation"; or
j)	the UE has received a PROSE DIRECT LINK ESTABLISHMENT REJECT message from the ProSe UE-to-network relay UE with the cause value #xx "security configuration mismatch".
NOTE:	The value of M is implementation specific and is less than or equal to the maximum number of retransmissions allowed for PC5 Signalling protocol.
In cases c), d), h), i) and ji), the remote UE shall exclude the 5G ProSe UE-to-network relay UE which sent the message specified in cases c), d), h), i) or ji) from the UE-to-network relay reselection process described below (at least for the indicated back-off time period if provided from the ProSe UE-to-network relay UE in cases h) and i)).
To conduct UE-to-network relay reselection process, the UE shall first initiate one of the following procedures or both depending on UE's configuration parameters for 5G ProSe UE-to-network relay as specified in clause 5.2.5: 
a)	monitoring procedure for UE-to-network relay discovery as specified in clause 8.2.1.2.2; or
b)	discoverer procedure for UE-to-network relay discovery as specified in clause 8.2.1.3.1.
After the execution of the above discovery procedure(s), the remote UE performs the UE-to-network relay selection procedure as specified in clause 8.2.2.
* * * End of Changes * * * *
