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*******

* * * First Change * * * *

6.2.4.3.1	SNRM cClient HTTP procedure
In order to provision the network assisted QoS management for UE commuinications, the SNRM-C shall send an HTTP POST request message according to procedures specified in IETF RFC 7231 [15]. In the HTTP POST request message, the SNRM-C:
a)	shall set the Request-URI to the URI identifying the SNRM-CS;
b)	shall include an Accept header field set to "application/vnd.3gpp.seal-network-QoS-managment-info+xml";
c)	shall include a Content-Type header field set to "application/vnd.3gpp.seal-network-QoS-managment-info +xml";
d)	shall include an application/vnd.3gpp.seal-network-QoS-managment-info+xml MIME body and with the <network-QoS-management-info> root element including the <QoS-management-provision-request> element which:
1)	shall include a <VAL-ue-id> element set to the identity of the SNRM-C acting as the VAL UE and performing the request; and
2)	may include <QoS-downgrade-report> element set to the report indicating a QoS downgrade of the end-to-end QoS parameters (latency, throughput, reliability and jitter) which may be reported based on QoS configuration parameter from the end-to-end QoS management response.
[bookmark: _Toc92301149]
* * * Next Change * * * *

6.2.4.3.2	SNRM server HTTP procedure
Upon receipt an HTTP POST request from the SNRM-C for provisioning the network assisted QoS management for UE communications, the SNRM-S shall determine the identity of the sender as specified in clause 6.2.1.1 to confirm whether the sender is authorized or not. If:
a)	the sender is not an authorized user, the SNRM-S shall respond with an HTTP 403 (Forbidden) response message and avoid the rest of steps; or
b)	the sender is an authorized user, the SNRM-S:
[bookmark: _Hlk84925996]1)	shall provision the network assisted QoS management for SNRM-C acting as the VAL UE and is identified by the value of the <VAL-ue-id> element by using the value for <QoS-downgrade-report> element from the HTTP POST request message; and
2)	shall send an HTTP 200 (OK) response message according to procedures specified in IETF RFC 7231 [15], where the HTTP 200 (OK) response message:
i)	shall set the Request-URI to the URI identifying the SNRM-S;
ii)	shall include a Content-Type header field set to "application/vnd.3gpp.seal-network-QoS-managment-info +xml"; and
iii)	shall include an application/vnd.3gpp.seal-network-QoS-managment-info+xml MIME body with the <network-QoS-management-info> root element including the <QoS-management-provision-response> element which:
A)	shall include a <server- id> element set to the identity of the VAL server; and
B)	shall include a <requested-QoS-parameters> element set to change request for the end-to-end QoS management, imposed by the VAL server on one or more VAL UEs, engaged in a network-assisted communication.
[bookmark: _Toc92301150]
* * * Next Change * * * *

6.2.4.3.X	SNRM client CoAP procedure
In order to provision the network assisted QoS management for UE communications, the SNRM-C shall send a CoAP PUT request to the SNRM-S to update the reported QoS of the QoS session participant. In the CoAP PUT request, the SNRM-C:
a)	shall set the CoAP URI to the "resUri" of the QoS session participant corresponding to the VAL UE, so that the CoAP URI of the request identifies the Individual Session Participant resource to be updated according to the resource definition in clause X.2.1.2.4.3.2:
1)	the "apiRoot" is set to the SNRM-S URI;
2)	the "qosSessionId” is set to point to the QoS session; and
3)	the "participantId” is set to the VAL UE ID;
b)	shall include Content-Format option set to "application/vnd.3gpp.seal-qos-session-participant-info+cbor";
c)	shall include "SessionParticipant" object which:
1)	shall include "state" object with the "active" attribute set to "true"; and
2)	shall include "reportedQoS" attribute with the experienced or expected QoS; and
d)	shall send the request protected with the relevant ACE profile (OSCORE profile or DTLS profile) as described in 3GPP TS 24.547 [5].

* * * Next Change * * * *

6.2.4.3.Y	SNRM server CoAP procedure
Upon reception of a CoAP PUT request where the CoAP URI of the request identifies Individual QoS Session Participant resource as described in clause X.2.1.2.4.3.2, the SNRM-S:
a)	shall determine the identity of the sender of the received CoAP PUT request as specified in clause 6.2.1.X, and:
1)	if the identity of the sender of the received CoAP PUT request is not authorized to update requested QoS session participant resource, shall respond with a CoAP 4.03 (Forbidden) response to the CoAP PUT request and skip rest of the steps;
b)	shall support handling an CoAP PUT request from a SNRM-C according to procedures specified in IETF RFC 7252  [12]; and
c)	shall update the individual QoS session paritcipant resource pointed at by the CoAP URI with the content of "SessionParticipant" object received in the request and return a CoAP 2.04 (Changed) response; and
d)	if reported QoS is included in "reportedQoS" attribute, shall determine any needed actions to fulfill the end-to-end QoS for the QoS session.

* * * End of Changes * * * *
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