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\* \* \* First Change \* \* \* \*

#### 6.2.1.2 Authenticated identity in CoAP request

Upon receiving an CoAP POST request from SNSCE-C, the SNSCE-S shall authenticate the identity of the sender of the CoAP POST request is authorized as specified in 3GPP TS 24.547 [4], and if authentication is successful, the SNSCE-S shall use the identities of one or more VAL UEs of the CoAP POST request as authenticated identities.

Upon receiving an CoAP request, the SNSCE-S shall authenticate the identity of the sender of the CoAP request as specified in 3GPP TS 24.547 [5], and if authentication is successful, the SNSCE-S shall use the identity of the sender of the CoAP request as an authenticated identity.

\* \* \* Next Change \* \* \* \*

<Proposed change in revision marks>

\* \* \* Next Change \* \* \* \*

<Proposed change in revision marks>

\* \* \* End of Changes \* \* \* \*