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1. Introduction

This paper provides evaluation of solutions proposed for UE's UPU capabilities.
2. Discussion
2.1 Summary
The high level principle of alternative solutions can be summarized in below Table 1.

Table 1. Summary of solutions
	Alternative solutions
	Summary

	Alternative-1: in the UPU transparent container carrying the UPU acknowledgement (see C1-221107)
	1) When the network needs to provide a UPU parameter which is not specified in Rel-15 (HPLMN) or in Rel-16 (subscribed SNPN), and the network does not have UE's UPU capabilities yet:

a) The network initiates an UPU procedure to pull UE's UPU capabilities from the UE.

b) As per network requested, the UE reports UE's UPU capabilities in the UPU acknowledgement during the UPU procedure. The network stores the UE's UPU capabilities.
2) If the UPU parameter is supported by the UE, the network initiates a new UPU procedure to provide the UE supported UPU parameters to the UE.

	Alternative-2: in the registration request message during the registration procedure (see C1-221631)
	1) During the initial registration or the first mobility registration update after the inter-system change from S1 mode to N1 mode in HPLMN/EHPLMN, the UE reports UE's UPU capabilities to the network. The network stores the UE's UPU capabilities.
2) When the network needs to provide a UPU parameter which is not specified in Rel-15 (HPLMN) or in Rel-16 (subscribed SNPN) and the UPU parameter is supported by the UE, the network initiates an UPU procedure to provide the UE supported UPU parameters to the UE.

	Alternative-2a: in the SOR transparent container carrying the CP-SOR acknowledgement (see C1-216840)
	1) When the network needs or can in future need to provide a UPU parameter which is not specified in Rel-15 (HPLMN) or in Rel-16 (subscribed SNPN):

a) The network initiates the CP-SOR procedure to pull UE's UPU capabilities from the UE.

b) As per network requested, the UE reports UE's UPU capabilities in the CP-SOR acknowledgement during the CP-SOR procedure. The network stores the UE's UPU capabilities.

2) If the UPU parameter is supported by the UE, the network initiates an UPU procedure to provide the UE supported UPU parameters to the UE.

	Alternative-3: in the registration request message during the registration procedure (see C1-220044)
	1) During the initial registration, the UE reports UE's UPU capabilities to the network. The network stores the UE's UPU capabilities. UE-HPLMN integrity protection is not expected.
2) When the network needs to provide a UPU parameter which is not specified in Rel-15 (HPLMN) or in Rel-16 (subscribed SNPN) and the UPU parameter is supported by the UE, the network initiates an UPU procedure to provide the UE supported UPU parameters to the UE.

	Alternative-4: rely on the existing MINT bit in 5GMM capability IE
	1) The AMF supporting MINT indicates UE's support for MINT to UDM.

2) If the UDM receives from the AMF an indication of UE's support for MINT, the UDM knows that the UE supports "Disaster roaming information updating data" UPU parameter


2.2 Evaluation of three alternative solutions
The evaluation on alternative solutions from NAS protocol perspective can be shown in below Table 2.

Table 2. Evaluation of three alternative solutions
	Alternative solutions
	Pros.
	Cons.

	Alternative-1: in the UPU transparent container carrying the UPU acknowledgement (see C1-221107)
	· UE's UPU capabilities is only provided when the network needs to provide UPU parameters to the UE.
· Enables detection of UE's support for "Disaster roaming information updating data" UPU parameter, even if the VPLMN does not support MINT
	· Two UPU procedures are initiated for providing the UPU parameters to the UE, if the network does not yet store the UE's UPU capabilities. Only one UPU procedures is initiated for providing UPU parameters to the UE, if the network already stores UE's UPU capabilities.

· Paging procedure needs to be firstly initiated when pulling UE's UPU capabilities if the UE in the idle mode. Given that UPU is used only rarely, this is not a problem.
NOTE: The legacy UE behaviour is NOT impacted. TS 24.501 Rel-15 and Rel-16 does not require a UE parameters update transparent container to be non-empty so UE needs to handle empty UE parameters update transparent container according to TS 24.501 Rel-15 and Rel-16. Note that such UE does not send UPU acknowledgement. It has been claimed that a UE implementation can consider an empty UE parameters update transparent container as error but there is no base for such handling in 24.501 Rel-15 or Rel-16.
· requires sending of additional signalling over radio

· aligned with SA3 statement in S3-220469 since additional parameter is UPU acknowledgement is not protected by UPU-MAC-Iue

	Alternative-2: in the registration request message during the registration procedure (see C1-221631)
	· No need to perform additional UPU procedure for fetching the UE's UPU capabilities.

· Enables detection of UE's support for "Disaster roaming information updating data" UPU parameter, even if the VPLMN does not support MINT
	· The UE needs to report its UE's UPU capabilities during each registration, even if the network does not need to provide UPU parameters to the UE.

· About 20 octets are needed in each registration, even if the network does not need to perform UPU procedure. Furthermore, if the ACK is needed similarly as in UPU procedure itself, additional 20 octets would be need in each REGISTRATION ACCEPT of each registration. This is waste of radio resources.
· Additional load on the UDM in each registration (initial registration, mobility registration update and periodic registration update).

· Additional impact on the AMF as the AMF needs to forward to the UDM the UE parameters support transparent container received in REGISTRATION REQUEST

· Requires sending of additional signalling over radio

· Not aligned with SA3 statement in S3-220469

	Alternative-2a: in the SOR transparent container carrying the CP-SOR acknowledgement (see C1-216840)
	· No need to perform additional UPU procedure for fetching the UE's UPU capabilities, if the network requests UE's UPU capabilities in earlier CP-SOR procedure.

· Enables detection of UE's support for "Disaster roaming information updating data" UPU parameter, even if the VPLMN does not support MINT


	· Architecturally incorrect as one feature (CP-SOR) is used to provide capabilities for other feature (UE's UPU capabilities).
· The network has to perform CP-SOR procedure before UPU procedure if the network does not yet store the UE's UPU capabilities.
· In VPLMN or non-subscribed SNPN, either the CP-SOR procedure is performed in each initial registration, or paging procedure needs to be firstly initiated when pulling UE's UPU capabilities if the UE in the idle mode. In HPLMN or subscribed SNPN, paging procedure needs to be firstly initiated when pulling UE's UPU capabilities if the UE in the idle mode.

· If UE's UPU capabilities are fetched using CP-SOR during initial registration, CP-SOR procedure is required during each initial registration. This wastes radio resources as about 20 octets are needed in each direction in each initial registration, even if the network does not need to perform UPU procedure.
· Requires sending of additional signalling over radio

	Alternative-3: in the registration request message during the registration procedure (see C1-220044)
	· No need to perform additional UPU procedure for fetching the UE's UPU capabilities.

· Enables detection of UE's support for "Disaster roaming information updating data" UPU parameter, even if the VPLMN does not support MINT

· Aligned with SA3 statement in S3-220469

	· The UE needs to report its UE's UPU capabilities during each initial registration, even if the network does not need to provide UPU parameters to the UE.

· 3 octets are needed in each initial registration, even if the network does not need to perform UPU procedure. This is waste of radio resources.
· Possibly additional load on the UDM in each initial registration. Can be avoided if UE's UPU capabilities are passed between AMFs and AMF reports UE's UPU capabilities to UDM only when newly provided UE's UPU capabilities differ from previously provided UE's UPU capabilities
· Additional impact on the AMF as the AMF needs to forward to the UDM the UE UPU capability received in REGISTRATION REQUEST

· Requires sending of additional signalling over radio

	Alternative-4: rely on the existing MINT bit in 5GMM capability IE
	· Does not require sending of additional signalling over radio

· Aligned with SA3 statement in S3-220469
	· Does not enable detection of UE's support for "Disaster roaming information updating data" UPU parameter, when the VPLMN does not support MINT

· Additional impact on the AMF as the AMF needs to inform the UDM about the UE's support of MINT received in 5GMM capabilities

· Possibly additional load on the UDM in each initial registration. Can be avoided if 5GMM capabilities are passed between AMFs and AMF reports UE's 5GMM capabilities to UDM only when MINT bit in newly received 5GMM capabilities differ from AMF's stored 5GMM capabilities


2.3 Discussion in Feb 2022 CT1 meeting

In CC#5 of Feb 2022 CT1 meeting (see [1]), the solutions were supported as follows (some text is not shown):
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Thus:

- Alternative-1 was supported by 2 companies.

- Alterantive-2 was supported by 5 companies.

- Alternative-4 was supported by 6 companies.

No support was shown for Alternative-2a and Alternative-3. Related CRs were not submitted to Feb 2022 CT1 meeting.

2.4 Proposal
Based on the evaluation from Table 2, one can see that:

· Alternative-2 requires 20 octets (at least in uplink direction) in each registration, generates load on the UDM in each registration, and is not aligned with SA3 statement in S3-220469. Thus, Alternative-2 is not acceptable.

· Alternative-2a requires deployment of additional feature (CP-SOR) for obtaining UE's UPU capabilities. This is architecturally incorrect. Furthermore, it will not work for operators not interested in CP-SOR. Additionally, it requires 20 octets (in both directions) in each initial registration. Thus, Alternative-2a is not acceptable.
· Alternative-4 does not enable detection of UE's support for "Disaster roaming information updating data" UPU parameter, when the VPLMN does not support MINT. 
If the UE is configured with "Disaster roaming is disabled in the UE" and is in a VPLMN not supporting MINT, the HPLMN cannot reconfigure the UE with "Disaster roaming is enabled in the UE". If such UE moves to a different country, where MINT is supported, all allowable PLMNs have disaster condition and a forbidden PLMN provides disaster roaming for UEs of those PLMNs, then the UE will not be able obtain disaster roaming service despite HPLMN's intention to enable it. 

If the UE is configured with "Disaster roaming is enabled in the UE" and is in a VPLMN not supporting MINT, the HPLMN cannot reconfigure the UE with "Disaster roaming is disable in the UE". If such UE moves to a different country, where MINT is supported, all allowable PLMNs have disaster condition and a forbidden PLMN provides disaster roaming for UEs of those PLMNs, then the UE will attempt to obtain disaster roaming service despite HPLMN's intention to prevent it. 
Those situations are possible but seems to be rare.

Based on the discussion in Feb 2022 CT1 meeting, one can see that alternative 1 is unlikely to get progressed in CT1.

Proposal #1: Alternative-4 should be adopted as a way forward.

Proposal #2: It is proposed to inform SA2 about CT1 conclusions, as response to SA2 LS S2-2106703.
3 Conclusion
This paper has provided the evaluation on all alternative solutions from NAS protocol perspective.
Based on the discussion, following proposals were provided:
Proposal #1: Alternative-4 should be adopted as a way forward.

Proposal #2: It is proposed to inform SA2 about CT1 conclusions, as response to SA2 LS S2-2106703.
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