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\* \* \* First Change \* \* \* \*

#### 6.2.10.1 SGM client HTTP procedure

Upon receiving request from VAL user to fetch the list of groups in which the VAL user is a member, the SGM-C:

a) shall generate an HTTP POST request. In the HTTP POST request:

1) shall set the Request URI to the URI of the SGM-S appended with VAL service identity and the value "/group-list-fetch";

2) shall include the Host header with public user identity of SGM-S;

3) shall include an Authorization header field with the "Bearer" authentication scheme set to an access token of the "bearer" token type as specified in IETF RFC 6750 [6]; and

4) shall include the parameters specified in clause A.3.1 serialized into a JavaScript Object Notation (JSON) structure as specified in IETF RFC 7159 [10]; and;

b) shall send an HTTP POST request to SGM-S.

Upon receiving an HTTP 200 (OK), the SGM-C shall notify the VAL user about the list of the groups where the VAL UE is a member.

Based on VAL user's request, if group events subscription is not already created, then the SGM-C shall create the group events subscription as specified in clause 6.2.8.1.1 for the event SUBSCRIBE\_GROUP\_MODIFICATION (0x02) as defined in clause A.1.2. If group events subscription already exists then the SGM-C shall modify the subscription as specified in clause 6.2.8.1.2.

\* \* \* Next Change \* \* \* \*

#### 6.2.10.2 SGM server HTTP procedure

Upon reception of an HTTP POST request where the Request-URI of the HTTP POST request is set to "/group-list-fetch", the SGM-S:

a) shall determine the identity of the sender of the received HTTP POST request as specified in clause 6.2.1.1, and:

1) if the identity of the sender of the received HTTP POST request is not authorized user, shall respond with an HTTP 403 (Forbidden) response to the HTTP POST request and skip rest of the steps;

b) shall send an HTTP 200 (OK) response to SGM-C. In the response, the SGM-S shall include the parameters specified in clause A.3.2 serialized into a JavaScript Object Notation (JSON) structure as specified in IETF RFC 7159 [10];

\* \* \* Next Change \* \* \* \*

#### 6.2.10.X SGM client CoAP procedure

Upon receiving request from VAL user to fetch the list of groups in which the VAL user is a member, the SGM-C shall send a CoAP GET request with the CoAP URI set to the URI of the VAL Group Documents resource with the "memberId" query parameter set to the VAL user ID or VAL UE ID and optionally with the "time-period" query parameter when the group was created.

Upon receiving request from VAL user to fetch the list of groups in which the VAL user is a member, the SGM-C shall send a CoAP GET request to the SGM-S. In the CoAP GET request, the SGM-C:

a) shall set the CoAP URI to the URI of the VAL Group Documents resource:

1) the "apiRoot" is set to the SGM-S URI; and

2) shall set "memberId" query parameter to the VAL user ID or VAL UE ID and may set "time-period" query parameter to the time period when the group was created as described in clause X.2.1.2.2.3.2; and

b) shall send the request protected with the relevant ACE profile (OSCORE profile or DTLS profile) as described in 3GPP TS 24.547 [5].

Upon receiving a CoAP 2.05 (Content) response the SGM-C shall notify the VAL user about the list of the groups where the VAL UE is a member.

\* \* \* Next Change \* \* \* \*

#### 6.2.10.Y SGM server CoAP procedure

Upon reception of an CoAP GET request where the CoAP URI of the request identifies VAL Group Documents resource as described in clause X.2.1.2.2.3.2, the SGM-S:

a) shall determine the identity of the sender of the received CoAP GET request as specified in clause 6.2.1.X, and:

1) if the sender is not authorized to fetch the requested VAL group document(s), shall respond with a 4.03 (Forbidden) response to the CoAP GET request and skip rest of the steps;

b) shall support handling a CoAP GET request from a SGM-C according to procedures specified in IETF RFC 7252 [12]; and

c) shall return a 2.05 (Content) response including all the VAL group documents matching all the given values of the query parameters.

\* \* \* End of Changes \* \* \* \*