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1st change

#### 6.2.4.x Receiving notification of entry into or exit from a group geographic area

Upon receipt of a "SIP MESSAGE request for notification of entry into or exit from a group geographic area", the MCData client:

1) shall send a SIP 200 (OK) to the participating MCData function that sent the SIP MESSAGE request; and

2) if the <group-geo-area-ind> element of the application/vnd.3gpp.mcdata-info+xml MIME body is:

a) set to "true":

i) may display to the MCData user an indication that a group geographic area has been entered; and

ii) shall execute the procedure in clause 8.2.2 to affiliate to the group indicated by the participating MCData function; and

b) set to "false":

i) may display to the MCData user an indication that a group geographic area has been exited; and

ii) shall execute the procedure in clause 8.2.2 to de-affiliate from the group indicated by the participating MCData function.

2nd change

##### 6.3.7.1.6 Generating a SIP MESSAGE request for notification of entry into or exit from an emergency alert area

This clause describes the procedures for generating a SIP MESSAGE request to notify an MCData client that it has entered a pre-defined emergency alert area or exited from a pre-defined emergency alert area. The procedure is initiated by the participating MCData function when the participating MCData function determines that the MCData client has entered a pre-defined emergency alert area or exited from a pre-defined emergency alert area.

NOTE: The participating MCData function can use additional implementation-specific selection criteria to decide the recipients of the notification, i.e., whether and when an entry/exit notification is sent. The additional criteria can be the activated functional alias, ongoing emergency or conditions related to position such as speed, heading etc.. The determination of the specific region is left to implementation.

The participating MCData function:

1) shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [5] and IETF RFC 3428 [6];

2) shall include an Accept-Contact header field containing the g.3gpp.mcdata media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [8];

3) shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref with the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata" along with parameters "require" and "explicit" according to IETF RFC 3841 [8];

4) shall set the Request-URI to the public user identity associated to the MCData ID of the targeted MCData user;

5) shall include a P-Asserted-Identity header field set to the public service identity of the participating MCData function;

6) shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata" (coded as specified in 3GPP TS 24.229 [5]), in a P-Asserted-Service-Id header field according to IETF RFC 6050 [7];

7) shall include an application/vnd.3gpp.mcdata-info+xml MIME body with the <mcdatainfo> element containing the <mcdata-Params> element with:

a) the <mcdata-request-uri> element set to the value of the MCData ID of the targeted MCData user; and

b) optionally an <associated-group-id> element set to the MCData group ID of the group for which a pre-defined emergency alert area has been entered or exited;

8) shall include in the application/vnd.3gpp.mcdata-info+xml MIME body an <emergency-alert-area-ind> element:

a) set to a value of "true", if the MCData client has entered a pre-defined emergency alert area; or

b) set to a value of "false", if the MCData client has exited from a pre-defined emergency alert area; and

9) shall send the SIP MESSAGE request towards the MCData client according to the rules and procedures of 3GPP TS 24.229 [5].

Upon receiving a SIP 200 (OK) response to the SIP MESSAGE request, if the <emergency-alert-area-ind> element of the application/vnd.3gpp.mcdata-info+xml MIME body in the SIP MESSAGE request was:

1) set to a value of "true", shall record that the MCData client has received the notification that it has entered the pre-defined emergency alert area; and

2) set to a value of "false", shall record that the MCData client has received the notification that it has exited the pre-defined emergency alert area.

3rd change

##### 6.3.7.1.7 Generating a SIP MESSAGE request for notification of entry into or exit from a group geographic area

This clause describes the procedures for generating a SIP MESSAGE request to notify an MCData client that it has entered a pre-defined group geographic area or exited from a pre-defined group geographic area requiring affiliation to or de-affiliation from a group. The procedure is initiated by the participating MCData function when the participating MCData function determines that the MCData client has entered a pre-defined group geographic area or exited from a pre-defined group geographic area.

NOTE: The participating MCData function can use additional implementation-specific selection criteria to decide the recipients of the notification, i.e., whether and when an entry/exit notification is sent. The additional criteria can be the activated functional alias, ongoing emergency or conditions related to position such as speed, heading etc.. The determination of the specific region is left to implementation.

The participating MCData function:

1) shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [5] and IETF RFC 3428 [6];

2) shall include an Accept-Contact header field containing the g.3gpp.mcdata media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [8];

3) shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref with the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata" along with parameters "require" and "explicit" according to IETF RFC 3841 [8];

4) shall set the Request-URI to the public user identity associated to the MCData ID of the targeted MCData user;

5) shall include a P-Asserted-Identity header field set to the public service identity of the participating MCData function;

6) shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata" (coded as specified in 3GPP TS 24.229 [5]), in a P-Asserted-Service-Id header field according to IETF RFC 6050 [7];

7) void;

8) shall include an application/vnd.3gpp.mcdata-info+xml MIME body with an <mcdatainfo> element containing the <mcdata-Params> element with

a) an <mcdata-request-uri> element set to the value of the MCData ID of the targeted MCData user;

b) an <associated-group-id> element set to the MCData group ID of the group for which a pre-defined group geographic area has been entered or exited; and

c) a <group-geo-area-ind> element:

i) set to a value of "true", if the MCData client has entered a pre-defined group geographic area; or

ii) set to a value of "false", if the MCData client has exited from a pre-defined group geographic area; and

9) shall send the SIP MESSAGE request towards the MCData client according to the rules and procedures of 3GPP TS 24.229 [5].

Upon receiving a SIP 200 (OK) response to the SIP MESSAGE request, if the <group-geo-area-ind> element of the application/vnd.3gpp.mcdata-info+xml MIME body in the SIP MESSAGE request was:

1) set to a value of "true", shall record that the MCData client has received the notification that it has entered the pre-defined group geographic area; and

2) set to a value of "false", shall record that the MCData client has received the notification that it has exited the pre-defined group geographic area.

4th change

#### 16.2.1.1 Emergency alert origination

As the result of an action in clause 16.2.1.5 or upon receiving a request from the MCData user to send an MCData emergency alert, the MCData client shall determine whether or not it is authorised to originate an emergency alert, by following the procedures in clause 6.2.8.1.6.

If the MCData emergency alert origination request is considered an unauthorised request for an MCData emergency alert, the MCData client shall indicate to the MCData user that an MCData emergency alert is not allowed on this group and shall terminate this procedure.

If the request was authorised, but the MCData user has not indicated the identity of the MCData group to receive the emergency alert, the MCData client shall use, in descending order of preference, one of the following: the value of the <uri-entry> element of the <entry> element of the <GroupEmergencyAlert> element of the <Common> element in the MCData user profile, if present; if not, the identity of the MCData group to which the most recent communication or affiliation request was made by the MCData client since last acquiring the MCData service. If an MCData group identity cannot be determined, the MCData client shall indicate the fact to the MCData user and shall terminate this procedure.

The MCData client shall generate a SIP MESSAGE as an out-of-dialog request, in accordance with 3GPP TS 24.229 [5] and IETF RFC 3428 [6], and:

1) shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata" (coded as specified in 3GPP TS 24.229 [5]), in a P-Preferred-Service header field according to IETF RFC 6050 [7] in the SIP MESSAGE request;

2) shall include an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata" along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [8];

3) may include a P-Preferred-Identity header field in the SIP MESSAGE request containing a public user identity as specified in 3GPP TS 24.229 [5];

4) shall include an application/vnd.3gpp.mcdata-info+xml MIME body with the <mcdatainfo> element containing the <mcdata-Params> element (see clause D.1) with:

a) the <mcdata-request-uri> element set to the MCData group identity;

b) the <alert-ind> element set to a value of "true";

c) the <mcdata-client-id> element set to the MCData client ID of the originating MCData client; and

d) if the MCData client is aware of active functional aliases and if an active functional alias is to be included in the SIP MESSAGE request, the <functional-alias-URI> element set to the URI of the used functional alias;

5) shall include an application/vnd.3gpp.mcdata-location-info+xml MIME body with a <Report> element included in the <location-info> root element (see clause D.4);

6) shall include in the <Report> element the specific location information configured for the MCData emergency alert location trigger;

7) shall set the MCData emergency state if not already set;

8) shall set the MCData emergency alert state to "MDEA 2: emergency-alert-confirm-pending";

9) shall set the Request-URI to the public service identity identifying the participating MCData function serving the group identity; and

10) shall send the SIP MESSAGE request according to rules and procedures of 3GPP 24.229 [5];

On receiving a SIP 2xx response to the SIP MESSAGE request, the MCData client shall set the MCData emergency alert state to "MDEA 3: emergency-alert-initiated" and shall give the MCData user an indication of success.

On receiving a SIP 4xx response a SIP 5xx response or a SIP 6xx response to the SIP MESSAGE request, the MCData client shall set the MCData emergency alert state to "MDEA 1: no-alert" and shall indicate the failure to the MCData user.

NOTE: If no response is received after an implementation dependent amount of time or if there is an indication of communication failure, the MCData client can inform the user, and can clear the MCData emergency alert state or can retry sending the emergency alert to the MCData participating server. The MCData emergency state is left unchanged, as the MCData user presumably is in the best position to determine whether or not there still is an emergency situation and can use manual clearing, as necessary.

5th change

#### 16.2.1.4 Void

6th change

#### 16.2.1.5 MCData client receives notification of entry into or exit from an emergency alert area

Upon receipt of a "SIP MESSAGE request for notification of entry into or exit from an emergency alert area", the MCData client:

1) if the received SIP MESSAGE request contains an application/vnd.3gpp.mcdata-info+xml MIME body with the <emergency-alert-area-ind> element of the value:

a) set to "true":

i) may display to the MCData user an indication that MCData client has entered a pre-defined emergency alert area; and

ii) shall initiate the emergency alert origination procedure as specified in clause 16.2.1.1 with the clarification that the <mcdata-request-uri> element is set to the group identity value of the <associated-group-id> element if received in the SIP MESSAGE request; or

b) set to "false":

i) may display to the MCData user an indication that MCData client has exited a pre-defined emergency alert area.

NOTE: In this case, the MCData emergency state remains set, as the MCData user is in the best position to determine whether or not they are in a life-threatening condition. The MCData user can clear the MCData emergency state manually, if needed.

2) shall generate a SIP 200 (OK) response according to rules and procedures of 3GPP TS 24.229 [5]; and

3) shall send the SIP 200 (OK) response towards the MCData server according to rules and procedures of 3GPP TS 24.229 [5].

End of changes