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## 10.1 General

The MCData user profile configuration Management Object (MO) is used to configure the MCData Client behaviour for the on-network or off-network MCData Service. The MCData user profile configuration parameters may be stored in the ME, or in the USIM as specified in 3GPP TS 31.102 [10], or in both the ME and the USIM. If both the ME and the USIM contain the same parameters, the values stored in the USIM shall take precedence.

The Management Object Identifier is: urn:oma:mo:ext-3gpp-MCData-user-profile:1.0.

Protocol compatibility: This MO is compatible with OMA OMA DM 1.2 [3].

The OMA DM ACL property mechanism (see OMA OMA-ERELD-DM-V1\_2 [2]) may be used to grant or deny access rights to OMA DM servers in order to modify nodes and leaf objects of the MCData user profile MO.

The following nodes and leaf objects are possible under the MCData user profile node as described in figures 10.1.1 through 10.1.4.



Figure 10.1.1: The MCData user profile MO (1 of 4)



Figure 10.1.2: The MCData user profile MO (2 of 4)



Figure 10.1.3: The MCData user profile MO (3 of 4)



Figure 10.1.4: The MCData user profile MO (4 of 4)

\* \* \* \* \* \* NEXT CHANGE \* \* \* \* \* \* \*

### 10.2.55C /*<x>*/<x>/OnNetwork/MCDataGroupList/<x>/Entry/AllowStoreGroupCommInMsgstore

Table 10.2.55C.1: /*<x>*/<x>/OnNetwork/MCDataGroupList/<x>/Entry/AllowStoreGroupCommInMsgstore

|  |
| --- |
| <x>/OnNetwork/MCDataGroupList/<x>/Entry/AllowStoreGroupCommInMsgstore |
|  | Status | Occurrence | Format | Min. Access Types |  |
|  | Optional | ZeroOrOne | bool | Get, Replace |  |
|  | This leaf node indicates whether the MCData user is authorised to request an MCData server to store his/her group communication into message store or not. |

When set to "true", the MCData user is authorised to request an MCData server to store this group communication into message store. The group is identified by the MCData Group ID in the same structure of the group entry.

When set to "false", the MCData user is not authorised to request an MCData server to store this group communication into message store. The group is identified by the MCData Group ID in the same structure of the group entry.

\* \* \* \* \* \* NEXT CHANGE \* \* \* \* \* \* \*

### 10.2.97I /*<x>*/*<x>*/OnNetwork/AllowStoreCommsInMsgstore

Table 10.2.97I.1: /*<x>*/<x>/OnNetwork/AllowStoreCommsInMsgstore

|  |
| --- |
| <x>/OnNetwork/AllowStoreCommsInMsgstore |
|  | Status | Occurrence | Format | Min. Access Types |  |
|  | Optional | ZeroOrOne | bool | Get, Replace |  |
|  | This leaf node indicates whether the MCData communications of an MCData user are authorised to be stored in the message store or not. |

When set to "true", the MCData communications of a MCData user are authorised to be stored in the message store.

When set to "false", the MCData communications of a MCData user are not authorised to be stored in the message store.

\* \* \* \* \* \* NEXT CHANGE \* \* \* \* \* \* \*

### 10.2.97J /*<x>*/*<x>*/OnNetwork/AllowStorePrivateCommsInMsgstore

Table 10.2.97J.1: /*<x>*/<x>/OnNetwork/AllowStorePrivateCommsInMsgstore

|  |
| --- |
| <x>/OnNetwork/AllowStorePrivateCommsInMsgstore |
|  | Status | Occurrence | Format | Min. Access Types |  |
|  | Optional | ZeroOrOne | bool | Get, Replace |  |
|  | This leaf node indicates whether the MCData user is authorised to request an MCData server to store his/her private communications into message store or not. |

When set to "true", the MCData user is authorised to request an MCData server to store his/her private communications into message store.

When set to "false", the MCData user is not authorised to request an MCData server to store his/her private communications into message store.

\* \* \* \* \* \* END CHANGE \* \* \* \* \* \* \*